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About This Document

Overview

GPON terminal EchoLife HG8010/HG8240B/HG8245T/HG8247T (hereafter referred to as the
HG8010/HG8240B/HG8245T/HG8247T) is an indoor optical network terminal (ONT)
designed for home users and small office and home office (SOHO) users. This document
provides the appearance and specifications of the HG8010/HG8240B/HG8245T/HG8247T, and
describes its configuration and usage, which helps you know the HG8010/HG8240B/HG8245T/
HG8247T quickly.

Product Version

The following table lists the product versions related to this document.

Product Name Product Version
EchoLife HG8010/ V200R005C00&CO01
HGR240B/HG8245T/

HG8247T

Intended Audience

The intended audience of this document is as follows:

® Technical support engineers

® Maintenance engineers

Update History

Updates between document versions are cumulative. Therefore, the latest document version
contains all updates made to previous versions.
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Updates in Issue 01 (2011-10-18)

This is the first release for the HG8010/HG8240B/HG8245T/HG&247T V200R005C00&CO1.
It is the first archive.
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1 Safety Precautions

Safety Precautions

To ensure normal running of the device, read the safety precautions carefully before operating
the device, and comply with the precautions when performing the operations.

Basic Requirements

Keep the device dry during storage, transportation, and running of the device.

Prevent the device from colliding with other objects during storage, transportation, and
running of the device.

Install the device in strict compliance with the vendor requirements.

Do not uninstall the device without permission. Contact the specified service center when
a fault occurs on the device.

No enterprise or personnel should modify the structure, security design, or performance
design of the device without authorization.

Abide by local laws and regulations and respect the legal rights of others when using the
device.

Environment Requirements

Install the device in a well-ventilated place that is not directly exposed to sunlight.
Keep the device clean.
Keep the device away from water sources or wet places.

Do not place any objects on the device. This is to protect the device from damages, such
as overheat or distortion, which can be caused by such objects.

Leave a space of at least 10 cm around the device for heat dissipation.

Keep the device away from heat sources or fire sources, such as electrical heaters and
candles.

Keep the device away from the electrical appliances with strong magnetic fields or strong
electric fields, such as microwave ovens, refrigerators, and mobile phones.

Instructions for Use

Use the accessories delivered with the device, or use those recommended by the vendor,
such as the power adapter and battery.
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1 Safety Precautions

The power supply voltage of the device must meet the requirements on the input voltage
of the device.

Keep power plugs clean and dry to avoid electric shocks or any other hazards.
Dry your hands before removing or inserting cables.
Stop the device and switch off the power before removing or inserting cables.

Switch off the power and remove all the cables, including the power cable, optical fibers,
and network cables, from the device during periods of lightning activity.

Switch off the power and remove the power plug if the device needs to be shut down for a
long time.

Protect the device from ingress of water or other liquids. If such an accident occurs, switch
off the power immediately and remove all the cables, including the power cable, optical
fibers, and network cables, from the device. Contact the specified service center in the case
of a device failure.

Do not stamp, pull, drag, or excessively bend the cables because they may get damaged.
Damaged cables can cause a device failure.

Do not use the cables that are damaged or have deteriorated.

Do not look directly into the optical port on the device without eye protection. The laser
emitted from the optical port can injure your eyes.

In case of any abnormalities, such as smoke, abnormal sound, or odor from the device,

immediately stop the device, switch off the power, and remove all cables, including the
power cable, optical fibers, and network cables, from the device. Contact the specified

service center in the case of a device failure.

Prevent foreign objects such as metal objects from dropping into the device through the
heat dissipation mesh.

Protect the outer case of the device from scratches, because the paint that peels off in the
scratched areas can cause device abnormalities. If the paint falls into the device it may cause
short circuits. In addition, peeled-off paint can cause an allergic reaction to the human body.

Ensure that the device is kept out of the reach of children. Guard against risks such as
children playing with the device or swallowing small parts of the device.

Instructions for Cleaning

Before cleaning the device, stop the device from running, switch off the power, and remove
all cables, including the power cable, optical fibers, and network cables, from the device.
When inserting and removing optical fibers, keep the optical fiber connectors clean.

Do not use cleaning fluid or spray-on detergent to clean the outer case of the device. Use
a soft cloth instead.

Instructions for Environment Protection

Put the retired device and batteries at the specified recycle place.

Abide by local laws and regulations to handle packaging materials, run-out batteries and
retired devices.
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System Overview
About This Chapter
This topic provides the appearance and describes the typical network applications of the
HG8010/HG8240B/HG8245T/HG8247T.
2.1 Product Introduction
This topic provides the appearance and describes the ports and LEDs of the HG8010/HG8240B/
HG8245T/HG8247T.
2.2 Typical Network Applications
This topic describes the typical network applications of the HG8010/HG8240B/HG8245T/
HG8247T.
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2.1 Product Introduction

This topic provides the appearance and describes the ports and LEDs of the HG8010/HG8240B/
HG8245T/HG8247T.

The HG8010/HG8240B/HG8245T/HG8247T is an indoor optical network terminal (ONT)
designed for home users and small office and home office (SOHO) users. Its upper shell adopts
the natural heat dissipation material, and its optical port adopts the dust-proof design with a
rubber plug. The HG8010/HG8240B/HG8245T/HG8247T is eye-pleasing and energy-efficient.
It can be deployed on a workbench or mounted on a wall, meeting users' deployment
requirements in different scenarios.

A CAUTION

The series ONTs are used indoors only. Do not install them outdoors or in outdoor cabinets.

By using the gigabit-capable passive optical network (GPON) technology, the HG8010/
HG8240B/HG8245T/HG8247T provides a high-speed data channel through a single optical
fiber with an upstream rate of 1.244 Gbit/s and a downstream rate of 2.488 Gbit/s. In this way,
you can enjoy quality high-speed data service, voice service, and video service. In addition, the
HG8245T and HG8247T provide reliable wireless access service, and convenient storage and
file sharing services within a home network.

As an ONT, the HG8010/HG8240B/HG8245T/HG8247T provides convenient and efficient
remote management functions. The HG8010/HG8240B/HG8245T/HG8247T supports ONT
Management and Control Interface (OMCI) protocol and the U2560 (Huawei TR-069 server)
and manages all home terminals in a unified manner, thus implementing remote fault diagnosis,
service provisioning, and performance statistics measurement.

2.1.1 Appearance

This topic provides the appearance of the HG8010/HG8240B/HG8245T/HG8247T.

Figure 2-1, Figure 2-2, Figure 2-3 and Figure 2-4 show the appearance of the HG8010/
HG8240B/HG8245T/HG8247T.
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Figure 2-1 Appearance of the HG8010
Figure 2-2 Appearance of the HG8240B
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Figure 2-3 Appearance of the HG8245T

i

Figure 2-4 Appearance of the HG8247T
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2.1.2 Ports
This topic provides the appearance of the ports on the HG8010/HG8240B/HG8245T/
HG8247T and describes the functions of the ports.

Ports on the HG8010

Figure 2-5 and Figure 2-6 show the ports on the rear panel and side panel of the HG8010
respectively.
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Figure 2-5 Ports on the rear panel of the HG8010
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Table 2-1 Descriptions of the ports on the rear panel of the HG8010

Port and Button

Function

OPTICAL

Indicates the optical port. The optical port is equipped with a
rubber plug and is connected to an optical fiber for upstream
transmission.

The type of the optical connector connected to the OPTICAL
port is SC/APC.

LAN

Indicate auto-sensing 10/100/1000M Base-T Ethernet ports
(RJ-45), used for connecting to PCs or IP set-top boxes (STBs).

POWER

Indicates the power port, used for connecting to the power
adapter or backup battery.

Figure 2-6 Ports on the side panel of the HG8010
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Table 2-2 Descriptions of the ports on the side panel of the HG8010

Port and Button

Function

[
|

Indicates the power button. It is used to power on or power off
the device.

RESET

Indicates the reset button. Press the button for a short time to
reset the device; press the button for a long time (longer than
10s) to restore the device to the default settings and reset the
device.
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Ports on the HG8240B
Figure 2-7 and Figure 2-8 show the ports on the rear panel and side panel of the HG8240
respectively.
Figure 2-7 Ports on the rear panel of the HG8240B
L | | |
O] (L] [ OP
OPTICAL LAN1 LAN2 LAN3 LAN4 TEL1 TEL2 ON/OFF POWER
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Table 2-3 Descriptions of the ports on the rear panel of the HG8240B
Port and Button Function
Indicates the optical port. The optical port is equipped with a
rubber plug and is connected to an optical fiber for upstream
OPTICAL transmission.
The type of the optical connector connected to the OPTICAL
port is SC/APC.
Indicate auto-sensing 10/100/1000M Base-T Ethernet ports
LANI-LAN4 (RJ-45), used for connecting to PCs or IP STBs.
TELI1-TEL2 Indicate VoIP telephone ports (RJ-11), used for connecting to
the ports on telephone sets.
ON/OFF Indlcates.the power—on/power-off button, used for powering on
or powering off the device.
POWER Indicates the power port, used for connecting to the power
adapter or backup battery.
Figure 2-8 Ports on the side panel of the HG8240B
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Table 2-4 Descriptions of the ports on the side panel of the HG8240
Port and Button Function
BBU Indicates the external backup battery monitoring port, used for
connecting to the backup battery for monitoring the battery.
Indicates the reset button. Press the button for a short time to
RESET reset the device; press the button for a long time (longer than
10s) to restore the device to the default settings and reset the
device.
Ports on the HG8245T
Figure 2-9 and Figure 2-10 show the ports on the rear panel and side panel of the HG8245T
respectively.
Figure 2-9 Ports on the rear panel of the HG8245T
m u
— ||
:OF'TICAL= LAN1 LAN2 LAN3 LAN4 TEL1 TEL2 ON/OFF POWER —
=
Table 2-5 Descriptions of the ports on the rear panel of the HG8245T
Port and Button Function
Indicates the optical port. The optical port is equipped with a
rubber plug and is connected to an optical fiber for upstream
OPTICAL transmission.
The type of the optical connector connected to the OPTICAL
port is SC/APC.
Indicate auto-sensing 10/100/1000M Base-T Ethernet ports
LANI-LAN4 (RJ-45), used for connecting to PCs or IP STBs.
TELI1-TEL2 Indicate VoIP telephone ports (RJ-11), used for connecting to
the ports on telephone sets.
Issue 01 (2011-10-18) Huawei Proprietary and Confidential 9

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

2 System Overview

Port and Button

Function

ON/OFF

Indicates the power-on/power-off button, used for powering on
or powering off the device.

POWER

Indicates the power port, used for connecting to the power
adapter or backup battery.

Figure 2-10 Ports on the side panel of the HG8245T

Table 2-6 Descriptions of the ports on the side panel of the HG8245T

Port and Button Function

BBU Indicates the external backup battery monitoring port, used for
connecting to the backup battery for monitoring the battery.

USB Indicates the USB host port, used for connecting to a USB
storage device.

WLAN Indicates the WLAN button, used for enabling or disabling the
WLAN function.

WPS Indicates the WLAN data encryption switch.
Indicates the reset button. Press the button for a short time to

RESET reset the device; press the button for a long time (longer than
10s) to restore the device to the default settings and reset the
device.

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 10

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

2 System Overview

Ports on the HG8247T

Figure 2-11 and Figure 2-12 show the ports on the rear panel and side panel of the HG8247T

respectively.

Figure 2-11 Ports on the rear panel of the HG8247T
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Table 2-7 Descriptions of the ports on the rear panel of the HG8247T

Port and Button

Function

CATV

Indicates an RF port, used to connect to a TV set.

OPTICAL

Indicates the optical port. The optical port is equipped with a
rubber plug and is connected to an optical fiber for upstream
transmission.

The type of the optical connector connected to the OPTICAL
port is SC/APC.

LANI1-LAN4

Indicate auto-sensing 10/100/1000M Base-T Ethernet ports
(RJ-45), used for connecting to PCs or [P STBs.

TEL1-TEL2

Indicate VoIP telephone ports (RJ-11), used for connecting to
the ports on telephone sets.

ON/OFF

Indicates the power-on/power-off button, used for powering on
or powering off the device.

POWER

Indicates the power port, used for connecting to the power
adapter or backup battery.
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Figure 2-12 Ports on the side panel of the HG8247T
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Table 2-8 Descriptions of the ports on the side panel of the HG8247T

Port and Button

Function

BBU

Indicates the external backup battery monitoring port, used for
connecting to the backup battery for monitoring the battery.

USB

Indicates the USB host port, used for connecting to a USB
storage device.

WLAN

Indicates the WLAN button, used for enabling or disabling the
WLAN function.

WPS

Indicates the WLAN data encryption switch.

RESET

Indicates the reset button. Press the button for a short time to
reset the device; press the button for a long time (longer than
10s) to restore the device to the default settings and reset the
device.

2.1.3 LEDs

This topic provides the appearance of the LEDs on the HG8010/HG8240B/HG8245T/
HG8247T and describes the indications of these LEDs.

Figure 2-13, Figure 2-14, Figure 2-15 and Figure 2-16 show the LEDs on the HG8010,
HG8240B, HG8245T and HG8247T respectively.

Figure 2-13 LEDs on the HG8010
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Figure 2-14 LEDs on the HG8240B
[ 1

& HUAWEI

O 0O ®§ O OO OO O OO OO O0OOoOOoOOoOOoOOoOOoOOoOOoOOoO o o o o o o o e o o
O O 0O O @ OO0 OO0 OO0 O OO O0OO0OO0ODO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0C0O0OO0O0O0
0 OO0 000000000000 0O0O0O0O0OD0OD0O0OO0ODO0ODO0OO0OO0OD OOoOOoOOo
0O O O0OO0OO0OO0OO0OO0O0O0O0O0OO0O0O0O0OO0ODO0OO0OO0OOLOOODODOOOODODOOoOO
000000000000 O0O0O0OO0O0O0O0OO0O0O0ODO0O0O0ODO0OO0OO0ODO0ODO0OO0OO0O°
O O O0OO0OO0O0OO0OO0O0O0O0O0OO0O0O0O0O0OLO0OO0OO0ODOLDOOODODODOOOOOO
© 00000000000 0O0O0O0O0O0OD0OO0OD0O0ODO0O0OD0ODO0OO0OO0ODO0OO0OO0OO0OO°
O O O0OO0OO0O0OO0OO0O0O0O0O0O0O0O0O0O0O0O0O0OD0ODODOOODODOOODOOOoOO
© 00000000000 O0O0O0O0O0O0O0O0OD0O0OO0O0O0ODO0OO0OO0ODO0OO0OO0OO0OO°
O O O0OO0OO0O0O0O0O0O0O0O0O0O0O0O0O0O0O0O0O0ODOOO0ODODOOOOOOOO
© OO0 0000000000000 0O0O0O0O0OD0OO0O0O0ODO0OO0OO0ODO0ODO0OO0OO0O°
O O O0OO0OO0O0O0O0O0O0O0O0O0O0O0O0O0O0OO0OO0O0OLDOOOODOOOOOOoOO
© 00000000000 O0O0O0O0O0O0D0O0O0OD0OO0O0O0ODO0OO0O0ODO0OO0OO0OO0O°
O O O0OO0OO0O0O0O0O0O0OO0O0O0O0O0O0O0O0O0O0O0ODO0OO0OO0OO0ODO0OO0OO0OO0ODOOoOO
0 OO0 O0OO0OO0OO0O0O0OO0O0OO0ODO0O0O0O0OLO0OO0OO0OOLDOOODOLOOOOOOOOoOOoOO
O 0OO0OO0O0OO0O0O0OO0O0O0O0OO0O0O0OO0O0O0OO0O0OD0O0OO0O0OD0ODO0OO0ODO0ODO0OO0OO0OO o
0 OO0 O0O0OO0OO0O0O0O0O0OO0OO0O0O0O0OO0OO0OO0OO0ODOO0OO0OOLDOOOOOODOOoOOoOO
O 0O OO0 OO0 OO0 O0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0OO0O0OO0S8 0o
0O 0O OO0 0O 00 00O OO0 OO0 o o o o o o o o o o o ® o o o o o o

—C— T [m] 1 2 O [}
(o) (o) (o) (o) (o) (o) (o) o o
TEL2 TEL1 LAN4 LAN3 LAN2 LAN1 LOS PON POWER

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 13
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 2 System Overview

Figure 2-15 LEDs on the HG8245T
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Figure 2-16 LEDs on the HG8247T
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Table 2-9 Indications of the LEDs on the HG8010/HG8240B/HG8245T/HG8247T
Silk Screen | Name Status Indication
Green: always on | The device is powered on.
Power supply Orange: always The device is powered by the
POWER
LED on backup battery.
Off The power supply is cut off.
Authentication
PON See Table 2-10.
LED
LOS Connection See Table 2-10
LED ’
The Ethernet connection is in the
Always on
normal state.
LANI-LAN4
NOTE Ethernet port Blinks Data is being transmitted on the
® HGgo10: | LED Ethernet port.
LAN —
The Ethernet connection is not set
Off
up.
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Silk Screen | Name Status Indication
Alwavs on The connection to the voice server
y is set up.
TEL1-TEL2 Blinks quickly The connection to the voice server
NOTE (twice per is set up and the telephone is in the
The Voice telephone second) off-hook or ringing state.
HG8240B/
port LED :
HG8245T/ Blinks slowly The ONT is registering with the
HG8247T has (once two .
this indicator. seconds) voice server.
Off The connection to the voice server
is not set up.
The USB port is connected and is
Always on working in the host mode, but no
USB data is being transmitted.
NOTE Blinks quickl
IT{ké§8245T/ USB port LED ( tv:/rilc: ;1;10 Y Data is being transmitted on the
HG8247T has second) USB port.
this indicator.
Off The system is not powered on or the
USB port is not connected.
WLAN Always on The WLAN function is enabled.
NOTE . . .
The WLAN port Blinks Data is being transmitted on the
HGS8245T/ LED WLAN port.
HGS8247T has
this indicator. Off The WLAN function is disabled.
WPS Always on The WPS function is enabled.
NOTE R . . .
The WPS vort LED | Blinks A Wi-Fi terminal is accessing the
HG8245T/ P system.
HG8247T has
this indicator. Off The WPS function is disabled.
CATV Alwavs on The CATYV function is enabled and
NOTE Y CATV signals are received.
The CATV port LED
HGS8247T has Off The CATYV function is disabled or
this indicator. CATYV signals are not received.

Table 2-10 Indications of PON and LOS LEDs

LED Status
No. Indication
PON LOS
1 Off Off The ONT is disabled by the OLT.
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LED Status
No. Indication
PON LOS
2 Blinks quickly Off The ONT is attempting to set up a
(twice per connection to the OLT.
second)
The connection between the ONT
3 Always on Off and the OLT is set up.
4 Off Blinks slowly The Rx optical power of the ONT is
(once two lower than the optical receiver
seconds) sensitivity.
Blinks quickly Blinks quickly The OLT detects that the ONT is a
5 (twice per (twice per rogue ONT.
second) second)

2.2 Typical Network Applications

This topic describes the typical network applications of the HG8010/HG8240B/HG8245T/
HG8247T.

As a network terminal, the HG8010/HG8240B/HG8245T/HG8247T is deployed at the GPON
access layer and connects home users and SOHO users to the Internet through optical upstream
ports. On the local area network (LAN) side, the HG8010/HG8240B/HG8245T/HG8247T
provides abundant hardware ports to meet various network requirements of home users and
SOHO users.

Network Topology of the HG8010

Figure 2-17 shows the position of the HG8010 in a network.

Figure 2-17 Network topology of the HG8010

Ctical splitter

Residential Residential
users Users

Metwork side Lser side
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® In the upstream direction, the HG8010 is connected to the optical splitter and the network-
side OLT through the passive optical network (PON) port, namely the OPTICAL port, to
provide integrated access services.

® [n the downstream direction, the HG8010 is provides a 10/100/1000M Base-T Ethernet
port for connecting to a home gateway. The home gateway then can be connected to a PC,
STB, or video phone to provide high-speed data and video services.

Network Topology of the HG8240B

Figure 2-18 shows the position of the HG8240B in a network.

Figure 2-18 Network topology of the HG8240B

Residential Residential
users users

Network side User side

®  Intheupstream direction, the HG8240B is connected to the optical splitter and the network-
side OLT through the passive optical network (PON) port, namely the OPTICAL port, to
provide integrated access services.

® [n the downstream direction, the HG8240B is connected to various terminals through the
following LAN-side ports to implement the triple play service:

- Four 10/100/1000M Base-T Ethernet ports, which can be connected to terminals such
as PCs, STBs, and video phoned to provide the high-speed data and video services.

- Two TEL ports, which can be connected to telephone sets or fax machines to provide
superior and cost-effective voice over IP (VoIP), fax over IP (FolP), and modem over
IP (MolIP) services.

Network Topology of the HG8245T

Figure 2-19 shows the position of the HG8245T in a network.
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Figure 2-19 Network topology of the HG8245T
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® [ntheupstream direction, the HG8245T is connected to the optical splitter and the network-
side OLT through the PON port, namely the OPTICAL port, to provide integrated access
services.

® In the downstream direction, the HG8245T is connected to various terminals through the
following LAN-side ports to implement the triple play service:

- Four 10/100/1000M Base-T Ethernet ports, which can be connected to terminals such
as PCs, STBs, and video phones to provide the high-speed data and video services.

- Two TEL ports, which can be connected to telephone sets or fax machines to provide
superior and cost-effective VoIP, FolP, and MolP services.

- Two Wi-Fi antennas, which can connect to Wi-Fi terminals wirelessly to provide a
secure and reliable high-speed wireless network.

- One USB port, which can be connected to a USB storage device to provide convenient
storage and file sharing services within a home network.

Network Topology of the HG8247T
Figure 2-20 shows the position of the HG8247T in a network.
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Figure 2-20 Network topology of the HG8247T
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In the upstream direction, the HG8247T is connected to the optical splitter and the network-
side OLT through the PON port, namely the OPTICAL port, to provide integrated access
services.

In the downstream direction, the HG8247T is connected to various terminals through the
following LAN-side ports to implement the triple play service:

- Four 10/100/1000M Base-T Ethernet ports, which can be connected to terminals such
as PCs, STBs, and video phones to provide the high-speed data and video services.

- Two TEL ports, which can be connected to telephone sets or fax machines to provide
superior and cost-effective VoIP, FolP, and MolP services.

- Two Wi-Fi antennas, which can connect to Wi-Fi terminals wirelessly to provide a
secure and reliable high-speed wireless network.

- One USB port, which can be connected to a USB storage device to provide convenient
storage and file sharing services within a home network.

- One CATYV port, which can be connected to a TV set to provide high-quality CATV
service transmission.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 20
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal

Service Manual

3 Configuration

Configuration

About This Chapter

Context

This topic describes how to configure services through the NMS, the OLT CLI, the Web page
or the U2560.

(1 noTE

® The procedures for configuring HG8010/HG8240B/HG8245T/HG8247T are similar. The following
sections consider HG8247 as an example.

® The following descriptions use V80OOR008CO1 as the OLT, U2000 V100R003C00 as the BMS, and
U2560 V100R002CO00 as the TR-069 server. Screen shots may vary with different versions but the
configuration procedures are similar. For details about configuration procedures, see the BMS
configuration manuals.

3.1 Before Your Start
This section provides common methods for configuring ONT services.

3.2 Configuring the Service by Using the NMS
This topic describes how to configure Internet access service, VoIP service and IPTV service
by using the NMS.

3.3 Configuration by Using OLT Commands
This topic describes how to configure the Internet access service, VolP service and IPTV service
by using OLT commands.

3.4 Configuration on the Web Page
This topic describes how to configure Internet access service, VolP service and Wi-Fi service
on the Web page.

3.5 Configuring the Service by Using U2560
This topic describes how to configure the Internet access service, VoIP service and Wi-Fi service
by using U2560.

3.6 Operation Guide on the XML Configuration File
This topic describes how to issue the XML configuration files on the Web page and on the
U2000.
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3.1 Before Your Start

This section provides common methods for configuring ONT services.

Methods for configuring ONT services include configuring services by using the OLT
commands, U2000, Web interface, TR-069 server and by issuing XML configuration file. Table
3-1 shows the application scenario of each configuration method.

Table 3-1 Application scenario of each configuration method

Configurati | Application Scenario

on Method

OLT This method uses the OMCI protocol to configure ONT services. It can be

commands used to add ONTs, configure ONT port attributes and port VLANS, and to
enable the Layer 2 service channels between the OLT and ONTs. It can
implement all configurations for Layer 2 services such as the Layer 2 Internet
access service and the Layer 2 multicast service. In the case of configuring
Layer 3 services such as the WAN port, ONT voice service, and Wi-Fi
service, coordination of one or more other methods is required.

U2000 This method can be used to configure Layer 2 services for the ONT by using
the OMCI protocol, and to configure ONT value-added service profile and
customized parameters. Customized parameters can be configured after batch
adding general configurations to facilitate configuration efficiency. This
method is recommended in batch service provisionings.

Web This method uses Web interface of the ONT to configure related ONT

interface parameters. In this method, batch configuration is not supported, and the
coordination of OLT commands or the U2000 is required. It is simple and is
generally used in the deployment.

TR-069 All the configurable nodes of the ONT are defined on the TR-069 server. The

server TR-069 server supports real-time configuration and status query. In this
method, the coordination of OLT commands or the U2000 is required.

Issuing XML [ The ONT voice service and gateway involve a large amount of configuration

configuration | information, most of which is not defined in the OMCI protocol and cannot

file be configured on Web interface or the U2000. This method functions as a
supplement to Web interface and the U2000. In this method, the coordination
of OLT commands or the U2000 is required. This method is not recommended
because it is complex.

Table 3-2 lists configuration methods supported in the FTTH service.
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Table 3-2 Configuration methods supported in the FTTH service

Service Configurat | Configurat | Configurat | Configurat | Configurat
Type ion by ion by ion by ion by ion by
Using OLT | Using the | Using Web | Using Issuing
Commands | U2000 Interface TR-069 XML
Server Configurat
ion File
Layer 2 Supported Supported Configuratio | Configuratio | Configuratio
Internet n is not nnot needed. | n not needed
access needed.
service
Layer 3 Coordinatio | Supported Coordinatio | Coordinatio | Coordinatio
Internet n of other n of OLT n of OLT n of OLT
access methods is commands commands commands
service required. or the U2000 | or the U2000 | or the U2000
is required. is required. is required.
Layer 2 Supported Supported Configuratio | Configuratio | Configuratio
multicast n is not n is not n is not
service needed. needed. needed.
Layer 3 Coordinatio | Supported Coordinatio | Coordinatio | Coordinatio
bridge n of other n of OLT nof OLT n of OLT
multicast methods is commands commands commands
service required. or the U2000 | or the U2000 | or the U2000
is required. is required. is required.
Voice Coordinatio | Supported Coordinatio | Coordinatio | Coordinatio
service n of other n of OLT n of OLT n of OLT
methods is commands commands commands
required. or the U2000 | or the U2000 | or the U2000
is required. is required. is required.
Wi-Fi Not Not Supported Supported Supported
service supported supported

The following section provides key technologies involved in these methods:

® ONT management and control interface (OMCI) is a protocol defined in ITU-T G.984.4.
OMCI defines the format and mechanism of the interactive messages between the GPON
OLT and ONTs. It analyzes the service model of ONT services and defines a series of
management entities used for the service description.

OMCI defines the format of the message exchanged between the GPON OLT and ONTs

and the message acknowledgment and retransmission mechanism. In this way, the OMCI
provides a logical channel for communication. Operators can manage and configure ONTs
(including port attribute and port VLAN) using OLT commands or the U2000. In addition,
OMCI supports configuring an ONT offline and restoring the ONT configuration after the
ONU goes online. With this management mechanism, ONTs do not need to save their own
configuration information. This facilitates service provisioning and ONT maintenance. The
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OMCI configuration mainly indicates the Layer 2 service configuration such as the Layer
2 Internet access service and the Layer 2 multicast service.

® TR-069 is a WAN management protocol for CPEs. It implements automatic configuration
on ONTSs by using auto-negotiation interactive protocol between the application control
server (ACS) and the CPE. The TR-069 protocol supports the following management
functions:

- Automatic configuration and dynamic service provision
- Software and firmware mapping management
- Status and performance monitoring
- Fault diagnosis
® The extensible markup language (XML) file can be configured in the following two ways:

- Issuing XML configurations by using Web interface: Web interface stores the
configuration information about the ONT in an XML configuration file, and imports
the file for the ONT; then the ONT parses the configuration information in the file for
processing and storing.

- Issuing XML configurations by using the U2000: The U2000 stores the configuration
information about the ONT in an XML configuration file, and transfers the file to the
OLT by using FTP; then the OLT further transfers the file to the ONT by using the
OMCI protocol; after receiving the file, the ONT parses the configuration information
in the file for processing and storing.

A CAUTION

® Web interface and the U2000 cannot use the same XML configuration file. The XML
configuration file of Web interface contains all configuration data, while the XML
configuration file of the U2000 contains only part of the configuration data.

® H.248 and SIP can share the same XML configuration file, but the configurations
involving voice service need to be re-configured accordingly.

® The XML configuration file is generally exported for modifying, and then imported
back. Configuration rolls back or even factory defaults are restored if an incorrect XML
configuration file is imported. When configuration parameters of an XML configuration
file need to be modified, please contact Huawei technical engineers for help.

3.2 Configuring the Service by Using the NMS

This topic describes how to configure Internet access service, VoIP service and IPTV service
by using the NMS.

3.2.1 Data Plan

This topic provides the data plan for the configuration examples of the GPON FTTH services.
You can configure the services according to the data plan.
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Data Plan

Table 3-3 Data plan for the GPON FTTH services

Service
Type

Item

Settings

Remarks

Device
managemen
t

Upstream port of an
OLT

0/19/0

GPON port of the
OLT

0/2/1

ONT

SN: 6877687714852901
Name: ONT

ONU Type: ONT

ONU ID: 0
Authentication Mode: SN
Terminal Type: 247

Software Version:
V2R005C00 or
V2R005C01

MEEF IP traffic
profile

Name: FTTx
CIR: 20480
Outer Priority: 1

The MEEF IP traffic
profile is used on the
ONT to control
upstream and
downstream traffic.

DBA profile

Name: FTTx

T-CONT type: Maximum
Bandwidth

Maximum Bandwidth:
32768

Line profile

Name: FTTx

Mapping Mode: VLAN
Qos Mode: Priority Queue
T-CONT Index: 1

DBA Profile: FTTx

GEM Port Index: 1

Priority Queue:1

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential
Copyright © Huawei Technologies Co., Ltd.

25



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 3 Configuration

Service Item Settings Remarks
Type

Name: FTTx -
Number of Pots Ports: 2
Number of ETH Ports: 4
Vlan Type: Translation
C-VLAN: 100,1000
S-VLAN: 100,1000

Service profile

Internet VLAN
service

VLAN ID: 100 -
Type: Smart VLAN

Service port ® Name: HSI -
® VLAN ID: 100

® Interface Selection:
0/2/1/0/1

® Service Type: Multi-
Service VLAN

® User VLAN: 10

® Keep the upstream and
downstream settings the
same: selected

® Upstream Traffic Name:
FTTx

ONT value-added
services (Layer 3
routing)

Profile Name: ONT-HSI -
Vendor ID: HWTC(2011)
Terminal Type: 247

Version: V2R005C00—
V2R005C01

WAN VLANID: 10
® Service Type: INTERNET

® Connection Type:
IP_Routed

® Addressing Type: PPPoE
(User Name:
iadtest@pppoe, Password:
iadtest)

® Priority: 1
® NAT function: enable

® Bound port: LAN1 (LAN1
is a Layer 3 LAN)

IPTV VLAN ® VLAN ID: 1000 -
service ® Type: Smart VLAN
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Service Item Settings Remarks
Type

Service port ® Name: IGMP -
® Vlan ID: 1000

® Interface Selection:
0/2/1/0/1

® Service Type: Multi-
Service VLAN

® User VLAN: 30

® Keep the upstream and
downstream settings the
same: selected

® Upstream Traffic Name:
FTTx

Multicast VLAN IGMP Version: IGMP V3 | -
Work Mode: igmp proxy

VLAN ID: 1000

Program profile Name: programl -
Start IP Address: 224.0.1.1
End IP Address: 224.0.1.1

Source IP Address:
10.10.10.20

Preview Profile: 0 (the
default value)

Multicast user ® Alias: IGMPUserA -

® Unlimited Band Width:
selected

® Sclect Service Port: service
virtual port named IGMP

ONT value-added
services (Layer 3
bridge)

Profile Name: ONT-HSI -
Vendor ID: HWTC(2011)
Terminal Type: 247

Version: V2R005C00—
V2R005C01

WAN VLAN ID: 30
Priority: 4
Service Type: INTERNET

Connection Type:
IP_Bridged

® Bound port: LAN3 (LAN3
is a Layer 3 LAN)
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Service Item Settings Remarks
Type

VoIP VLAN ® VLAN ID: 200 -

service

® Type: Smart VLAN

Service port

® Name: VOIP
® Vlan ID: 200

® Interface Selection:
0/2/1/0/1

® Service Type: Multi-
Service VLAN

® User VLAN: 20

® Keep the upstream and
downstream settings the
same: selected

® Upstream Traffic Name:
FTTx

ONT value-added
services (H.248)

Profile Name: ONT-VolIP
Vendor ID: HWTC(2011)
Terminal Type: 247

Version: V2R005C00—
V2R005C01

WAN VLAN ID: 20
Service Type: VoIP

® Connection Type:
IP_Routed

® Priority: 6
® Signaling Protocol: H248

® Primary MGC:
200.200.200.200

® MID Format: Domain name
® MGC Port: 2944

® MGC Domain name:
6877687714852901

® TID: A0 and A1

The software
version that supports
H.248 is
V200R005CO1.
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Service Item Settings Remarks
Type
ONT value-added ® Profile Name: ONT-VoIP | The software
services (SIP) ® Vendor ID: HWTC(2011) version that supports
SIP is
® Version: V2R005C00—
V2R005C01
® WAN VLAN ID: 20
® Service Type: VoIP

® Connection Type:
IP_Routed

® Priority: 6
® Signaling Protocol: SIP

® Proxy Server:
200.200.200.200

® SIP Server Port: 5060

® Home Domain:
softx3000.huawei.com

® Digitmap: x.S|x.# (Default)

® User 1: Directory Number
is 88001234; Auth User
Name is
88001234@softx3000.hua
wei.com; Auth Password is
iadtestl

® User 2: Directory Number
1s 88001235; Auth User
Name is
88001235s0ftx3000.huawe
i.com; Auth Password is
iadtest2

3.2.2 Configuring GPON FTTH Layer 2 Internet Access Service on
the NMS

This topic describes how to configure the high-speed Internet service when an ONT is connected
to an OLT through a GPON port.

Context

For details of the data plan, see Data Plan.

Example Network
® The PC gains access to the Internet in PPPoE dialup mode.
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® The ONT is connected to the GPBC card of the OLT through an optical fiber.
® The broadband remote access server (BRAS) provides the authentication, authorization,
and accounting (AAA) functions.

Figure 3-1 Configuring the GPON FTTH Internet service

Internet

LAN Switch

h Optical splitter

ONT

& -

Procedure
® Add the ONT to the U2000 in profile mode.

1. Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.
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- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -

HG8240B

HGR8242 4 2 1

HGg245/ 4 2 -

HG8245T

HGR8247/ 4 2 1

HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In

2
3
“)

the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Service Profile tab.
Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1

Add GPON Service Profile 1[
Name: [FTTx |+ mias: | |
Canfiguration Marne Walue

2]

Mumber of Pots Ports (-8 |2 |
Mumber of IPhost Pors 1
Murrber of ETH Porsii-g) |4 \
Murmber of TDM Ports(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDOMoverGEM
Mumber of MOCA Portsi0-8) (0
Murnber of CATY Portsi0-8)  [1 |
MAC Address Learning Swit... |[OM
Transparent Transmission ... ([OFF

Multicast Mode Lnconcern

Multicast forward mode Untag
Multicast forward YLAN(1-40..
Upstrearm IGMP packet forw... |Unconcem

Upstream IGMP packet forw...
Upstream IGMP Packet For.. [

[ ok |[ cancer ][ appy |

- Choose UNI Port from the navigation tree. In the window that is displayed,
right-click the record where Port Type is set to ETH and Port ID is set to
1, and choose UNI Port Configuration Properties from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- In the dialog box that is displayed, right-click and choose Add, and
configure the parameters of VLAN switch.
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- Service Type: Translation
- S-VLAN: 10 (Internet access user-side VLAN ID)
- C-VLAN: 10 (Internet access user-side VLAN ID)
x
Service Type: | Translatian bt |*
‘ S-WLAN(D-4095) |10 | [
S-Priority(0-7); | |
C-YLAN(D-4095) |10 | (1 untagged
C-Priority(0-7): | |
C-Encap: | 7 |
[ Ok l [ Cancel ]
- Choose UNI Port from the navigation tree. In the window that is displayed,
right-click the record where Port Type is set to ETH and Port ID is set to
3, and choose UNI Port Configuration Properties from the shortcut menu.
In the dialog box that is displayed, set the parameters.
- In the dialog box that is displayed, right-click and choose Add, and
configure the parameters of VLAN switch.
- Service Type: Translation
- S-VLAN: 30 (Multicast user-side VLAN ID)
- C-VLAN: 30 (Multicast user-side VLAN ID)
x
Service Type: | Translation - |*
S-WLAN(D-4095); |30 |
S-Priority(0-7); | |
C-WLAM{0-4085); (30 | [ untagged
C-Priority(0-7): | |
C-Encap: | w7 |
[ Ok ] [ Cancel ]
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.
(7) In the dialog box that is displayed, select the required NE(s), and click OK.
5. Confirm the ONT.
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(M

2

3)

“)

)
(6)

In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

Choose GPON > GPON Management from the navigation tree.

On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

Select the ONU tab page. Click the Auto Discover ONUs tab.

In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT

- On the Basic Parameters tab page, set the parameters.

- Line Profile: FTTx (click =) next to Line Profile and select the line profile
named FTTx in the dialog box that is displayed)

- Service Profile: FTTx (click (] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)

- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005C01)

x|
Aflliated Port | 0211 © Splitier [ =]
Hame [onT [+ aias: ]
ONUID@127; [JAutoAssion [0 | SpliferPortiiA28: 1 |

OMUType:  [oOnT v

Basic Parameters _ Metwork Management Channel Pararmeters

Line Prafile: FTTx (] semicaProfier <11 L]
Alarm Profile -] ONU VAS Profile -]
Optic Alarm Prafile: (]
Authentication Info
o Timeout Duration .
. = -
Authentication Mode: | SN h01-188): Mo Limit
SN: 667 7BATT14B52001 Passwird: [=
ONU Type
verdor D HATC(2011) Rdl Terminal Type: |247 Ed
Software Version: [y RO02C06 ~|

["] Locate to OMU list after operation succeeds

—ram TR T

(7) Click OK.

® Configure the Internet service.

The prerequisite for performing operations in the navigation tree is to navigate to the NE

Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
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Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

1. Configuring the Information About the ETH Port of a GPON ONU

(M
@

3)

“)

®)
(6)

Choose GPON > GPON Management from the navigation tree.

On the GPON ONU tab page, set the filter criteria or click [ to display the
GPON ONUs.

In the information list, right-click the ONT record where Frame, Slot, Port, and
ONU ID are set to 0, 2, 1, and 0 respectively and click the The Ont's UNI Port
Info tab in the lower pane.

On the The Ont's UNI Port Info tab page, right-click the record where UNI
Type is set to ETH and UNIID is set to 1, and choose Modifyfrom the shortcut
menu.

In the dialog box that is displayed, set Default VLAN ID to 10.
Click OK.

2. Configure a service VLAN on the OLT side.

A service VLAN is the VLAN used for the Internet service.

(M
2
3)

4

Choose VLAN from the navigation tree.
On the VLAN tab page, right-click and choose Add from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- VLANID: 100

- Type: Smart VLAN

- Attribute: Stacking

]

E Configure VLAN

WLAN ID(1-4095% [100 |

Narne [vLamio_100

Alias | |
Type: | Smart vLan |
Adtriute: [ Stacking |
WLAN Priority: | Uncanfigured v |

[ Back ] [ Dlext ] [ Done ] [ Cancel ]

Click Next. Click the Upstream Port tab and add upstream port 0/19/0 as the
upstream port of the VLAN.
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Add VLAN x|
t| Basa Info Sub Port L3Interface | Extended Info
3| Configure YLAN
= ‘ﬁ Physical Fort List = ‘“ SubPort List
[= (il Frame:0 = (il Frame:0
= Slots = e Slat19
=+ Slot19 W
Port01
= Slot20
Back Mext \ Dione Cancel

(5) Click Done.
3. Add a service virtual port on the OLT side.

(1) Onthe VLAN tab page, select the record where VLAN ID is set to 100 and click
the ServicePort tab in the lower pane.

(2) In the information list, right-click and choose Add from the shortcut menu.

(3) In the dialog box that is displayed, set the parameters.

Name: HSI
VIAN Choice: Smart VLAN
VLAN ID: 100 (SVLAN ID)

Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

Service Type: Multi-Service VLAN
User VLAN: 10
Keep the upstream and downstream settings the same: selected

Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)
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Add Service Port x|
Bagic Info Attributes
1D(1-32788):
MName; HS1 | Connectian Type: | LAN-GPOR ~ "
Alias:
MNetwork Side: User Side
71 Bundle ID(¢1-8182): (-]
|VLAN Chaice: Srnart VLAN = ‘* Interface Selection: 0r201101 |
Tag-Transform: - Sermice Type, Multi-Service YLAN i
WLAN ID(1-4085) 100 E]* User VLAN(1-4095).  [10 ~E
Cos value(l-7) *
Traffic Profile Info
| [¥] Keep the upstream and downstream settings the same |
Upstream Traffic Profile; P17+ D Dowenstream Traffic Profile; 17 D
I 0K ” Cancel H Apply ]
(4) Click OK.
--—--End

Check whether the user successfully gains access to the Internet through dialup on the PC.
1. The LAN port of the ONT is connected to the Ethernet port of the PC properly.
2. Dial up on the PC using the PPPoE dialup software.

3. The user gains access to the Internet on the PC after the dialup is successful.

3.2.3 Configuring GPON FITH Layer 3 Internet Access Service on
the NMS

This topic describes how to configure the high-speed Internet service when an ONT is connected
to an OLT through a GPON port.

Context
For details of the data plan, see Data Plan.
Example Network
® Users' PCs are connected to the ONT using the LAN ports. IP addresses of users' PCs are
allocated by the DHCP IP address pool on the ONT. PPPoE auto dialup is performed on
the ONT.
® The ONT is connected to the GPBC card of the OLT through an optical fiber.
® The broadband remote access server (BRAS) provides the authentication, authorization,
and accounting (AAA) functions.
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Figure 3-2 Configuring the GPON FTTH Internet service

h Optical splitter

ONT

Procedure
® Add the ONT to the U2000 in profile mode.

1. Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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] 127

]
-
B

S =7

485754438E1CDE42

Abways On -

052f0 bl
MASBO0TAON2/0iAutD

[

|

{

ip-traffic-tahle_1

I
-
)

[ ok J[cancel J[_ appty
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.
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- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -
HG8240B

HG8&242 4 2 1

HG8245/ 4 2 -
HG8245T

HGS8247/ 4 2 1
HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

(2) Click the Service Profile tab.
(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1
x|

Name; [FTTx |+ anas: | |

Configuration Marme Walue
Number of Pots Ports(0-8) |2 |

Mumber of IPhost Pors 1
MNumber of ETH Paortsi{0-8) 4 ‘
MNumber of TDM Parts(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDMoverGEM
MNumher of MOCA Ports(0-8) |0
MNumber of CATY Portsi0-8) 1
MAC Address Learning Swit... |[OM
Transparent Transmission ... |OFF

2]

UNI Port

Multicast Mode Lnconcermn

Multicast forward mode Untag
Multicast forward YLAN1-40. .
Upstrearn IGWP packet forw... [Unconcem

Upstrearn IGMP packet forw...
Upstream IGMP Packet For [l

ok || cancel || appy |

(5) Click OK.

(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.

(7) In the dialog box that is displayed, select the required NE(s), and click OK.
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5. Confirm the ONT.

(1) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(2) Choose GPON > GPON Management from the navigation tree.

(3) On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

(4) In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

(5) Select the ONU tab page. Click the Auto Discover ONUSs tab.

(6) In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT
- On the Basic Parameters tab page, set the parameters.
- Line Profile: FTTx (click [-Jnextto Line Profile and select the line profile
named FTTx in the dialog box that is displayed)
- Service Profile: FTTx (click E] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)
- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005CO01)
x|
Afiliated Port | 0r2i1 © Splitter [~
Marne [onT [=  aias:
ONUID(-127: [JAutoAssign [0 [+ spiterortiDg-tzey 1|
ONUType: | ONT v
Basic Parameters _ Metwaork Management Channel Parameter
Line Profile: FTTx E]* Service Profile: FTTx E]*
Alarm Praflle: [.] oNuvas Profie: [..)
Cptic Alarm Profile: E]
Authentication Info
Authentication Mode: | SN bl I;;%Ej%ts?.ma”ﬂ" Mo Limit P
Sh: BE7 7687714852901 Password: -
ONU Type
Yerdor ID HATC(2011) Rdl Terminal Type: |247 ~|
Sotware Version: [viRooacos | v
[ Locate to OMU list after operation succeeds
Y
[ ok ][ cancel [ appw
(7) Click OK.
® Configure the Internet service.
The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
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Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.
1.  Configure a service VLAN on the OLT side.
A service VLAN is the VLAN used for the Internet service.
(1) Choose VLAN from the navigation tree.
(2) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(3) Inthe dialog box that is displayed, set the parameters.
- VLANID: 100
- Type: Smart VLAN
- Attribute: Stacking
]
[Veanieq-s0s9) 100 | I
Narme [vLamio_100 |
Alias | |
Type: [ Smart wLaN - |
Aftrikute: |[stacking i
WLAN Priarity | Uncanfigured A |
| Back [ mext | Done [ camncel |
(4) Click Next. Click the Upstream Port tab and add upstream port 0/19/0 as the
upstream port of the VLAN.
x|
_”w = SubPort . L3nterface | Exended Info
EF £l Physical Port List EF il SubPort List
= (il Frame:0 B (il Frame:0
am Slot09 - am Slot19
£ am Slot19 =
@ Portm
@ Slot20
&
Back ] [ Mext ] [ ~ Done l I Cancel
(5) Click Done.
2. Add a service virtual port on the OLT side.
(1) Onthe VLAN tab page, select the record where VLAN ID is set to 100 and click
the ServicePort tab in the lower pane.
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(2) In the information list, right-click and choose Add from the shortcut menu.

(3) In the dialog box that is displayed, set the parameters.

- Name: HSI
- VIAN Choice: Smart VLAN
- VLANID: 100 (SVLAN ID)

- Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

- Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

- Service Type: Multi-Service VLAN
- User VLAN: 10

- Keep the upstream and downstream settings the same: selected

- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

x|

Basic Info Attributes
1D(1-32788):
Connection Type LAN-GPOMN i

Name; Hs1

Alias ’—

etwork Side User Side

71 Bundle ID{1-8132): [.]
|VLAN Chaice: Srnart VLAN =~ ‘* Interface Selection: 012011041 |
Tag-Transform: - Semwice Type! Multi-Service YLAN e
WLAN ID(1-4085) 100 E]« User VLAN(-4095).  [10 -
Cos value(l-7)
Traffic Profile Info
| [vl Keep the upstream and downstream settings the same |
Upstream Traffic Profile: | FTT: D Downsiream Traffic Profile:  FTTx D
l 0K ” Cancel H Apply ]

(4) Click OK.
Configure the value-added service profile of the ONT.

(M

2

3)

From the main menu, choose Configuration > Access Profile Management. In

the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.

Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

In the dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-HSI

- Vendor ID: HWTC(2011)

- Terminal Type: 247
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- Version: VIR003C00-Later

Add OHT ¥AS Profile x|

oGy -
247 - W1ROD2CO6 ~ Later i
[l 247 Config Info.

Time
Senices
WAN Device
LANDevice

ALG Ahility
Security
Layer 3 Forwarding

(4) Configure the working mode of a LAN port.

In the navigation tree, choose LANDevice > LAN Interface 1 > LAN
Interface > LAN Ethernet Configuration 1. Select LAN Ethernet
Configuration 1 and set LAN port two three-port enable to enable (indicating
that LAN 1 works in the Layer 3 mode).

(1 noTE

® [f LAN port two three-port enable is disable, the LAN port works in the Layer 2
mode.

® IfLAN port two three-port enable is enable, the LAN port works in the Layer 3
mode.

LAN port two three-port enable is defaulted to disable.

By default, the system has one LAN Ethernet Configuration 1 node. To add nodes,
select LAN Interface, right-click, and choose Add from the shortcut menu.

Add OHT ¥AS Profile x|

- W1RD0ICO6 ~ Later -
© Pammesriams |
LA port two three-port enable  |enable

EF LAM Interface 1

= LAN Interface
B8 51 Ethernet Configuration 1

Layer 3 Forwarding

(5) Configure parameters of a WAN port.
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a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN

Connection. Select WAN Connection, right-click, and
Connection from the shortcut menu.

choose Add PPP

b. Select WAN PPP Interface 1 and enter (or select) a proper value.

- WAN Interface Name: ONT-HSI
- WAN Enable: enable
- Connection Type: IP_Routed

- NATEnable: Enable (NAT must be enabled to configure the Internet

access service.)

- Service Type: INTERNET (For configuring the Internet access service,
INTERNET or a combination containing INTERNET needs to be

selected.)

- VLANID: 10 (The VLAN ID of the ONT must be the same as the user-

side VLAN ID configured on the OLT.)

x|

- Priority: 1
Frofile Name: | ONT-HSI | vendarip: | HWTC(2011) - |
Termina| Tyne: | 247 v |- Wersion | ViRDO0ZGUE - Later -
= 247 Config Info. Parameter Mame Parameter Walue
Time WUAN PPP interface index 1
Senices
1 WAN Device WUAN Interface Name ONT-HSI
S AN Device 1 WIAN Enable enable -
= YWAN Connection Connection Type IP_Routed ~
BRI A NATEnabled enable -]
[=-VWAN PPP Interface
AN PEP Interface | Service Type INTERMET ~
LAMDevice [v] Wan ID(1~4084) 10
AUDAIIT v Priarity(0~7) 1
Security
P C— WultiCast VLAN(1 ~4084)
Dial hMethod Auto ~
Dial Inferval(s)(180~3600) 180

[ import. | Ewor. | [ ok | cancel | Apply

(6) Configure a routing policy.

a. Inthe navigation tree, choose Layer 3 Forwarding > Policy Route. Select

Policy Route, right-click, and choose Add.

b.  Choose Policy Route 1 and enter proper values.
- Physical Port Name: LANI1
- WAN Interface Name: WANI1(ONT-HSI)
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(7

5|
Profile Mame: |0NT—HSI ‘* Wendor |D: ‘ HSTC(2011) ~ |*
Tetmina| Tyne: | 247 v ¢ version: | VIRDO2CDE ~ Later -
B 247 Config Info. Parameter Narne Parameter Yalue
Time Policy Route Type SourcePhyPort A
Semices
WiAN Device Physical Port Mame LAMN1 |
LANDevice [vendaoriD
ALG Ability AN Interface Name WUANTIOMNT-HSI) | ~

Security
=+ Layer 3 Forwarding
= Policy Route

[ mport. J[ Ewort. | [ ok J[ cancel |[  appy

1 noTE

To bind a LAN port to a WAN port, set Physical Port Name and WAN Interface
Name. The preceding figure shows that WAN 1 is bound to LAN 1.

To bind a WAN port to multiple LAN ports, set Physical Port Name to
LANI,...,LANx. For example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port
Name to LAN1,LAN2.

Click OK to complete the configuration of the new profile.

Bind the value-added service profile.

(M

@
3)
“)

®)

In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.

On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure the ONT value-added service.

O

2

On the GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

Configure the user name and password for PPPoE dialup.

In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection > WAN Connection 1 > WAN PPP Interface > WAN PPP
Interface 1. Select WAN PPP Interface 1, and set User Name to
iadtest@pppoe and Password to iadtest. The user name and password must be
the same as those configured on the BRAS.
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x
Profile Mame: ONT-HSI Vendor D: | HWTC(2011)
Tetrninal Type: 247 varsion YIROD2C06
Activated Status:  Aactivated
El 247 Config Info. Pararmeter Marme Parameter Value
Tirne AN PPP inferface index |1
Senices
5 WAN Device WUAN Interface Name OMT-HE|
B A Dovice 1 WiAM Enahle anabls -
[=-WuAM Connection Connection Type IP_Routed ]
=G CrmeEi | NATEnabled enable -
[=HWAN PPP Interface
AN PFF Interface 1 (et e jattesi@nppoe |
LANDevice Password = |essssee
ALG Ability Servica Type INTERMET -
Becurity
Layer 3 Forwarding an 1D ~4034) i
Priofity(0~7) 1
MultiCast VLAN( ~4094)
Dial hethod Auto 7
Dial Interval{s)(1 80~3600) 180
[ Switch to Current ONT Task
[ uneing || import. || Ewert. | [ ok |[ cancel |

(3) Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.

——-End

Result

Check whether the user successfully gains access to the Internet through dialup on the PC.

1. The LAN port of the ONT is connected to the Ethernet port of the PC properly.

2. After the PC is configured to obtain its IP addresses automatically, the PC can obtain an
IP address allocated by the ONT using DHCP.

3. After automatic PPPoE dialup is performed successfully on the ONT, users can access the
Internet.

3.2.4 Configuring GPON FTTH Voice Service (H.248 Protocol) on
the NMS

This topic describes how to configure the voice service when an ONT is connected to an OLT

through a GPON port.
Context

For details of the data plan, see Data Plan.
Example Network

® The phones connected to different ONTs can communicate with each other.

® The ONT obtains an IP address in Dynamic Host Configuration Protocol (DHCP) mode.
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Figure 3-3 Configuring the GPON FTTH voice service (H.248 protocol)
- 1 u2000
5 SoftX 3000
B LAN Switch
OLT
h Optical splitter
Phone1 Phone2
Procedure
® Add the ONT to the U2000 in profile mode.
1.  Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xXPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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] 127

]
-
B

S =7

485754438E1CDE42

Abways On -

052f0 bl
MASBO0TAON2/0iAutD

[

|

{

ip-traffic-tahle_1

I
-
)

[ ok J[cancel J[_ appty
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.
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- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -
HG8240B

HG8&242 4 2 1

HG8245/ 4 2 -
HG8245T

HGS8247/ 4 2 1
HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

(2) Click the Service Profile tab.
(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1
x|

Name; [FTTx |+ anas: | |

Configuration Marme Walue
Number of Pots Ports(0-8) |2 |

Mumber of IPhost Pors 1
MNumber of ETH Paortsi{0-8) 4 ‘
MNumber of TDM Parts(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDMoverGEM
MNumher of MOCA Ports(0-8) |0
MNumber of CATY Portsi0-8) 1
MAC Address Learning Swit... |[OM
Transparent Transmission ... |OFF

2]

UNI Port

Multicast Mode Lnconcermn

Multicast forward mode Untag
Multicast forward YLAN1-40. .
Upstrearn IGWP packet forw... [Unconcem

Upstrearn IGMP packet forw...
Upstream IGMP Packet For [l

ok || cancel || appy |

(5) Click OK.

(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.

(7) In the dialog box that is displayed, select the required NE(s), and click OK.
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5. Confirm the ONT.

(1) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(2) Choose GPON > GPON Management from the navigation tree.

(3) On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

(4) In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

(5) Select the ONU tab page. Click the Auto Discover ONUSs tab.

(6) In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT
- On the Basic Parameters tab page, set the parameters.
- Line Profile: FTTx (click [-Jnextto Line Profile and select the line profile
named FTTx in the dialog box that is displayed)
- Service Profile: FTTx (click E] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)
- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005CO01)
x|
Afiliated Port | 0r2i1 © Splitter [~
Marne [onT [=  aias:
ONUID(-127: [JAutoAssign [0 [+ spiterortiDg-tzey 1|
ONUType: | ONT v
Basic Parameters _ Metwaork Management Channel Parameter
Line Profile: FTTx E]* Service Profile: FTTx E]*
Alarm Praflle: [.] oNuvas Profie: [..)
Cptic Alarm Profile: E]
Authentication Info
Authentication Mode: | SN bl I;;%Ej%ts?.ma”ﬂ" Mo Limit P
Sh: BE7 7687714852901 Password: -
ONU Type
Yerdor ID HATC(2011) Rdl Terminal Type: |247 ~|
Sotware Version: [viRooacos | v
[ Locate to OMU list after operation succeeds
Y
[ ok ][ cancel [ appw
(7) Click OK.
® Configure the voice service.
The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
Issue 01 (2011-10-18) Huawei Proprietary and Confidential 66

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

(1 noTE

Some voice parameters cannot be configured on the NMS but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.2 Operation Guide
on the XML Configuration File (on the U2000).

1. Configure a service VLAN on the OLT side.
A service VLAN is the VLAN used for the voice service.

(1) Choose VLAN from the navigation tree.
(2) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(3) In the dialog box that is displayed, set the parameters.

- VLANID: 200

- Type: Smart VLAN

]

E Configure VLAN

YLAN ID{1-4098) [200 | |
|4-

Mame [vLaniD_z00

Alias [ |

‘ Tye: [ BmanwLan -

Attribute |Cummun - |4«

WLAN Priotity: [Unconfigured |
kY

Back ] [ Mext ] [ Done ] l Cancel

(4) Click Next.
(5) Click the Upstream Port tab and add upstream port 0/19/0 as the upstream port

of the VLAN.
S|
.||-€Lar4 [SubPort  Ldnlerface  Extendedinfo
Bl 53l Physieal Port List £ £l subPort List
= @i Frame:0 = @i Frame:0
@ 5lat09 B am Sioi1g
£ am Slot19 =
@ Porto
&= Slok20
5
Back ] [ Mext ] [ ~ Done l I Cancel
(6) Click Done.
Issue 01 (2011-10-18) Huawei Proprietary and Confidential 67

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

2. Add a service virtual port on the OLT side.

(M

2
3)

“)

(M

2

3

On the VLAN tab page, select the record where VLAN ID is set to 200 and click
the ServicePort tab in the lower pane.

In the information list, right-click and choose Add from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: VOIP

- VIAN Choice: Smart VLAN

- Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

- Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

- Vlan ID: 200 (SVLAN ID)

- Service Type: Multi-Service VLAN

- User VLAN: 20 (CVLAN ID)

- Keep the upstream and downstream settings the same: selected

- Upstream Traffic Name: FTTx
x

Attributes

Connection Type LAN-GPOMN e

Basic Info

1D(1-32768)

MName; VolP
Alias:

Network Side User Side

71 Bundle ID(1-8193): (]
‘ WLAN Choice: Srnart VLAN | Interface Selection: 012011041 |
Tag-Transform: v Semice Type, Multi-Service YLAN - =
‘ WLAN ID(1-4085) 200 E]« User VLAN(-4095)  [20 -
Cos value(d-7)
Traffic Profile Info
| [vl Keep the upstream and downstream settings the same |
Upsiream Trafiic Profile; |17+ [..) Downsiream Trafiic Profile; | FTT+ [..)
I 0K ” Cancel H Apply ]
Click OK.

Configure the value-added service profile of the ONT.

From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.

On the ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

In the dialog box that is displayed, set relevant parameters.

- Profile Name: ONT-VoIP
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- Vendor ID: HWTC(2011)

- Terminal Type: 247

- Version: VIR003C00-Later

|

Profile Name: | ONT-VolP [+ wendorip: [HwTCED11) - |-

Terminal Type: | 247 v [ ersion:  [v1R002C06 ~ Later -l

=+ 247 Config Info Parameter Name | Parameter Value
Time
Services
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding

[ Import. ][ Export. ][ Ok ][ Cancel H Apply

(4) Configure the parameters of the voice WAN port.

a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.

b. Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-VoIP
- WAN Enable: enable
- Connection Type: IP_Routed

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 6
- Addressing Type: DHCP

- Service List: VOIP (For configuring the VoIP service, VoIP or a
combination containing VoIP needs to be selected.)
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Add OHT VAS Profile x|
lontwarr ] o 9
VIRODZCOE-Lster <]
= 247 Config Info.
£ VAN Device 1
EF AN Connection
= WAN Connection 1
= WA IP Interface
i
LANDenice R
ALG AbIY ]
Security
Layer 3 Forwarding
enahble |
]
(5) Configure the voice protocol parameters.
In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1. Select Interface 1 and select a proper
value.
- Signaling Protocol: H248
- Region: China
- Associate WAN Interface: WAN1(ONT-VolIP) (binding the created voice
WAN port)
Add OHT ¥AS Profile x|
obTvoP |
YARIBEES = Lefes hd
=+ 247 Canfig Info
Time
= Serices
1 Woice Service
E’VU\CE Service 1
Portal
£ WAR Device
- LANDevice
— ALG Ahility
th Security
t}- Layer 3 Forwarding
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(1) noTE

If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT, create a
WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2(WAN-

RTP).

x
Profile Mame:  |ONT-valP [ wendorip: [HwTC(@ED11) ~ |
Terminal Type: | 247 v |- version: [ v1R002C06 ~Later -

[=F 247 Canfig Info Parameter Mame Parameter Value
Time Basge of Port(D~65535) |50000
[=- Senices
- Voice Semice Top of Port{D~65535)  |50020
= valee Service 1 EEERIEH v
= Interface Configuration Telephone Event Paylo. (37
- Interface 1 Bssociale WAN Interface | WANZONAN-RTR) | ¥
SIP
248
=
Redundanty
Jitter Buffer
RTF Extended Configuration
Fax T34
Faxodem
User
Physical Interface
1GMP
Fartal
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding
[ Impaort. ][ Export. ] [ Ok ][ Cancel H Apply

(6) Configure the MGC parameters.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > H248. Select H248 and enter (or select)
a proper value.

- Primary MGC: 200.200.200.200
- MID Format: Domain name

(1 noTE

® [f dual-homing is configured, Secondary MGC must be set.
® MID Format can be set to Domain Name, IP, or Device name.

Add ONT ¥AS Profile x|

Prafile Mame: | ONT-VolP |+ wendorip: [HwToo11) ~ |
Terminal Type: | 247 v |- version:  [v1R002C06 ~ Later -
[=F 247 Config Info E
Time vl Primary MGC 200.200.200.200
[=- Benices P
- voica Servics Primary MGC port(D~6... | 2844
- Vaice Service 1 [v] Secondary MGG
= Interface Configuration Secondary MGC port(d... (2944
= Interface 1 Local Port{0-66536)  |2044
SIP
[ Domain name
RTP MIC Format Darmain nama M
PR DSCP(-83) 0
Faxhoderm
User
Physical Interface
IGMP
Portal
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding
Import. ][ Export. ] [ Ok ][ Cancel H Apply

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential
Copyright © Huawei Technologies Co., Ltd.




EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

(7) Configure the voice users.

a. Inthe navigation tree, choose Services > Voice Service > Voice Service
1> Interface configuration > Interface 1> User. Select User, right-click,
and choose Add from the shortcut menu.

1 noTE

® The HG8010 does not support voice services.
® The HG8240/HG8242/HG8245 supports a maximum of two users.

b. Click User 1 below User and set Interface ID to 1. Click User 2 below
User and set Interface ID to 2.

[0 noTe
If Interface ID is 1, port TEL1 on the ONT is bound. If Interface ID is 2, port TEL2
on the ONT is bound.
S|
Profile Mame |0NT—VDIP = wendor|D: ‘HW’I’C(zUH) -|,
Terminal Type | 247 - ‘* Wersion ‘WRDDZCDE ~ Later 4 |*
= 247 Config Info. | Parameter Name | Parameter Yalue |
Time User index 2
il ]
= Voice Service
B Voice Service 1 |_| Priotity Enable -
= Inteface Caonfiguration
= Interface 1
SIF
H2ag
RTP
FaxT3g
FaxModem
EF Uger
User1
sar 2
Physical Intetface
IGMP
Partal
VAN Device
LAKDevice
ALG Ability
Security
Layer 3 Forwarding
[ Impaort... ][ Export.. ] [ [a]9 ][ Cancel ][ Apply ]

(8) Click OK to complete the configuration of the new profile.
Bind the value-added service profile.
(1) In the Physical Map navigation tree on the Main Topology tab page, double-

click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.

(4) On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure the ONT value-added service.

(1) Onthe GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

(2) Configure the domain name of the MG.
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In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > H248. Select H248 and set Domain
name to 6877687714852901.

1 noTE

Domain Name is ONT's domain name registered on the MGC. It is globally unique. Domain
Name in this example is ONT's SN.

Configure WAS x|

HISTG2011) hd

VIROD2CO6 -

=+ 247 Canfig Info
Time
= Benices
EF Woits Servica
= Voite Sarvice 1
= Interface Configuration
= Interface 1

6077607714852001 ||

FaxT38
Faxhoderm
User
Physical Interface

—IGMP

Bl Portal

t-WWAR Device

t- LANDevice

— ALG Ahility

t- Security

+ Layer 3 Forwarding

[

(3) Configure the terminal ID for the H.248 voice user.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > User.

a. Click User 1 > H248 and set TID to A0.
-

HWTC(2011) hd

= 247 Config Info.
Time
Senices
- oice Service
= Voice Service 1
= Interface Configuration
= Inferface 1
SIF
H2a8
RTP
FaxT38
FaxiModem
Usgar
= User 1

[+

BE

SIP Calling Features
Codec

User 2
- Physical Interface
- IGMP

- Portal

- AN Dievice

- LANDevice

— ALG Ability

- Security

b. Click User 2 > H248 and set TID to Al.
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Result

NMS

4

—End

Configure VAS x|

Profile Mame: ONT-YalP
Terminal Type 247

Activated Status: | Aactivated

Vendaor ID HWTC2011)

Varsion: WIRODZCOE

B 247 Config Info. (] Parameter Name Parameter Value
Time 1]
E Senices
- Yoice Service
= VYoice Service 1
= Interface Configuration
= Interface 1
SIP
H248
RTP
FaxT38
FaxiModem
= User E|
User1
= User 2
SIF
H248
SIP Calling Featuras
Codet
Fhysical Interface
IGMP
Partal
VAN Device
LANDevice L
ALG Ability
Security v
|1 Gwitch to Current ONT Task
[ unbng || mport. [ Ewert. | [ ok J[ cancal
[l noTe

The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the

MGC.

Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.

Check whether the telephone functions properly. Connect two common telephones phone 1 and
phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2. In

normal cases:

®  The caller hears the dialing tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

® The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

3.2.5 Configuring GPON FTTH Voice Service (SIP Protocol) on the

This topic describes how to configure the voice service when an ONT is connected to an OLT
through a GPON port.

Example Network
® The phones connected to different ONTs can communicate with each other.

® The ONT obtains an IP address in DHCP mode.
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Procedure

Figure 3-4 Configuring the GPON FTTH voice service (SIP protocol)

q U2000

IP IS
Network network

B' LAN Switch

OLT
h Optical splitter

Phone1 Phone2

® Add the ONT to the U2000 in profile mode.

1.  Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xXPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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] 127

]
-
B

S =7

485754438E1CDE42

Abways On -

052f0 bl
MASBO0TAON2/0iAutD

[

|

{

ip-traffic-tahle_1

I
-
)

[ ok J[cancel J[_ appty

Splittar(L1) -

255 2585 (355 0

Mult-Service VLAN ¥
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 78
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal

Service Manual 3 Configuration

- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -
HG8240B

HG8&242 4 2 1

HG8245/ 4 2 -
HG8245T

HGS8247/ 4 2 1
HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

(2) Click the Service Profile tab.
(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1
x|

Name; [FTTx |+ anas: | |

Configuration Marme Walue
Number of Pots Ports(0-8) |2 |

Mumber of IPhost Pors 1
MNumber of ETH Paortsi{0-8) 4 ‘
MNumber of TDM Parts(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDMoverGEM
MNumher of MOCA Ports(0-8) |0
MNumber of CATY Portsi0-8) 1
MAC Address Learning Swit... |[OM
Transparent Transmission ... |OFF

2]

UNI Port

Multicast Mode Lnconcermn

Multicast forward mode Untag
Multicast forward YLAN1-40. .
Upstrearn IGWP packet forw... [Unconcem

Upstrearn IGMP packet forw...
Upstream IGMP Packet For [l

ok || cancel || appy |

(5) Click OK.

(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.

(7) In the dialog box that is displayed, select the required NE(s), and click OK.
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5. Confirm the ONT.

(1) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(2) Choose GPON > GPON Management from the navigation tree.

(3) On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

(4) In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

(5) Select the ONU tab page. Click the Auto Discover ONUSs tab.

(6) In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT
- On the Basic Parameters tab page, set the parameters.
- Line Profile: FTTx (click [-Jnextto Line Profile and select the line profile
named FTTx in the dialog box that is displayed)
- Service Profile: FTTx (click E] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)
- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005CO01)
x|
Afiliated Port | 0r2i1 © Splitter [~
Marne [onT [=  aias:
ONUID(-127: [JAutoAssign [0 [+ spiterortiDg-tzey 1|
ONUType: | ONT v
Basic Parameters _ Metwaork Management Channel Parameter
Line Profile: FTTx E]* Service Profile: FTTx E]*
Alarm Praflle: [.] oNuvas Profie: [..)
Cptic Alarm Profile: E]
Authentication Info
Authentication Mode: | SN bl I;;%Ej%ts?.ma”ﬂ" Mo Limit P
Sh: BE7 7687714852901 Password: -
ONU Type
Yerdor ID HATC(2011) Rdl Terminal Type: |247 ~|
Sotware Version: [viRooacos | v
[ Locate to OMU list after operation succeeds
Y
[ ok ][ cancel [ appw
(7) Click OK.
® Configure the voice service.
The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
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Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

(1 noTE

Some voice parameters cannot be configured on the NMS but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.2 Operation Guide
on the XML Configuration File (on the U2000).

1. Configure a service VLAN on the OLT side.
A service VLAN is the VLAN used for the voice service.

(1) Choose VLAN from the navigation tree.
(2) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(3) In the dialog box that is displayed, set the parameters.

- VLANID: 200

- Type: Smart VLAN

]

E Configure VLAN

YLAN ID{1-4098) [200 | |
|4-

Mame [vLaniD_z00

Alias [ |

‘ Tye: [ BmanwLan -

Attribute |Cummun - |4«

WLAN Priotity: [Unconfigured |
kY

Back ] [ Mext ] [ Done ] l Cancel

(4) Click Next.
(5) Click the Upstream Port tab and add upstream port 0/19/0 as the upstream port

of the VLAN.
S|
.||-€Lar4 [SubPort  Ldnlerface  Extendedinfo
Bl 53l Physieal Port List £ £l subPort List
= @i Frame:0 = @i Frame:0
@ 5lat09 B am Sioi1g
£ am Slot19 =
@ Porto
&= Slok20
5
Back ] [ Mext ] [ ~ Done l I Cancel
(6) Click Done.
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2. Add a service virtual port on the OLT side.

(M

2
3)

“)

(M

2

3

On the VLAN tab page, select the record where VLAN ID is set to 200 and click
the ServicePort tab in the lower pane.

In the information list, right-click and choose Add from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: VOIP

- VIAN Choice: Smart VLAN

- Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

- Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

- Vlan ID: 200 (SVLAN ID)

- Service Type: Multi-Service VLAN

- User VLAN: 20 (CVLAN ID)

- Keep the upstream and downstream settings the same: selected

- Upstream Traffic Name: FTTx
x

Attributes

Connection Type LAN-GPOMN e

Basic Info

1D(1-32768)

MName; VolP
Alias:

Network Side User Side

71 Bundle ID(1-8193): (]
‘ WLAN Choice: Srnart VLAN | Interface Selection: 012011041 |
Tag-Transform: v Semice Type, Multi-Service YLAN - =
‘ WLAN ID(1-4085) 200 E]« User VLAN(-4095)  [20 -
Cos value(d-7)
Traffic Profile Info
| [vl Keep the upstream and downstream settings the same |
Upsiream Trafiic Profile; |17+ [..) Downsiream Trafiic Profile; | FTT+ [..)
I 0K ” Cancel H Apply ]
Click OK.

Configure the value-added service profile of the ONT.

From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.

On the ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

In the dialog box that is displayed, set relevant parameters.

- Profile Name: ONT-VoIP
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- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR003C00-Later

x
Profile Name: | ONT-VolP [+ wendorip: [HwTCED11) - |-
Terminal Tre: | 247 v Version:  [v1R003C0S ~ Later -
=+ 247 Config Info Parameter Name | Parameter Value

Time
Services
WAN Device
LANDevice

ALG Ahility

Security
Layer 3 Forwarding

[ Import. ][ Export. ][ Ok ][ Cancel H Apply

(4) Configure the parameters of the voice WAN port.

a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.

b. Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-VoIP
- WAN Enable: enable
- Connection Type: IP_Routed

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-

side VLAN ID configured on the OLT.)
- Priority: 6
- Addressing Type: DHCP

- Service List: VOIP (For configuring the VoIP service, VoIP or a
combination containing VoIP needs to be selected.)
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Add OHT VAS Profile x|
lontwarr ] w9
VIRODZCOE-Lster <]
= 247 Config Info.
& AN Device 1
EF AN Connection
= WAN Connection 1
= WA IP Interface
L
LADevize R
et ]
Security
Layer 3 Forwarding
enahble |
]
(5) Configure voice protocol parameters.
In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1. Select Interface 1 and select a proper
value.
- Signaling Protocol: SIP
- Region: China
- Associate WAN Interface: WAN1(ONT-VolIP) (binding the created voice
WAN port)
Add DHT YAS Profile x|
[=- 247 Config Info.
Time
=l Services
=+ Voice Service
Wnice Senice 1
= Interface Configuration
I e8I nterace 1
Physical Interface
IGMP
Portal
H- WA Device
t- LANDevice
- ALG Ahility
t- Security
+ Layer 3 Forwarding
[ mpor_| [ cancel J(_aopy |
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(1) noTE

If the upper-layer network requires isolation of media streams from signaling streams, create

different traffic streams for the media streams and signaling streams on the OLT, create a

WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2(WAN-

RTP).

Add ONT ¥AS Prefile

Profile Mame:  |ONT-volP

[+ vendorip: [HWTC(z011

3 v‘*

Terrminal Type: ‘ 247

v |- version:  [viRon2C08

~Later ~ |

[=F 247 Canfig Info
Time
[=- Senices
EF Yoice Semice
E-Vaolce Service 1
B+ Interface Configuration
= Interface 1
SIP

Redundancy
Jitter Buffer

Fax T34
Faxodem
User
Physical Interface
1GMP
Fartal
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding

RTF Extended Configuration

Parameter Name

Parameter Value

Base of Port(0~65535)

50000

Top of Port{0~65535)

50020

DECP0-~63)

0

Telephone Event Paylo

97

Associate WAN Interface

VIANZOABN-RTR) |

[ Impaort.

J_Egor | [ _ox |

Cancel H Apply

(6) Configure SIP protocol parameters.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >

Interface configuration > Interface 1 > SIP. Select SIP and enter (or select) a

proper value.

- Proxy Server: 200.200.200.200

- Home Domain: softx3000.huawei.com

1 NoTE

If dual-homing is configured, Secondary Proxy Server must be set.

hdd ONT VAS Prefile

Profils Name: | ONT-VolP

x|

[ vendoriD: [HwTC(z011) -

Terminal Type: | 247

v |+ wversion:  [vIR002C06 ~ Later -

[=- 247 Config Info.
Tirne
Eh Services
= Voice Service
E-*oice Senvice 1
=k Interface Configuration

FParameter Mame

Parameter Value

[v] Proxy Server

200.200.200.200

[v| Proxy Server Part(D~B6535) (060

[v| Secondary Proxy Server

Ivi Secondary Prozy Server Por{S060

¥ Home Domain

50fbe3000. huawei.com

Local Port{0~65535) 5060

Registration Perlod{l ~65534.., (600

[P 1Tl Register Retry Inferval (1~180...30
Faxhodem
User DSCPD~63) 0
Physical Interface
IGMP
Portal
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding
[ Import ][ Export. ] [ Ok ][ Cancel ][ Apply

(7) Configure the voice users.
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®)

a. In the navigation tree, choose Services > Voice Service > Voice Service
1> Interface configuration > Interface 1> User. Select User, right-click,
and choose Add from the shortcut menu.

(0 noTE
® The HG8010 does not support voice services.
® The HG8240/HG8242/HG8245 supports a maximum of two users.

b. Click User 1 below User and set Interface ID to 1. Click User 2 below
User and set Interface ID to 2.

(1 noTE
If Interface ID is 1, port TEL1 on the ONT is bound. If Interface ID is 2, port TEL2
on the ONT is bound.
£
Frofle Mame:  [ONTvolP [ WendoriD: | HWTC(2011) >
Terminal Type: | 247 w |- version | vIR0D2CDS ~ Later v
= 247 Config Info. | Farameter Marme I Farameter Yalug |
Time User index 2
i PR
- Vaice Service
= Voice Service 1 [ Priority Enable ]
= Interface Configuration
B Interface 1
SIP
Hz48
RTF
FaxT38
Faxhodem
= User
User1
User 2
Physical Interface
1GMP
Fortal
VAN Device
LAMDevice
ALG Ability
Security
Layer 3 Farwarding
[ Import. ][ Export ] [ QK ][ Cancel ” Apply ]

Click OK to complete the configuration of the new profile.

Bind the value-added service profile.

(M

@
&)
“)

®)

In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.

On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure ONT value-added services.

(M

2

On the GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

Configure parameters of the SIP-based voice users.

(1) noTE

The parameters of the SIP-based voice user must be consistent with the corresponding
configuration on the softswitch.
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1 > Interface configuration > Interfacel > User > User 1. Select User
1 and set Directory Number to 88001234.

=

W1RO0DZCO6 -

(= 247 Config Info | ParameterMame | ParameterValue |
Time
= Senices
= Voica Service Disabled il
= Woice Service 1 26001234
= Interface Conflguratio
E- Inferface 1
SIP
Hz24g
RTF
FaxT3g
FaxiModem
Uger

User2
Physical Interface
— IGMP
- Portal
- AN Dievice
- LANDevice
— ALG Ability
+|- Security
+- Layer 3 Forwarding

[

b. Select SIP below User 1 and enter a proper value.
- Auth User Name: 88001234@softx3000.huawei.com
- Auth Password: iadtest1

]

HWTC(2011) -
WIRODZCOE hd

= 247 Config Info. |

E Vaice Service

E Voice Service 1

B Interface Configuration
= Inferface 1

FaxiModem

=+ User1

H248
SIF Calling Featuras,

Codes
User2
- Physical Interface
- IGMP
B Portal
VAN Device
- LANDevice
- ALG Ability

c.  Set parameters of User 2 using the same method.
- Directory Number: 88001235
- Auth User Name: 88001235@softx3000.huawei.com
- Auth Password: iadtest2

In the navigation tree, choose Services > Voice Service > Voice Service
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(3) Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.
----End
Result

Check whether the telephone functions properly. Connect two common telephones phone 1 and
phone 2 to two TEL ports on the ONT and test the dialing between phone 1 and phone 2. In
normal cases:

®  The caller hears the dialing tone after taking the phone off the hook.

®  When the caller dials the telephone number of the callee, the phone of the callee rings
successfully, and the caller hears the ring back tone.

® The caller and the callee communicate with each other successfully.

®  After the callee hangs up, the caller hears the busy tone.

3.2.6 Configuring GPON FITH Layer 2 Multicast Service on the
NMS

This topic describes how to configure the multicast service when an ONT is connected to an

OLT through a GPON port.
Context
For details of the data plan, see Data Plan.
Example Network
® The ONT is connected to the OLT in Layer 2 mode.
® The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
® The IGMP version of the multicast VLAN is IGMPv3.
®  Multicast programs are configured statically.
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Figure 3-5 Configuring the GPON FTTH multicast service

Procedure

\_—l U2000

Multicast Source

B' LAN Switch

OLT

[

~e
&,
h Optical splitter

ONT
STB

® Add the ONT to the U2000 in profile mode.

Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xXPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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] 127

]
-
B

S =7

485754438E1CDE42

Abways On -

052f0 bl
MASBO0TAON2/0iAutD

[

|

{

ip-traffic-tahle_1

I
-
)

[ ok J[cancel J[_ appty

Splittar(L1) -

255 2585 (355 0

Mult-Service VLAN ¥
ip-trafic-table_2 | |

(o< J( caneel J[ aony |
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.
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- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -

HG8240B

HGR8242 4 2 1

HGg245/ 4 2 -

HG8245T

HGR8247/ 4 2 1

HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In

2
3
“)

the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Service Profile tab.
Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1

Add GPON Service Profile 1[
Name: [FTTx |+ mias: | |
Canfiguration Marne Walue

2]

Mumber of Pots Ports (-8 |2 |
Mumber of IPhost Pors 1
Murrber of ETH Porsii-g) |4 \
Murmber of TDM Ports(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDOMoverGEM
Mumber of MOCA Portsi0-8) (0
Murnber of CATY Portsi0-8)  [1 |
MAC Address Learning Swit... |[OM
Transparent Transmission ... ([OFF

Multicast Mode Lnconcern

Multicast forward mode Untag
Multicast forward YLAN(1-40..
Upstrearm IGMP packet forw... |Unconcem

Upstream IGMP packet forw...
Upstream IGMP Packet For.. [

[ ok |[ cancer ][ appy |

- Choose UNI Port from the navigation tree. In the window that is displayed,
right-click the record where Port Type is set to ETH and Port ID is set to
1, and choose UNI Port Configuration Properties from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- In the dialog box that is displayed, right-click and choose Add, and
configure the parameters of VLAN switch.
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- Service Type: Translation
- S-VLAN: 10 (Internet access user-side VLAN ID)
- C-VLAN: 10 (Internet access user-side VLAN ID)
x
Service Type: | Translatian bt |*
‘ S-WLAN(D-4095) |10 | [
S-Priority(0-7); | |
C-YLAN(D-4095) |10 | (1 untagged
C-Priority(0-7): | |
C-Encap: | 7 |
[ Ok l [ Cancel ]
- Choose UNI Port from the navigation tree. In the window that is displayed,
right-click the record where Port Type is set to ETH and Port ID is set to
3, and choose UNI Port Configuration Properties from the shortcut menu.
In the dialog box that is displayed, set the parameters.
- In the dialog box that is displayed, right-click and choose Add, and
configure the parameters of VLAN switch.
- Service Type: Translation
- S-VLAN: 30 (Multicast user-side VLAN ID)
- C-VLAN: 30 (Multicast user-side VLAN ID)
x
Service Type: | Translation - |*
S-WLAN(D-4095); |30 |
S-Priority(0-7); | |
C-WLAM{0-4085); (30 | [ untagged
C-Priority(0-7): | |
C-Encap: | w7 |
[ Ok ] [ Cancel ]
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.
(7) In the dialog box that is displayed, select the required NE(s), and click OK.
5. Confirm the ONT.
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(M

2

3)

“)

)
(6)

In the Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

Choose GPON > GPON Management from the navigation tree.

On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

Select the ONU tab page. Click the Auto Discover ONUs tab.

In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT

- On the Basic Parameters tab page, set the parameters.

- Line Profile: FTTx (click =) next to Line Profile and select the line profile
named FTTx in the dialog box that is displayed)

- Service Profile: FTTx (click (] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)

- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005C01)

x|
Aflliated Port | 0211 © Splitier [ =]
Hame [onT [+ aias: ]
ONUID@127; [JAutoAssion [0 | SpliferPortiiA28: 1 |

OMUType:  [oOnT v

Basic Parameters _ Metwork Management Channel Pararmeters

Line Prafile: FTTx (] semicaProfier <11 L]
Alarm Profile -] ONU VAS Profile -]
Optic Alarm Prafile: (]
Authentication Info
o Timeout Duration .
. = -
Authentication Mode: | SN h01-188): Mo Limit
SN: 667 7BATT14B52001 Passwird: [=
ONU Type
verdor D HATC(2011) Rdl Terminal Type: |247 Ed
Software Version: [y RO02C06 ~|

["] Locate to OMU list after operation succeeds

—ram TR T

(7) Click OK.

® Configure the multicast service.

The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential
Copyright © Huawei Technologies Co., Ltd.

101



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 3 Configuration

Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

1. Configuring the Information About the ETH Port of a GPON ONU
(1) Choose GPON > GPON Management from the navigation tree.
(2) Onthe GPON ONU tab page, set the filter criteria or click [ to display the
GPON ONUs.

(3) Inthe information list, right-click the ONT record where Frame, Slot, Port, and
ONU ID are set to 0, 2, 1, and 0 respectively and click the The Ont's UNI Port
Info tab in the lower pane.

(4) On the The Ont's UNI Port Info tab page, right-click the record where UNI
Type is set to ETH and UNI ID is set to 3, and choose Modifyfrom the shortcut
menu.

(5) Inthe dialog box that is displayed, set Default VLAN ID to 30.
(6) Click OK.
2. Configure a service VLAN on the OLT side.

A service VLAN is the VLAN used for the multicast service.

(1) Choose VLAN from the navigation tree.
(2) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(3) In the dialog box that is displayed, set the parameters.

- VLAN ID: 1000

- Type: Smart VLAN

x|

é Configure VLAN

[WLAN ID{1-4085). [1000 ]

Narne [vLanID_1000

Alias | |

Type: | Smart WLAN - |

Aftribute |Comm0n i

WLAN Priarity | Uncanfigured A |

Y
| Back [ mex | Done [ camcel |

(4) Click Next. Click the Upstream Port tab and add upstream port 0/19/0 as the
upstream port of the VLAN.
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Add VLAN x|
t| Basa Info Sub Port L3Interface | Extended Info
3| Configure YLAN
= ‘ﬁ Physical Fort List = ‘“ SubPort List
[= (il Frame:0 = (il Frame:0
= Slots = e Slat19
=+ Slot19 W
Port01
= Slot20
Back Mext \ Dione Cancel

(5) Click Done.
3. Add a service virtual port on the OLT side.

(1) On the VLAN tab page, select the record where VLAN ID is set to 1000 and
click the ServicePort tab in the lower pane.

(2) In the information list, right-click and choose Add from the shortcut menu.

(3) In the dialog box that is displayed, set the parameters.

Name:IGMP
VIAN Choice: Smart VLAN

Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

Vlan ID: 1000 (SVLAN ID)

Service Type: Multi-Service VLAN

User VLAN: 30 (CVLAN ID)

Keep the upstream and downstream settings the same: selected

Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams)
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luworon | ~f
L]
[swarvian | =] [oznon | -]
[~ [ Sernce vy | =]
| E W EY
]
FTT ()
(4) Click OK.
4. Add a multicast VLAN on the OLT side.
(1) Choose Multicast > Multicast VLAN from the navigation tree.
(2) On the Multicast VLAN tab page, set the filter criteria to display the required
multicast VLANS.
(3) In the information list, right-click and choose Add from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- IGMP Version: IGMP V3
- Work Mode: igmp_proxy
- VLANID: 1000
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]
[ Default Up Port Infa
[Frame: o [BETTE [ Port o [ |
- Parameter Info
IGMP Report Priority ,7* Report Interval(S) |-
[0-7): s | (10-5000); 1D |
Lag Switch: ® Open (0 Close  Global-Leave Switch:  (® Open | 0 Close
.
[ =Back l[ = Mext= ][ Einish ][ Cancel l
zl
Select VLAN
|F'Iease input gquery condition || ¥ | [ + Find ] Mo, 8, Total:11
WLAR 1D~ Mame Alias Type Aftribute -~ [Super VLARN |
1 WLAMNID 1 Smart YLAN |(Commoaon
a1 WLARNID_51 Stmar YLAMN (Common
100 WLAMID_100 Smart YLAN |(Common
111 WLARID_111 Stnan VLAMN (Cormmon
200 WLARID_200 Srmart YLARN (Common
230 WLANID 230 Smart VLAN (Common
501 WLANID_501 Srmart VLAN [Qing
WLANID_ 10 Smart VLA Common
1001 WLANID_10... Srmart VLAN [Qing
1233 WLANID_12... Smart VLAN [Stacking
3454 WLARNID_ 34 Stmar YLAMN (Common
al Il Iz
[ =<Back || met= || Einish ][ cancel |
(5) Click Finish.
5.  Add a virtual upstream port for the multicast service on the OLT side.
(1) Choose Multicast > Virtual Uplink Port from the navigation tree.
(2) Onthe Virtual Uplink Port tab page, set the filter criteria to display the required
virtual upstream ports.
(3) In the information list, right-click and choose Add from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- VLAN ID: 1000
- Frame: 0
- Slot: 19
- Port: 0
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Add Virtual Uplink Port

bl ]
ol |
] ]

ok J{ cancel J[_nuy |

(5) Click Done.
6. Configure a program profile on the OLT side.

(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose IGMP Profile from the navigation tree.

(2) Click the Program Profile tab, and select the required device type from the
Device Type drop-down list.

(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Name: programl
- Start IP Address: 224.0.1.1 (IP address of the multicast program)
- End IP Address: 224.0.1.1
- Source IP Address: 10.10.10.20 (IP address of the multicast server)
- Preview Profile: 0 (the default value)

Add Program Profile

prograrm’

2240 0 1
7

010020 |

——

[_ok [ cancel J[_soav ]

(5) Click OK.

(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.
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(7) Inthe dialog box that is displayed, select the required OLT and click Next. Then,
set VLAN ID to 1000.
(8) Click OK.
7. Configure a multicast user on the OLT side.
To enable user authentication, select Enable Authorization. To add a rights profile
and apply it to NEs, choose Configuration > Access Profile Management > IGMP
Profile from the main menu and click the Right Profile tab.
(1) Choose Multicast > Multicast User from the navigation tree.
(2) In the information list, right-click and choose Add from the shortcut menu.
(3) In the dialog box that is displayed, set the parameters.
- Alias: IGMPUserA
- Unlimited Band Width: selected
- Select Service Port: service virtual port named IGMP
dd v=er x|
Device Name; |10.71.227.35 [.]
Max, Programs NO.(1-32) ,;77’7* v/ Enahle Log Switch
Quick Leave Mode [mackased ¥ | [ Enable Authorization
é?:;yfgﬁizgi)\tmm“ww [v] Receive Global-Leave
[ Select Service Port
[ 14 I " Find | Moz, Totalz
‘ Mame - | Alias -~ Cannection Type -~ | Interface Infor.. SemceType/\‘SemceParalUpstreamTrafﬁcNamq‘
<l Il I (2]
<Back || dest- || Fimish || Cancel |
(4) Click Finish.
(5) Select the multicast user, click the User Multicast VLAN tab in the lower pane,
right-click, and then choose Add from the shortcut menu.
(6) In the dialog box that is displayed, select the record where Multicast VLAN
ID is set to 1000 and click OK.
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Add Multicast VLAN to user ll
[ Select Multicast VLAN
ease input query conditio | [  Fird. | Moz Total2
| Name [ Alias [ MulticastvLar 1D I IGMP Version [
LSS A dd Murticast VLAN x| v_off
Total: 1, Succeeded : 1, Failed : 0
100%
| Details << | l Close
Mo, \ Device Name_ | Marme | Resut \ Failure Cause
[1071.227.35  [iGMPVian_1000 |succeeded |-
< Il 1>
<l I J 3
[ oK |[ Cancel ][ Annly ]
—End
Result

The user can watch program1 on TV.

3.2.7 Configuring GPON FITH Layer 3 Bridge Multicast Service on
the NMS

This topic describes how to configure the multicast service when an ONT is connected to an

OLT through a GPON port.
Prerequisite
The OLT must be added to the U2000.
Example Network
® The ONT is connected to the OLT in Layer 3 bridge mode.
® The OLT uses IGMP proxy, which is a Layer 2 multicast protocol.
® The IGMP version of the multicast VLAN is IGMPv3.
® Multicast programs are configured statically.
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Figure 3-6 Configuring the GPON FTTH multicast service

Procedure

\_—l U2000

Multicast Source

B' LAN Switch

OLT

[

~e
&,
h Optical splitter

ONT
STB

® Add the ONT to the U2000 in profile mode.

Perform the following operations to add an MDU (not managed by the NAT
agent) that supports xXPON upstream transmission.

(1) Onthe topological navigation tree, select the required ODN under the OLT node.
Select the splitter under the ODN, right-click, and then choose New > ONU; or
select the splitter under the ODN, right-click the blank area on the Physical
Root interface on the right side, and then choose New > ONU.

(2) On the interface that is displayed, set the parameters on the Basic Parameters
and Network Management Channel Parameters tab pages (on this interface,
the ONU that supports the GPON upstream mode is considered as an example).
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] 127

]
-
B

S =7

485754438E1CDE42

Abways On -

052f0 bl
MASBO0TAON2/0iAutD

[

|

{

ip-traffic-tahle_1

I
-
)

[ ok J[cancel J[_ appty

Splittar(L1) -

255 2585 (355 0

Mult-Service VLAN ¥
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(1) noTE

® When the OLT works in the profile mode, the ONU that supports the GPON upstream
mode needs to be bound with the GPON line profile.

® When the OLT works in the distributed mode, the ONU that supports the GPON upstream
mode needs to be bound with the ONU capacity profile.

® When the OLT sets network management channel parameters check box is cleared,
ONUs are configured and managed remotely on the OLT through the OMCI protocol.

® When the OLT sets network management channel parameters check box is selected,
ONUs are configured and managed remotely on the OLT through the SNMP protocol.

® Do not add the SNMP parameters on the ONU through the serial port, but issue the SNMP
profile from the OLT to the ONU only.

(3) Click OK.

(4) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(5) Choose VLAN from the navigation tree.
(6) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(7) In the dialog box that is displayed, set the parameters.
- VLAN ID: 4000
- Type: Smart VLAN
(8) Click Next.

- Click the Upstream Port tab and add upstream port 0/19/0 as the upstream
port of the VLAN.

- Click the L3 Interface tab and set the parameters.
- Configure L3 Interface: selected
- IP Address: 192.168.50.4
(9) Click Finish.
(10) Choose GPON > GPON Management from the navigation tree.

(11) On the GPON ONU tab page, set the filter criteria or click [* to display the
GPON ONUs.

(12) In the information list, select the record where the shelf; slot, port, and ONU IDs
are 0, 2, 1, and 0 respectively and click the ServicePort Info tab in the lower
pane.

(13) On the ServicePort Info tab page, right-click and choose Add from the shortcut
menu.

(14) In the dialog box that is displayed, set the parameters.
- Connection Type: LAN-GPON
- VLAN ID: 4000
- Interface Selection: 0/2/1/0/0
- Service Type: Multi-Service VLAN
- User VLAN: 4000

- Keep the upstream and downstream settings the same: selected
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- Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams in the management VLAN)

(15) Click OK.
Configure a DBA profile.

(M

@
3)
“)

®)
(6)

(7

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the DBA Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Name: FTTx

- T-CONT type: Maximum Bandwidth

- Maximum Bandwidth: 32768

x
| Praofile Parameter
| arne: \F'I'I'x i [«
Alias: [ |
| T-CONT trpe: | Maxirurn Bandwidth . -
Assured Bandwidth (Khitfs) (128-1235456): 128
Fixed Bandwidth (Khitfs) (128-1235456) 128
| Maximum Bandwidth (Khi's) (1 28-1 235456); 32768 1 =
Bantwidth Compensation: Mo
[ ok [ cancer |[ appw
Click OK.

In the information list, right-click the record and choose Download to NE from
the shortcut menu.

In the dialog box that is displayed, select the required NE(s), and click OK.

Configure a line profile.

In a line profile, a GEM port can be bound to up to eight service streams. In a GEM
port, different GEM connections need to be set up for different service streams.

In this example, the mapping between GEM ports and MDU-side services is
implemented through VLANS, and the service streams of each service are mapped to
GEM port 1. In addition, different GEM connections are set up for the management
VLAN and the VLANS for the Internet, voice, and multicast services.

(M

2
3)
“)

Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

Click the Line Profile tab.

Right-click and choose Add Global Profile from the shortcut menu.
In the dialog box that is displayed, set the parameters.

- Set Name to FTTx.

- Choose Base Info. from the navigation tree and set the parameters.
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- Mapping Mode: VLAN
- Qos Mode: Priority Queue

Add GPON Line Profile

P [ ]

Configuration

Base Info. Upstream FEC Switch OFF
Ling Mapping Mode WLAM
Qos Mode Printity Queue
OMCC Encryption Off

- Right-click T-CONT Info. in the navigation tree and choose ADD T-
CONT from the shortcut menu. In the dialog box that is displayed, set the
parameters.

- T-CONT Index: 1
- DBA Profile: FTTx
Configuration W—

Base Info.
Line

)

- Right-click T-CONT1 in the navigation tree and choose Add GEM Port
from the shortcut menu. In the dialog box that is displayed, set the parameters.

- GEM Port Index: 1
- Priority Queue: 1
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hdd GPOF Line Profile

Configuration
Base Info
Line
Ethernet port binding aroup)
T-CONT Infa.

GEM Port

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 0 (this parameter is set to 0 automatically)

- VLAN ID: 10 (Internet access user-side VLAN ID)

hdd GPOF Line Profile

ADD GEN Connection
Confiquration
£ Ease Info.
Line
£ Ethernet port binding gro
T-COMT Info.

g T-CONTD
T-CONT1
| =

[ o |

- Right-click GEM Portl in the navigation tree and choose Add GEM

Connection from the shortcut menu. In the dialog box that is displayed, set
the parameter.

- GEM Connection Index: 1 (this parameter is set to 1 automatically)
- VLAN ID: 20 (Voice user-side VLAN ID)
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=]
Name: [FTTx |+ Alias | |
ADD GEN Connection x|
Configuration — | GEM Connection Parameters
Base Info
= Line .
Ethernet port hinding gro CEn PR Y B
= T-CONT Infa. 5 B
RO GEM Connection Index(0-7): [0
= T-CONT1
o= o LIEW VLAN ID{1-4094): [20 | |
ADD GEM Connection
DEL GEM Port Priotity: hd
Port Type >
Part ID(1-8)
BindGroup ID >
CAR Profile (]
<I T ] BIfl—
[ Ok ] [ Cancel ][ Apply l

- Right-click GEM Portl in the navigation tree and choose Add GEM
Connection from the shortcut menu. In the dialog box that is displayed, set

the parameter.

- GEM Connection Index: 2 (this parameter is set to 2 automatically)

- VLAN ID: 30 (Multicast user-side VLAN ID)

x
Name: |FTTx |+ alias | |
ADD GEN Connection x|
Caonfiguration —— | GEM Cannection Parameters
Ease Info.
=+ Line |
Ethermet port binding ara GEM Port Index(0-1023): 1
= T-COMT Info. .
T-CONTD GEM Connection Index(0-7). |0 N
= T-CONT1
[———————— WLAM Di1-4094): 30 ‘
ADD GEM Connection
DEL GEM Port Priority: livJ
Por Type hd
PortIDi1-8)
BindGroup 1D &
CAR Profile E]
|
ok [ cancel |[ appy |
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from

the shortcut menu.

(M

Configure a service profile.

In the dialog box that is displayed, select the required NE(s), and click OK.

The service profile type should be consistent with the actual ONT type.

The number of ports configured in the service profile must be the same as the actual
number of ONT ports. The flowing table lists the port capabilities ofHG8010/
HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -
HG8240B

HG8&242 4 2 1

HG8245/ 4 2 -
HG8245T

HGS8247/ 4 2 1
HG8247T

(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose PON Profile > GPON Profile from the
navigation tree.

(2) Click the Service Profile tab.
(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Set Name to FTTx.
- Choose Base Info. from the navigation tree and set the parameters.
- Number of Pots Ports: 2
- Number of ETH Ports: 4
- Number of CATV Ports: 1
x|

Name; [FTTx |+ anas: | |

Configuration Marme Walue
Number of Pots Ports(0-8) |2 |

Mumber of IPhost Pors 1
MNumber of ETH Paortsi{0-8) 4 ‘
MNumber of TDM Parts(0-8) 0
TOM Port Type E1

Service Type of TOM Part TDMoverGEM
MNumher of MOCA Ports(0-8) |0
MNumber of CATY Portsi0-8) 1
MAC Address Learning Swit... |[OM
Transparent Transmission ... |OFF

2]

UNI Port

Multicast Mode Lnconcermn

Multicast forward mode Untag
Multicast forward YLAN1-40. .
Upstrearn IGWP packet forw... [Unconcem

Upstrearn IGMP packet forw...
Upstream IGMP Packet For [l

ok || cancel || appy |

(5) Click OK.

(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.

(7) In the dialog box that is displayed, select the required NE(s), and click OK.
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5. Confirm the ONT.

(1) Inthe Main Topology, double-click the required OLT in the Physical Root
navigation tree; or right-click the required OLT and choose NE Explorer from
the shortcut menu.

(2) Choose GPON > GPON Management from the navigation tree.

(3) On the GPON UNI Port tab page, set the filter criteria to display the required
GPON UNI ports.

(4) In the information list, right-click GPON UNI port 0/2/1 and choose Enable
ONU Auto Find from the shortcut menu.

(5) Select the ONU tab page. Click the Auto Discover ONUSs tab.

(6) In the window that is displayed, select 6877687714852901 as the ONU record
and click Confirm.

- Name: ONT
- ONUID: 0
- ONU Type: ONT
- On the Basic Parameters tab page, set the parameters.
- Line Profile: FTTx (click [-Jnextto Line Profile and select the line profile
named FTTx in the dialog box that is displayed)
- Service Profile: FTTx (click E] next to Service Profile and select the
service profile named FTTx in the dialog box that is displayed)
- Authentication Mode: SN
- Terminal Type: 247
- Software Version: V2R005C00 (or V2R005CO01)
x|
Afiliated Port | 0r2i1 © Splitter [~
Marne [onT [=  aias:
ONUID(-127: [JAutoAssign [0 [+ spiterortiDg-tzey 1|
ONUType: | ONT v
Basic Parameters _ Metwaork Management Channel Parameter
Line Profile: FTTx E]* Service Profile: FTTx E]*
Alarm Praflle: [.] oNuvas Profie: [..)
Cptic Alarm Profile: E]
Authentication Info
Authentication Mode: | SN bl I;;%Ej%ts?.ma”ﬂ" Mo Limit P
Sh: BE7 7687714852901 Password: -
ONU Type
Yerdor ID HATC(2011) Rdl Terminal Type: |247 ~|
Sotware Version: [viRooacos | v
[ Locate to OMU list after operation succeeds
Y
[ ok ][ cancel [ appw
(7) Click OK.
®  Configure the multicast service.
The prerequisite for performing operations in the navigation tree is to navigate to the NE
Explorer of the OLT. To navigate to the NE Explorer of the OLT, do as follows: In the
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Main Topology, double-click the required OLT in the Physical Root navigation tree; or
right-click the required OLT and choose NE Explorer from the shortcut menu.

1. Configure a service VLAN on the OLT side.
A service VLAN is the VLAN used for the multicast service.

(1) Choose VLAN from the navigation tree.
(2) On the VLAN tab page, right-click and choose Add from the shortcut menu.
(3) In the dialog box that is displayed, set the parameters.

- VLAN ID: 1000

- Type: Smart VLAN

x|

E Configure YLAN

[WLAN ID¢1-4095) [1000 |

|
[vLaniD_1000 |

MName

Alias [ |

Type: [ smart wLan i

Attribute |Cnmmnn - |,

WLAN Priority: | Unconfigured hd |

Y
[ Bak [

1=

et | [ Daone l [ Cancel ]

(4) Click Next. Click the Upstream Port tab and add upstream port 0/19/0 as the

upstream port of the VLAN.
zl
Basenfo SubFort . Lilnterface | Extended Info
B configure YLAN
= ‘ﬂ FPhysical Port List = Eil SubFart List
= [t Frame:0 F (i Frame:0
@ St g = am Slot 19
o am Slot18 o [
@ Portm
am Slot20
kW
Back ] [ Mext ] [ - Done ] l Cancel

(5) Click Done.
2. Add a service virtual port on the OLT side.

(1) On the VLAN tab page, select the record where VLAN ID is set to 1000 and
click the ServicePort tab in the lower pane.

(2) In the information list, right-click and choose Add from the shortcut menu.
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(3) Inthe dialog box that is displayed, set the parameters.

Name:IGMP
VIAN Choice: Smart VLAN

Connection Type: LAN-GPON (when the physical port is a GPON port) or
LAN-EPON (when the physical port is an EPON port)

Interface Selection: 0/2/1/0/1 (when the connection type is LAN-GPON) or
0/2/1/0 (when the connection type is LAN-EPON)

Vlan ID: 1000 (SVLAN ID)

Service Type: Multi-Service VLAN

User VLAN: 30 (CVLAN ID)

Keep the upstream and downstream settings the same: selected

Upstream Traffic Name: ip-traffic-table 6 (it is recommended that you use
the default profile ip-traffic-table 6 because the OLT does not limit the rates
of service streams)

Add Service Port x|

Bagic Info Attributes

1D(1-32768)

MName; IGMP | Connectian Type: | LAN-GPOR |
Alias:

MNetwork Side: User Side

71 Bundle ID(1-8193): (-]
‘ YLAN Choice: @.j* Interface Selection:  [o2mon | v |*
Tag-Transfarm: ,7' Semice Type, ,m_v*
‘ WLAN ID(1-4085) @':D* Uservian(-4098); [;0 | |=|*

Cos value(l-7)

Traffic Profile Info

| [v] Keep the upstream and downstream settings the same |

Upsiream Trafiic Profile; |17+ [..) Downsiream Trafiic Profile; | FTT+ [..)

l 0K ” Cancel H Apply ]

(4) Click OK.
Add a multicast VLAN on the OLT side.

(M
2

A3
“)

Choose Multicast > Multicast VLAN from the navigation tree.

On the Multicast VLAN tab page, set the filter criteria to display the required
multicast VLANS.

In the information list, right-click and choose Add from the shortcut menu.

In the dialog box that is displayed, set the parameters.

IGMP Version: IGMP V3
Work Mode: igmp proxy
VLAN ID: 1000
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4,

Add Multicast VLAN

Add Multicast VLAN

|

Add Hulticast YLAN

Please input query condition ..

WLANID_1

Smart VLAMN

Caommaon

Jamp_prosy] v |

Multicast b

YLANID_51

Smart YLAN

Commaon

WLANID_100

Smart VLAMN

Caommaon

YLANID_111

Smart VLAN

Commaon

WLANID_200

Stmart VLAMN

Camman

YLANID_230

Smart VLAN

Caommaon

WLANID_501

WLAMID_10..

Smart VLAMN

Smart YLAN

WLAMID_12..

Smart VLAMN

Stacking

WYLANID_34..

[ ek )| dee [ Ewen [ cavel |

(5) Click Finish.

Smart YLAN

Commaon

Add a virtual upstream port for the multicast service on the OLT side.

(1) Choose Multicast > Virtual Uplink Port from the navigation tree.
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(2) Onthe Virtual Uplink Port tab page, set the filter criteria to display the required
virtual upstream ports.
(3) In the information list, right-click and choose Add from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- VLANID: 1000
- Frame: 0
- Slot: 19
- Port: 0
x|
I
Device Name:  [10.71.227 35 <]
MulticastVLAN Infa———— Lplink Port Info
Frame: |0 | .
YLAN [D(1-4095): 1000 *[:] Slot el =
Port: b =
ok || cancel || appl |
(5) Click Done.
5. Configure a program profile on the OLT side.
(1) Choose Configuration > Access Profile Management from the main menu. In
the dialog box that is displayed, choose IGMP Profile from the navigation tree.
(2) Click the Program Profile tab, and select the required device type from the
Device Type drop-down list.
(3) Right-click and choose Add Global Profile from the shortcut menu.
(4) In the dialog box that is displayed, set the parameters.
- Name: programl
- Start IP Address: 224.0.1.1 (IP address of the multicast program)
- End IP Address: 224.0.1.1
- Source [P Address: 10.10.10.20 (IP address of the multicast server)
- Preview Profile: 0 (the default value)
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x|
Description Info
@ Configure the desired parameters
@ 'When the program is provisioned, if the IGMP version of the multicast VLAN is W2, the program
can not have a source IP address.Ifthe IGMP version of the multicast VLAR is V3, address.the
program must have a source IP
Marne: |prngram1 &
Alias: | |
Profile Index (1-1024); |1 &
Bedin [P Address: 2240 1 1 *= EndIP Address 224.0 1 1 @
Source [P Address: 10.10.10.20 Host IP: 0.0.0.0 @
Printity (0-73: 7 +  Bandwidth (Khitis) (0-65534) |5000 B
Grade: ng-grade ¥ = Multicast WLAN(1-4085)
Preview Parameter
Preview Profile: |0 [.]=
Aftribute Parameter
[Z1 Prejoin Attribute [vl Host Attribute
[J] Unsalicited Attribiute v Log Atribute
[ Across VLAN Attribute
[ ok )| ocancel || apoy
(5) Click OK.
(6) In the information list, right-click the record and choose Download to NE from
the shortcut menu.
(7) Inthe dialog box that is displayed, select the required OLT and click Next. Then,
set VLAN ID to 1000.
(8) Click OK.
6. Configure a multicast user on the OLT side.
To enable user authentication, select Enable Authorization. To add a rights profile
and apply it to NEs, choose Configuration > Access Profile Management > IGMP
Profile from the main menu and click the Right Profile tab.
(1) Choose Multicast > Multicast User from the navigation tree.
(2) In the information list, right-click and choose Add from the shortcut menu.
(3) Inthe dialog box that is displayed, set the parameters.
- Alias: IGMPUserA
- Unlimited Band Width: selected
- Select Service Port: service virtual port named IGMP
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2
) O

| tame | #ias [ Connestion Type [ interace Infor. | Service Type - [ Service ParalUpsirearn Trafic Narne
173302 | LA GPONONT Lt Fram

IGMP LAN-GPON Fram . FTTx

(4) Click Finish.
(5) Select the multicast user, click the User Multicast VLAN tab in the lower pane,
right-click, and then choose Add from the shortcut menu.

(6) In the dialog box that is displayed, select the record where Multicast VLAN
ID is set to 1000 and click OK.

Add Multicast VLAN to user

m Add Multicast VLAN

igmp_|

100%

s ][ cose

[ Mo.| Devicename | Wame | Resut |
| Jtortzar3s [iowPvian 1000 |Succeeded |

ok [ cancel [ sy

7. Configure the value-added service profile of the ONT.

(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.

(2) Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

(3) In the dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-IPTV
- Vendor ID: HWTC(2011)
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- Terminal Type: 247
- Version: VIR002C06-Later
x|

Profile Mame ‘ONT—\PTV |* Vendor ID |HWTC(2EI1 1) 7 |*

Terminal Tyne: | 247 v |- version:  [¥1R0D2COG ~ Later -

=+ 247 Caonfig Info. Parameter Mame | FParameter Yalue
Time
Serices
WiAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding

| mport. | Ewer. | | ok [ cancel |[  appw

(4) Configure the working mode of a LAN port.

a. Inthe navigation tree, choose LANDevice > LAN Interface 1 > LAN
Interface.

b. Select LAN Interface, right-click, and choose Add. Add LAN Ethernet
Configuration 2 and LAN Ethernet Configuration 3.

c. Select LAN Ethernet Configuration 3 and set LAN Port two three-port
enable to enable. This indicates that LAN 3 works in Layer 3 mode.

(1 noTE

® [fLAN Port two three-port enable is disable, the LAN port works in the Layer 2
mode.

® [f LAN Port two three-port enable is enable, the LAN port works in the Layer 3
mode.

LAN Port two three-port enable is defaulted to disable.

By default, the system has one LAN Ethernet Configuration 1 node. To add multiple
nodes, select LAN Interface, right-click, and choose Add from the shortcut menu.
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B
Profile Name: ‘ONT—\F‘T\I |’ Wendor 1D |HWTC(2D11) '|*
Terminal Type: | 247 v |- Version |v1R002ZCOS ~ Later =
B 247 Config Info | Parameter Name [ Parameter value |

Tirme:
Services
AN Device
- LANDevice
= LAN Interface 1
= LAM Interface
LAN Ethermet Caonfiguration 1
LAM Ethermet Configuration 2
LAM Ethernet Configuration 3
ALG Ahility
Security
Layer 3 Forwarding

[ mport.  J[ Ewen. | [ ok [ cancel | appw

(5) Configure parameters of a WAN port.

a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.

b. Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-IPTV
- WAN Enable: enable
- Connection Type: IP_Bridged

- VLANID: 30 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 4
- MultiCast VLAN ID: 1000 (The multicast VLAN ID of the ONT must
be the same as the multicast VLAN ID configured on the OLT.)
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x|
Profile Marne |0NT—IF‘TV ‘* Wendar ID: ‘ HATC(2011) = |’
Terminal Type: | 247 v |+ Wersion: | VIR002COG ~ Later - |
[=F 247 Config Infa Farameter Mame Farameter Value
Time AN IF interface index 1
Services
e e AN Interface Name ONT-PTY
S5 WM Device 1 WAN Enable enable -
= WAN Connection Connection Type IP_Bridaed A
[S-U CHMCED NATENaled disable
AN IP Interface
AN I Interface 1 e ilanl DiEE05Y) 20
LANDevice [v] Priority(0~7) 4
ALG Ability MutiCast YLANG ~4094) 1000
Security - =
Laver 3 Forwarding Addressing Type Static
Service Type INTERMET
DS Enabled enable
DME Server
Optiong0 Yender Class 1D
[ mport. || Emon. | [ ok | cancet |[ appw
(6) Configure multicast parameters.
a. Inthe navigation tree, choose Services > IGMP. Select IGMP and enter
proper values.
- WAN Port IGMP Switch: Enable
- Proxy Switch: Disable
- Snooping Switch: Enable
x
Profile Narme: | ONT-IPTY | vendarip: [HwTC(2011) -
Terminal Type: | 247 v |+ Version  |v1RO02ZCOS ~ Later |
Fl 247 Config Info Parameter Name Parameter Value
Time VAN Port IGMP Switch | Enable -
o Services =
e BERE Proxy Switch Disable
Snoaping Switch Enahle -
Portal Robustness 2
WA BIED General Query Intenval(s)  |125
LAMDevice
ALG Ability General Guery Qesponse... 100
Security Specific Guery Number 2
Layer 3 Forwarding Specific Query Interval{d.1...10
Specific Query Response |10
impot.. [ Ewont. | [ ok || cancel [ appw
(1 noTE
The ONT multicast modes (IGMP proxy and IGMP snooping) conflict. Only one mode is
supported at a time.
(7) Configure a routing policy.
a. Inthe navigation tree, choose Layer 3 Forwarding > Policy Route. Select
Policy Route, right-click, and choose Add from the shortcut menu.
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Select Policy Route 1 and enter proper values.
- Physical Port Name: LAN3
- WAN Interface Name: WANI1(ONT-IPTV)

x|
Profile Name:  |QNT-IPTV [ VendorID: | HwTC(2011) -
Terminal Type: | 247 v |- wersion: | VIRD0ZCO6 - Later -
[= 247 Confiy Info. Parameter Narne Parameter Value
Tirme Policy Route Type SourcePhyPort =
Services .
VAN Dovice Physical Port Name LAN3 ‘
LAMDevice endor 1D
ALG Ability AN Interface Name AN T (OMT-IPTV) | ~
Secutity
[ Layer 3 Forwarding
= Palicy Route
alicy Route 1
Import ][ Export ] [ 0K H Cancel H Apply

1 noTE

To bind a LAN port to a WAN port, set Physical Port Name and WAN Interface
Name. The preceding figure shows that WAN 1 is bound to LAN 3.

To bind a WAN port to multiple LAN ports, set Physical Port Name to
LANT1,...,LANX. For example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port
Name to LAN1,LAN2.

(8) Click OK to complete the configuration of the new profile.
8. Bind the value-added service profile.

(1) In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.

(4) On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

—End

Result

The user can watch program1 on TV.
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3.3 Configuration by Using OLT Commands

This topic describes how to configure the Internet access service, VolP service and IPTV service
by using OLT commands.

3.3.1 Data Plan

This topic plans the data in a unified manner for connecting to the OLT in the FTTH GPON
access mode for various example networks. The subsequent examples are configured based on
the following data plan.

Data Plan
Table 3-4 provides the unified data plan for configuring the HSI, IPTV, and VoIP services in
an FTTH network.
Table 3-4 Data plan for the FTTH GPON access
Service Item Data Remarks
Classificati
on
Network FTTH ® OLT PON port: 0/1/1 -
data ® ONTID: 1-2
Service HSI service ® SVLAN: 100 -
VLAN ® CVLAN: 10
IPTV service ® Multicast VLAN: 1000 Generally, multicast
® SVLAN: 1000 VLANS are divided
. according to
® CVLAN:30 multicast sources.
VolIP service ® SVLAN: 200 -
® CVLAN: 20
QoS HSI service Priority: 1; queue scheduling: | ® Generally, the
(priority) WRR QoS priorities
- — - are VolP service
IPTV service Priority: 4; queue scheduling: >IPTV service >
WRR Internet access
VolIP service Priority: 6; queue scheduling: service n a
PQ descending
order.
® Generally, the
priority is set on
the ONT, and the
OLT inherits the
priority set on
the ONT.
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Service Item Data Remarks
Classificati
on
QoS (DBA) | HSI service ® Profile type: Type4 ® DBA isused to
® Maximum bandwidth: 100 |  control the
Mbit/s upstream
bandwidth of the
® T-CONTID: 4 ONT. DBA
IPTV service ® Profile type: Type4 profiles are
) ) bound to
] Ma).(lmum bandwidth: 60 TCONTS.
Mbit/s Different
® T-CONTID: 3 TCONTs are
- planned for
VolIP service ® Profile type: Type3 different
® Assured bandwidth: 15 bandwidth
Mbit/s assurance types.
® Maximum bandwidth: 30 Generally, the
Mbit/s service with a
® T-CONT ID: 2 high priority
adopts a fixed
bandwidth or an
assured
bandwidth, and
the service with a
low priority
adopts the
maximum
bandwidth or
best effort.
QoS (CAR) | HSI service Upstream and downstream Traffic control
bandwidth: 4 Mbit/s can be
- - implemented on
IPTV service No rate limitation in the the BRAS, or on
upstrqam and downstream the OLT or ONT
directions by using port rate
VolIP service No rate limitation in the llmltatlon or
upstream and downstream using a tra.ffu?
directions profile to limit
the upstream and
downstream
traffic.
Generally, in the
case of FTTH,
limit the rate on
the OLT.
IPTV Multicast protocol ® OLT: IGMP proxy
service data ® ONT: IGMP snooping
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Service Item Data Remarks
Classificati
on

Multicast version IGMP V3 IGMP v3 and IGMP

v2 are supported,
and IGMP v3 is
compatible with

IGMP v2.
Multicast program | Static configuration mode The OLT can also
configuration mode generate a multicast

program library,

that is, dynamically
generate a program
list according to the
programs requested
by users. In this
mode, the program
list need not be
configured or
maintained;
however, the
functions such as
program
management, user
multicast bandwidth
management,
program preview,
and program prejoin
are not supported.

IP address of the 10.10.10.10 -
multicast server
Multicast program | 224.1.1.10 -

VolIP service
data

MG interface (H.
248)

NOTE
The parameters of the
MG interface must be
the same as the
parameters on the
MGC. H.248 has
many negotiation
parameters, and the
parameters here are
mandatory.

IP address of the primary MGC
to which the MG interface
belongs: 200.200.200.200/24

Port ID of the primary MGC to
which the MG interface
belongs: 2944

When dual homing
is configured, the IP
address and the port
ID of the secondary
MGC must also be
configured.

® MID format: domain name

® MG domain name:
6877687714852901

Domain name is
globally unique.
This example uses
ONT's SN as the
domain name.

TID: A0 and A1

The phone numbers
of terminals A0 and
Al are 88001234
and 88001235.
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Service Item Data Remarks
Classificati
on
SIP interface (SIP) | IP address of the primary When dual homing
NOTE softswitch to which the SIP is configured, the IP
The parameters of the | interface belongs: address and the port
SIP interface mustbe | 200.200.200.200/24 ID of the secondary

the same as the
parameters on the Port ID of the primary
softswitch. SIP has | ¢4 fiswitch to which the SIP

many negotiation interface belongs: 5060
parameters, and the

parameters here are
mandatory.

softswitch must also
be configured.

Home domain of the SIP -
interface:
softx3000.huawei.com

Digitmap: x.S|x.# (Default) -

User 1: -
® Phone number: 88001234

® Authentication user name:
88001234@softx3000.hua
wel.com

® Password: iadtestl
User 2:
® Phone number: 88001235

® Authentication user name:
88001235@softx3000.hua
wel.com

® Password: iadtest2

3.3.2 Configuring the GPON FTTH Layer 2 Internet Access Service
on the OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the high-
speed Internet access service.

Service Requirements

® The user PC is connected to the ONT through the LAN port in the PPPoE dialing mode.
The ONT is connected to the OLT and then to the upper-layer network in the GPON mode
to provide the high-speed Internet access service.

® The high-speed Internet access service is identified by two precisely-bound VLAN tags.
On the ONT, each user is allocated with a CVLAN; on the OLT, each slot is allocated with
an SVLAN.
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® The high-speed Internet access service adopts a bandwidth-ensured mode with the
maximum bandwidth 100 Mbit/s as the DBA profile and performs the 4 Mbit/s rate
limitation on both the upstream and downstream directions.
Table 3-5 Data Plan
Item Data
OLT Service VLAN ID: 100
Service VLAN type: Smart
Service VLAN attribute: stacking
Upstream port: 0/19/0
ONT ONT IDs: 1 and 2
ID of the port on the ONT that is connected to the PC: 1
Type of the port on the ONT that is connected to the PC:
ETH
VLAN ID of the port on the ONT that is connected to the
PC: 10
Prerequisite
® The OLT is connected to the BRAS.
® Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configuration, see the
corresponding configuration guide.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
Procedure
® Configure the OLT.
1. Create a service VLAN and add an upstream port to it.
The VLAN ID is 100, and the VLAN is a smart VLAN, VLAN attribute is stacking.
Add upstream port 0/19/0 to VLAN 100.
huawei (config) #vlan 100 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/19 0
2. (Optional) Configure upstream link aggregation.
In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.
3. Configure GPON ONT profiles.
GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.
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2

3)

DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.

Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCIL.

Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.

Configure a DBA profile.

You can run the display dba-profile command to query the DBA profiles
existing in the system. If the DBA profiles existing in the system do not meet the
requirements, you need to run the dba-profile add command to add a DBA
profile.

Set the DBA profile ID to 10, type to type4, and maximum bandwidth to 100

Mbit/s.
huawei (config) #dba-profile add profile-id 10 type4 max 102400

Configure an ONT line profile.
Create GPON ONT line profile 10 and bind T-CONT 4 to DBA profile 10.

huawei (config) #ont-lineprofile gpon profile-id 10
huawei (config-gpon-lineprofile-10) #tcont 4 dba-profile-id 10

Create GEM port 1 for carrying traffic streams of the ETH type and bind GEM
port 1 to T-CONT 4. Set the QoS mode to priority-queue (default).

(1 noTE

a. Tochange the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 1 eth tcont 4
Configure the service mapping mode from the GEM port to the ONT to VLAN
(default), and map CVLAN 10 to GEM port 1.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan
huawei (config-gpon-lineprofile-10) #gem mapping 1 0 vlan 10

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit

Configure an ONT service profile.
The ID of the VLAN to which ETH port 1 belongs is 10.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HGR010 1 - -

HGR240/ 4 2 -

HG8240B

HG8242 4 2 1

HGR245/ 4 2 -

HGR245T

HG8247/ 4 2 1

HG8247T

huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
huawei (config-gpon-srvprofile-10) #port vlan eth 1 10

After the configurations are complete, run the commit command to make the
configured parameters take effect.
huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit
(4) (Optional) Configure an alarm profile.

- The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.

- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.

(1) Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.
huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

(2) Automatically find an ONT.

If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.
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huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.

Number 01

F/S/P : 0/1/1

Ont SN : 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID : 247

Ont autofind time 2011-02-10 14:59:10

Number H

F/S/P : 0/1/1

Ont SN : 6877687714852901
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID : 247

Ont autofind time 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth
6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth
6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10

(1 noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For
example, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(3) (Optional) Bind an alarm profile to the ONT.
In this example, bind the default alarm profile, namely alarm profile 1 to the

ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P
0/1/1

ONT-ID

Control flag : active //Indicates that the ONT is
activated.
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Run state : online //Indicates that the ONT goes online
normally.
Config state : normal //Indicates that the configuration status
of the
ONT is normal.
Match state : match //Indicates that the capability profile
bound to

the ONT is consistent with the
actual capability

of the ONT.
...//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

- If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

- Ifthe ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.

- If the ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1] noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- Ifthe ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Specify the native VLAN for the ONT port.

ETH port 1 on the ONT is connected to the PC and the native VLAN is VLAN 10.
huawei (config-if-gpon-0/1) #ont port native-vlan 1 1 eth 1 vlan 10
huawei (config-if-gpon-0/1) #ont port native-vlan 1 2 eth 1 vlan 10

Configure a traffic profile.

You can run the display traffic table ip command to query the traffic profiles existing
in the system. If the traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

The profile ID is 8, the CIR is 4 Mbit/s, the priority is 1, and packets are scheduled
according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 8 cir 4096 priority 1 priority-
policy tag-In-Package

Create service ports.
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Result

Set the service port indexes to 1 and 2, SVLAN ID to 100, GEM port ID to 1, and
CVLAN ID to 10. Use traffic profile 8.

huawei (config) #service-port 1 vlan 100 gpon 0/1/1 ont 1 gemport 1 multi-
service user-vlan 10 rx-cttr 8 tx-cttr 8
huawei (config) #service-port 2 vlan 100 gpon 0/1/1 ont 2 gemport 1 multi-
service user-vlan 10 rx-cttr 8 tx-cttr 8

9. Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

(1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you do not need
to configure queue scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huawei (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cosé6
6 cos7 7

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

10. Save the data.

huawei (config) #save

® Configure the ONT.
The ONT is connected to the upper-layer device in Layer 2 mode. Users perform PPPoE
dialup on their PCs and no configuration is required on the ONT.

—End

After physical port LAN1 on the ONT is connected to a PC, perform PPPoE dialup using
software on the PC. After successful PPPoE dialup, the user can access the Internet following
entering correct network addresses.

Configuration File

vlan 100 smart
vlan attrib 100 stacking
port vlan 100 0/19 0
dba-profile add profile-id 10 typed4 max 102400
ont-lineprofile gpon profile-id 10
tcont 4 dba-profile-id 10
gem add 1 eth tcont 4
mapping-mode vlan
gem mapping 1 0 vlan 10
commit
quit
ont-srvprofile gpon profile-id 10
ont-port eth 4 pots 2 catv 1
port vlan eth 1 10
commit
quit
interface gpon 0/1
port 1 ont-auto-find enable
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display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-
srvprofile-id 10 descont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-

lineprofile-id 10 ont-srvprofile-id 10 descont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

ont port native-vlan 1 1 eth
ont port native-vlan 1 2 eth
quit

traffic table ip index 8 cir
service-port 1 vlan 100 gpon
cttr 8 tx-cttr 8
service-port 2 vlan 100 gpon
cttr 8 tx-cttr 8
queue-scheduler wrr 10 10 20

1 vlan 10
1 vlan 10

4096 priority 1 priority-policy tag-In-Package
0/1/1 ont 1 gemport 1 multi-service user-vlan 10 rx-

0/1/1 ont 2 gemport 1 multi-service user-vlan 10 rx-

20 40 0 0 O

cos—-queue-map cosO0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7

save

3.3.3 Configuring the GPON FITH Layer 3 Internet Access Service

on the OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the high-

speed Internet access service.

Service Requirements

®  Users' PCs are connected to the ONT using the LAN port. IP addresses of users' PCs are
allocated by the DHCP IP address pool on the ONT. After PPPoE auto dialup is performed
on the ONT, the ONT is connected to the upper-layer device in GPON mode to implement
high-speed Internet access service.

® The high-speed Internet access service is identified by two precisely-bound VLAN tags.
On the ONT, each user is allocated with a CVLAN; on the OLT, each slot is allocated with

an SVLAN.

® The high-speed Internet access service adopts a bandwidth-ensured mode with the
maximum bandwidth 100 Mbit/s as the DBA profile and performs the 4 Mbit/s rate
limitation on both the upstream and downstream directions.

Table 3-6 Data Plan

Item Data

OLT Service VLAN ID: 100
Service VLAN type: Smart
Service VLAN attribute: stacking
Upstream port: 0/19/0

ONT ONT IDs: 1 and 2

ID of the port on the ONT that is connected to the PC: 1

Type of the port on the ONT that is connected to the PC:
ETH

VLAN ID of the port on the ONT that is connected to the
PC: 10

User name for PPPoE dialup: iadtest@pppoe; password:
iadtest
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Prerequisite

Procedure

The OLT is connected to the BRAS.

Related configurations are performed on the BRAS according to the authentication and
accounting requirements for dialup users. For details about the configuration, see the
corresponding configuration guide.

The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.

Configure the OLT.

1.

Create a service VLAN and add an upstream port to it.

The VLAN ID is 100, and the VLAN is a smart VLAN, VLAN attribute is stacking.
Add upstream port 0/19/0 to VLAN 100.

huawei (config) #vlan 100 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100 0/19 0

(Optional) Configure upstream link aggregation.

In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.

Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.

- DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

- Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.

- Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCI.

- Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.

(1) Configure a DBA profile.

You can run the display dba-profile command to query the DBA profiles
existing in the system. If the DBA profiles existing in the system do not meet the
requirements, you need to run the dba-profile add command to add a DBA
profile.

Set the DBA profile ID to 10, type to type4, and maximum bandwidth to 100
Mbit/s.

huawei (config) #dba-profile add profile-id 10 type4 max 102400
(2) Configure an ONT line profile.

Create GPON ONT line profile 10 and bind T-CONT 4 to DBA profile 10.

huawei (config) #ont-lineprofile gpon profile-id 10
huawei (config-gpon-lineprofile-10) #tcont 4 dba-profile-id 10
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Create GEM port 1 for carrying traffic streams of the ETH type and bind GEM
port 1 to T-CONT 4. Set the QoS mode to priority-queue (default).

(1 noTE

a. Tochange the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 1 eth tcont 4
Configure the service mapping mode from the GEM port to the ONT to VLAN
(default), and map CVLAN 10 to GEM port 1.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan
huawei (config-gpon-lineprofile-10) #gem mapping 1 0 vlan 10

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-lineprofile-10) #commit

huawei (config-gpon-lineprofile-10) #quit

Configure an ONT service profile.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.

Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HGR8010 1 - -

HG8240/ 4 2 -

HG8240B

HGR&242 4 2 1

HG8245/ 4 2 -

HG8245T

HG8247/ 4 2 1

HGS8247T

huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit

(Optional) Configure an alarm profile.

— The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.
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- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.

(M

@

Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

Automatically find an ONT.

If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.

Number N

F/S/P : 0/1/1

Ont SN 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID : 247

Ont autofind time

: 2011-02-10 14:59:10

Number H

F/S/P : 0/1/1

Ont SN 6877687714852901
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO00

Ont EquipmentID : 247

Ont autofind time

: 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth

6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth

6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10
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If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For

example, the preceding command can be modified as follows:
huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(3) (Optional) Bind an alarm profile to the ONT.

In this example, bind the default alarm profile, namely alarm profile 1 to the
ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P
0/1/1

ONT-ID
1

Control flag : active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
normally.

Config state : normal //Indicates that the configuration status
of the

ONT is normal.

Match state : match //Indicates that the capability profile

bound to

the ONT is consistent with the
actual capability

of the ONT.
...//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

- If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

- Ifthe ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.

- If the ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1) noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- Ifthe ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
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by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Configure a traffic profile.

You can run the display traffic table ip command to query the traffic profiles existing
in the system. Ifthe traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

The profile ID is 8, the CIR is 4 Mbit/s, the priority is 1, and packets are scheduled
according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 8 cir 4096 priority 1 priority-
policy tag-In-Package

Create service ports.
Set the service port indexes to 1 and 2, SVLAN ID to 100, GEM port ID to 1, and

CVLAN ID to 10. Use traffic profile 8.

huawei (config) #service-port 1 vlan 100 gpon 0/1/1 ont 1 gemport 1 multi-
service user-vlan 10 rx-cttr 8 tx-cttr 8
huawei (config) #service-port 2 vlan 100 gpon 0/1/1 ont 2 gemport 1 multi-
service user-vlan 10 rx-cttr 8 tx-cttr 8

Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

(1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you need not
configure queue scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huaweil (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cosé6
6 cos7 7

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Save the data.

huawei (config) #save

Configure the optical network terminal (ONT) on the Web page.

Layer 3 route mode is used for connecting an ONT to the upper-layer device. IP addresses
of users' PCs are allocated by the DHCP IP address pool on the ONT. PPPoE auto dialup
is performed on the ONT. Parameters of the WAN port must be configured on the ONT.

Log in to the Web configuration window.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 143
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

(1) Configure the IP address of the PC network adapter to be in the same network
segment as the IP address of the local maintenance Ethernet port of the ONT
(default: 192.168.100.1).

(2) Openthe Web browser, and enter the [P address of the local maintenance Ethernet
port of the ONT.

(3) Onthelogin window, enter the user name (default: telecomadmin) and password
(default: admintelecom) of the administrator. After the password authentication
is passed, the Web configuration window is displayed.

Configure the working mode of a LAN port.

(1) In the navigation tree, choose LAN > LAN Port Work Mode. Select the check
box of LAN 1 and set LAN1 to work in the Layer 3 mode.

LAM = LAN Port Work Mode

O this page, you can configure the LAN ports to wark in 1ayer3 mode by selecting the corresponding check box The layer3
ports will be assigned as HG ports

LANT O Lanz O Lans [ Lans

Apply Cancel

(2) Click Apply to apply the configuration.
Configure parameters of a WAN port.
(1) In the navigation tree, choose WAN > WAN Configuration.

(2) In the right pane, click New. In the dialog box that is displayed, configure
parameters of a WAN port as follows:

- WAN Connection: Enable

- Service List: INTERNET (For configuring the Internet access service,
INTERNET or a combination containing INTERNET needs to be selected.)

- Mode: Route

- VLANID: 10 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)

- 802.1p: 1
- IP Acquisition Mode: PPPoE
- NAT: Enable (NAT must be enabled to configure the Internet access service.)

- User Name: iadtest@pppoe, Password: iadtest (The user name and password
must be the same as the user name and password configured on the BRAS.)

- Binding options: LAN1
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VWAN = YWAN Configuration

On this page, you can configure YWAN parameters. The ONT home gateway uses the WAN interface to communicate with
the upper-laver network equipment, and the parameters must be consistent for haoth

MNewr Delete
Connection Name VLANPriority IP Acquisition Mode
Enahle WAN Connection
Mode: Route ~
Senvice List: INTERNET v
WLAN D 10 *(0-4094)
802.1p 1 -
MultiCast VLAN ID (1-4094)
IP Acquisition Mode: O DHeP O Static & PPROE
Enahle NAT:
User Mame: iadtest@pppoe M1-B3)Characters
Password: seeeees *{1-63)Characters
Dial Method! Auto -
Binding options: I O Lanz
[ ssip1

Apply Cancel

(3) Click Apply to apply the configuration.

4. Save the configuration.

In the navigation tree, choose System Tools > Configuration File. In the right pane,
click Save Configuration to save the configuration.

Systern Tools = Configuration File

You can click "Save Configuration” to sawe the current configuration to the flash memary.

Sawe Configuration

You can click "Download Configuration File" to back up the current configuration.

Download Configuration File

ITwiu enter the path ofthe conliguration file and then click"Upload Configuration File”, your horme gateway will be updated
with the saved configuration file

Configuration File Browse. Upload Configuration File

5.  Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane,
Status is Connected and the obtained IP address is displayed at IP.

Status = VWAN Infarmation

Onthis page, you can guery the connection status and line status of the WAN interface.

IP Acquisition Subnet
d IP Addiess
Mode Mask

192.168.11.82 2562652550 101

WAN Name Status VLANPriority MAC Address  Connect

1_INTERNET_R_VID_10 Disconnected PPPOE 78:1D:BA:3C:8F 34 Alwayson

® Configure the ONT on the U2000.

Layer 3 route mode is used for connecting the ONT to the upper-layer device. IP addresses
of users' PCs are allocated by the DHCP IP address pool on the ONT. PPPoE auto dialup
is performed on the ONT. Parameters of the WAN port must be configured on the ONT.

The following uses batch configurations of creating a value-added service profile of the
ONT as an example. To configure an ONT, on the GPON ONU tab page, select an ONT,
right-click, and choose Configure Value-Added Service from the shortcut menu.

1. Log in to the NMS (iManager U2000 V100R003C00) and start the FTP service.
2. Configure the value-added service profile of the ONT.

(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.
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(2) Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

(3) In the dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-HSI
- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR003C00-Later
x|

Profile Name: | ONT-HSI [+ wendorip: [HwTCED11) - |-

Terminal Tre: | 247 v |* Version:  [V1R003C08 ~ Later ~

= 247 Config Info. Parameter Name \ Parameter Value
Time
Services
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding

[ Import. ][ Export.. ][ Ok ][ Cancel ][ Apply

(4) Configure the working mode of a LAN port.

In the navigation tree, choose LANDevice > LAN Interface 1 > LAN
Interface > LAN Ethernet Configuration 1. Select LAN Ethernet
Configuration 1 and set LAN port two three-port enable to enable (indicating
that LAN 1 works in the Layer 3 mode).

(O noTe
® [fLAN port two three-port enable is disable, the LAN port works in the Layer 2
mode.

® [fLAN port two three-port enable is enable, the LAN port works in the Layer 3
mode.

LAN port two three-port enable is defaulted to disable.

By default, the system has one LAN Ethernet Configuration 1 node. To add nodes,
select LAN Interface, right-click, and choose Add from the shortcut menu.
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x
Profile Mame: ‘ONT—HEI |* WVendor ID |HWTC(QD11) = ‘*
Terminal Type: | 247 v |- version: |ViRO02COE ~ Later ~|r
B 247 Corfig Info. | Parameter Mame | Parametervalue |

Time LAN Ethernet Configuration ind...|1
\?\;’L‘Cg:\ﬂ\ce LAM port two three-port enable  enable
£ LANDevice

EF LAN Inferface 1

[=- LAN Interface
LA Ethernet Configuration 1

ALG Ahility

Security

Layer 3 Forwarding

[ mport. [ Ewort. | [ ok J[ caneel |[  appw

(5) Configure parameters of a WAN port.

a. Inthe navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add PPP
Connection from the shortcut menu.

b. Select WAN PPP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-HSI
- WAN Enable: enable
- Connection Type: IP_Routed

- NATEnable: Enable (NAT must be enabled to configure the Internet
access service.)

- Service Type: INTERNET (For configuring the Internet access service,
INTERNET or a combination containing INTERNET needs to be
selected.)

- VLANID: 10 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 1
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x
Profile Mame: |0NT—HSI ‘* Wendor |D: ‘ HSTC(2011) ~ |*
Tetmina| Tyne: | 247 v ¢ version: | VIRDO2CDE ~ Later -
B 247 Config Info. Parameter Narne Parameter Yalue

Time WAR PPP interface index |1
Semices
B AN Device WUAN Interface Name ONT-HEI
- WAM Device 1 WUAN Enable enable
= YWAN Connection Connection Type IP_Routed

=H-WAN Connection 1

1/4/4/4

MATEnabled enable
[=-VWAN PPP Interface =
AN PPP Interface 1 Service Type INTERMET
LAMDevice [v] Vian ID(1~4084) 10
ALBAIL ¥l Priority(0~7) 1

Security

Laver 3 Farwarding MultiCast VLAN{ ~4094)

Dial Methad Auto ~

Dial Interval(s)(180~3600) [180

[ mport. J[ Ewort. | [ ok J[ cancel |[  appy

(6) Configure a routing policy.

a. Inthe navigation tree, choose Layer 3 Forwarding > Policy Route. Select
Policy Route, right-click, and choose Add.

b. Choose Policy Route 1 and enter proper values.
- Physical Port Name: LANI1
- WAN Interface Name: WANI(ONT-HSI)

5,
Profile Name: | QNT-HSI | vendorip: | HwTC(2O011) -]
Terminal Type: | 247 > |- version | v1R002CDS ~ Later -l
[= 247 Config Info Parameter Name Parameter Walue

Time Fuolicy Route Type SourcePhyPort <
Senices i
AN Diavics Physical Port Mame LAM1
LANDevice vendor ID

ALG Abllity WA Interface Mame WUANTIONT-HSI) | ~
Security

El Layer 3 Forwarding
= Policy Route

[ Import H Expart l[ Ok H Cancel ][ Apply

1 noTE

To bind a LAN port to a WAN port, set Physical Port Name and WAN Interface
Name. The preceding figure shows that WAN 1 is bound to LAN 1.

To bind a WAN port to multiple LAN ports, set Physical Port Name to

LANT1,...,LANX. For example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port
Name to LAN1,LAN2.

(7) Click OK to complete the configuration of the new profile.

3. Bind the value-added service profile.
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Result

(M

2
3)
“)

)

In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.

On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure the ONT value-added service.

O

2

3)

On the GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

Configure the user name and password for PPPoE dialup.

In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection > WAN Connection 1 > WAN PPP Interface > WAN PPP
Interface 1. Select WAN PPP Interface 1, and set User Name to
iadtest@pppoe and Password to iadtest. The user name and password must be
the same as those configured on the BRAS.

xl
Profile Mame: ONT-HSI Vendor D: | HWTC(2011)
Tetrninal Type: 247 varsion YIROD2C06
Activated Status:  Aactivated
El 247 Config Info. Pararmeter Marme Parameter Value
Time WAN PPP interface index |1
Senices
5 WAN Device WUAN Interface Name OMT-HE|
B A Dovice 1 AN Enahle anabls -
[=-WAN Connection Connection Type IP_Routed ~
SO s NATEnahled enahle -
[=-WYAN PPF Interface
AN PFF Interface 1 (et e jattesi@nppoe |
LANDevice Password = |essssee
ALD Ability Servica Type INTERMET -
Becurity
Layer 3 Forwarding an 1D ~4034) i
Priofity(0~7) 1
MultiCast VLAN( ~4094)
Dial Method Auto ]
Dial Interval{s)(1 80~3600) 180
[ Switch to Current ONT Task
[ uneing || import. || Ewert. | [ ok |[ cancel |

Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.

—End

The PC obtains the IP addresses automatically. After the PPPoE dialup is successfully performed
on the ONT, the PC can automatically obtain the IP addresses allocated by the ONT through
DHCP. Then, the Internet access service is provisioned after Websites are entered into Internet

Explorer (IE) address bars

of the PC.
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Configuration File

vlan 100 smart
vlan attrib 100 stacking
port vlan 100 0/19 O

dba-profile add profile-id 10 type4 max 102400

ont-lineprofile gpon profile-id 10

tcont 4 dba-profile-id 10

gem add 1 eth tcont 4

mapping-mode vlan

gem mapping 1 0 vlan 10

commit

quit

ont-srvprofile gpon profile-id 10

ont-port eth 4 pots 2 catv 1

commit

quit

interface gpon 0/1
port 1 ont-auto-find enable

display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-
srvprofile-id 10ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-
id 10 ont-srvprofile-id 10ont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

quit

traffic table ip index 8 cir 4096 priority 1 priority-policy tag-In-Package
service-port 1 vlan 100 gpon 0/1/1 ont 1 gemport 1 multi-service user-vlan 10 rx-
cttr 8 tx-cttr 8

service-port 2 vlan 100 gpon 0/1/1 ont 2 gemport 1 multi-service user-vlan 10 rx-
cttr 8 tx-cttr 8

queue-scheduler wrr 10 10 20 20 40 0 0 O

cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7

save

3.3.4 Configuring the GPON FTTH VolIP Service (H.248 Protocol)
on the OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.

Service Requirements
® The ONT is connected to the MGC through H.248.
® The ONT obtains the IP address through DHCP.

® Two phone sets are connected to two TEL ports of the ONT respectively, and calls can be
made between two phone sets.

®  Users of phone sets under different ONTs can call and communicate with each other.

® The DBA mode of the VoIP service is assured bandwidth + maximum bandwidth, and no
rate limitation is performed on the upstream and downstream traffic.

Table 3-7 Data plan

Item Data

OLT S-VLAN ID: 200

S-VLAN type: smart VLAN
Upstream port: 0/19/0
C-VLAN ID: 20
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Item

Data

ONT

ONT ID: 1 and 2

IP address of the MGC server: 200.200.200.200/24
Port ID of the MGC server: 2944

MG registration mode: domain name

MG domain name: 6877687714852901

Terminal IDs of line 1 and line 2: A0 and A1

Prerequisite
® The interface data and the PSTN user data corresponding to the MG interface must be
configured on the MGC.
® The OLT must be connected to the MGC. The IP address of the MGC server can be pinged
from the OLT.
® For the ONT, to provision different voice services, you must select different software
versions. Before configuration, ensure that the ONT's version is V200R005CO1.
Procedure

® Configure the OLT.

I.

Create a service VLAN and add an upstream port to it.

The VLAN ID is 200, and the VLAN is a smart VLAN. Add upstream port 0/19/0 to
VLAN 200.

huawei (config) #vlan 200 smart

huawei (config) #port wvlan 200 0/19 0

(Optional) Configure upstream link aggregation.

In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.

Enables ARP proxy.

For different users of the same SVLAN, because the service ports of the smart VLAN
are isolated from each other, the voice media streams cannot interchange normally.
Therefore, the ARP proxy function of the OLT needs to be enabled.

huawei (config) #arp proxy enable

huawei (config) #interface vlanif 200

huawei (config-if-v1anif200) #arp proxy enable
huaweil (config-if-v1anif200) #quit

Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.

- DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

- Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.
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- Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCIL.

- Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.

(1) Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the
system. If the existing DBA profiles in the system do not meet the requirement,
run the dba-profile add command to create a DBA profile.

Set the DBA profile ID to 20, type to Type3, assured bandwidth to 15 Mbit/s,
and maximum bandwidth to 30 Mbit/s.

huawei (config) #dba-profile add profile-id 20 type3 assure 15360 max
30720

(2) Configure an ONT line profile.
Create GPON ONT line profile 10 and bind T-CONT 2 to DBA profile 20.

huawei (config) #ont-lineprofile gpon profile-id 10

huawei (config-gpon-lineprofile-10) #tcont 2 dba-profile-id 20

Create GEM port 2 for carrying traffic streams of the ETH type and bind GEM
port 2 to T-CONT 2. Set the QoS mode to priority-queue (default).

(1 noTE

a. To change the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 2 eth tcont 2
Configure the mapping between the GEM port and the ONT-side service to the

VLAN mapping mode (default) and map the service port of CVLAN 20 to GEM
port 2.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan

huawei (config-gpon-lineprofile-10) #gem mapping 2 1 vlan 20

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit
(3) Configure an ONT service profile.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.

Copyright © Huawei Technologies Co., Ltd.

Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports
HGS8010 1 - -
HG8240/ 4 2 -
HG8240B
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG&242 4 2 1

HGR8245/ 4 2 -

HG8245T

HGR247/ 4 2 1

HG&8247T

huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
After the configurations are complete, run the commit command to make the
configured parameters take effect.
huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit

(4) (Optional) Configure an alarm profile.

- The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.

- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.

(1) Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

(2) Automatically find an ONT.

If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.
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Number 01

F/S/P : 0/1/1

Ont SN : 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : V1IR003CO0O0

Ont EquipmentID : 247
Ont autofind time 2011-02-10 14:59:10

Number H

F/S/P : 0/1/1

Ont SN : 6877687714852901
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : V1IR003CO0O0

Ont EquipmentID : 247
Ont autofind time 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth
6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth
6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10

(1 noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For
example, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(Optional) Bind an alarm profile to the ONT.

In this example, bind the default alarm profile, namely alarm profile 1 to the
ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P
0/1/1

ONT-ID
1

Control flag active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
normally.

Config state : normal //Indicates that the configuration status
of the

ONT is normal.

Match state : match //Indicates that the capability profile

bound to
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the ONT is consistent with the
actual capability

of the ONT.
...//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

- If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

- Ifthe ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.

- If the ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1 noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- Ifthe ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Configure a traffic profile.

You can run the display traffic table ip command to query the traffic profiles existing
in the system. If the traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

The profile ID is 9, no rate limitation in the upstream and downstream directions, the
priority is 6, and packets are scheduled according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 9 cir off priority 6 priority-policy
tag-In-Package

Create service ports.
Set the service port indexes to 3 and 4, SVLAN ID to 200, GEM port ID to 2, and

CVLAN ID to 20. Use traffic profile 9.

huawei (config) #service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-
service user-vlan 20 rx-cttr 9 tx-cttr 9
huawei (config) #service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-
service user-vlan 20 rx-cttr 9 tx-cttr 9

Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.
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10.

(1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you do not need
to configure queue scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huaweil (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cosé6
6 cos7 7

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Save the data.

huawei (config) #save

Configure an optical network terminal (ONT) on the Web page.
(O note

Some voice parameters cannot be configured on the Web page but can be configured by importing an
XML configuration file. For details about how to import an XML configuration file, see 3.6.1 Operation
Guide on the XML Configuration File (on the Web Page).

1.

Log in to the Web configuration window.

(1) Configure the IP address of the PC network adapter to be in the same network
segment as the [P address of the local maintenance Ethernet port of the ONT
(default: 192.168.100.1).

(2) Openthe Web browser, and enter the [P address of the local maintenance Ethernet
port of the ONT.

(3) Onthelogin window, enter the user name (default: telecomadmin) and password
(default: admintelecom) of the administrator. After the password authentication
is passed, the Web configuration window is displayed.

Configure parameters of the voice WAN port.

(1) In the navigation tree, choose WAN > WAN Configuration.

(2) In the right pane, click New. In the dialog box that is displayed, configure
parameters of the WAN port as follows:

- WAN Connection: Enable

- Service List: VoIP (For configuring the VolIP service, VoIP or a combination
containing VoIP needs to be selected.)

- Mode: Route

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)

- 802.1p: 6
- IP Acquisition Mode: DHCP
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WYAN = WAN Configuration

On this page, you can configure WAN parameters. The ONT home gateway uses the WAN interface to communicate with
the upper-layer network eguipment, and the parameters must be consistent for both,

New. Delete

Connection Name VLANPriority IP Acquisition Mode
O 1_INTERNET_R_VID_10 101 PPPOE
Enable WAN Connection
Mode: Route v
Service List VaIF v
WLAN 1D 20 =(0-4094)
802.1p [ v
IP Acguisition Mode @ DHCP O static O PPPoE

“endor D (The vendor ID must he 0= 63 characters in length. )

Apply Cancel

(3) Click Apply to apply the configuration.

Configure the parameters of the H.248-based voice interface.

(1) In the navigation tree, choose Voice > VoIP Interface Configuration.

(2) Inthe right pane, configure the parameters of the H.248-based voice interface as
follows (other parameters use the default settings):

Set MGC Address below Primary Server to 200.200.200.200.
MID Format: DomainName

MG Domain: 6877687714852901

Signaling Port: 1 VOIP_R _VID 20

Region: CN — China

(1 noTE

The parameters of the H.248-based voice interface must be consistent with the
corresponding configuration on the media gateway controller (MGC).

If dual-homing is configured, MGC Address below Secondary Server must be
configured.

MID Format can be set to Domain Name, IP, or Device. [f MID Format is set to Domain
Name or Device, the setting must be consistent with the corresponding configuration on
the MGC.

Domain Name is ONT's domain name registered on the MGC. It is globally unique.
Domain Name in this example is ONT's SN.

If Media Port is empty, the parameter value is the same as Signaling Port. The media
streams are not isolated from signaling streams. If the upper-layer network requires
isolation of media streams from signaling streams, create different traffic streams for the
media streams and signaling streams on the OLT, create different WAN ports on the ONT,
and bind the created WAN ports to Media Port and Signaling Port.

Profile Index can be set to Default, BT, FT, KPN, PCCW, ZTE, or BELL. Choose the
value based on the MGC type. Profile Index is set to Default (indicating interconnection
with Huawei MGC) in this example. If the settings do not meet requirements, configure
UserDefine. For details about how to configure this parameter, contact Huawei technical
support.
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Woice = WolP Basic Configuration
Interface Basic Parameters
Onthis page, you can setthe basic parameters for the voice interface.
Primary MGC Address: 200.200.200.200 {IP ar Domain)
Primary MGC Port: 2944 *(1-65535)
Standby MGC Address. {IP or Domain)
Standby MGC Port: 2944 (1-65535)
MG Domain B77TRETT148520801
Local Port: 2944 (1-65535)
Device Marme
MID Farmat DomainName v
Digitmap hatch Mode: Min R
RTP TID Prefix: Al00
Start Number of RTP TID! 0
Width of RTP TID Murnber. B
1_YOIP_R_VID_20 || (gelzctthe name ofthe WAN thatwill cary the vaice signaling
Signaling Port:
[UEEEENEES]
1_VOIP_R_VID_20 |%| (Selact the nare of the WAR that will carry the voice media. The
Media Port
media port name is same with signaling port name when it is empty.)
Region CNM - China v
Apply Cancel
(3) Click Apply to apply the configuration.
4. Configure parameters of the H.248-based voice users.
(1) In the navigation tree, choose Voice > VoIP User Configuration.
(2) In the right pane, configure the parameters of voice user 1 as follows:
- Line Name: A0
- Associated POTS: 1 (binding port TEL1 on the ONT)
- Select Enable Line Name to enable the voice user configuration.
(3) Click Apply to apply the configuration.
(4) Intheright pane, click New to add voice user 2, and configure the parameters of
voice user 2 as follows:
- Line Name: Al
- Associated POTS: 2 (binding port TEL2 on the ONT)
- Select Enable Line Name to enable the voice user configuration.
(5) Click Apply to apply the configuration.
(1] noTE
® The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the
MGC.
® [f Associated POTS is 1, port TEL1 on the ONT is bound. If Associated POTS is 2, port TEL2
on the ONT is bound.
User Basic Parameters
onthis page, you can setthe basic parameters for the vaice users.
Mew Delete
Sequence Line Name Associated POTS
[d] 1 A0 1
2 = 2
Enahle Line Name:;
Line Mame: Al
Associated POTS: 2 >
Anply Cancel
5. Save the configuration.
In the navigation tree, choose System Tools > Configuration File. In the right pane,
click Save Configuration to save the configuration.
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Systern Toole = Configuration File
You can click "Save Configuration” to save the current configuration to the flash memary.
Save Configuration
You can click "Download Canfiguration File" to back up the current canfiguration.
Download Configuration File
Ifyou enter the path ofthe configuration file and then click "Upload Configuration File", your home gateway will be updated
with the saved configuration file
Configuration File: Browse... Upload Configuration File
6. Restart the voice process.
In the navigation tree, choose Status > VoIP Information. In the right pane, click
Restart VoIP.
Btatus = VolP Infarmation
On this page, you can query the woice user list and status.
Sequence Line Name Telephone Number User Status Call Status Interface Status
1 Al - Registering Idle
Restarting
2 Al - Registering Idle
To restart the WolP service, click "Restart YoIP"
Restart ValP
7. Check the ONT connection status.
In the navigation tree, choose Status > WAN Information. In the right pane,
Status is Connected and the obtained IP address is displayed at IP.
Status = WAN Information
Onthis page, you can query the connection status and line status of the WAN interface
'WAN Name Status IP Acquisition Mode IP Address Subnet Mask VLANPriority MAC Address  Conmect
1_YOIF_R_YID_20  Connected DHCP 1921681152 2552562660 206 78:10:B4:3C:8F:34 AlwaysOn
8. Check the registration status of the voice user.
In the navigation tree, choose Status > VoIP Information. In the right pane, User
Status is Up.
Btatus = VolP Infarmation
On this page, you can query the voice user list and status.
Sequence Line Name Telephone Number User Status Call Status Interface Status
1 AD - Up Idle
Inservice
2 A1 = up 1dle
To restart the WolP service, click "Restart YoIP"
Restart ValP
® Configure the ONT on the U2000.
(0 noTE
Some voice parameters cannot be configured on the NMS but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.2 Operation Guide
on the XML Configuration File (on the U2000).
The following uses batch configurations of creating a value-added service profile of the
ONT as an example. To configure an ONT, on the GPON ONU tab page, select an ONT,
right-click, and choose Configure Value-Added Service from the shortcut menu.
1. Login to the NMS (iManager U2000 V100R003C00) and start the FTP service.
2. Configure the value-added service profile of the ONT.
(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.
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(2) Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.

(3) In the dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-VoIP
- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR003C00-Later
x|

Profile Name: | ONT-VolP [+ wendorip: [HwTCED11) - |-

Terminal Tre: | 247 v Version:  [v1R003C0S ~ Later -

= 247 Config Info. Parameter Name | Parameter Value
Time
Services
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding

[ Import. ][ Export.. ][ Ok ][ Cancel ][ Apply

(4) Configure the parameters of the voice WAN port.

a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.

b. Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-VolIP
- WAN Enable: enable
- Connection Type: IP_Routed

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 6
- Addressing Type: DHCP

- Service List: VOIP (For configuring the VoIP service, VoIP or a
combination containing VoIP needs to be selected.)
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Add OHT VAS Profile x|
lontwarr ] o 9
VIRODZCOE-Lster <]
= 247 Config Info.
£ VAN Device 1
EF AN Connection
= WAN Connection 1
= WA IP Interface
i
LANDenice R
ALG AbIY ]
Security
Layer 3 Forwarding
enahble |
]
(5) Configure the voice protocol parameters.
In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1. Select Interface 1 and select a proper
value.
- Signaling Protocol: H248
- Region: China
- Associate WAN Interface: WAN1(ONT-VolIP) (binding the created voice
WAN port)
Add OHT ¥AS Profile x|
obTvoP |
YARIBEES = Lefes hd
=+ 247 Canfig Info
Time
= Serices
1 Woice Service
E’VU\CE Service 1
Portal
£ WAR Device
- LANDevice
— ALG Ahility
th Security
t}- Layer 3 Forwarding
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(1) noTE

If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT, create a
WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2(WAN-

RTP).

x
Profile Mame:  |ONT-valP [ wendorip: [HwTC(@ED11) ~ |
Terminal Type: | 247 v |- version: [ v1R002C06 ~Later -

[=F 247 Canfig Info Parameter Mame Parameter Value
Time Basge of Port(D~65535) |50000
[=- Senices
- Voice Semice Top of Port{D~65535)  |50020
= valee Service 1 EEERIEH v
= Interface Configuration Telephone Event Paylo. (37
- Interface 1 Bssociale WAN Interface | WANZONAN-RTR) | ¥
SIP
248
=
Redundanty
Jitter Buffer
RTF Extended Configuration
Fax T34
Faxodem
User
Physical Interface
1GMP
Fartal
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding
[ Impaort. ][ Export. ] [ Ok ][ Cancel H Apply

(6) Configure the MGC parameters.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > H248. Select H248 and enter (or select)
a proper value.

- Primary MGC: 200.200.200.200
- MID Format: Domain name

(1 noTE

® [f dual-homing is configured, Secondary MGC must be set.
® MID Format can be set to Domain Name, IP, or Device name.

Add ONT ¥AS Profile x|

Prafile Mame: | ONT-VolP |+ wendorip: [HwToo11) ~ |
Terminal Type: | 247 v |- version:  [v1R002C06 ~ Later -
[=F 247 Config Info E
Time vl Primary MGC 200.200.200.200
[=- Benices P
- voica Servics Primary MGC port(D~6... | 2844
- Vaice Service 1 [v] Secondary MGG
= Interface Configuration Secondary MGC port(d... (2944
= Interface 1 Local Port{0-66536)  |2044
SIP
[ Domain name
RTP MIC Format Darmain nama M
PR DSCP(-83) 0
Faxhoderm
User
Physical Interface
IGMP
Portal
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding
Import. ][ Export. ] [ Ok ][ Cancel H Apply
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(7) Configure the voice users.

a. Inthe navigation tree, choose Services > Voice Service > Voice Service
1> Interface configuration > Interface 1> User. Select User, right-click,
and choose Add from the shortcut menu.

1 noTE

® The HG8010 does not support voice services.
® The HG8240/HG8242/HG8245 supports a maximum of two users.

b. Click User 1 below User and set Interface ID to 1. Click User 2 below
User and set Interface ID to 2.

[0 noTe
If Interface ID is 1, port TEL1 on the ONT is bound. If Interface ID is 2, port TEL2
on the ONT is bound.
S|
Profile Mame |0NT—VDIP = wendor|D: ‘HW’I’C(zUH) -|,
Terminal Type | 247 - ‘* Wersion ‘WRDDZCDE ~ Later 4 |*
= 247 Config Info. | Parameter Name | Parameter Yalue |
Time User index 2
il ]
= Voice Service
B Voice Service 1 |_| Priotity Enable -
= Inteface Caonfiguration
= Interface 1
SIF
H2ag
RTP
FaxT3g
FaxModem
EF Uger
User1
sar 2
Physical Intetface
IGMP
Partal
VAN Device
LAKDevice
ALG Ability
Security
Layer 3 Forwarding
[ Impaort... ][ Export.. ] [ [a]9 ][ Cancel ][ Apply ]

(8) Click OK to complete the configuration of the new profile.
Bind the value-added service profile.
(1) In the Physical Map navigation tree on the Main Topology tab page, double-

click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.

(4) On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure the ONT value-added service.

(1) Onthe GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

(2) Configure the domain name of the MG.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 163
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > H248. Select H248 and set Domain
name to 6877687714852901.

1 noTE

Domain Name is ONT's domain name registered on the MGC. It is globally unique. Domain
Name in this example is ONT's SN.

Configure WAS x|

HISTG2011) hd

VIROD2CO6 -

=+ 247 Canfig Info
Time
= Benices
EF Woits Servica
= Voite Sarvice 1
= Interface Configuration
= Interface 1

6077607714852001 ||

FaxT38
Faxhoderm
User
Physical Interface

—IGMP

Bl Portal

t-WWAR Device

t- LANDevice

— ALG Ahility

t- Security

+ Layer 3 Forwarding

[

(3) Configure the terminal ID for the H.248 voice user.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > User.

a. Click User 1 > H248 and set TID to A0.
-

HWTC(2011) hd

= 247 Config Info.
Time
Senices
- oice Service
= Voice Service 1
= Interface Configuration
= Inferface 1
SIF
H2a8
RTP
FaxT38
FaxiModem
Usgar
= User 1

[+

BE

SIP Calling Features
Codec

User 2
- Physical Interface
- IGMP

- Portal

- AN Dievice

- LANDevice

— ALG Ability

- Security

b. Click User 2 > H248 and set TID to Al.
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Result

“)

—End

x
Profile Mame: QMT-%olP WVendaor 1D HWTC(2011)

Tetrinal Type 247

Activated Status: | Aactivated

Varsion: WIRODZCOE

= 247 Config Info.
Time
E Senices
- Yoice Service
= VYoice Service 1
= Interface Configuration
= Interface 1
SIP
H248
RTP
FaxT38
FaxiModem
= User
User1
= User 2
SIF
B

Codet
Fhysical Interface

IGMP
Partal

VAN Device

LAMDevice

ALG Ability
Security

SIP Calling Featuras

>

Parameter Mame Parameter Value

|1 Gwitch to Current ONT Task

[ unbing

Irnpart...

[ Egort. | [ ok [ caneal

(1) noTE

The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the

MGC.

Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.

Connect two phone sets to two TEL ports of different ONTSs, and calls can be made between
two phone sets.

Configuration File

vlan 200 smart

port vlan 200 0/19 0
arp proxy enable
interface vlanif 200
arp proxy enable

quit

dba-profile add profile-id 20 type3 assure 16384 max 26624
ont-lineprofile gpon profile-id 10
tcont 2 dba-profile-id 20

gem add 2 eth tcont 2
mapping-mode vlan

gem mapping 2 1 vlan 20

commit
quit

ont-srvprofile gpon profile-id 10
ont-port eth 4 pots 2 catv 1

commit
quit

interface gpon 0/1
port 1 ont-auto-find enable
display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-

srvprofile-id 10

ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-id 10 ont-
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srvprofile-id 10

ont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

quit

traffic table ip index 9 cir off priority 6 priority-policy tag-In-Package
service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

queue-scheduler wrr 10 10 20 20 40 0 0 O

cos—-queue-map cosO0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7

save

3.3.5 Configuring the GPON FTTH VolIP Service (SIP Protocol) on
the OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the IP-
based high-quality and low-cost VoIP service.

Service Requirements
® The ONT is connected to the SIP server through SIP.
® The ONT obtains the IP address through DHCP.

® Two phone sets are connected to two TEL ports of the ONT respectively, and calls can be
made between two phone sets.

®  Users of phone sets under different ONTSs can call and communicate with each other.

® The DBA mode of the VoIP service is assured bandwidth + maximum bandwidth, and no
rate limitation is performed on the upstream and downstream traffic.

Table 3-8 Data plan

Item Data

OLT S-VLAN ID: 200

S-VLAN type: smart VLAN
Upstream port: 0/19/0
C-VLAN ID: 20

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 166
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

Item Data
ONT ONT IDs: 1 and 2
IP address of the SIP server: 200.200.200.200/24
Port ID of the SIP server: 5060
SIP registration domain name: softx3000.huawei.com
Digitmap: x.S|x.# (Default)
SIP user phone number and password:
® User 1:
- Directory Number: 88001234
- Auth User Name:
88001234(@softx3000.huawei.com
- Auth Password: iadtestl
® User 2:
- Directory Number: 88001235
- Auth User Name: 88001235s0ftx3000.huawei.com
- Auth Password: iadtest2
Prerequisite
® The SIP interface data and the PSTN user data corresponding to the MG interface must be
configured on the SIP server.
® The OLT must be connected to the SIP server. The IP address of the SIP server can be
pinged from the OLT.
® For the ONT, to provision different voice services, you must select different software
versions. Before configuration, ensure that the ONT's version is V200R005CO00.
Procedure
® Configure the OLT.
1. Create a service VLAN and add an upstream port to it.

The VLAN ID is 200, and the VLAN is a smart VLAN. Add upstream port 0/19/0 to
VLAN 200.

huawei (config) #vlan 200 smart

huawei (config) #port wvlan 200 0/19 0

(Optional) Configure upstream link aggregation.

In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.

Enables ARP proxy.

For different users of the same SVLAN, because the service ports of the smart VLAN
are isolated from each other, the voice media streams cannot interchange normally.
Therefore, the ARP proxy function of the OLT needs to be enabled.

huawei (config) #arp proxy enable
huaweil (config) #interface vlanif 200
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huawei (config-if-v1lanif200) #arp proxy enable
huawei (config-if-v1anif200) #quit

Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.

(M

2

DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.

Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCI.

Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the
system. If the existing DBA profiles in the system do not meet the requirement,
run the dba-profile add command to create a DBA profile.

Set the DBA profile ID to 20, type to Type3, assured bandwidth to 15 Mbit/s,
and maximum bandwidth to 30 Mbit/s.

huawei (config) #dba-profile add profile-id 20 type3 assure 15360 max
30720

Configure an ONT line profile.

Create GPON ONT line profile 10 and bind T-CONT 2 to DBA profile 20.
huawei (config) #ont-lineprofile gpon profile-id 10

huawei (config-gpon-lineprofile-10) #tcont 2 dba-profile-id 20

Create GEM port 2 for carrying traffic streams of the ETH type and bind GEM
port 2 to T-CONT 2. Set the QoS mode to priority-queue (default).

(1) noTE

a. To change the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 2 eth tcont 2

Configure the mapping between the GEM port and the ONT-side service to the
VLAN mapping mode (default) and map the service port of CVLAN 20 to GEM
port 2.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan

huawei (config-gpon-lineprofile-10) #gem mapping 2 1 vlan 20

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit
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(3) Configure an ONT service profile.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.

Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HGS8010 1 - -

HGR240/ 4 2 -

HG8240B

HGR8242 4 2 1

HGR245/ 4 2 _

HG8245T

HGR247/ 4 2 1

HGR247T

huawei (config) #ont-srvprofile gpon profile-id 10

huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit

(4) (Optional) Configure an alarm profile.

- The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.

- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.

(1) Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
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(2) Automatically find an ONT.

3)

If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.

Number : 1

F/S/P : 0/1/1

Ont SN : 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO00

Ont EquipmentID : 247
Ont autofind time 2011-02-10 14:59:10

Number 2

F/S/P : 0/1/1

Ont SN : 6877687714852901
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO00

Ont EquipmentID : 247
Ont autofind time 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth
6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth
6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10

1 noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTSs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For
example, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(Optional) Bind an alarm profile to the ONT.

In this example, bind the default alarm profile, namely alarm profile 1 to the
ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1
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F/S/P
0/1/1

ONT-ID
1

Control flag : active //Indicates that the ONT is
activated.

Run state : online //Indicates that the ONT goes online
normally.

Config state : normal //Indicates that the configuration status
of the

ONT is normal.

Match state : match //Indicates that the capability profile

bound to

the ONT is consistent with the
actual capability

of the ONT.
...//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

- If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

- Ifthe ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.

- Ifthe ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1 noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- Ifthe ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Configure a traffic profile.

Run the display traffic table ip command to query the existing traffic profiles in the
system. If the existing traffic profiles in the system do not meet the requirements, run
the traffic table ip command to create a traffic profile.

The profile ID is 9, no rate limitation in the upstream and downstream directions, the
priority is 6, and packets are scheduled according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 9 cir off priority 6 priority-policy
tag-In-Package

Create service ports.
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10.

Set the service port indexes to 3 and 4, SVLAN ID to 200, GEM port ID to 2, and
CVLAN ID to 20. Use traffic profile 9.

huawei (config-if-gpon-0/1) #quit

huawei (config) #service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-
service user-vlan 20 rx-cttr 9 tx-cttr 9

huawei (config) #service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-
service user-vlan 20 rx-cttr 9 tx-cttr 9

Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

(1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you do not need
to configure queue scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huawei (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6
6 cos7 7

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Save the data.

huawei (config) #save

Configure the optical network terminal (ONT) on the Web page.
(O noTe

Some voice parameters cannot be configured on the Web page but can be configured by importing an
XML configuration file. For details about how to import an XML configuration file, see 3.6.1 Operation
Guide on the XML Configuration File (on the Web Page).

I.

Log in to the Web configuration window.

(1) Configure the IP address of the PC network adapter to be in the same network
segment as the IP address of the local maintenance Ethernet port of the ONT
(default: 192.168.100.1).

(2) Openthe Web browser, and enter the [P address of the local maintenance Ethernet
port of the ONT.

(3) Onthelogin window, enter the user name (default: telecomadmin) and password
(default: admintelecom) of the administrator. After the password authentication
is passed, the Web configuration window is displayed.

Configure parameters of the voice WAN port.

(1) In the navigation tree, choose WAN > WAN Configuration.

(2) In the right pane, click New. In the dialog box that is displayed, configure
parameters of the WAN port as follows:

- WAN Connection: Enable

- Service List: VoIP (For configuring the VoIP service, VoIP or a combination
containing VoIP needs to be selected.)

- Mode: Route

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 172
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)

- 802.1p: 6

- IP Acquisition Mode: DHCP

On this page, you can configure WWAN parameters. The ONT home gateway uses the WAN interface to communicate with
the upper-layer network egquipment, and the parameters must be consistent for both,

New Delete

Connection Name VLANPriority IP Acquisition Mode
| 1_INTERNET_R_VID_10 101 FPFOE
Enahle WAN Connection:
Mode: Route &
Service List: WOIP v
VLAN D 0 {04084
802.1p [ v
IP Acguisition Mode @ DHCP O static O PPPoE

“endor D (The wvendor ID must he 0- 63 characters in length. )

Apply Cancel

(3) Click Apply to apply the configuration.

Configure parameters of the SIP-based voice interface.

(1) In the navigation tree, choose Voice > VoIP Interface Configuration.

(2) Intheright pane, configure parameters of the SIP-based voice interface as follows
(other parameters use the default settings):

- Set Proxy Server Address below Primary Server to 200.200.200.200.
- Home Domain: softx3000.huawei.com

- Signaling Port: 1 VOIP_R VID 20

- Region: CN — China

(1] noTE

® The parameters of the SIP-based voice interface must be consistent with the corresponding
configuration on the softswitch.

® [f dual-homing is configured, Proxy Server Address below Secondary Server must be
configured.

® [f Signaling Port is empty, the parameter value is the same as Media Port. If the upper-
layer network requires isolation of media streams from signaling streams, create different
traffic streams for the media streams and signaling streams on the OLT, create different
WAN ports on the ONT, and bind the created WAN ports to Media Port and Signaling
Port.
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Yoice = ValP Basic Configuration

Interface Basic Parameters

On thiz page, you can set the basic parameters for the voice interface,

Primary Proxy Address:
Primary Proxy Port.
Standby Prowy Address:
Standby Proxy Port:
Home Domain

Local Port

Cigitmap.

Digitmap Match Mode:

Reagistration Period

Signaling Paort:

Media Port

Region:

200.200.200 200 *{IP or Darnain)
5080 *(1-65539)

{IP or Darnainy
5080 (1-65535)
50f3000.huawei.com (IP or Domainy
5060 *(1-66534)
G
han v
600 (Uint s)(1~B5534)

1_VOIP_R_VID_20 |%|(Select the name ofthe WaN that will camy the woice signaling
mMessages.)

1_WOIP_R_VID_20 (| (select the name of the WAN that will cany the voice media. The
media port iz same with signaling portwhen it is empty.)

GM- China -

Apply Cance|

(3) Click Apply to apply the configuration.

4. Configure parameters of the SIP-based voice users.

(1) In the navigation tree, choose Voice > VoIP User Configuration.

(2) In the right pane, configure parameters of voice user 1 as follows:
- Register User Name: 80001234
- Auth User Name: 80001234@softx3000.huawei.com
- Password: iadtestl
- Associated POTS: 1 (binding port TEL1 on the ONT)

Select Enable to enable the voice user configuration.

(3) Click Apply to apply the configuration.

(4) In the right pane, click New to add voice user 2, and configure parameters of
voice user 2 as follows:

- Register User Name: 80001235

- Auth User Name: 8000123 5@softx3000.huawei.com
- Password: iadtest2

- Associated POTS: 2 (binding port TEL2 on the ONT)

- Select Enable to enable the voice user configuration.

(5) Click Apply to apply the configuration.

(1 noTE

® The parameters of the SIP-based voice user must be consistent with the corresponding

configuration on the softswitch.

® [f Associated POTS is 1, port TEL1 on the ONT is bound. If Associated POTS is 2, port TEL2
on the ONT is bound.
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User Basic Parameters

On this page, you can setthe basic parameters forthe voice users

Mew Delete
Sequence Register User Auth User Name Password Assaciated
Name POTS
O 1 80001234 80001 234@soft=2000.huawei.com —— 1
2 - 3
Enahle User.
Register User Name. 80001235 * (Telphone Murmber)
Associated POTE: 2 v
Auth User Name: 20001225@s0f3000huaw (The lenoth rust be hetween 0-54)
Password: aiaabuiiad (The length must he between 0-84 )

Apply Cancel

5. Save the configuration.
In the navigation tree, choose System Tools > Configuration File. In the right pane,
click Save Configuration to save the configuration.

Systern Tools = Configuration File
You can click "Save Configuration” to sawe the current configuration to the flash memary.

Sawe Configuration

You can click "Download Configuration File" to back up the current configuration.
Download Confiquration File

Ifvou enter the path of the configuration file and then click"Upload Configuration File", your home gateway will be updated
with the saved configuration file

Configuration File Browse. Upload Configuration File

6. Restart the voice process.
In the navigation tree, choose Status > VoIP Information. In the right pane, click
Restart VolP.

Status = VoIP Information

On thig page, you can guery the voice user list and status

Sequence Register User Name(Telephone Number) User Status Call Status
1 80001234 Registering Idle
2 80001235 Registering Idle

Torestartthe VolP serwvice, click"Restart WolP"

Restart valP

7. Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane,
Status is Connected and the obtained IP address is displayed at IP.

Status » WAN Information
On this page, you can query the connection status and line status ofthe AN interface

WAN Name Status  IP Acquisition Mode IP Address  SubnetMask  VLANPriority MAC Address  Connect
1_WOIF_R_VID_20  Connected DHCF 192.168.11.52 2552562650 2008 781 DIBABCBFI34 AlwaysOn

8. Check the registration status of the voice user.
In the navigation tree, choose Status > VoIP Information. In the right pane, User
Status is Up.

Status = VoIF Information

©On this page, you can gquery the voice user list and status

Sequence Register User Name(Telephone Number) User Status Call Status
1 80001234 Up Idle
2 80001235 Up Idle

Torestartthe YolP service, click"Restart VolP"

Restart valP

® Configure the ONT on the U2000.
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Some voice parameters cannot be configured on the NMS but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.2 Operation Guide
on the XML Configuration File (on the U2000).
The following uses batch configurations of creating a value-added service profile of the
ONT as an example. To configure an ONT, on the GPON ONU tab page, select an ONT,
right-click, and choose Configure Value-Added Service from the shortcut menu.
1. Log in to the NMS (iManager U2000 V100R003C00) and start the FTP service.
2. Configure the value-added service profile of the ONT.
(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.
(2) Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.
(3) Inthe dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-VoIP
- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR003CO00-Later
x|
Profile Name: | ONT-VoIP ¢ vendorip: [HwTCED11) -
Terminal Type: ‘24? '|* Version: |V1RDDQCUB~Laler v|*
[l 247 Config Info. Parameter Name [ Parameter Value
Time
Serices
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding
[ mport. [ Ewort. | [ ok J[ caneel |[  apaw
(4) Configure the parameters of the voice WAN port.
a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.
b.  Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-VoIP
- WAN Enable: enable
- Connection Type: IP_Routed
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®)

- VLANID: 20 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 6
- Addressing Type: DHCP

- Service List: VOIP (For configuring the VoIP service, VoIP or a
combination containing VoIP needs to be selected.)

zl
Profile Mame |0NT—VDIP = wendor|D: ‘ HWTC(2011) - |,,
Terminal Type: | 247 v |r Version.  |VIROOZCDS ~ Later -
= 247 Config Info. Parameter Mame Parameter Walue
Time WAN IP interface index 1
Senices
- VAN Device VAN Interface Mame OMT-VoIP
S AN Device 1 Wit Enable enable -
= YWAN Connection Connection Type IP_Routed ~
SR CEEEER 9 NATEnabled disable -
[=-WAN IF Interface
AN 1P Inferface 1 ) Wlan ID¢1 ~4094) 20
LAMDevice [v] Prigrity(0~7) i
LG Ability WU 3t YLAN(T ~4094)
Security . =
Layer 3 Forwarding Addressing Type DHCP
Service Type WOIP -
DhE Enabled enahle
DS Server
OptionB0 Yender Class ID
[ Import... ][ Export... ] [ (8114 ][ Cancel ][ Apply

Configure voice protocol parameters.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1. Select Interface 1 and select a proper

value.
- Signaling Protocol: SIP
- Region: China

- Associate WAN Interface: WAN1(ONT-VolIP) (binding the created voice

WAN port)

B
Profile Mame ‘ONT—VDIF’ |* Vendor ID | HWTC(2011) 7 |*
Terminal Type: | 247 v |- Version:  |¥IR0D2COG ~ Later -t
[=- 247 Caonfig Info Parameter Name FParameter Value

Time Interface index 1
= Services " pu
. Sighaling Protocal SIFT
B Yaice Senice 1 Fegion China 4
£ Intetface Configuration | \DTMF Methad InBand |
Associate WAN Interface AN T (ONT-ValP) ~
Physical Interface = =
IGMP Digit map Match Mode Min b
Portal
WAN Device
LAMNDevice
ALG Ahility
Security
Layer 3 Forwarding
Import.. || Ewort. | | ok |[ cancel || appy
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(1) noTE

If the upper-layer network requires isolation of media streams from signaling streams, create
different traffic streams for the media streams and signaling streams on the OLT, create a
WAN port named WAN-RTP on the ONT, and set this WAN port to a media WAN port.
Specifically, choose Interface 1 > RTP and set Associate WAN Interface to WAN2(WAN-

RTP).

Add ONT ¥AS Prefile

Profile Mame:  |ONT-volP

[+ vendorip: [HWTC(z011

3 v‘*

Terrminal Type: ‘ 247

v |- version:  [viRon2C08

~Later ~ |

[=F 247 Canfig Info
Time
[=- Senices
EF Yoice Semice
E-Vaolce Service 1
B+ Interface Configuration
= Interface 1
SIP

Redundancy
Jitter Buffer

Fax T34
Faxodem
User
Physical Interface
1GMP
Fartal
WAN Device
LANDevice
ALG Ahility
Becurity
Layer 3 Forwarding

RTF Extended Configuration

Parameter Name

Parameter Value

Base of Port(0~65535)

50000

Top of Port{0~65535)

50020

DECP0-~63)

0

Telephone Event Paylo

97

Associate WAN Interface

VIANZOABN-RTR) |

[ Impaort.

J_Egor | [ _ox |

Cancel H Apply

(6) Configure SIP protocol parameters.

In the navigation tree, choose Services > Voice Service > Voice Service 1 >
Interface configuration > Interface 1 > SIP. Select SIP and enter (or select) a

proper value.

- Proxy Server: 200.200.200.200

- Home Domain: softx3000.huawei.com

1 NoTE

If dual-homing is configured, Secondary Proxy Server must be set.

hdd ONT VAS Prefile

Profils Name: | ONT-VolP

x|

[ vendoriD: [HwTC(z011) -

Terminal Type: | 247

v |+ wversion:  [vIR002C06 ~ Later -

[=- 247 Config Info.
Tirne
Eh Services
= Voice Service
E-*oice Senvice 1
=k Interface Configuration

FParameter Mame

Parameter Value

[v] Proxy Server

200.200.200.200

[v| Proxy Server Part(D~B6535) (060

[v| Secondary Proxy Server

Ivi Secondary Prozy Server Por{S060

¥ Home Domain

50fbe3000. huawei.com

Local Port{0~65535) 5060

Registration Perlod{l ~65534.., (600

[P 1Tl Register Retry Inferval (1~180...30
Faxhodem
User DSCPD~63) 0
Physical Interface
IGMP
Portal
WAN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding
[ Import ][ Export. ] [ Ok ][ Cancel ][ Apply

(7) Configure the voice users.
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®)

a. In the navigation tree, choose Services > Voice Service > Voice Service
1> Interface configuration > Interface 1> User. Select User, right-click,
and choose Add from the shortcut menu.

(0 noTE
® The HG8010 does not support voice services.
® The HG8240/HG8242/HG8245 supports a maximum of two users.

b. Click User 1 below User and set Interface ID to 1. Click User 2 below
User and set Interface ID to 2.

(1 noTE
If Interface ID is 1, port TEL1 on the ONT is bound. If Interface ID is 2, port TEL2
on the ONT is bound.
£
Frofle Mame:  [ONTvolP [ WendoriD: | HWTC(2011) >
Terminal Type: | 247 w |- version | vIR0D2CDS ~ Later v
= 247 Config Info. | Farameter Marme I Farameter Yalug |
Time User index 2
i PR
- Vaice Service
= Voice Service 1 [ Priority Enable ]
= Interface Configuration
B Interface 1
SIP
Hz48
RTF
FaxT38
Faxhodem
= User
User1
User 2
Physical Interface
1GMP
Fortal
VAN Device
LAMDevice
ALG Ability
Security
Layer 3 Farwarding
[ Import. ][ Export ] [ QK ][ Cancel ” Apply ]

Click OK to complete the configuration of the new profile.

Bind the value-added service profile.

(M

@
&)
“)

®)

In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.

On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

Configure ONT value-added services.

(M

2

On the GPON ONU tab page, select an ONT, right-click, and choose Configure
Value-Added Service from the shortcut menu.

Configure parameters of the SIP-based voice users.

(1) noTE

The parameters of the SIP-based voice user must be consistent with the corresponding
configuration on the softswitch.
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a. Inthe navigation tree, choose Services > Voice Service > Voice Service
1 > Interface configuration > Interfacel > User > User 1. Select User
1 and set Directory Number to 88001234.
-
[= 247 Config Info
Time
T Sf—Je—n\f:’g?ci Service Eleshied b
E’VOICE Service 1 28001234
= Interface Configuratio
E- Inferface 1
SIP
H248
RTF
FaxT3g
FaxiModem
User
User 2
Physical Interface
— IGMP
[+ Portal
- AN Device
- LANDevice
— ALG Ability
+|- Security
+- Layer 3 Forwarding
]
b. Select SIP below User 1 and enter a proper value.
- Auth User Name: 88001234@softx3000.huawei.com
- Auth Password: iadtest1
-
= 247 Config Info. |
e
il fossoon ]
EF Yoice Service
EF Voice Service 1
B Interface Configuration
B Interface 1
FaxModem
=+ User1
H248
SIP Calling Featuras:
Codes
User2
- Physical Interface
— IGMP
- Portal
- AR Device
- LAMDevice
- ALG Ability
c.  Set parameters of User 2 using the same method.
- Directory Number: 88001235
- Auth User Name: 88001235@softx3000.huawei.com
- Auth Password: iadtest2
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(3) Click OK. In the dialog box that is displayed, click OK. The configurations take
effect without the requirement of resetting the ONT.
----End
Result

Connect two phone sets to two TEL ports of different ONTs, and calls can be made between
two phone sets.

Configuration File

vlan 200 smart
port vlan 200 0/19 0

arp proxy enable

interface vlanif 200

arp proxy enable

quit

dba-profile add profile-id 20 type3 assure 16384 max 26624

ont-lineprofile gpon profile-id 10

tcont 2 dba-profile-id 20

gem add 2 eth tcont 2 priority-queue 6

mapping-mode vlan

gem mapping 2 1 vlan 20

commit

quit

ont-srvprofile gpon profile-id 10

ont-port eth 4 pots 2 catv 1

commit

quit

interface gpon 0/1
port 1 ont-auto-find enable

display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-
srvprofile-id 10

ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-id 10 ont-
srvprofile-id 10

ont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

quit

traffic table ip index 9 cir off priority 6 priority-policy tag-In-Packag
service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

queue-scheduler wrr 10 10 20 20 40 0 0 O

cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7

save

3.3.6 Configuring the GPON FTTH Layer 2 Multicast Service on the
OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the IPTV
service.

Service Requirements
® The ONT is connected to the OLT in Layer 2 mode.
® The OLT adopts IGMP proxy multicast protocol.
®  Multicast programs are configured statically and multicast users are authenticated.
® The IGMP version of the multicast VLAN is IGMP V3.
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® The user accesses the device through GPON, and has the right to order programs from the
multicast source.
Table 3-9 Data plan
Item Data
OLT Service VLAN ID: 1000
Service VLAN type: smart VLAN
Upstream port: 0/19/0
Multicast protocol: IGMP Proxy
Multicast version: IGMP V3
IP address of the multicast server: 10.10.10.10
Multicast program: 224.1.1.10
ONT ONT IDs: 1 and 2
ID of the port on the ONT that is connected to the STB: 3
Type of the port on the ONT that is connected to the STB:
ETH
VLAN ID of the port on the ONT that is connected to the
STB: 30
Prerequisite
®  The license for the multicast program or the multicast user must already be requested and
installed.
® The OLT is connected to the BRAS and the multicast source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
Procedure
® Configure the OLT.
1. Create a service VLAN and add an upstream port to it.
The VLAN ID is 1000, and the VLAN is a smart VLAN, Add upstream port 0/19/0
to VLAN 1000.
huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/19 0
2. (Optional) Configure upstream link aggregation.
In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.
3. Configure GPON ONT profiles.
GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.
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(M

2

3)

DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.

Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCI.

Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the
system. If the existing DBA profiles in the system do not meet the requirement,
run the dba-profile add command to create a DBA profile.

Set the DBA profile ID to 30, type to type4, and maximum bandwidth to 60 Mbit/
S.

huawei (config) #dba-profile add profile-id 30 type4 max 61440
Configure an ONT line profile.
Create GPON ONT line profile 10 and bind T-CONT 3 to DBA profile 30.

huawei (config) #ont-lineprofile gpon profile-id 10
huawei (config-gpon-lineprofile-10) #tcont 3 dba-profile-id 30

Create GEM port 3 for carrying traffic streams of the ETH type and bind GEM
port 3 to T-CONT 3. Set the QoS mode to priority-queue (default).

(1 noTE

a. To change the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 3 eth tcont 3
Configure the service mapping mode from the GEM port to the ONU to VLAN
(default), and map CVLAN 30 to GEM port 3.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan
huawei (config-gpon-lineprofile-10) #gem mapping 3 2 wvlan 30

After the configurations are complete, run the commit command to make the
configured parameters take effect.

huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit

Configure an ONT service profile.
Set the VLAN ID of ETH port 3 to 30.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.
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Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HGR010 1 - -

HGR240/ 4 2 -

HG8240B

HG8242 4 2 1

HGR245/ 4 2 -

HGR245T

HG8247/ 4 2 1

HG8247T

huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
huawei (config-gpon-srvprofile-10) #port vlan eth 3 30

After the configurations are complete, run the commit command to make the
configured parameters take effect.
huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit
(4) (Optional) Configure an alarm profile.

- The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.

- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.

(1) Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.
huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

(2) Automatically find an ONT.

If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.
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huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.

Number 01

F/S/P : 0/1/1

Ont SN : 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID : 247

Ont autofind time 2011-02-10 14:59:10

Number H

F/S/P : 0/1/1

Ont SN : 6877687714852901
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID : 247

Ont autofind time 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth
6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth
6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10

(1 noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For
example, the preceding command can be modified as follows:

huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(3) (Optional) Bind an alarm profile to the ONT.
In this example, bind the default alarm profile, namely alarm profile 1 to the

ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P
0/1/1

ONT-ID

Control flag : active //Indicates that the ONT is
activated.
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Run state : online //Indicates that the ONT goes online
normally.
Config state : normal //Indicates that the configuration status
of the
ONT is normal.
Match state : match //Indicates that the capability profile
bound to

the ONT is consistent with the
actual capability

of the ONT.
...//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

- If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

- Ifthe ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.

- If the ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1 noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- If the ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Specify the native VLAN for the ONT port.

ETH port 3 on the ONT is connected to the STB and the native VLAN of the port is
VLAN 30.

huawei (config-if-gpon-0/1) #ont port native-vlan 1 1 eth 3 vlan 30
huawei (config-if-gpon-0/1) #ont port native-vlan 1 2 eth 3 vlan 30

Configure a traffic profile.

You can run the display traffic table ip command to query the traffic profiles existing
in the system. If the traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

The profile ID is 10, no rate limitation in the upstream and downstream directions,
the priority is 4, and packets are scheduled according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 10 cir off priority 4 priority-
policy tag-In-Package
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10.

11.

12.

13.

14.

15.

Create service ports.

Set the service port indexes to 5 and 6, SVLAN ID to 1000, GEM port ID to 3, and
CVLAN ID to 30. Use traffic profile 10.

huawei (config) #service-port 5 vlan 1000 gpon 0/1/1 ont 1 gemport 3 multi-
service user-vlan 30 rx-cttr 10 tx-cttr 10
huawei (config) #service-port 6 vlan 1000 gpon 0/1/1 ont 2 gemport 3 multi-
service user-vlan 30 rx-cttr 10 tx-cttr 10

Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you do not need
to configure queue scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huawei (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cosé6
6 cos7 7

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Create a multicast VLAN and set the IGMP version.
Set the IGMP version of the multicast VLAN to IGMP v3.

huawei (config) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp version v3
This operation will delete all programs in current multicast vlan
Are you sure to change current IGMP version? (y/n)[n]l: y

Select the IGMP mode.

Select the IGMP proxy mode.

huawei (config-mv1anl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n) [n]:y

Add an IGMP upstream port.

The IGMP upstream port is port 0/19/0 and works in the default mode, and protocol
packets are transmitted to all the IGMP upstream ports in the multicast VLAN.

huawei (config-mv1anl000) #igmp uplink-port 0/19/0
huaweil (config-mv1anl000) #btwv

huaweil (config-btv) #igmp uplink-port-mode default

Are you sure to change the uplink port mode? (y/n) [n]:y

(Optional) Set the multicast global parameters.
In this example, the default settings are used for all the multicast global parameters.
Configure the program library.

Configure the IP address of the multicast program to 224.1.1.10, program name to
program1, IP address of the program source to 10.10.10.10.

huawei (config-btv) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp program add name programl ip 224.1.1.10
sourceip 10.10.10.10

Configure the right profile.
Configure the profile name to profile0, with the right of watching program 1.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 187
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

Result

huawei (config-mv1anl000) #btwv

huawei (config-btv) #igmp profile add profile-name profile0

huawei (config-btv) #igmp profile profile-name profile0 program-name

programl watch

16. Configure the multicast users.

Configure users of service ports 5 and 6 as multicast users and bind right profile

profile0 to the service ports.

huawei (config-btv) #igmp policy service-port 5 normal
config-btv) #igmp policy service-port 6 normal
config-btv) #igmp user add service-port 5 auth
)
)

huawei
huawei

(
(
(
(

huawei (config-btv) #igmp user add service-port 6 auth

huawei (config-btv) #igmp user bind-profile service-port 5 profile-name

profilel

huawei (config-btv) #igmp user bind-profile service-port 6 profile-name

profilel

huawei (config-btv) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp multicast-vlan member service-port 5
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 6
(

huawei (config-mv1anl000) #quit
17. Save the data.

huawei (config) #save

® Configure the ONT.

The ONT is connected to the upper-layer device in Layer 2 mode and no configuration is

required.

—End

The user can watch program!1 on the TV.

Configuration File

vlan 1000 smart
port vlan 1000 0/19 0
dba-profile add profile-id 30 type4 max 61440
ont-lineprofile gpon profile-id 10
tcont 3 dba-profile-id 30
gem add 3 eth tcont 3
mapping-mode vlan
gem mapping 3 2 vlan 30
commit
quit
ont-srvprofile gpon profile-id 10
ont-port eth 4 pots 2 catv 1
port vlan eth 3 30
commit
quit
interface gpon 0/1
port 1 ont-auto-find enable
display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-

srvprofile-id 10

ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-id 10 ont-

srvprofile-id 10

ont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

ont port native-vlan 1 1 eth 3 vlan 30
ont port native-vlan 1 2 eth 3 vlan 30
quit

traffic table ip index 10 cir off priority 4 priority-policy tag-In-Package
service-port 5 vlan 1000 gpon 0/1/1 ont 1 gemport 3 multi-service user-vlan 30 rx-

cttr 10
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tx-cttr 10
service-port 6 vlan 1000 gpon 0/1/1 ont 2 gemport 3 multi-service user-vlan 30 rx-
cttr 10
tx-cttr 10
queue-scheduler wrr 10 10 20 20 40 0 0 O
cos—-queue-map cosO0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7
multicast-vlan 1000
igmp mode proxy
igmp version v3
igmp uplink-port 0/19/0
btv
igmp uplink-port-mode default
multicast-vlan 1000
igmp program add name programl ip 224.1.1.10 sourceip 10.10.10.10
btv
igmp profile add profile-name profile0
igmp profile profile-name profile0 program-name programl watch
igmp policy service-port 5 normal
igmp policy service-port 6 normal
igmp user add service-port 5 auth
igmp user add service-port 6 auth
igmp user bind-profile service-port 5 profile-name profile0
igmp user bind-profile service-port 6 profile-name profile0
multicast-vlan 1000
igmp multicast-vlan member service-port 5
igmp multicast-vlan member service-port 6
quit
save

3.3.7 Configuring the GPON FTTH Layer 3 Bridge Multicast Service
on the OLT CLI

The OLT is connected to the remote ONT through a GPON port to provide users with the IPTV
service.

Service Requirements

® The ONT is connected to the OLT in the Layer 3 bridge mode.

The ONT adopts IGMP Snooping multicast protocol.

The OLT adopts IGMP proxy multicast protocol.

Multicast programs are configured statically and multicast users are authenticated.
The IGMP version of the multicast VLAN is IGMP V3.

The user accesses the device through GPON, and has the right to order programs from the
multicast source.

Table 3-10 Data plan

Item Data

OLT Service VLAN ID: 1000

Service VLAN type: smart VLAN

Upstream port: 0/19/0

Multicast protocol: IGMP Proxy

Multicast version: IGMP V3

IP address of the multicast server: 10.10.10.10
Multicast program: 224.1.1.10
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Item Data
ONT ONT IDs: 1 and 2
Multicast protocol: IGMP Snooping
ID of the port on the ONT that is connected to the STB: 3
Type of the port on the ONT that is connected to the STB:
ETH
VLAN ID of the port on the ONT that is connected to the
STB: 30
Prerequisite
® The license for the multicast program or the multicast user must already be requested and
installed.
® The OLT is connected to the BRAS and the multicast source.
® The VLAN of the LAN switch port connected to the OLT is the same as the upstream
VLAN of the OLT.
Procedure
® Configure the OLT.
1. Create a service VLAN and add an upstream port to it.

The VLAN ID is 1000, and the VLAN is a smart VLAN, Add upstream port 0/19/0
to VLAN 1000.

huawei (config) #vlan 1000 smart
huawei (config) #port vlan 1000 0/19 O

(Optional) Configure upstream link aggregation.

In this example, a single upstream port is used. In the case of multiple upstream ports,
upstream link aggregation can be configured. For details, see Configuring Upstream
Link Aggregation.

Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm
profile.

- DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT
is bound to a DBA profile for dynamic bandwidth allocation, improving the
upstream bandwidth usage rate.

- Line profile: A line profile describes the binding between the T-CONT and the
DBA profile, the QoS mode of the traffic stream, and the mapping between the
GEM port and the ONT-side service.

- Service profile: A service profile provides the service configuration channel for
the ONT that is managed through OMCI.

- Alarm profile: An alarm profile contains a series of alarm thresholds to measure
and monitor the performance of activated ONT lines. When a statistical value
reaches the threshold, the host is notified and an alarm is reported to the log host
and the NMS.
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(1) Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the
system. If the existing DBA profiles in the system do not meet the requirement,
run the dba-profile add command to create a DBA profile.

Set the DBA profile ID to 30, type to type4, and maximum bandwidth to 60 Mbit/
S.

huawei (config) #dba-profile add profile-id 30 type4 max 61440
(2) Configure an ONT line profile.
Create GPON ONT line profile 10 and bind T-CONT 3 to DBA profile 30.

huawei (config) #ont-lineprofile gpon profile-id 10

huawei (config-gpon-lineprofile-10) #tcont 3 dba-profile-id 30

Create GEM port 3 for carrying traffic streams of the ETH type and bind GEM
port 3 to T-CONT 3. Set the QoS mode to priority-queue (default).

(1 noTE

a. To change the QoS mode, run the qos-mode command to configure the QoS mode to gem-
car or flow-car, and run the gem add command to configure the ID of the traffic profile
bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car,
traffic profile 6 is bound to the port by default (no rate limitation); when the QoS mode is
gem-car, traffic profile 6 is bound to the port by default (no rate limitation).

huawei (config-gpon-lineprofile-10) #gem add 3 eth tcont 3
Configure the service mapping mode from the GEM port to the ONU to VLAN
(default), and map CVLAN 30 to GEM port 3.

huawei (config-gpon-lineprofile-10) #mapping-mode vlan
huawei (config-gpon-lineprofile-10) #gem mapping 3 2 wvlan 30

After the configurations are complete, run the commit command to make the
configured parameters take effect.
huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit
(3) Configure an ONT service profile.

The number of ports configured in the service profile must be the same as the
actual number of ONT ports. The flowing table lists the port capabilities
ofHG8010/HG8240B/HG8245T/HG8247T. The HG8247 is used as an example.

Product Number of Number of Number of
ETH Ports POTS Ports CATYV Ports

HG8010 1 - -

HG8240/ 4 2 -
HG8240B

HG8242 4 2 1

HGS8245/ 4 2 -
HG8245T

HG8247/ 4 2 1
HG8247T
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huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
After the configurations are complete, run the commit command to make the
configured parameters take effect.
huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit
(4) (Optional) Configure an alarm profile.

- The ID of the default GPON alarm profile is 1. The thresholds of all the alarm
parameters in the default alarm profile are 0, which indicates that no alarm is
reported.

- In this example, the default alarm profile is used, and therefore the
configuration of the alarm profile is not required.

- Run the gpon alarm-profile add command to configure an alarm profile,
which is used for monitoring the performance of an activated ONT line.

4. Add an ONT on the OLT.
The ONT is connected to the GPON port of the OLT through optical fibers. The service
can be configured only after an ONT is successfully added on the OLT.
Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and
ONT line profile 10 and service profile 10 are bound to the two ONTs.
(1) Add an ONT offline.
If the password or SN of an ONT is obtained, you can run the ont add command
to add the ONT offline.
huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #ont add 1 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont add 1 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
(2) Automatically find an ONT.
If the password or SN of an ONT is unknown, run the port portid ont-auto-
find command in the GPON mode to enable the ONT auto-find function of the
GPON port. Then, run the ont confirm command to confirm the ONT.
huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs
connected to
the GPON port through the optical splitter is displayed.
Number 1
F/S/P : 0/1/1
ont SN : 6877687714852900
Password :
VenderID : HWTC
Ont Version : 120D0010
Ont SoftwareVersion : V1IR003CO00
Ont EquipmentID : 247
Ont autofind time : 2011-02-10 14:59:10
Number v
F/S/P : 0/1/1
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3)

Ont SN 6877687714852901
Password

VenderID HWTC

Ont Version : 120D0010

Ont SoftwareVersion : VIR003CO0O0

Ont EquipmentID 247

Ont autofind time 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth
6877687714852900 omci ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth
6877687714852901 omci ont-lineprofile-id 10 ont-srvprofile-id 10

(1) noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service
profile is bound to the ONTs, you can add ONTs in batches by confirming the auto discovered
ONTs in batches to simplify the operation and increase the configuration efficiency. For

example, the preceding command can be modified as follows:
huawei (config-if-gpon-0/1) #ont confirm 1 all sn-auth omci ont-
lineprofile-id 10 ont-srvprofile-id 10

(Optional) Bind an alarm profile to the ONT.

In this example, bind the default alarm profile, namely alarm profile 1 to the
ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status
of the ONT. Ensure that Control flag of the ONT is active, Run State is online,
Config state is normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P
0/1/1
ONT-ID

Control flag

active //Indicates that the ONT is

activated.

Run state

online //Indicates that the ONT goes online

normally.

Config state

of

Match state

: normal //Indicates that the configuration status
the
ONT is normal.

: match //Indicates that the capability profile

bound to

the ONT is consistent with the

actual capability

of the ONT.
//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match,
check the ONT state by referring to the above-mentioned descriptions.

If Control flag is deactive, run the ont activate command in the GPON port mode
to activate the ONT.

If the ONT fails to be in the up state, that is, Run state is offline, the physical line
may be broken or the optical transceiver may be damaged. You need to check both
the material and the line.
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- If the ONT state fails, that is, Config state is failed, the ONT capability set
outmatches the actual ONT capabilities (For details about the ONT actual
capabilities, see Reference of GPON ONT Capability Sets). In this case, run the
display ont failed-configuration command in the diagnosis mode to check the
failed configuration item and the failure cause. Then, rectify the fault according to
actual conditions.

1 noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the
gem add command are invalid. After configuration recovers, Config state will be failed.

- If the ONT does not match, that is, Match state is mismatch, the port types and
number of ports undermatch the actual port types and number of ports supported
by the ONT. In this case, run the display ont capability command to query the
actual capability of the ONT, and then select one of the following modes to modify
the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and
then run the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save
the modification. Then, the ONT automatically recovers the configuration
successfully.

Configure a traffic profile.

You can run the display traffic table ip command to query the traffic profiles existing
in the system. If the traffic profiles existing in the system do not meet the requirements,
you need to run the traffic table ip command to add a traffic profile.

The profile ID is 10, no rate limitation in the upstream and downstream directions,
the priority is 4, and packets are scheduled according to the priority carried.

huawei (config-if-gpon-0/1) #quit
huawei (config) #traffic table ip index 10 cir off priority 4 priority-
policy tag-In-Package

Create service ports.
Set the service port indexes to 5 and 6, SVLAN ID to 1000, GEM port ID to 3, and

CVLAN ID to 30. Use traffic profile 10.

huawei (config) #service-port 5 vlan 1000 gpon 0/1/1 ont 1 gemport 3 multi-
service user-vlan 30 rx-cttr 10 tx-cttr 10
huawei (config) #service-port 6 vlan 1000 gpon 0/1/1 ont 2 gemport 3 multi-
service user-vlan 30 rx-cttr 10 tx-cttr 10

Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the
weights of 10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

(1 noTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on
the OLT, and then the configuration takes effect globally. In the subsequent phases, you do not need
to configure queue scheduling repeatedly when configuring other services.

huaweil (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map
queues 0-7 respectively.

huawei (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cosé6
6 cos7 7
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10.

11.

12.

13.

14.

15.

16.

For the service board that supports only four queues, the mapping between 802.1p
priorities and queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and
3 map queue 2; priorities 4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Create a multicast VLAN and set the IGMP version.
Set the IGMP version of the multicast VLAN to IGMP v3.

huawei (config) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp version v3
This operation will delete all programs in current multicast vlan
Are you sure to change current IGMP version? (y/n)[n]: y

Select the IGMP mode.

Select the IGMP proxy mode.
huawei (config-mv1anl000) #igmp mode proxy
Are you sure to change IGMP mode? (y/n) [n]:y

Add an IGMP upstream port.

The IGMP upstream port is port 0/19/0 and works in the default mode, and protocol
packets are transmitted to all the IGMP upstream ports in the multicast VLAN.

huawei (config-mv1anl000) #igmp uplink-port 0/19/0
huawei (config-mv1anl000) #btv

huawei (config-btv) #igmp uplink-port-mode default

Are you sure to change the uplink port mode? (y/n) [n]:y

(Optional) Set the multicast global parameters.
In this example, the default settings are used for all the multicast global parameters.
Configure the program library.

Configure the IP address of the multicast program to 224.1.1.10, program name to
program1, IP address of the program source to 10.10.10.10.

huawei (config-btv) #multicast-vlan 1000
huawei (config-mv1anl000) #igmp program add name programl ip 224.1.1.10
sourceip 10.10.10.10

Configure the right profile.

Configure the profile name to profile0, with the right of watching program 1.

huawei (config-mv1anl000) #btwv

huawei (config-btv) #igmp profile add profile-name profile0

huawei (config-btv) #igmp profile profile-name profile0 program-name
programl watch

Configure the multicast users.

Configure users of service ports 5 and 6 as multicast users and bind right profile
profile0 to the service ports.

huawei (config-btv) #igmp policy service-port 5 normal

huawei (config-btv) #igmp policy service-port 6 normal

huawei (config-btv) #igmp user add service-port 5 auth

huawei (config-btv) #igmp user add service-port 6 auth

huawei (config-btv) #igmp user bind-profile service-port 5 profile-name
profilel

huawei (config-btv) #igmp user bind-profile service-port 6 profile-name
profilel

huawei (config-btv) #multicast-vlan 1000

huawei (config-mv1anl000) #igmp multicast-vlan member service-port 5
huawei (config-mv1anl000) #igmp multicast-vlan member service-port 6
huawei (config-mv1anl000) #quit

Save the data.

huawei (config) #save

Configure an optical network terminal (ONT) on the Web page.

Layer 3 bridge mode is used for connecting an ONT to the upper-layer device and
parameters of a WAN port must be configured.
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1. Log in to the Web configuration window.

(1) Configure the IP address of the PC network adapter to be in the same network
segment as the IP address of the local maintenance Ethernet port of the ONT
(default: 192.168.100.1).

(2) Openthe Web browser, and enter the [P address of the local maintenance Ethernet
port of the ONT.

(3) Onthelogin window, enter the user name (default: telecomadmin) and password
(default: admintelecom) of the administrator. After the password authentication
is passed, the Web configuration window is displayed.

2. Configure the working mode of a LAN port.
(1) In the navigation tree, choose LAN > LAN Port Work Mode. Select the check
box of LAN3 and set LAN3 to work in the Layer 3 mode.
O want O Lanz Lan3 O Lama
(2) Click Apply to apply the configuration.
3. Configure parameters of a WAN port.

(1) In the navigation tree, choose WAN > WAN Configuration.

(2) In the right pane, click New. In the dialog box that is displayed, configure
parameters of a WAN port as follows:

- WAN Connection: Enable
- Mode: Bridge
- VLANID: 30 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)
- 802.1p: 4
- MultiCast VLAN ID: 1000 (The multicast VLAN ID of the ONT must be the
same as the multicast VLAN ID configured on the OLT.)
- Bridge Type: IP_Bridged
- Binding options: LAN3
Connection Name VLANPriority IPAcquisilionE;vo(le e
O 1_VOIP_R_VID_20 2006 DHCP
Enable WAN Connection
Service List INTERNET »
VLA D a0 *(0-4094)
MultiCast WLAN ID: (1-4094)
Bridge Type: IP_Bridged v
Binding options: LR
[ ssi01
(3) Click Apply to apply the configuration.
4. Enable DHCP replay.
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(1) In the navigation tree, choose LAN > DHCP Server Configuration.
(2) In the right pane, click the check box of Enable DHCP L2Relay.
(0 noTe
If Bridge Type of the WAN port is set to PPPoE_Bridged, DHCP relay does not need to be
enabled. If Bridge Type is set to IP_Bridged, DHCP relay must be enabled.
Primary Address Pool
Enable primary DHCP server:
Enahle DHCP L2Relay.
LAN HostIP Address: 192.168.100.1
Subnet Mask: 266.265.255.0
StartIP Address: 192.168.100.2 [* (P address must be inthe same subnet with Lan Hast)
End IP Address: 182.168.100.264
Leased Time: 3 day v
(3) Click Apply to apply the configuration.
5. Save the configuration.
In the navigation tree, choose System Tools > Configuration File. In the right pane,
click Save Configuration to save the configuration.
Systern Tools = Configuration File
You can click "Save Configuration” to save the current configuration to the flash memary.
Sawe Configuration
You can click "Download Configuration File" to back up the current configuration.
Download Configuration File
ITyou enter the path ofthe coniguration file and then click"Upload Configuration File", yvaur horme gateway will e updated
with the saved configuration file
Configuration File Browse. Upload Configuration File
® Configure the ONT on the U2000.
Layer 3 bridge mode is used for connecting the ONT to the upper-layer device and
parameters of a WAN port must be configured.
The following uses batch configurations of creating a value-added service profile of the
ONT as an example. To configure an ONT, on the GPON ONU tab page, select an ONT,
right-click, and choose Configure Value-Added Service from the shortcut menu.
Log in to the NMS (iManager U2000 V100R003C00) and start the FTP service.
2. Configure the value-added service profile of the ONT.
(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the tab page that is displayed, choose PON Profile > ONT
VAS Profile.
(2) Onthe ONT VAS Profile tab page, right-click, and choose Add from the shortcut
menu.
(3) In the dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-IPTV
- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR002C06-Later
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Add OHT VAS Profile x|

Profile Marme: ‘ONT—\F‘T\I |’ Wendor 1D |HWTC(2D11) '|*

Terminal Type: | 247 v |- Version  |[v1R00ZCOS ~ Later ==

E-- 247 Config Info Parameter Marne I Parameter Value
Time
Semvices
AN Device
LANDevice
ALG Ahility
Security
Layer 3 Forwarding

[ mport.  J[ Ewen. | [ ok [ cancel | appw

(4) Configure the working mode of a LAN port.

a. In the navigation tree, choose LANDevice > LAN Interface 1 > LAN
Interface.

b. Select LAN Interface, right-click, and choose Add. Add LAN Ethernet
Configuration 2 and LAN Ethernet Configuration 3.

c. Select LAN Ethernet Configuration 3 and set LAN Port two three-port
enable to enable. This indicates that LAN 3 works in Layer 3 mode.

(1 noTE

® [f LAN Port two three-port enable is disable, the LAN port works in the Layer 2
mode.

® [f LAN Port two three-port enable is enable, the LAN port works in the Layer 3
mode.

LAN Port two three-port enable is defaulted to disable.

By default, the system has one LAN Ethernet Configuration 1 node. To add multiple
nodes, select LAN Interface, right-click, and choose Add from the shortcut menu.
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B
Profile Name: ‘ONT—\F‘T\I |’ Wendor 1D |HWTC(2D11) '|*
Terminal Type: | 247 v |- Version |v1R002ZCOS ~ Later =
B 247 Config Info | Parameter Name [ Parameter value |

Tirme:
Services
AN Device
- LANDevice
= LAN Interface 1
= LAM Interface
LAN Ethermet Caonfiguration 1
LAM Ethermet Configuration 2
LAM Ethernet Configuration 3
ALG Ahility
Security
Layer 3 Forwarding

[ mport.  J[ Ewen. | [ ok [ cancel | appw

(5) Configure parameters of a WAN port.

a. In the navigation tree, choose WAN Device > WAN Device 1 > WAN
Connection. Select WAN Connection, right-click, and choose Add IP
Connection from the shortcut menu.

b. Select WAN IP Interface 1 and enter (or select) a proper value.
- WAN Interface Name: ONT-IPTV
- WAN Enable: enable
- Connection Type: IP_Bridged

- VLANID: 30 (The VLAN ID of the ONT must be the same as the user-
side VLAN ID configured on the OLT.)

- Priority: 4
- MultiCast VLAN ID: 1000 (The multicast VLAN ID of the ONT must
be the same as the multicast VLAN ID configured on the OLT.)
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x|
Profile Marne |0NT—IF‘TV ‘* Wendar ID: ‘ HATC(2011) = |’
Terminal Type: | 247 v |+ Wersion: | VIR002COG ~ Later - |
[=F 247 Config Infa Farameter Mame Farameter Value
Time AN IF interface index 1
Services
e e AN Interface Name ONT-PTY
S5 WM Device 1 WAN Enable enable -
= WAN Connection Connection Type IP_Bridaed A
[S-U CHMCED NATENaled disable
AN IP Interface
AN I Interface 1 e ilanl DiEE05Y) 20
LANDevice [v] Priority(0~7) 4
ALG Ability MutiCast YLANG ~4094) 1000
Security - =
Laver 3 Forwarding Addressing Type Static
Service Type INTERMET
DS Enabled enable
DME Server
Optiong0 Yender Class 1D
[ mport. || Emon. | [ ok | cancet |[ appw
(6) Configure multicast parameters.
a. Inthe navigation tree, choose Services > IGMP. Select IGMP and enter
proper values.
- WAN Port IGMP Switch: Enable
- Proxy Switch: Disable
- Snooping Switch: Enable
x
Profile Narme: | ONT-IPTY | vendarip: [HwTC(2011) -
Terminal Type: | 247 v |+ Version  |v1RO02ZCOS ~ Later |
Fl 247 Config Info Parameter Name Parameter Value
Time VAN Port IGMP Switch | Enable -
o Services =
e BERE Proxy Switch Disable
Snoaping Switch Enahle -
Portal Robustness 2
WA BIED General Query Intenval(s)  |125
LAMDevice
ALG Ability General Guery Qesponse... 100
Security Specific Guery Number 2
Layer 3 Forwarding Specific Query Interval{d.1...10
Specific Query Response |10
impot.. [ Ewont. | [ ok || cancel [ appw
(1 noTE
The ONT multicast modes (IGMP proxy and IGMP snooping) conflict. Only one mode is
supported at a time.
(7) Configure a routing policy.
a. Inthe navigation tree, choose Layer 3 Forwarding > Policy Route. Select
Policy Route, right-click, and choose Add from the shortcut menu.
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b. Select Policy Route 1 and enter proper values.
- Physical Port Name: LAN3
- WAN Interface Name: WANI1(ONT-IPTV)
x|

[arTPye [

Profile Marne Wendor I0: ‘ HWTC(2011) - |’

Terminal Type |24T - ‘* wersion: ‘V1RDDQCUB ~ Later hd |*

= 247 Config Info.
Time
Services
VAN Device
LAMNDevice

ALG Ability

Parameter Name

Parameter Value

Palicy Route Type

SourcePhyPort

-

Physical Port Narne

T

Wendar D

AN Interface Name

WANT(ONT-IPTY) |

-

Security
[=F Layer 3 Farwarding
[=- Policy Route

import.. J[ Emor. | [ ok J[ cancel [ app

1 noTE

To bind a LAN port to a WAN port, set Physical Port Name and WAN Interface
Name. The preceding figure shows that WAN 1 is bound to LAN 3.

To bind a WAN port to multiple LAN ports, set Physical Port Name to
LANT1,...,LANX. For example, to bind WAN 1 to LAN 1 and LAN 2, set Physical Port
Name to LAN1,LAN2.

(8) Click OK to complete the configuration of the new profile.
3. Bind the value-added service profile.

(1) Inthe Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.

(4) Onthe GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK to complete profile binding.

—End

Result

The user can watch program1 on the TV.

Configuration File

vlan 1000 smart
port vlan 1000 0/19 0
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dba-profile add profile-id 30 type4 max 61440
ont-lineprofile gpon profile-id 10
tcont 3 dba-profile-id 30
gem add 3 eth tcont 3
mapping-mode vlan
gem mapping 3 2 vlan 30
commit
quit
ont-srvprofile gpon profile-id 10
ont-port eth 4 pots 2 catv 1
commit
quit
interface gpon 0/1
port 1 ont-auto-find enable
display ont autofind 1
ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-
srvprofile-id 10
ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-id 10 ont-
srvprofile-id 10
ont alarm-profile 1 1 profile-id 1
ont alarm-profile 1 2 profile-id 1
quit
traffic table ip index 10 cir off priority 4 priority-policy tag-In-Package
service-port 5 vlan 1000 gpon 0/1/1 ont 1 gemport 3 multi-service user-vlan 30 rx-
cttr 10
tx-cttr 10
service-port 6 vlan 1000 gpon 0/1/1 ont 2 gemport 3 multi-service user-vlan 30 rx-
cttr 10
tx-cttr 10
queue-scheduler wrr 10 10 20 20 40 0 0 O
cos—-queue-map cosO0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7
multicast-vlan 1000
igmp mode proxy
igmp version v3
igmp uplink-port 0/19/0
btv
igmp uplink-port-mode default
multicast-vlan 1000
igmp program add name programl ip 224.1.1.10 sourceip 10.10.10.10
btv
igmp profile add profile-name profile0
igmp profile profile-name profile0 program-name programl watch
igmp policy service-port 5 normal
igmp policy service-port 6 normal
igmp user add service-port 5 auth
igmp user add service-port 6 auth
igmp user bind-profile service-port 5 profile-name profile0
igmp user bind-profile service-port 6 profile-name profile0
multicast-vlan 1000
igmp multicast-vlan member service-port 5
igmp multicast-vlan member service-port 6
quit
save

3.4 Configuration on the Web Page

This topic describes how to configure Internet access service, VoIP service and Wi-Fi service
on the Web page.

3.4.1 Preparations

Before configuring services on the Web page, plan data of the entire network in a unified manner
and enable Layer 2 service channels between the OLT and ONT.
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Enabling Layer 2 Service Channels Between an OLT and a GPON ONT (on the

OLT CLI)

Prerequisite

Data Plan

To configure GPON ONT-side services, enable Layer 2 service channels between the OLT and

the GPON ONT.

You need to enter the OLT CLI to perform the following operations that are based on the OLT

CLL

Table 3-11 shows the data plan for enabling Layer 2 service channels between the OLT and the

GPON ONT:

Table 3-11 Data plan

Service Item Data Remarks
Classificat
ion
Network FTTH ® OLT PON port: 0/1/1 -
data ® ONTID: 1-2
Service HSI service ® SVLAN: 100 -
VLAN ® CVLAN: 10
VolIP service ® SVLAN: 200
® CVLAN: 20
Wi-Fi service ® SVLAN: 400
® CVLAN: 40
U2560 management | ® SVLAN: 500
channel ® CVLAN: 50
QoS HSI service Priority: 1; queue scheduling: | ® Generally, the
(Priority) WRR QoS priorities is
] . - NMS service and
VolIP service Priority: 6; queue scheduling: VoIP service >
PQ Internet access
Wi-Fi service Priority: 1; queue scheduling: service in a
WRR descending
order.
U2560 management | Priority: 7; queue scheduling: | @ Generally, the
channel PQ priority is set on
the ONT, and the
OLT inherits the
priority set on the
ONT.
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Service Item Data Remarks
Classificat
ion
QoS (DBA) | HSI service ® Profile type: Type4 ® DBA isused to
® Maximum bandwidth: 100 |  control the
Mbit/s upstream
bandwidth of the
® T-CONTID: 1 ONT. DBA
VolIP service ® Profile type: Type3 profiles are
) bound to
] Asspred bandwidth: 15 TCONTS.
Mbit/s Different
® Maximum bandwidth: 30 TCONTs are
Mbit/s planned for
® T-CONTID:2 different
bandwidth
Wi-Fi service ® Profile type: Type4 assurance types.
® Maximum bandwidth: 200 Generally, the
Mbit/s service with a
® T-CONTID: 3 high priority
adopts a fixed
U2560 management | ® Profile type: Type2 bandwidth or an
channel . assured
] 1li;/[s;ured bandwidth: 15 bandwidth, and
it/s . .
the service with a
® T-CONTID: 4 low priority
adopts the
maximum
bandwidth or
best effort.
QoS (CAR) | HSI service Upstream and downstream Traffic control
bandwidth: 4 Mbit/s can be
) . implemented on
VolIP service No rate limitation in the the BRAS, or on
upstrgam and downstream the OLT or ONT
directions by using port rate
Wi-Fi service Upstream and downstream 11rp1tat1on or
bandwidth: 6 Mbit/s using a traffic
profile to limit
U2560 management | No rate limitation in the the upstream and
channel upstream and downstream downstream
directions traffic.
Generally, in the
case of FTTH,
limit the rate on
the OLT; in the
case of FTTB/
FTTC, limit the
rate on the ONT.
Issue 01 (2011-10-18) Huawei Proprietary and Confidential 204

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual 3 Configuration
Flow Chart
Table 3-11 shows the flow chart for enabling Layer 2 service channels between the OLT and
the GPON ONT:
Figure 3-7 Flow chart
C Start )
Create SVLANs and add Y
an upstream port to them
Add an ONT on the OLT
Is there an No
appmprrcl.:z oeA Specify the native VLAN
: L for the ONT port
Yes Configure the DBA profile I v
Is there an Configure traffic profiles
appropriate ONT No ¢ .
line profile
Configure the ONT line _
profile Create service ports
s thera an Mo *
appropriate ONT
arvice profil } Cﬂn: g;r? the GU:UE
Vou Configure the ONT e —
service profile Y
5 there an Mo
appropriate ONT Save the data
larm profile +
Yes Configure the ONT alarm
- profile ( End )
Procedure
Step1 Create SVLANs and add an upstream port to them.
The VLAN type is Smart and the VLAN IDs are 100, 200, 400 and 500, VLAN 100 is for HSI
service; VLAN 200 is for VoIP service; VLAN 400 is for Wi-Fi service and VLAN 500 is for
the U2560 management channel. The VLAN for the Internet access service is a stacking VLAN.
Add the upstream port 0/19/0 to the VLAN.
huawei (config) #vlan 100,200,400,500 smart
huawei (config) #vlan attrib 100 stacking
huawei (config) #port vlan 100,200,400,500 0/19 O
Step 2 Enables ARP proxy.
For different users of the same SVLAN, because the service ports of the smart VL AN are isolated
from each other, the voice media streams cannot interchange normally. Therefore, the ARP
proxy function of the OLT needs to be enabled.
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huawei (config) #arp proxy enable

huawei (config) #interface vlanif 200

huawei (config-if-vlanif200) #arp proxy enable
huawei (config-if-v1anif200) #quit

Step 3 Configure GPON ONT profiles.

GPON ONT profiles include the DBA profile, line profile, service profile, and alarm profile.

DBA profile: A DBA profile describes the GPON traffic parameters. A T-CONT is bound
to a DBA profile for dynamic bandwidth allocation, improving the upstream bandwidth usage
rate.

Line profile: A line profile describes the binding between the T-CONT and the DBA profile,

the QoS mode of the traffic stream, and the mapping between the GEM port and the ONT-
side service.

Service profile: A service profile provides the service configuration channel for the ONT
that is managed through OMCI.

Alarm profile: An alarm profile contains a series of alarm thresholds to measure and monitor
the performance of activated ONT lines. When a statistical value reaches the threshold, the
host is notified and an alarm is reported to the log host and the NMS.

Configure a DBA profile.

Run the display dba-profile command to query the existing DBA profiles in the system.
If the existing DBA profiles in the system do not meet the requirement, run the dba-profile
add command to create a DBA profile.

® HSI service: Set the DBA profile ID to 10, type to type4, and maximum bandwidth to
100 Mbit/s.

® VoIP service: Set the DBA profile ID to 20, type to Type3, assured bandwidth to 15
Mbit/s, and maximum bandwidth to 30 Mbit/s.

® Wi-Fi service: Set the DBA profile ID to 30, type to type4, and maximum bandwidth
to 200 Mbit/s.

® U2560 management channel: Set the DBA profile ID to 40, type to Type2, assured
bandwidth to 15 Mbit/s.

huawei (config) #dba-profile add profile-id 10 type4 max 102400

huawei (config) #dba-profile add profile-id 20 type3 assure 30720 max 102400
huawei (config) #dba-profile add profile-id 30 type4 max 204800

huawei (config) #dba-profile add profile-id 40 type2 assure 30720

Configure an ONT line profile.

Create GPON ONT line profile 10.

® HSI service: Bind the T-CONT which ID is 1 to DBA profile 10.

® VoIP service: Bind the T-CONT which ID is 2 to DBA profile 20.

® Wi-Fi service: Bind the T-CONT which ID is 3 to DBA profile 30.

® U2560 management channel: Bind the T-CONT which ID is 4 to DBA profile 40.

huawei (config) #ont-lineprofile gpon profile-id 10

huawei (config-gpon-lineprofile-10) #tcont 1 dba-profile-id 10

huawei (config-gpon-lineprofile-10) #tcont 2 dba-profile-id 20

huawei (config-gpon-lineprofile-10) #tcont 3 dba-profile-id 30

huawei (config-gpon-lineprofile-10) #tcont 4 dba-profile-id 40

Add GEM ports which are used to carry service streams of the ETH type and bind the GEM
ports to T-CONTs. Set the QoS mode to priority-queue (default).

® HSI service: Add a GEM port which ID is 1 and bind the GEM port to T-CONT 1.
® VoIP service: Add a GEM port which ID is 2 and bind the GEM port to T-CONT 2.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 206
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

® Wi-Fi service: Add a GEM port which ID is 3 and bind the GEM port to T-CONT 3.

® U2560 management channel: Add a GEM port which ID is 4 and bind the GEM port
to T-CONT 4.

(1 noTE

a. To change the QoS mode, run the qos-mode command to configure the QoS mode to gem-car or flow-
car, and run the gem add command to configure the ID of the traffic profile bound to the GEM port.

b. When the QoS mode is PQ, the default queue priority is 0; when the QoS is flow-car, traffic profile 6
is bound to the port by default (no rate limitation); when the QoS mode is gem-car, traffic profile 6 is
bound to the port by default (no rate limitation).

huawei

huawei

huawei
huawei

config-gpon-lineprofile-10) #gem add 1 eth tcont 1
config-gpon-lineprofile-10) #gem add 2 eth tcont 2
config-gpon-lineprofile-10) #gem add 3 eth tcont 3
config-gpon-lineprofile-10) #gem add 4 eth tcont 4

Configure the mapping between the GEM port and the ONT-side service to the VLAN
mapping mode (default) and map the service port of CVLAN 20 to the GEM port.

® HSI service: Map user-side VLAN 10 to GEM port 1.

® VoIP service: Map user-side VLAN 20 to GEM port 2.

® Wi-Fi service: Map user-side VLAN 40 to GEM port 3.

® U2560 management channel: Map user-side VLAN 50 to GEM port 4.

huawei

config-gpon-lineprofile-10) #mapping-mode vlan
huawei (config-gpon-lineprofile-10) #gem mapping 1 1 vlan 10
huawei (config-gpon-lineprofile-10) #gem mapping 2 2 vlan 20
)
)

huawei (config-gpon-lineprofile-10) #gem mapping 3 3 vlan 40
huawei (config-gpon-lineprofile-10) #gem mapping 4 4 vlan 50

After the configurations are complete, run the commit command to make the configured
parameters take effect.

huawei (config-gpon-lineprofile-10) #commit
huawei (config-gpon-lineprofile-10) #quit

Configure an ONT service profile.
The ID of the VLAN to which ETH port 1 belongs is 10.

The number of ports configured in the service profile must be the same as the actual number
of ONT ports. The flowing table lists the port capabilities ofHG8010/HG8240B/HG8245T/
HG8247T. The HG8247 is used as an example.

Product Number of Number of POTS | Number of CATV
ETH Ports Ports Ports
HG8&010 1 - -
HG8240/HG8240B | 4 2 -
HG8242 4 2 1
HG8245/HG8245T | 4 2 -
HG8247/HG8247T | 4 2 1
(0 noTE

The port vlan command is use for specifying a port VLAN and managing the attribute of the UNI port
on the ONT remotely. This command is applicable for only the L2 service (L2 Internet access service)
when the ONT functions as a bridge device. When the ONT functions as a gateway device, the
configuration of the port VLAN is implemented on the ONT Web page, NMS, or U2560 server.
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huawei (config) #ont-srvprofile gpon profile-id 10
huawei (config-gpon-srvprofile-10) #ont-port eth 4 pots 2 catv 1
huawei (config-gpon-srvprofile-10) #port vlan eth 1 10

After the configurations are complete, run the commit command to make the configured
parameters take effect.

huawei (config-gpon-srvprofile-10) #commit
huawei (config-gpon-srvprofile-10) #quit

(Optional) Configure an alarm profile.

® The ID of the default GPON alarm profile is 1. The thresholds of all the alarm parameters
in the default alarm profile are 0, which indicates that no alarm is reported.

® In this example, the default alarm profile is used, and therefore the configuration of the
alarm profile is not required.

® Run the gpon alarm-profile add command to configure an alarm profile, which is used
for monitoring the performance of an activated ONT line.

Step4 Add an ONT on the OLT.

The ONT is connected to the GPON port of the OLT through optical fibers. The service can be
configured only after an ONT is successfully added on the OLT.

Two ONTs are connected to GPON port 0/1/1. The ONT IDs are 1 and 2, the SNs are
6877687714852900 and 6877687714852901, the management mode is OMCI, and ONT line
profile 10 and service profile 10 are bound to the two ONTs.

1.

Add an ONT offline.

If the password or SN of an ONT is obtained, you can run the ont add command to add
the ONT offline.

huawei (config) #interface gpon 0/1

huawei (config-if-gpon-0/1) #font add 1 1 sn-auth 6877687714852900 omci ont-
lineprofile-id 10 ont-srvprofile-id 10

huawei (config-if-gpon-0/1) #font add 1 2 sn-auth 6877687714852901 omci ont-
lineprofile-id 10 ont-srvprofile-id 10

Automatically find an ONT.

If the password or SN of an ONT is unknown, run the port portid ont-auto-find command
in the GPON mode to enable the ONT auto-find function of the GPON port. Then, run the
ont confirm command to confirm the ONT.

huawei (config) #interface gpon 0/1
huawei (config-if-gpon-0/1) #port 1 ont-auto-find enable
huawei (config-if-gpon-0/1) #display ont autofind 1
//After this command is executed, the information about all ONTs connected
to
the GPON port through the optical splitter is displayed.

Number 01

F/S/P : 0/1/1

Ont SN : 6877687714852900
Password :

VenderID : HWTC

Ont Version : 120D0010

Ont SoftwareVersion : V1IR003CO0O0

Ont EquipmentID : 247
Ont autofind time : 2011-02-10 14:59:10

Number : 2
F/S/P : 0/1/1
Ont SN : 6877687714852901
Password :
VenderID : HWTC
Ont Version : 120D0010
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Ont SoftwareVersion : VIR003CO00
Ont EquipmentID : 247
Ont autofind time : 2011-02-10 14:59:12

huawei (config-if-gpon-0/1) #ont confirm 1 ontid 1 sn-auth 6877687714852900 omci
ont-lineprofile-id 10 ont-srvprofile-id 10
huawei (config-if-gpon-0/1) #ont confirm 1 ontid 2 sn-auth 6877687714852901 omci
ont-lineprofile-id 10 ont-srvprofile-id 10

(1 noTE

If multiple ONTs of the same type are connected to a port and the same line profile or service profile is
bound to the ONTs, you can add ONTs in batches by confirming the auto discovered ONTs in batches to
simplify the operation and increase the configuration efficiency. For example, the preceding command
can be modified as follows:

huawei (config-if-gpon-0/1) font confirm 1 all sn-auth omci ont-lineprofile-id
10 ont-srvprofile-id 10

(Optional) Bind an alarm profile to the ONT.

In this example, bind the default alarm profile, namely alarm profile 1 to the ONT.

huawei (config-if-gpon-0/1) #ont alarm-profile 1 1 profile-id 1
huawei (config-if-gpon-0/1) #ont alarm-profile 1 2 profile-id 1

Step 5 Confirm that the ONT goes online normally.

After an ONT is added, run the display ont info command to query the current status of the
ONT. Ensure that Control flag of the ONT is active, Run State is online, Config state is
normal, and Match state is match.

huawei (config-if-gpon-0/1) #display ont info 1 1

F/S/P : 0/1/1
ONT-ID 01
Control flag : active //Indicates that the ONT is
activated.
Run state : online //Indicates that the ONT goes online
normally.
Config state : normal //Indicates that the configuration status of
the
ONT is normal.
Match state : match //Indicates that the capability profile bound
to
the ONT is consistent with the actual
capability

of the ONT.
//The rest of the response information is omitted.

If the ONT state fails, the ONT fails to be in the up state, or the ONT does not match, check the
ONT state by referring to the above-mentioned descriptions.

If Control flag is deactive, run the ont activate command in the GPON port mode to activate
the ONT.

If the ONT fails to be in the up state, that is, Run state is offline, the physical line may be
broken or the optical transceiver may be damaged. You need to check both the material and
the line.

If the ONT state fails, that is, Config state is failed, the ONT capability set outmatches the
actual ONT capabilities (For details about the ONT actual capabilities, see Reference of
GPON ONT Capability Sets). In this case, run the display ont failed-configuration
command in the diagnosis mode to check the failed configuration item and the failure cause.
Then, rectify the fault according to actual conditions.

(1 noTE

If an ONT supports only four queues, the values of 4-7 of the priority-queue parameter in the gem add
command are invalid. After configuration recovers, Config state will be failed.
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® Ifthe ONT does not match, that is, Match state is mismatch, the port types and number of
ports undermatch the actual port types and number of ports supported by the ONT. In this
case, run the display ont capability command to query the actual capability of the ONT,
and then select one of the following modes to modify the ONT configuration:

- Create a proper ONT profile according to the actual capability of the ONT, and then run
the ont modify command to modify the configuration data of the ONT.

- Modify the ONT profile according to the actual capability of the ONT and save the
modification. Then, the ONT automatically recovers the configuration successfully.

Step 6 Specify the native VLAN for the ONT port.
ETH port 1 on the ONT is connected to the PC and the native VLAN is VLAN 10.

(1 noTE

The ont port native-vlan command is used for configuring the native VLAN of an ETH port. When a packet
is transmitted to the ONT, a VLAN tag is added to the packet; when a packet is transmitted out of the ONT, the
VLAN tag is removed from the packet. This command is applicable for only the L2 service (L2 Internet access
service) when the ONT functions as a bridge device. When the ONT functions as a gateway device, the
configuration of the port VLAN is implemented on the ONT Web page, NMS, or U2560 server.

huawei (config-if-gpon-0/1) #ont port native-vlan 1 1 eth 1 vlan 10
huawei (config-if-gpon-0/1) #ont port native-vlan 1 2 eth 1 vlan 10

Step 7 Configure traffic profiles.

You can run the display traffic table ip command to query the traffic profiles existing in the
system. If the traffic profiles existing in the system do not meet the requirements, you need to
run the traffic table ip command to add a traffic profile.

® HSI service: The profile ID is 8, the CIR is 4 Mbit/s, the priority is 1, and packets are
scheduled according to the priority carried.

® VoIP service: The profile ID is 9, no rate limitation in the upstream and downstream
directions, the priority is 6, and packets are scheduled according to the priority carried.

® Wi-Fi service: The profile ID is 10, the CIR is 6 Mbit/s, the priority is 1, and packets are
scheduled according to the priority carried.

® U2560 management channel: The profile ID is 11, no rate limitation in the upstream and
downstream directions, the priority is 7, and packets are scheduled according to the priority
carried.

huawei (config-if-gpon-0/1) #quit

huawei (config) #traffic table ip index 8 cir 4096 priority 1 priority-policy tag-In-

Package

huawei (config) #traffic table ip index 9 cir off priority 6 priority-policy tag-In-

Package

huawei (config) #traffic table ip index 10 cir 6144 priority 1 priority-policy tag-In-

Package

huawei (config) #traffic table ip index 11 cir off priority 7 priority-policy tag-In-

Package

Step 8 Create service ports.

® HSI service: Set the service port indexes to 1 and 2, SVLAN ID to 100, GEM port ID to 1,
and CVLAN ID to 10. Use traffic profile 8.

® VolIP service: Set the service port indexes to 3 and 4, SVLAN ID to 200, GEM port ID to 2,
and CVLAN ID to 20. Use traffic profile 9.

® Wi-Fi service: Set the service port indexes to 5 and 6, SVLAN ID to 400, GEM port ID to
3, and CVLAN ID to 40. Use traffic profile 10.

® U2560 management channel: Set the service port indexes to 7 and 8, SVLAN ID to 500,
GEM port ID to 4, and CVLAN ID to 50. Use traffic profile 11.
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huawei (config) #service-port 1 vlan 100 gpon 0/1/1 ont 1 gemport 1 multi-service
user-vlan 10 rx-cttr 8 tx-cttr 8

huawei (config) #service-port 2 vlan 100 gpon 0/1/1 ont 2 gemport 1 multi-service
user-vlan 10 rx-cttr 8 tx-cttr 8

huawei (config) #service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-service
user-vlan 20 rx-cttr 9 tx-cttr 9

huawei (config) #service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-service
user-vlan 20 rx-cttr 9 tx-cttr 9

huawei (config) #service-port 5 vlan 400 gpon 0/1/1 ont 1 gemport 3 multi-service
user-vlan 40 rx-cttr 10 tx-cttr 10

huawei (config) #service-port 6 vlan 400 gpon 0/1/1 ont 2 gemport 3 multi-service
user-vlan 40 rx-cttr 10 tx-cttr 10

huawei (config) #service-port 7 vlan 500 gpon 0/1/1 ont 1 gemport 4 multi-service
user-vlan 50 rx-cttr 11 tx-cttr 11

huawei (config) #service-port 8 vlan 500 gpon 0/1/1 ont 2 gemport 4 multi-service
user-vlan 50 rx-cttr 11 tx-cttr 11

Step 9 Configure the queue scheduling mode.

Use the 3PQ+5WRR queue scheduling. Queues 0-4 adopt the WRR mode, with the weights of
10, 10, 20, 20, and 40 respectively; queues 5-7 adopt the PQ mode.

1 NoTE

Queue scheduling is a global configuration. You need to configure queue scheduling only once on the OLT, and
then the configuration takes effect globally. In the subsequent phases, you do not need to configure queue
scheduling repeatedly when configuring other services.

huawei (config) #queue-scheduler wrr 10 10 20 20 40 0 0 O

Configure the mapping between queues and 802.1p priorities. Priorities 0-7 map queues 0-7
respectively.

huawei (config) #cos-queue-map cos0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7
7

For the service board that supports only four queues, the mapping between 802.1p priorities and
queue IDs is as follows: priorities 0 and 1 map queue 1; priorities 2 and 3 map queue 2; priorities
4 and 5 map queue 3; priorities 6 and 7 map queue 4.

Step 10 Save the data.

huawei (config) #save

—End

Configuration File

vlan 100,200,400,500 smart

vlan attrib 100 stacking

port vlan 100,200,400,500 0/19 0O

arp proxy enable

interface vlanif 200

arp proxy enable

quit

dba-profile add profile-id 10 typed4 max 102400
dba-profile add profile-id 20 type3 assure 30720 max 102400
dba-profile add profile-id 30 typed4 max 204800
dba-profile add profile-id 40 type2 assure 30720
ont-lineprofile gpon profile-id 10

tcont 1 dba-profile-id 10

tcont 2 dba-profile-id 20

tcont 3 dba-profile-id 30

tcont 4 dba-profile-id 40

gem add 1 eth tcont 1

gem add 2 eth tcont 2

gem add 3 eth tcont 3

gem add 4 eth tcont 4

mapping-mode vlan
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gem mapping 1 1 vlan 10
gem mapping 2 2 vlan 20
gem mapping 3 3 vlan 40

gem mapping 4 4 vlan 50

commit

quit

ont-srvprofile gpon profile-id 10

ont-port eth 4 pots 2 catv 1

port vlan eth 1 10

commit

quit

interface gpon 0/1

port 1 ont-auto-find enable

display ont autofind 1

ont confirm 1 ontid 1 sn-auth 6877687714852900 omci ont-lineprofile-id 10 ont-
srvprofile-id 10

ont confirm 1 ontid 2 sn-auth 6877687714852901 omci ont-lineprofile-id 10 ont-
srvprofile-id 10

ont alarm-profile 1 1 profile-id 1

ont alarm-profile 1 2 profile-id 1

ont port native-vlan 1 1 eth 1 vlan 10

ont port native-vlan 1 2 eth 1 vlan 10

quit

traffic table ip index 8 cir 4096 priority 1 priority-policy tag-In-Package
traffic table ip index 9 cir off priority 6 priority-policy tag-In-Package
traffic table ip index 10 cir 6144 priority 1 priority-policy tag-In-Package
traffic table ip index 11 cir off priority 7 priority-policy tag-In-Package
service-port 1 vlan 100 gpon 0/1/1 ont 1 gemport 1 multi-service user-vlan 10 rx-
cttr 8 tx-cttr 8

service-port 2 vlan 100 gpon 0/1/1 ont 2 gemport 1 multi-service user-vlan 10 rx-
cttr 8 tx-cttr 8

service-port 3 vlan 200 gpon 0/1/1 ont 1 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

service-port 4 vlan 200 gpon 0/1/1 ont 2 gemport 2 multi-service user-vlan 20 rx-
cttr 9 tx-cttr 9

service-port 5 vlan 400 gpon 0/1/1 ont 1 gemport 3 multi-service user-vlan 40 rx-
cttr 10 tx-cttr 10

service-port 6 vlan 400 gpon 0/1/1 ont 2 gemport 3 multi-service user-vlan 40 rx-
cttr 10 tx-cttr 10

service-port 7 vlan 500 gpon 0/1/1 ont 1 gemport 4 multi-service user-vlan 50 rx-
cttr 11 tx-cttr 11

service-port 8 vlan 500 gpon 0/1/1 ont 2 gemport 4 multi-service user-vlan 50 rx-
cttr 11 tx-cttr 11

queue-scheduler wrr 10 10 20 20 40 0 0 O

cos—-queue-map cosO0 0 cosl 1 cos2 2 cos3 3 cos4 4 cos5 5 cos6 6 cos7 7

save

3.4.2 Data Plan

This topic plans the data in a unified manner for various example networks of connecting ONTs
in the FTTH GPON access mode. Subsequent examples are configured based on the following
data plan.

Table 3-12 shows the unified data plan for the HSI service, VoIP service and Wi-Fi service in
an FTTH network.
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Table 3-12 Data plan for connecting ONTs in the FTTH GPON access mode

Configurat | Data Item | Detailed Data Remarks
ion Item
WAN port HSI service | ® Service type: Internet ® For configuring HSI
data (Layer 3 ® Connection mode: routing service or Wi-Fi
routing) service, Internet or a
® VLANID: 10 combination
® [P address obtainment containing Internet

mode: PPPoE (user name:
iadtest@pppoe, password:

must be selected as the
service type. For

iadtest) configuring VolP
® 802.1p: 1 service, VoIP or a
° function: I combination
NAT function: enable containing VoIP must
® Boundport: LANT (LAN1 is be selected as the
a Layer 3 LAN) service type.
VoIP service | ® Service type: VoIP ® The VLANID of the
_ ) ONT must be the same
® Connection mode: routing as the user-side VLAN
® VLAN ID: 20 ID configured on the
® [P address obtaining mode: OLT.
DHCP ® PPPoE must use the
® 802.1p: 6 same user name and
password as the upper-
Wi-Fi ® Service type: Internet (not layer BRAS.
service configurable) ® The HSI service
l()L'a(liyer 3 ® Connection mode: bridge involves the Layer 2,
ridge) ® VLAN ID: 40 Layer 3 brldge and
Layer 3 routing modes.
® 802.1p: 1 In the Layer 2 mode, all
® Bound port: SSIDI configurations are
required only on the
Wi-Fi ® Service type: Internet OLT. The application
?IeirV1ce3 ® Connection mode: routing mode of the Layer 3
ayer bridge mode is similar
. ° :
routing) VLANID: 40 to the Layer 2 mode. It
® [P address Obtainment is recommended that
mode: PPPoE (user name: you use the Layer 2
iadtest@pppoe, password: mode.
iadtest) ® The Wi-Fi service does
® §802.1p: 1 not support the Layer 2
® NAT function: enable mode.
® Bound port: SSID1
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Configurat | Data Item | Detailed Data Remarks
ion Item

VolIP service | SIP ® [P address of the primary The software version that
data parameters server: 200.200.200.200 supports SIP is

® Port ID of the primary V200R005C00.

server: 5060
® Home domain name:
softx3000.huawei.com
® Digitmap: x.S|x.# (Default)
® User 1:

- Phone number:
88001234

- Authentication user
name:
88001234@softx3000.h
uawei.com

- Password: 1adtest1
® User 2:

- Phone number:
88001235

- Authentication user
name:
88001235@softx3000.h
uawei.com

- Password: iadtest2

H.248 ® Primary MGC address: The software version that
parameters 200.200.200.200 supports H.248 is

® Primary MGC port: 2944 V200R005CO01.
® MID format: domain name

® MG domain name:
6877687714852901

® TID: A0 and Al

Wi-Fi SSID1 ChinaNet-huawei -
service

Security WPA Pre-Shared Key

mode

WPA ® TKIP&AES

encryption

® Key: chinahuawei
mode

3.4.3 Locally Logging in to the Web Interface

This topic describes the data plan and procedure for logging in to the Web configuration
interface.
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Context

Before setting up the configuration environment, ensure that data information listed in Table

3-13 is available.

Table 3-13 Data plan

Item

Description

User name and password

Default settings:
® Administrator:
- User name: telecomadmin
- Password: admintelecom
® Common user:
- User name: root

- Password: admin

LAN IP address and subnet mask

Default settings:
® IP address: 192.168.100.1
® Subnet mask: 255.255.255.0

IP address and subnet mask of the PC

Configure the IP address of the PC to be in
the same subnet as the LAN IP address of the
HG8010/HG8240B/HGR245T/HG8247T.

For example:
® [P address: 192.168.100.100
® Subnet mask: 255.255.255.0

Procedure

Step 1 Use a network cable to connect the LAN port of the HG8010/HG8240B/HG8245T/HG8247T

to a PC.

Step 2 Ensure that the Internet Explorer (IE) of the PC does not use the proxy server. The following
section considers IE 6.0 as an example to describe how to check whether the IE uses the proxy

SCrver.

1. Start the IE, and choose ToolsInternet Options from the main menu of the IE window.
Then, the Internet Options interface is displayed.

2. In the Internet Options interface, click the Connections tab, and then click LAN

settings.

3. Inthe Proxy server area, ensure that the Use a proxy server for your LAN (These settings
will not apply to dial-up or VPN connections). check box is not selected (that is, without
the " ¥ " sign). If the check box is selected, deselect it, and then click OK.

Step 3 Set the IP address and subnet mask of the PC. For details, see Table 3-13.

Step 4 Log in to the Web configuration interface.
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2.

Enter http://192.168.100.1 in the address bar of IE (192.168.100.1 is the default IP address
of the HG8010/HG8240B/HG8245T/HG8247T), and then press Enter to display the login
interface, as shown in Figure 3-8.

Figure 3-8 Login interface

W HGs247

HUAWEI [English] [P3r]

ORI 9 Huzvwei Technologies Co., Lid. &l rights

In the login interface, enter the use name and password, and select your preferred language.
For details about default settings of the user name and password, see Table 3-13. After the
password authentication is passed, the Web configuration interface is displayed.

—--End

3.4.4 Configuring the Internet Access Service on the Web Page

Prerequisite

Context

This topic provides an example of how to configure the Internet access service on the Web page.

The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).

You have established the environment for logging in to the Web page for service
configuration and have successfully logged in to the Web page. For details, see 3.4.3
Locally Logging in to the Web Interface.

The user-side PC must be connected with the LAN port of an ONT by using network cables.

The Internet access service includes the Layer 2 Internet access service and Layer 3 Internal
access service.

Layer 2 Internet access service: The PPPoE dialup is performed on the PC. The IP address
is allocated by the upper-layer BRAS. The ONT is connected to the OLT and then to the
upper-layer network in the Layer 2 mode to provide the high-speed Internet access service.

Layer 3 Internet access service: The PPPoE auto dialup is performed on the ONT. The IP
address is allocated by the DHCP IP address pool on the ONT. The ONT is connected to

the OLT and then to the upper-layer network in the Layer 3 mode to provide the high-speed
Internet access service.

You do not need to configure the Layer 2 Internet access service on the ONT, but you need to
only enable the Layer 2 service channels between the OLT and ONT. This topic describes only
how to configure the Layer 3 Internet access service.
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Procedure

Step1 Configure the working mode of a LAN port.

1.

2.

In the navigation tree, choose LAN > LAN Port Work Mode. Select the check box of

LAN 1 and set LAN1 to work in the Layer 3 mode.
LAN = LAN Paortork Mode

O this page, you can configure the LAN ports towaork in layver3 mode by selecting the corresponding check boxThe layers
parts will be assigned as HG ports.

LAN1 [ LANZ [ Lawz [ Lan4

Apply Cancel

Click Apply to apply the configuration.

Step 2 Configure parameters of a WAN port.

1.
2.

In the navigation tree, choose WAN > WAN Configuration.

In the right pane, click New. In the dialog box that is displayed, configure parameters of a
WAN port as follows:

WAN Connection: Enable

Service List: INTERNET (For configuring the Internet access service, INTERNET or
a combination containing INTERNET needs to be selected.)

Mode: Route

VLAN ID: 10 (The VLAN ID of the ONT must be the same as the user-side VLAN ID
configured on the OLT.)

802.1p: 1
IP Acquisition Mode: PPPoE
NAT: Enable (NAT must be enabled to configure the Internet access service.)

User Name: iadtest@pppoe, Password: iadtest (The user name and password must be
the same as the user name and password configured on the BRAS.)

Binding options: LAN1
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WAk = YA Configuration

On this page, you can configure VWAl parameters. The ONT home gateway uses the WAN interface to communicate with
the upper-layer netwark equipment, and the parameters must be consistent far both.

(RI=10 Delete

Connection Name VLAN/Priority IP Acquisition Mode
Enable YWaM Connection:
wode: Route v
Service List: IMTERMET ~
WLAM D 10 *(0-4094)
a02.1p: 1 w
fultiCast WLAM 1D: (1-4094)

IP Acquisition Mode:

O DHoP O Static @ PPPoE

Enable MAT:
User Marme: jadtesti@pppoe *1-631Characters
Password: sesseee F1-63Characters
Dial Method: Auta w
- . LAMT O Lanz
Binding options:
O 5101

Apply Cancel
3. Click Apply to apply the configuration.

Step 3 Save the configuration.

Choose System Tools > Configuration File from the navigation tree. In the right pane, click
Save Configuration.
System Tools = Configuration File

You can click "Save Configuration” to save the current configuration to the flash memary.

Save Configuration

You can click "Download Configuration File" to back up the current configuration.

Download Configuration File

Ifyou enterthe path of the configuration file and then click "Upload Configuration File®, your horme gatesay will be updated
with the saved configuration file.

Configuration File: Browse. .. Upload Configuration File

Step 4 Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane, Status is
Connected and the obtained IP address is displayed at IP.
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Status = WAN Information
(O this page, vou can query the connection status and line status of the YA interface.
IP Acquisition Subnet o
WAN Name Status IP Address VLANPriority MAC Address  Connect
Mode Mask
1_INTERMNET_R_WID_10 Disconnected PPPOE 192 1681162 255.2585.255.0 1001 78:10:BAZCAF 34 AlwaysOn
—-End
Result

® Layer 2 Internet access service: The PPPoE dialup is performed on the PC. After the dialup
is successfully performed, the user can access the Internet.

® Layer 3 Internet access service: The PC is configured to obtain the IP addresses
automatically. After the PPPoE dialup is successfully performed on the ONT, the PC can
automatically obtain the IP addresses allocated by the ONT, and the user can access the
Internet.

3.4.5 Configuring the SIP-based Voice Service on the Web Page

This topic provides an example of how to configure the SIP-based voice service on the Web

page.
Prerequisite
® The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).
®  You have established the environment for logging in to the Web page for service
configuration and have successfully logged in to the Web page. For details, see 3.4.3
Locally Logging in to the Web Interface.
® Two telephone sets must be available and each must be connected to ports TEL1 and TEL2
respectively on the ONT.
Context
(O noTE
Some voice parameters cannot be configured on the Web page but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.1 Operation Guide on
the XML Configuration File (on the Web Page).
Procedure

Step1 Configure parameters of the voice WAN port.

1. In the navigation tree, choose WAN > WAN Configuration.

2. In the right pane, click New. In the dialog box that is displayed, configure parameters of
the WAN port as follows:

® WAN Connection: Enable

® Service List: VoIP (For configuring the VoIP service, VoIP or a combination containing
VoIP needs to be selected.)

® Mode: Route
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3.

® VLANID: 20 (The VLAN ID of the ONT must be the same as the user-side VLAN ID
configured on the OLT.)

® 802.1p: 6
® [P Acquisition Mode: DHCP

AN = WYWAN Configuration

0n this page, wou can configure WWAN parameters. The OMT home gateweay uses the WAk interface to communicate with
the upper-layver netwark equipment, and the parameters must be consistent for both.

[R1=0 Delete
Connection Name VLANPriority IP Acquisition Mode
F 1_INTERMNET_R_%ID_10 1001 PPPoE
Enable WaN Connection:
Mode: Foute v
Service List WOIP -
WLAM D 20 *0-4094)
a02.1p: 3] w
IP Acquisition Mode: @ DHoP O static O PPPoE
Vendor 1D (The vendor ID must be 0 - B3 characters in length. )

Apply Cancel

Click Apply to apply the configuration.

Step 2 Configure parameters of the SIP-based voice interface.

1.
2.

In the navigation tree, choose Voice > VoIP Interface Configuration.

In the right pane, configure parameters of the SIP-based voice interface as follows (other
parameters use the default settings):

® Sct Proxy Server Address below Primary Server to 200.200.200.200.
® Home Domain: softx3000.huawei.com

® Signaling Port: 1 VOIP_ R VID 20

® Region: CN — China

(1 noTE

® The parameters of the SIP-based voice interface must be consistent with the corresponding
configuration on the softswitch.

® [f dual-homing is configured, Proxy Server Address below Secondary Server must be configured.

® [fSignaling Port is empty, the parameter value is the same as Media Port. If the upper-layer network
requires isolation of media streams from signaling streams, create different traffic streams for the
media streams and signaling streams on the OLT, create different WAN ports on the ONT, and bind
the created WAN ports to Media Port and Signaling Port.
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Yioice = YolP Basic Caonfiguration
Interface Basic Parameters
Onthis page, vou can setthe basic parameters for the woice interface.
Primary Prowy Address: 200.200.200.200 “{IF or Dormain)
Primary Proxy Port: o060 ‘{1-65535)
Standby Proxy Address: (IF or Domain)
Standby Prowxy Port: o060 (1-65535)
Harne Daomain: s0fte3000.huawei.com (IP or Domain)
Local Port: o060 ‘{1-65535)
wSle#
Digitrnap:
Digitrnap Match Mode: M w
Renistration Period: 600 (Lints){1 ~65534)
Signaling Pott 1_WOIP_R_WID_20 % | (Selectthe name ofthe WAk that will carry the vaice signaling
messages.)
S, 1_WOIP_R_WID_20 % | {Select the name of the WAk that will carry the voice media. The
media pof is same with sighaling portwhen itis empy)
Region; CN- China v
Anply Cancel
3. Click Apply to apply the configuration.
Step 3 Configure parameters of the SIP-based voice users.
1. In the navigation tree, choose Voice > VoIP User Configuration.
2. In the right pane, configure parameters of voice user 1 as follows:
® Register User Name: 80001234
® Auth User Name: 80001234@softx3000.huawei.com
® Password: iadtestl
® Associated POTS: 1 (binding port TEL1 on the ONT)
® Sclect Enable to enable the voice user configuration.
Click Apply to apply the configuration.
4. In the right pane, click New to add voice user 2, and configure parameters of voice user 2
as follows:
® Register User Name: 80001235
® Auth User Name: 80001235@softx3000.huawei.com
® Password: iadtest2
® Associated POTS: 2 (binding port TEL2 on the ONT)
® Sclect Enable to enable the voice user configuration.
5. Click Apply to apply the configuration.
(O noTE
® The parameters of the SIP-based voice user must be consistent with the corresponding configuration on the
softswitch.
® [f Associated POTS is 1, port TEL1 on the ONT is bound. If Associated POTS is 2, port TEL2 on the ONT
is bound.
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User Basic Parameters

On this page, you can setthe basic parameters for the voice users.

M Delete
Sequence b Auth User Name Password Associated
Name POTS
4 1 280001234 80001 234@soft3000.huawei.cam s 1
2 - B s 5
Enable User:
Register User Marme: ano0123s " Telphone Murmber
Associated POTS: 2 hd

Auth User Narne: 80001 235@s0fa000.huawy| (The length must be between 0-64.)

Password: LA Ll L] (The length must be hetween 0-64.)

Apply Cancel

Step 4 Save the configuration.
Choose System Tools > Configuration File from the navigation tree. In the right pane, click

Save Configuration.
System Tools = Configuration File

You can click "Save Configuration” to save the current configuration to the flash memory.

Save Configuration

You can click "Download Configuration File" to back up the current configuration.
Download Configuration File
Ifyou enter the path ofthe configuration file and then click "Upload Configuration File", your horme gateway will be updated

with the saved configuration file.

Canfiguratian File: Browse. . Upload Configuration File

Step 5 Restart the voice process.
In the navigation tree, choose Status > VoIP Information. In the right pane, click Restart

VoIP.

Status = VoIP Infarmation

Onthis page, you can guery the vaice user list and status.

Sequence Register User Name(Telephone Number) User Status Call Status
1 20001234 Registering Idle
2 20001235 Registering Idle

To restart the VolP semice, click "RestartVolP".

Restart YoIP
Step 6 Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane, Status is
Connected and the obtained IP address is displayed at IP.
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Status = WAN Information

On this page, you can query the connection status and line status of the WAk interface.

WAN Name Status IP Acquisition Mode IP Address Subnet Mask VLANPriority  MAC Address Connect
1_WOIP_R_¥ID_20 Connected DHCP 192168.11.52 2652852560 206 T810:BAZCOF 34 AlwaysOn

Step 7 Check the registration status of the voice user.

In the navigation tree, choose Status > VoIP Information. In the right pane, User Status is
Up.

Status = VolP Infarmation

On this page, you can query the voice user list and status.

Sequence Register User Name(Telephone Humber) User Status Call Status
1 20001234 Up Idle
2 20001235 Up Idle

To restart the VaolP serice, click "RestartValP".

Restart wolP
——End

Result

®  User 1 with telephone number 88001234 can call user 2 with telephone number
88001235, and the communication between them is normal. The communication is also
normal for user 2's calling user 1.

®  Check whether the voice communication between users using different ONTs is normal.

3.4.6 Configuring the H.248-based Voice Service on the Web Page

This topic provides an example of how to configure the H.248-based voice service on the Web

page.
Prerequisite
® The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).
®  You have established the environment for logging in to the Web page for service
configuration and have successfully logged in to the Web page. For details, see 3.4.3
Locally Logging in to the Web Interface.
® Two telephone sets must be available and each must be connected to ports TEL1 and TEL2
respectively on the ONT.
Context
(O noTE
Some voice parameters cannot be configured on the Web page but can be configured by importing an XML
configuration file. For details about how to import an XML configuration file, see 3.6.1 Operation Guide on
the XML Configuration File (on the Web Page).
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Procedure

Step1 Configure parameters of the voice WAN port.

1. In the navigation tree, choose WAN > WAN Configuration.

2. In the right pane, click New. In the dialog box that is displayed, configure parameters of
the WAN port as follows:

WAN Connection: Enable

Service List: VoIP (For configuring the VoIP service, VoIP or a combination containing
VoIP needs to be selected.)

Mode: Route

VLAN ID: 20 (The VLAN ID of the ONT must be the same as the user-side VLAN ID
configured on the OLT.)

802.1p: 6
IP Acquisition Mode: DHCP

WAN = WAN Caonfiguration

O this page, you can conflgure WAk parameters. The ONT home gateway uses the YWaAN interface to communicate with
the upper-layer netwark equiprment, and the parameters must be consistent for both.

RET Delete
Connection Name VLANPriority IP Acquisition Mode
il 1_INTERNET_R_WID_10 101 FPPOE
Enable WaAN Connection:
Mode: Route -
Service List VOIF w
WLAM ID: 20 *0-4094)
a02.1p: g w
IP Acguisition Mode: @ DHoP O static O PPPOE
Vendar [D: (The vendor ID must be 0 - 63 characters in length. )

Apply Cancel

3. Click Apply to apply the configuration.

Step 2 Configure the parameters of the H.248-based voice interface.

1. In the navigation tree, choose Voice > VoIP Interface Configuration.

2. In the right pane, configure the parameters of the H.248-based voice interface as follows
(other parameters use the default settings):

Set MGC Address below Primary Server to 200.200.200.200.
MID Format: DomainName

MG Domain: 6877687714852901

Signaling Port: 1 VOIP R VID 20

Region: CN — China
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3.

(1 noTE

The parameters of the H.248-based voice interface must be consistent with the corresponding
configuration on the media gateway controller (MGC).

If dual-homing is configured, MGC Address below Secondary Server must be configured.

MID Format can be set to Domain Name, IP, or Device. If MID Format is set to Domain Name
or Device, the setting must be consistent with the corresponding configuration on the MGC.

Domain Name is ONT's domain name registered on the MGC. It is globally unique. Domain
Name in this example is ONT's SN.

If Media Port is empty, the parameter value is the same as Signaling Port. The media streams are
not isolated from signaling streams. If the upper-layer network requires isolation of media streams
from signaling streams, create different traffic streams for the media streams and signaling streams
on the OLT, create different WAN ports on the ONT, and bind the created WAN ports to Media
Port and Signaling Port.

Profile Index can be set to Default, BT, FT, KPN, PCCW, ZTE, or BELL. Choose the value based
on the MGC type. Profile Index is set to Default (indicating interconnection with Huawei MGC) in
this example. If the settings do not meet requirements, configure UserDefine. For details about how
to configure this parameter, contact Huawei technical support.

Yoice = VolP Basic Configuration

Interface Basic Parameters

Cn this page, you can setthe basic parameters for the voice interface.

Primary MGC Address: 200.200.200.200 “{IP ar Darnain

Prirnary MGC Port: 2844 "1-655349)

Standhy MGC Address: {IF or Domainy

Standby MGC Port: 2844 (1-68539)

MG Domain: GETTEETT14852901

Local Pott: 2844 "(1-655349)

Device Mame:

WID Format: DomainMame -

Digitmap Match Mode: in b

RTP TID Prefix: Al00

Start Mumber of RTP TID: a

Width of RTP TID Mumber: G

Signaling Port 1_WOIP_R_WID_20 %[ (Select the name of the WA that will carry the voice signaling
messages.)

Media Port 1_VOIP_R_VID_20 % | (Select the name of the WAR that will carry the voice media. The
media part name is same with signaling port name when itis emply.)

Region: CM - China w

Apply Cancel

Click Apply to apply the configuration.

Step 3 Configure parameters of the H.248-based voice users.

In the navigation tree, choose Voice > VoIP User Configuration.

In the right pane, configure the parameters of voice user 1 as follows:
® Line Name: A0
® Associated POTS: 1 (binding port TEL1 on the ONT)

® Sclect Enable Line Name to enable the voice user configuration.

Click Apply to apply the configuration.
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4. Intheright pane, click New to add voice user 2, and configure the parameters of voice user
2 as follows:

® Line Name: Al

® Associated POTS: 2 (binding port TEL2 on the ONT)

® Sclect Enable Line Name to enable the voice user configuration.
5. Click Apply to apply the configuration.
(0 noTE

® The terminal IDs A0 and A1 must be consistent with the corresponding configuration on the MGC.

® [f Associated POTS is 1, port TEL1 on the ONT is bound. If Associated POTS is 2, port TEL2 on the ONT
is bound.

User Basic Parameters

Qn this page, you can setthe basic parameters for the voice users.

e Deleta
Sequence Line Hame Associated POTS
] AD 1
2
Enahle Line Mame;
Line Mame: Al
Associated POTS: 2w

Apply Cancel

Step 4 Save the configuration.

Choose System Tools > Configuration File from the navigation tree. In the right pane, click
Save Configuration.
Systern Tools = Configuration File

You can click "Save Configuration” to save the current configuration to the flash memaory.

Save Configuration

You can click "Download Configuration File" to back up the current configuration.

Download Configuration File

Ifyou enter the path ofthe configuration file and then click "Upload Configuration File", yvour home gatevway will be updated
with the saved configuration file.

Configuration File: Browse. .. Upload Configuration File

Step 5 Restart the voice process.

In the navigation tree, choose Status > VoIP Information. In the right pane, click Restart
VoIP.
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Status = VaolP Information
Onthis page, you can gquery the woice user list and status.
Sequence Line Name Telephone Number User Status Call Status Interface Status
1 Al -- Registering ldle
Restarting
2 A1 - Registering Idle
Torestart the YolP service, click "Restart VolP".
Restart YolP
Step 6 Check the ONT connection status.
In the navigation tree, choose Status > WAN Information. In the right pane, Status is
Connected and the obtained IP address is displayed at IP.
Status = WARN Information
Qn this page, vou can query the connection status and line status of the WARN interface.
WAN Name Status IP Acquisition Mode IP Address Subnet Mask VLANPriority MAC Address Connect
1_WOIP_R_WID_20 Connected DHCP 192168.11.52 2662852560 206 TEADBAZCOF:34 AlwaysOn
Step 7 Check the registration status of the voice user.
In the navigation tree, choose Status > VoIP Information. In the right pane, User Status is
Up.
Status = WolP Information
O this page, you can query the woice user list and status.
Sequence Line Name Telephone Number User Status Call Status Interface Status
1 A = Up Idle ]
Inserice
2 Al - Up _ Idle
To restart the VolP service, click "Restart VolP".
Restart YolF
—-End
Result

®  User 1 with telephone number 88001234 can call user 2 with telephone number
88001235, and the communication between them is normal. The communication is also
normal for user 2's calling user 1.

(1 noTE

The termination IDs of line 1 and line 2 configured on the MGC correspond to telephone numbers
88001234 and 88001235 respectively.

®  Check whether the voice communication between users using different ONTs is normal.

3.4.7 Configuring the Wi-Fi Access Service on the Web Page

This topic provides an example of how to configure the Wi-Fi access service on the Web page.
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The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).

You have established the environment for logging in to the Web page for service
configuration and have successfully logged in to the Web page. For details, see 3.4.3
Locally Logging in to the Web Interface.

A portable computer with the Wi-Fi function must be available.

The Wi-Fi wireless access service includes the Layer 3 bridge Wi-Fi service and the Layer 3
route Wi-Fi service.

Prerequisite
°
°
°
Context
°
°
Procedure
°

Layer 3 Wi-Fi service: Search for the SSID is performed on the PC. After the user passes
the verification, the PPPoE auto dialup is performed on the PC. The IP address is allocated
by the upper-layer BRAS. The ONT is connected to the OLT and then to the upper-layer
network in the Layer 3 mode to provide the high-speed Internet access service.

Layer 3 route Wi-Fi service: Search for the SSID is performed on the PC. After the user
passes the verification, the PPPoE auto dialup is performed on the PC. The ONT is
connected to the OLT and then to the upper-layer network in the Layer 3 mode to provide
the high-speed Internet access service.

Layer 3 bridge Wi-Fi service
1. Configure the Wi-Fi parameters.

(1) In the navigation tree, choose Wi-Fi > Wi-Fi Basic Configuration.

(2) Select Enable Wireless to enable the Wi-Fi function. Then, set the parameters
as follows:

SSID: ChinaNet-huawei

- Authentication Mode: WPA Pre-Shared Key
- Encryption Mode: TKIP&AES

WPA PreSharedKey: chinahuawei
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WWLAR = WLAN Configuration
On this page, you can setthe WLAN parameters, including the WLAMN switch, S50 configuration, and channel selection.
Enable WWLAN
Basic Configration e Delete
SSID Index  SSID Hame  SSID State  Associated Device Number  Broadcast SSID  Security Configuration
1 WirelessiNet  Enable 32 Enable Uncanfigured
SSID Configuration in Detail
SSID Mame: WirelessMet *
Enahle S5I0:
Associated Device Mumber: 32 &
Broadcast S510:
WM Enable:
Authentication Mode: Open w
Encryption Mode: MNone v
Apply Cancel
Advance Configration
Transmitting Power: 100% w
Regulatary Domain: CHINA v
Channel: Auto v
Channel Width: 20MHz v
Mode:
DTIM Periad: 1 (1-254, default 1)
Beacon Period: 100 ms (20-1000ms, default: 100}
RTE Threshold: 2346 Byte(s) (1-2346 byte, default: 2346)
Frag Threshold: 2346 Bryte(s) (256-2346 hyte, default: 2346)
Apply Cancel
(3) Click Apply to apply the configuration.
2. Configure the parameters of the Layer 3 bridge WAN port.
(1) In the navigation tree, choose WAN > WAN Configuration.
(2) In the right pane, click New. In the dialog box that is displayed, configure
parameters of the WAN port as follows:
- WAN Connection: Enable
- Mode: Bridge
- VLANID: 40 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)
- 802.1p: 1
- Bridge Type: PPPoE Bridged
- Binding options: SSID1
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WAN = WaAN Configuration

On this page, you can configure WAN parameters. The ONT home gateway uses the WAN interface to
communicate with the upper-layer network equipment, and the parameters must be consistent for bath.

Connection Name VLAN/Priority IP Acquisition Mode
MNewlWanConnction
WAN Connection:  New\WanConnction Enable
Semice List:
Noce
VLAM ID- 40 [1-4094]
802 1p-
MultiCast WLAM ID: [1-4094]

Bridge Type: PPPoE_Bridged »

Binding options: SSID1

(1) noTE

When you use Wi-Fi access service in the PPPoE mode, if DHCP is used, you need to set

Bridge Type to IP_Bridged and enable the DHCP relay function. For procedure details, see
4.3.3 DHCP Server Configuration.

(3) Click Apply to apply the configuration.
3. Save the configuration.

Choose System Tools > Configuration File from the navigation tree. In the right
pane, click Save Configuration.
System Tools = Configuration File

ou can click"Save Configuration” to save the current configuration to the flash memaory.

Save Configuration

You can click "Download Configuration File" to hack up the current configuration.

Download Configuration File

Ifyou enter the path ofthe configuration file and then click "Upload Configuration File", yvaur home gateweay will be updated
with the saved configuration file.

Configuration File: Browse... Unpload Configuration File

4. Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane, User
Status is Connected.
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AR = WAN Configuration
(On this pageyou can configure WWARN parameters The OMT home gateway communicates with the upper-layer netwark
equipment through the YWAR interface. During the communication, the parameter settings of the YWAN interface must be
consistentwith those ofthe upper-layver network equipment.
Mewy Delete
Connection Name VLANPriority IP Acquisition Mode
Enahle WAN Connection:
Service List: INTERMET v
Mode: Route v
WLAM 1D: 200 Fi1-4094)
80210 1 w
MultiCast WLAN D (1-4094)
IP Acquisition Made: O DHoP O static & PPPoE
Enable MAT:
Liser Mame: iadtest@pppoe *(1-G3Characters
Password: sesenes Fi1-63Characters
Dial Wethod Auta v
Binding options: .
Apply Cancel
® Layer 3 route Wi-Fi service
1. Configure the Wi-Fi parameters.
(1) In the navigation tree, choose Wi-Fi > Wi-Fi Basic Configuration.
(2) Select Enable Wireless to enable the Wi-Fi function. Then, set the parameters
as follows:
- SSID: ChinaNet-huawei
- Authentication Mode: WPA Pre-Shared Key
- Encryption Mode: TKIP&AES
- WPA PreSharedKey: chinahuawei
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WWLAR = WLAN Configuration

On this page, you can setthe WLAN parameters, including the WLAMN switch, S50 configuration, and channel selection.

Enahble WLAN

Basic Configration e Delete

SSID Index  SSID Hame  SSID State  Associated Device Number  Broadcast SSID  Security Configuration
1 WirelessiNet  Enable 32 Enable Uncanfigured

SSID Configuration in Detail

SSID Mame: WirelessMet *
Enable S5ID:

Associated Device Mumber: 32 *
Broadeast SSID:

Whiht Enable;

Authentication Mode: Open v
Encryption Mode: MNone v

Apply Cancel

Advance Configration

Transmitting Power: 100% w

Regulatary Domain: CHIMA v

Channel: Auto v

Channel Width: 20MHz v

Mode:

DTIM Periad: 1 (1-254, default 1)

Beacon Period: 100 ms (20-1000ms, default: 100}

RTE Threshold: 2346 Byte(s) (1-2346 byte, default: 2346)

Frag Threshold: 2346 Bryte(s) (256-2346 hyte, default: 2346)
Apply Cancel

(3) Click Apply to apply the configuration.

Configure the parameters of the Layer 3 route WAN port.

(1) In the navigation tree, choose WAN > WAN Configuration.

(2) In the right pane, click New. In the dialog box that is displayed, configure the
parameters of the Layer 3 route WAN port as follows:

WAN Connection: Enable

Service List: INTERNET (For configuring the Internet access service,
INTERNET or a combination containing INTERNET needs to be selected.)

Mode: Route

VLAN ID: 40 (The VLAN ID of the ONT must be the same as the user-side
VLAN ID configured on the OLT.)

802.1p: 1
IP Acquisition Mode: PPPoE
NAT: Enable

User Name: iadtest@pppoe, Password: iadtest (The user name and password
must be the same as the user name and password configured on the BRAS.)

Binding options: SSID1
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Status = WAN Information

On this page, you can gquery the connection status and line status of the WARN interface.

IP Acquisition P Subnet VLAN/
WAN Name Status Priority  MAC Address Connect
Maide Address Mask

1_INTERMET_R_¥ID_300 connected PPPOE 192.168.1.98 2552552550 300/ 00:00:00:00:00:03 AlwaysOn

(3) Click Apply to apply the configuration.
3. Save the configuration.

Choose System Tools > Configuration File from the navigation tree. In the right
pane, click Save Configuration.

System Tools = Configuration File

You can click"Sawe Configuration” to save the current configuration to the flash memaony.

Save Configuration

You can click"Download Configuration File" to back up the current configuration.

Download Configuration File

Ifyou enter the path ofthe configuration file and then click "Upload Configuration File", yvaur home gateweay will be updated
with the saved configuration file.

Configuration File: Browese... Upload Configuration File

4. Check the ONT connection status.

In the navigation tree, choose Status > WAN Information. In the right pane,
Status is Connected and the obtained IP address is displayed at IP.

Status > WAM Information

On this page, you can check the connection status and ling status of the WAN interface

WYARN Status IP Acguisition Mode IP Subnet Mask  WYLAN/Priority MAC
1_INTERNET_R_VID_40 Connected PPPoE 92.168.11.62| 2552552560 401 28:6E:D4:0D:BC:ED
—End

Result

® Layer 3 bridge Wi-Fi service: SSID radio signals can be searched on the PC. After the user
enter the authentication key and pass the authentication, the user can access the Internet.

® Layer 3 route Wi-Fi service: SSID radio signals can be searched on the PC. After the user
enter the authentication key and pass the authentication, the PC can obtain the IP address
allocated by the DHCP IP address pool on the ONT. After the PPPoE dialup is successfully
performed on the ONT, the user can access the Internet.

(1 noTE

The security mode and encryption configured on a Wi-Fi terminal must be the same as those of an ONT. If you
cannot find the following encryption modes: TKIP&AES, and AES. The reason may lie in an old Wi-Fi driver
version. If so, replace the old version with a new one.

3.5 Configuring the Service by Using U2560

This topic describes how to configure the Internet access service, VoIP service and Wi-Fi service
by using U2560.
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3.5.1 Preparations

Before configuring services on the U2560, plan data of the entire network in a unified manner
and add the ONT to the U2560.

Commissioning Interoperation Between the U2560 and the ONT Through the Web

Page

Prerequisite

Data Plan

To configure and issue ONT services using the U2560, you need to add the ONT on the U2560

so that the U2560 can manage the ONT.

Before adding an ONT to the U2560, ensure that Layer 2 service channels between the OLT and
the ONT are enabled and the management traffic stream on the U2560 are created. For details,
see Enabling Layer 2 Service Channels Between an OLT and a GPON ONT (on the OLT

CLI).

Table 3-14 provides the data plan for commissioning interoperation between the U2560 and the
ONT through the Web page.

Table 3-14 Data plan for commissioning interoperation between the U2560 and the ONT

through the Web page
Parameter Data Description
Service type of | TR069 When configuring the U2560 management channel,
the WAN you need to select only TR069 or a combination with
interface TRO69. In this example, TR069 is selected.
Connection Route -
mode
VLAN ID of the | 50 The VLAN ID of the WAN interface must be the
WAN interface same as the CVLAN ID configured on the OLT.
Mode of DHCP There are three modes to obtain an IP address:
Osziammg an IP ® DHCP: Obtain an IP address dynamically.
address
® Static: Configure an IP address manually.
® PPPoE: Access in the PPPoE dialup mode.
In this example, the DHCP mode is configured. You
can also select the static or PPPoE mode according
to the data plan of the upper-layer network.
ACS URL http:/ It can be the IP address, port ID, domain name of the
10.11.11.1:9070 ACS server.
Periodical 43200 It is the default value of the system.
notification
interval

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential

234

Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

Flowchart

Procedure

Parameter Data Description

ACS user name | hgw It is the default value of the system.

ACS password | hgw It is the default value of the system.

User name ofa | server It must be the same as that planned on the U2560.
requested

connection

Password of a server It must be the same as that planned on the U2560.
requested

connection

Figure 3-9 shows the flowchart for commissioning interoperation between the U2560 and the
ONT through the Web page.

Figure 3-9 Flowchart for commissioning interoperation between the U2560 and the ONT
through the Web page

C St
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Step1 Configure the parameters of the WAN interface.

1.
2.

In the navigation tree on the left, choose WAN > WAN Configuration.

parameters of the WAN interface as follows:

® WAN Connection: Enable

In the pane on the right, click New. In the dialog box that is displayed, configure the
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® Service List: TR069
® Mode: Route
® VLANID: 50
® 802.1p: 6
® [P Acquisition Mode: DHCP
WAN = WAN Configuration
On this pageyou can canfigure WWak parameters. The OMT home gateway communicates with the upper-layer network
equipment through the WAk interface. During the communication, the parameter settings of the WWAN interface must he
consistent with those of the upper-layer netwark egquipment.
RE= Delete
Connection Name VLANPriority IP Acquisition Mode
Enahle Wi Connection:
Service List: TROGY w
hode: Route W
WLAN 1D 320 Fr1-4094)
802 1p: 1} w
IP Acquisition Mode: ® DHcr O static O PPPoE
Wendor 1D: (The vendor ID must be 0- 63 characters in length. )
Anply Cancel
3. Click Apply to apply the configuration.
Step 2 Configure the TR-069 parameters.
1. Inthe navigation tree on the left, choose System Tools > TR-069.
2. Inthe pane on the right, set the TR-069 client parameters (other parameters use the default
values) as follows:
® ACS URL: http://10.11.11.1:9070
® Connection Request User Name: server
® Connection Request Password: server
Systern Tools = TR-068
ACS parameters config
Ifthe TROES auto-provisioning function is enabled, you can set the ACS parameters of the terminal.
Enable Paeriod Infarm:
Period Inform Interval: 43200 1 - 2147483647]i5)
Period Inform Time: wan-mm-ddThicmmess(For example: 2009-12-20T1 2:23:34)
ACE URL hitpe10.11.11.1:9070 |+
ACS User Marme: b .
ACS Password: e *(The length of passward is hetween 1 and 256)
Connection Request User Mame: server .
Connection Request Passwoard: essese *(The length of password is between 1 and 256)
Apply Cancel
3. Click Apply to apply the configuration.
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Step 3 Save the configuration.
Choose System Tools > Configuration File from the navigation tree. In the right pane, click
Save Configuration.
Systermn Toals = Configuration File
¥ou can click "Save Configuration” to save the current configuration to the lash memory.
Save Configuration
You can click "Download Configuration File" to back up the current configuration.
Download Configuration File
[fyou enter the path ofthe configuration file and then click "Upload Configuration File", yvour home gateway will be updated
with the saved configuration file.
Configuration File: Browse. .. Upload Configuration File
Step 4 Confirm the ONT.
Log in to the U2560 and then choose Subnet view > TR-069 Subnet from WLAN and Home
Network View in the navigation tree on the left. In the pane on the right, right-click and choose
Refresh from the shortcut menu. The reported ONT list is displayed. Then, select the ONT list,
right-click, and choose Confirm from the shortcut menu.
--—--End
Result

On the U2560, you can configure ONT services. For details, see the configuration examples.

3.5.2 Data Plan

This topic plans the data in a unified manner for various example networks of connecting ONTs
in the FTTH GPON access mode. Subsequent examples are configured based on the following

data plan.
Table 3-15 shows the unified data plan for the HSI service, VoIP service and Wi-Fi service in
an FTTH network.
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Table 3-15 Data plan for connecting ONTs in the FTTH GPON access mode

Configurat | Data Item | Detailed Data Remarks
ion Item
WAN port HSI service | ® Service type: Internet ® For configuring HSI
data (Layer 3 ® Connection mode: routing service or Wi-Fi
routing) service, Internet or a
® VLANID: 10 combination
® [P address obtainment containing Internet

mode: PPPoE (user name:
iadtest@pppoe, password:

must be selected as the
service type. For

iadtest) configuring VolP
® 802.1p: 1 service, VoIP or a
° function: I combination
NAT function: enable containing VoIP must
® Boundport: LANT (LAN1 is be selected as the
a Layer 3 LAN) service type.
VoIP service | ® Service type: VolP ® The VLANID of the
_ ) ONT must be the same
® Connection mode: routing as the user-side VLAN
® VLAN ID: 20 ID configured on the
® [P address obtaining mode: OLT.
DHCP ® PPPoE must use the
® 802.1p: 6 same user name and
password as the upper-
Wi-Fi ® Service type: Internet (not layer BRAS.
service configurable) ® The HSI service
l()L'a(liyer 3 ® Connection mode: bridge involves the Layer 2,
ridge) ® VLAN ID: 40 Layer 3 brldge and
Layer 3 routing modes.
® 802.1p: 1 In the Layer 2 mode, all
® Bound port: SSIDI configurations are
required only on the
Wi-Fi ® Service type: Internet OLT. The application
?IeirV1ce3 ® Connection mode: routing mode of the Layer 3
ayer bridge mode is similar
. ° :
routing) VLANID: 40 to the Layer 2 mode. It
® [P address Obtainment is recommended that
mode: PPPoE (user name: you use the Layer 2
iadtest@pppoe, password: mode.
iadtest) ® The Wi-Fi service does
® §802.1p: 1 not support the Layer 2
® NAT function: enable mode.
® Bound port: SSID1
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Configurat | Data Item | Detailed Data Remarks
ion Item

VolIP service | SIP ® [P address of the primary The software version that
data parameters server: 200.200.200.200 supports SIP is

® Port ID of the primary V200R005C00.

server: 5060
® Home domain name:
softx3000.huawei.com
® Digitmap: x.S|x.# (Default)
® User 1:

- Phone number:
88001234

- Authentication user
name:
88001234@softx3000.h
uawei.com

- Password: 1adtest1
® User 2:

- Phone number:
88001235

- Authentication user
name:
88001235@softx3000.h
uawei.com

- Password: iadtest2

H.248 ® Primary MGC address: The software version that
parameters 200.200.200.200 supports H.248 is

® Primary MGC port: 2944 V200R005CO01.
® MID format: domain name

® MG domain name:
6877687714852901

® TID: A0 and Al

Wi-Fi SSID1 ChinaNet-huawei -
service

Security WPA Pre-Shared Key

mode

WPA ® TKIP&AES

encryption

® Key: chinahuawei
mode

3.5.3 Configuring the Internet Access Service Through the U2560

This topic provides an example of how to configure the Internet access service through the
U2560.
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Prerequisite

Context

® The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).

® The ONT is auto discovered on the U2560. For details, see Commissioning Interoperation
Between the U2560 and the ONT Through the Web Page.

®  The user-side PC must be connected with the LAN port of an ONT by using network cables.

The Internet access service includes the Layer 2 Internet access service and Layer 3 Internal
access service.

® Layer 2 Internet access service: The PPPoE dialup is performed on the PC. The IP address
is allocated by the upper-layer BRAS. The ONT is connected to the OLT and then to the
upper-layer network in the Layer 2 mode to provide the high-speed Internet access service.

® [Layer 3 Internet access service: The PPPoE auto dialup is performed on the ONT. The IP
address is allocated by the DHCP IP address pool on the ONT. The ONT is connected to
the OLT and then to the upper-layer network in the Layer 3 mode to provide the high-speed
Internet access service.

You do not need to configure the Layer 2 Internet access service on the ONT, but you need to
only enable the Layer 2 service channels between the OLT and ONT. This topic describes only
how to configure the Layer 3 Internet access service.

Every data change must be saved. You can click Save in a window to save data changes. If you
navigate to another node without saving data changes, a dialog box will be displayed prompting
you to save the data changes. In this case, click YES in the dialog box. New data will be
automatically applied to the ONTSs after the data changes are saved.

A CAUTION

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Procedure
Step1 Login to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In the
terminal list, right-click an ONT and choose Tools > Configure in Real Time from the shortcut
menu.
Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.
Step 3 Configure the working mode of a LAN port.
Choose InternetGatewayDevice > LANDevice > 1> LANEthernetInterfaceConfig > 1 from
the navigation tree. In the right pane, set X HW_L3Enable to 1, indicating that port LAN1
works in the L3 mode.
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] 1
+2

™

+ 3
+ 4
+ X_HW_LANGlobalCe

WANDevice
Services
X_HW_DHCPSLVSERVER
Time
Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
DeviceInfa ¥

< >

Ok ]l Cancel ][ Save

(1 noTE

When X_HW_L3Enable is set to 0, it indicates that the corresponding LAN port works in the L2
mode.

When X_HW_L3Enable is set to 1, it indicates that the corresponding LAN port works in the L3
mode.

By default, X HW_L3Enable is set to 0.

Step 4 Configure the parameters of the WAN interface.

1. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from the
navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2> WANPPPConnection from the navigation tree and click Add in the lower left
part. Choose the new 1 branch from the navigation tree. In the right pane, set parameters
as follows:

Set Enable to 1, indicating that the WAN connection is enabled.

Set Connection Type to IP_Routed, indicating that the connection type of the WAN
interface is in routing mode.

Set NATEnable to 1, indicating that the NAT function is enabled.

Set Username to iadtest@pppoe and Password to iadtest, indicating that the PPPoE
user name is iadtest@pppoe and the password is iadtest.

Set X HW_SERVICELIST to INTERNET, indicating that the WAN interface
provides Internet access.

Set X HW_VLAN to 10, indicating the VLAN ID of the WAN interface is 10.
Set X HW_PRI to 1, indicating the priority level of the WAN interface is 1.
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® Ifthe WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set the parameters of the WAN interface.

® Ifthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set the

parameters of the WAN interface.

Configure in Real Time

Root Ngde| Internet gateway devic v|

I= InternetGatewayDevice ~
= LANDevice
1
= WANDevice
=k
YWANConnectionMuw
= WANConnectionDe
1
=2
YYANIPConne
= WANPPPConr

Sernvices
¥_HW_DHCPSLVSERVER
Tirne

Layer3Forwarding
X_HW_Security
X_HW_APMPolicy
Devicelnfo
¥_HwW_BatteryInfo

=X HW ALG bt
| *

Parameter | Value |
Enable 1
ConnectionStatus Unconfigured
ConnectionType IP_Routed
DefaultGateway
[ame wan2
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Password Madtest
ExternzallPAddress
DMNSEnzbled 1
DNSServers
MACAddress 28:6E:D4:0D:BC:EC
PortMappingMumberOfEntrias 0
X_HW_SERVICELIST I'Ir'«ITEFU'JET
X_HWVLAN ’1 ]
H_HW_MultiCastVLAN 42845857295
< >
[ 0K ][ Cancel ][ Save ]

Step 5 Bind a LAN port.

Choose 1X_HW_LANBIND from the navigation tree. In the right pane, set Lan1Enable to 1
to bind the WAN interface to LAN port 1.
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oK ]l Cancel ]l Save

Step 6 Click OK after the configuration.

—--End

Result

® [ayer 2 Internet access service: The PPPoE dialup is performed on the PC. After the dialup
is successfully performed, the user can access the Internet.

® Layer 3 Internet access service: The PC is configured to obtain the IP addresses
automatically. After the PPPoE dialup is successfully performed on the ONT, the PC can
automatically obtain the IP addresses allocated by the ONT, and the user can access the
Internet.

3.5.4 Configuring SIP-based Voice Service Through the U2560

This topic provides an example of how to configure the SIP-based voice service through the

U2560.
Prerequisite
® The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).
® The ONT is auto discovered on the U2560. For details, see Commissioning Interoperation
Between the U2560 and the ONT Through the Web Page.
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® Two telephone sets must be available and each must be connected to ports TEL1 and TEL2

respectively on the ONT.
Context
Every data change must be saved. You can click Save in a window to save data changes. If you
navigate to another node without saving data changes, a dialog box will be displayed prompting
you to save the data changes. In this case, click YES in the dialog box. New data will be
automatically applied to the ONTs after the data changes are saved.
A CAUTION
When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.
Procedure
Step1 Login to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In the
terminal list, right-click an ONT and choose Tools > Configure in Real Time from the shortcut
menu.
Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.
Step 3 Configure the parameters of the voice WAN interface.
1.  Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from the
navigation tree. Click Add in the lower left part to create an instance.
2. Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower left part.
Choose 1 from the navigation tree. In the right pane, set the parameters as follows:
® Sct Enable to 1, indicating that the WAN connection is enabled.
® Sct Connection Type to IP_Routed, indicating that the connection type of the WAN
interface is in routing mode.
® Sect Addressing Type to DHCP, indicating that the WAN interface obtains IP addresses
in DHCP mode.
® Sct X HW_SERVICELIST to VOIP, indicating that the WAN interface provides the
VolIP access service.
® Sct X HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.
® Set X HW_PRI to 6, indicating that the priority level of the WAN interface is 6.
(0 noTE
® Ifthe WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set parameters of the voice WAN interface.
® Ifthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set
parameters of the voice WAN interface.
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Step 4 Configure the voice protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

® Set SignalingProtocol to SIP, indicating that the SIP protocol is used.

® Set Region to CN, indicating the country code of China.
® Sct X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.
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-+
-+
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Step 5 Configure the SIP service parameters.
Choose InternetGatewayDevice > Services > VoiceService > 1> VoiceProfile > 1 > SIP from
the navigation tree. In the right pane, set the parameters as follows:
® Sect ProxyServer to softx3000.huawei.com, indicating that the address of the SIP proxy
server is softx3000.huawei.com.
® Set RegistarServer to 200.200.200.200, indicating that the SIP registration address is
200.200.200.200.
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Step 6 Configure the information about SIP voice users.
1. Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line > 1 from the navigation tree. In the right pane, set DirectoryNumber to 88001234,
indicating that the telephone number of SIP user 1 is 88001234.
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2. Choose 1 > SIP from the navigation tree. In the right pane, set AuthUserName to
88001234@softx3000.huawei.com and AuthPassword to iadtestl, indicating that the
user name and password of user 1 for authentication are
88001234@softx3000.huawei.com and iadtest1 respectively.
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iadtestl

Add Delete

3. Set information about SIP user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line from the navigation tree. Click Add in the lower left part. Choose 2 from the
navigation tree. In the right pane, set DirectoryNumber to 88001235, indicating the
telephone number of SIP user 2 is 88001235.

Choose 2 > SIP from the navigation tree. In the right pane, set AuthUserName to
88001235@softx3000.huawei.com and AuthPassword to iadtest2, indicating that the
user name and password of user 2 for authentication are
88001235@softx3000.huawei.com and iadtest2 respectively.

Step 7 Restart the voice process.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be restarted.

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 249
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

Configure in Real Time

Root Mode Internet gatewsay devio

= InternetGatewayDevice A Parameter | Value |
LANDevice Marmne
St Resst 1
I=I Services
= VaiceService SignalingProtocol SIP
= Regian CH
= Vﬂﬁepfﬂﬂ'e DTMFMethod InBand
=1 -
Name DigitMap 82000
Raset ¥_HW_DigitMapMatchMode | Min
SignalingPr ¥_HW_PortlName wanz
Region .
DTMFMeth X_HW_Oversealer 0
)D(igl_"mra%_ ¥_HW_HowlerSendFlag 1
i .
X:szpﬂgr K_HW_InterfaceState
X_HW_ O
X_HW _Hom
X_HW_Int
SIP
X_HW_H2:
MGCP w
< >
< )
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Step 8 Click OK after the configuration.

—End

Result

User 1 with telephone number 88001234 can call user 2 with telephone number
88001235, and the communication between them is normal. The communication is also
normal for user 2's calling user 1.

Check whether the voice communication between users using different ONTs is normal.

3.5.5 Configuring the H.248-based Voice Service Through the U2560

This topic provides an example of how to configure the H.248-based voice service through the
U2560.

Prerequisite

The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).

The ONT is auto discovered on the U2560. For details, see Commissioning Interoperation
Between the U2560 and the ONT Through the Web Page.

Two telephone sets must be available and each must be connected to ports TEL1 and TEL2
respectively on the ONT.
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Context
Every data change must be saved. You can click Save in a window to save data changes. If you
navigate to another node without saving data changes, a dialog box will be displayed prompting
you to save the data changes. In this case, click YES in the dialog box. New data will be
automatically applied to the ONTs after the data changes are saved.
A CAUTION
When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.
Procedure
Step1 Login to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In the
terminal list, right-click an ONT and choose Tools > Configure in Real Time from the shortcut
menu.
Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.
Step 3 Configure the parameters of the voice WAN interface.
1. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice from the
navigation tree. Click Add in the lower left part to create an instance.
2. Choose 2 > WANIPConnection from the navigation tree. Click Add in the lower left part.
Choose 1 from the navigation tree. In the right pane, set the parameters as follows:
® Sct Enable to 1, indicating that the WAN connection is enabled.
® Sct Connection Type to IP_Routed, indicating that the connection type of the WAN
interface is in routing mode.
® Sect Addressing Type to DHCP, indicating that the WAN interface obtains IP addresses
in DHCP mode.
® Sct X_HW_SERVICELIST to VOIP, indicating that the WAN interface provides the
VolIP access service.
® Set X HW_VLAN to 20, indicating the VLAN ID of the WAN interface is 20.
® Set X HW_PRI to 6, indicating that the priority level of the WAN interface is 6.
(L] noTE
® Ifthe WAN interface obtains IP addresses in static or DHCP mode, choose WANIPConnection to
set parameters of the voice WAN interface.
® [fthe WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to set
parameters of the voice WAN interface.
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Step 4 Configure the voice protocol parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set the parameters as follows:

® Set SignalingProtocol to H248, indicating that the H.248 protocol is used.

® Set Region to CN, indicating the country code of China.
® Sct X HW_PortName to wan2, indicating that the new WAN interface 2 is bound.
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Step 5 Configure the H.248 service parameters.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 >
X HW_H248 from the navigation tree. In the right pane, set the parameters as follows:

® Set CallAgentl to 200.200.200.200, indicating that the IP address of the MGC server is

200.200.200.200.

® Sect Domain to 6877687714852901, indicating that the MG registration address is
68776877148529010016ECC54B80.

(1 noTE

Domain is ONT's domain name registered on the MGC. It is globally unique. Domain in this example is

ONT's SN.

® Set MIDFormat to DomainName, indicating that the MG uses its domain name to register.
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Step 6 Configure the TIDs of H.248 voice users.
1. Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 >
Line > 1> X HW_H248 from the navigation tree. In the right pane, set LineName to
A0, indicating that the TID of H.248 voice user 1 is A0. The user telephone number set on
the MGC is 88001234.
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2. Configure the TID of H.248 voice user 2 in the same way.

Choose InternetGatewayDevice > Service > VoiceService > 1 > VoiceProfile > 1 >
Line from the navigation tree. Click Add in the lower left part. Choose 2 >

X _HW_H248 from the navigation tree. In the right pane, set LineName to A1, indicating
that the TID of H.248 voice user 2 is Al. The user telephone number set on the MGC is
88001235.
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Step 7 Restart the voice process.

Choose InternetGatewayDevice > Services > VoiceService > 1 > VoiceProfile > 1 from the
navigation tree. In the right pane, set Reset to 1, indicating that the voice process will be restarted.
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Step 8 Click OK after the configuration.
--—--End
Result

®  User 1 with telephone number 88001234 can call user 2 with telephone number
88001235, and the communication between them is normal. The communication is also
normal for user 2's calling user 1.

(1 noTE

The termination IDs of line 1 and line 2 configured on the MGC correspond to telephone numbers
88001234 and 88001235 respectively.

®  Check whether the voice communication between users using different ONTSs is normal.

3.5.6 Configuring the Wi-Fi Access Service Through the U2560

This topic provides an example of how to configure the Wi-Fi access service through the TR-069
server.

Prerequisite
® The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and
a GPON ONT (on the OLT CLI).
® The ONT is auto discovered on the U2560. For details, see Commissioning Interoperation
Between the U2560 and the ONT Through the Web Page.
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Context

Procedure

Step 1

® A portable computer with the Wi-Fi function must be available.

The Wi-Fi wireless access service includes the Layer 3 bridge Wi-Fi service and the Layer 3
route Wi-Fi service.

® Layer 3 Wi-Fi service: Search for the SSID is performed on the PC. After the user passes
the verification, the PPPoE auto dialup is performed on the PC. The IP address is allocated
by the upper-layer BRAS. The ONT is connected to the OLT and then to the upper-layer
network in the Layer 3 mode to provide the high-speed Internet access service.

® Layer 3 route Wi-Fi service: Search for the SSID is performed on the PC. After the user
passes the verification, the PPPoE auto dialup is performed on the PC. The ONT is
connected to the OLT and then to the upper-layer network in the Layer 3 mode to provide
the high-speed Internet access service.

Every data change must be saved. You can click Save in a window to save data changes. If you
navigate to another node without saving data changes, a dialog box will be displayed prompting
you to save the data changes. In this case, click YES in the dialog box. New data will be
automatically applied to the ONTSs after the data changes are saved.

A CAUTION

When configuring services on the U2560, do not modify the WAN interface connecting the
U2560 and the ONT. Otherwise, the U2560 loses communication with the ONT.

Log in to the U2560 and choose Subnet View > TR069 Subnet from the navigation tree. In the
terminal list, right-click an ONT and choose Tools > Configure in Real Time from the shortcut
menu.

Step 2 In the Configure in Real Time dialog box, set Root Node to Internet gateway device.

Step 3

Configure the Wi-Fi parameters.

1. Choose InternetGatewayDevice > LANDevice > 1 > WLANConfiguration > 1 from the
navigation tree. In the right pane, set the parameters as follows:
® Sct Enable to 1, indicating that the WLAN service is enabled.
® Sct RegulatoryDomain to CN, indicating the country code of China.
® Set SSID to ChinaNet-huawei.
[ ]

Set BeaconType to WPA and WPAEncryptionModes to
TKIPandAESEncryption, indicating that the encryption mode of the WPA is
TKIP&AES.

® Sct WPAAthenticationMode to PSKAuthentication, indicating that the
authentication mode is Pre-Shared Key.
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Configure in Real Time
Root Node| Internet gateway devic «»
=l InternetGatewayDevice A Parameter | WValue |
El LANDevice Mlarne athi ”~
=0 ]
X_HW_WRnEnable Enable _ 1
= WLANConfiguration RegulatoryDornain |
Standard 1ing
LANHostConfighanz TransmitPower 100
Hasts
LANEthemetinterfs || Channel 1
¥_HW_LANGlobalCe AutoChanneEnable 1
WANDevice X_HW_HTZ20 1
SEEE SSID Chinahet-huawei
X_HW_DHCPSLVSERVER 4 - bled
= SSIDAdvertisementEnable 1
Layer3Forwarding WhMMEnable 1
X_HW_Security BeaconType WRA
X—HW—P‘PMPDHW BasicEncryptionModes Mone
DeviceInfao - T———— q
X_HW_BatteryInfo BasicAuthenticationiode Mone
¥_HW_ALG WRAENCryptionModes TEIPandAESEncryption
< ¥ HW MainUPnP . ¥ weasuthenticationMode PSk&uthentication
IEEE11iENncryptionModes AESEncryption
IEEE1lisuthenticationMode | PSKALThentication
ot
L N | N PR RO 4 —
s o
[ oK ] [ Cancel ] [ Save
2. Choose PreSharedKey > 1, 1 from the navigation tree. In the right pane, set
PreSharedKey to chinahuawei, indicating that the WPA encryption key is
chinahuawei.
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Configure in Real Time

Root Node! Internet gateway devic

vices

e
<

LANHostConfigManagement
Hosts
LANEthernetInterfaceConfig
¥_HW_LANGlobalConfiguratior
MDevice

AW _DHCPSLVSERVER

A__AVV_R4UILSFOTL

¥_HW_RadiusKey - Paramneter Value

ot eecauns Prosharedey

TotzlBytesReceved
TotalPacketsSent
TotzlPacketsReceved
BSSID
TransmitPowerSupparte
WMMSupported

WEPKey

=l PreSharedKey

Stats

WPS

>

< >

oK ][ Cancel ][ Save

Step 4 Configure the parameters of the WAN interface.

® Configure the parameters of the WAN interface — Route

1.  Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice
from the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANPPPConnection from the navigation tree. Click Add in the lower
left part. Choose the new 1 branch from the navigation tree. In the right pane, set the
parameters as follows:

Set Enable to 1, indicating that the WAN connection is enabled.

Set Connection Type to IP_Routed, indicating that the connection type of the
WAN interface is in routing mode.

Set NATEnable to 1, indicating that the NAT function is enabled.

Set Username to iadtest@pppoe and Password to iadtest, indicating that the
PPPoE user name is iadtest@pppoe and the password is iadtest.

Set X HW_SERVICELIST to INTERNET, indicating that the service type of
the WAN interface is Internet.

Set X HW_VLAN to 40, indicating that the VLAN ID of the WAN interface is
40.

Set X_ HW_PRI to 1, indicating that the priority level of the WAN interface is 1.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 260
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

3 Configuration

(1 noTE

If the WAN interface obtains IP addresses in static or DHCP mode, choose
WANIPConnection to set the parameters of the WAN interface.

If the WAN interface obtains IP addresses in PPPoE mode, choose WANPPPConnection to
set the parameters of the WAN interface.

Configure in Real Time

Root Mode! Internet gateway devic

= InternetGatewayDeavice ~

£

LANDevice
= WANDevice
=T
WANConnectionMu
= WANConnectionDe
1
=2
WANIPConne
= WANPPPConr
Services
X_HW_DHCPSLVSERVER
Time
Layer3Forwarding
X_HW_Security
¥_HW_APMPolicy
DeviceInfo
¥_HW_BatteryInfo
X_HW_ALG

= X HW MainUPnp b
¥

Parameter | Value |
Enable 1
ConnectionStatus Unconfigured
Connection Type IP_Routed
DefaultGateway
[ame wan2
NATEnabled "1
lzername 'iadtest@pppne
Passwiord Miadtest
ExternzPAddress
DNSEnzbled 1
DHSServers
MACAddress 28:6E:D4:0D:BC:EC
PortMappingMumberOfEntries 0
X_HW_SERVICELIST "INTERMET
X_HW_VLAN Ta0
¥_HW_MultiCastVLAM 4204067295
< ¥
[ Ok ]l Cancel ][ Save

® Configure the parameters of the WAN interface — Bridge

1. Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice
from the navigation tree. Click Add in the lower left part to create an instance.

2. Choose 2 > WANPPPConnection from the navigation tree. Click Add in the lower
left part. Choose the new 1 branch from the navigation tree. In the right pane, set the
parameters as follows:

Set Enable to 1, indicating that the WAN connection is enabled.
Set Connection Type to IP_Bridged, indicating that the connection type of the

WAN interface is in bridge mode.

40.

Set X_HW_SERVICELIST to INTERNET, indicating that the service type of
the WAN interface is Internet.

Set X HW_VLAN to 40, indicating that the VLAN ID of the WAN interface is

Set X HW_PRI to 1, indicating that the priority level of the WAN interface is 1.
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Configure in Real Time

Root Ngde| Internet gatewsay devio v|

=l InternetGatewayDevice - Parameter | Value |
LANDEVl;e Enahle 1
= WaANDevice .
01 ConnectionStatus Connected
WANConnectionMu ConnectionType IP_Eridged
= WANConnectionDe Mame wanz2
; MATEnabled ]
WANIPConne _ || AddressingType
= WANPPPConr ExternallPAddreass
SubnetMask
services DefaultGatewa
X_HW_DHCPSLVSERVER v
Time DMNSEnabled 1
Layer3Forwarding DMSServers
i_ﬂﬁ_iﬁmitr MACAddress 25:6E:D4:6E:39:25
_HW_ olicy ) .
DevicaInfo F‘DrtMappmgNumherOFEntrles'D
X_HW_BatteryInfo X_HW_SERVICELIST INTERNET
X_HW_ALG K_HW_VLAN Ir4|:I
=X oneep | T
< > i
H_HwMUtiCastyLARN 4204067295
H_Hw_WenderClassID
< >
[ 0K ] [ Cancel ] [ Save
Step 5 Bind the SSID.
Choose InternetGatewayDevice > WANDevice > 1 > WANConnectionDevice > 1 >
WANIPConnection > 1>X_HW_LANBIND from the navigation tree. In the right pane, set
SSID1Enable to 1, indicating that the WAN interface is bound to SSID 1.
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Result

Configure in Real Time

Root Mode Internet gatewsay devio

=1 s Parameter | Value |
Enable Lzn1Enzble 0
ConnectionStatus
Connection Type Lan2Enable 0
DefaultGateway Lan3Enable 0
maﬁn'lj;nabled Lan4Enzhble 0
Usermams SSID1Enabe
Password
ExternzllPAddress ElZis g
DMNSEnzbled SSID3Enable 0
Dl5Servers 55ID4Enable i
MACAddress
PortMappingMumbert
X_HW_SERVICELIST
¥_HW_VLAN
X_HW_PRI
¥_HW_MultiCastVLAl
PartMzapping
X HW LAMBIND
a5
_DHCPSLVSERVER
W
< >
Add
< >
Ok ] [ Cancel l [ Save
-—-End

® [ayer 3 bridge Wi-Fi service: SSID radio signals can be searched on the PC. After the user
enter the authentication key and pass the authentication, the user can access the Internet.

® [ayer 3 route Wi-Fi service: SSID radio signals can be searched on the PC. After the user
enter the authentication key and pass the authentication, the PC can obtain the IP address
allocated by the DHCP IP address pool on the ONT. After the PPPoE dialup is successfully
performed on the ONT, the user can access the Internet.

(1 noTE

The security mode and encryption configured on a Wi-Fi terminal must be the same as those of an ONT. If you
cannot find the following encryption modes: TKIP&AES, and AES. The reason may lie in an old Wi-Fi driver
version. If so, replace the old version with a new one.

3.6 Operation Guide on the XML Configuration File

This topic describes how to issue the XML configuration files on the Web page and on the
U2000.

The ONT voice service and gateway involve a large amount of configuration information, most
of which is not defined in the OMCI protocol and cannot be configured on the Web page or the
U2000. Issuing the XML configuration file functions as a supplement to completing all ONT
configurations.
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A CAUTION

® Web interface and the U2000 cannot use the same XML configuration file. The XML
configuration file of Web interface contains all configuration data, while the XML
configuration file of the U2000 contains only part of the configuration data.

® H.248 and SIP can share the same XML configuration file, but the configurations involving
voice service need to be re-configured accordingly.

® The XML configuration file is generally exported for modifying, and then imported back.
Configuration rolls back or even factory defaults are restored if an incorrect XML
configuration file is imported. When configuration parameters of an XML configuration file
need to be modified, please contact Huawei technical engineers for help.

3.6.1 Operation Guide on the XML Configuration File (on the Web
Page)

This topic describes how to issue the XML configuration file on the Web page.

Prerequisite
You have established the environment for logging in to the Web page for service configuration
and have successfully logged in to the Web page. For details, see 3.4.3 Locally Logging in to
the Web Interface.

Procedure

Step1 Export the XML configuration file.
1. In the navigation tree, choose System Tools > Configuration File.

2. Inthe details area, click Download Configuration File, as shown in the following figure.

Figure 3-10 Exporting the XML configuration file

Systerm Tools = Configuration File
You can click "Save Configuration” to save the current configuration ta the flash memary.
Save Configuration
You can click "Download Configuration File” to back up the current configuration.
Download Configuration File

Ifyou enter the path of the configuration file and then click "Upload Configuration File®, your home gatewesy will be updated
with the saved configuration file.

Configuration File: Browse... Upload Configuration File

3. Inthe dialog box that is displayed, click Save to save the XML configuration file.
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Step 2 Modify the XML configuration file.
(0 noTE

In the case of an initial deployment, use the XML configuration file released with software. Hence, the
operation in step 1 is not required.

1. Open the XML configuration file downloaded in step 1 and find the parameters to be
modified.

2. Modify the required parameters.

A WARNING

Configuration will roll back or even factory defaults are restored if an incorrect XML
configuration file is issued. When configuration parameters need to be modified for an
XML configuration file, please contact Huawei technical engineers for help.

3. Save the modified XML configuration file.

Step 3 Import the XML configuration file.
1. Inthe navigation tree, choose System Tools > Configuration File.

2. Inthe details area, click Browse. Then, choose the XML configuration file to be imported,
and click Open.

3.  In the details area, click Upload Configuration File, as shown in the following figure.

Figure 3-11 Importing the XML configuration file

System Toals = Configuratian File

You can click"Save Configuration” to save the current configuration to the lash mermony.

Save Configuration

You can click "Download Configuration File" to back up the current configuration.

Download Configuration File

If you enter the path of the configuration file and then click "Upload Configuration File", vour hame gateway will be updated
with the saved configuration file.

Configuration File: Browwse. .. Upload Configuration File

4.  The configuration will take effect after the ONT restarts automatically.

——-End

3.6.2 Operation Guide on the XML Configuration File (on the
U2000)

This topic describes how to issue the XML configuration files on the U2000.
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Prerequisite
The Layer 2 service channels between the OLT and ONTs are enabled by running the OLT
commands. For details, see Enabling Layer 2 Service Channels Between an OLT and a
GPON ONT (on the OLT CLI).
Context
Issuing the XML configuration file on the U2000 applies to the following two typical scenarios:
® Configuring an ONT
® Configuring ONTs in batches
Procedure
® Configure an ONT.
1. Export the XML configuration file.
(1) Inthe Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.
(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.
(4) On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.
(5) Select a required record from the ONT list, right-click, and choose Configure
Value-Added Service from the shortcut menu.
(6) Inthe dialog box that is displayed, click Export to export the XML configuration
file, as shown in the following figure.
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Figure 3-12 Exporting the XML configuration file
Configure VAS X|
= 247 Config Info,
Time
Serices
WA Device
LAMDevice
ALG Ahility
Security
Layer 3 Farwarding
[ uwn | (_impor.J[_eworJ|(__ox_J_cameer |
2. Modify the XML configuration file.
(1) Open the XML configuration file downloaded in step 1 and find the parameters
to be modified.
(2) Modify the required parameters.
A WARNING
Configuration will roll back or even factory defaults are restored if an incorrect
XML configuration file is issued. When configuration parameters need to be
modified for an XML configuration file, please contact Huawei technical
engineers for help.
(3) Save the modified XML configuration file.
3. Import the XML configuration file.
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(1) In the Physical Map navigation tree on the Main Topology tab page, double-
click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) Inthe window on the right, choose GPON ONU.

(4) On the GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select a required record from the ONT list, right-click, and choose Configure
Value-Added Service from the shortcut menu.

(6) In the dialog box that is displayed, click Import. Then, in the dialog box that is
displayed, choose the XML configuration file to be imported, as shown in the
following figure.

Figure 3-13 Importing the XML configuration file

Configure ¥AS I_

HWTC{2011) -
YIRO02COE -

[=F 247 Canfig Info.
Time
Senices
WA Device
LAMDevice
ALG Ability
Security
Layer 3 Forwarding

(7) Select Switch to ONT Load Task and click OK to issue the XML configuration
file to the ONT on the U2000. The configurations take effect without the
requirement of restarting the ONT.
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® Configure ONTSs in batches.
1. Add a value-added service profile of the ONT.
(1) From the main menu, choose Configuration > Access Profile Management. In
the navigation tree of the displayed tab page, choose PON Profile > ONT VAS
Profile.
(2) On the ONT VAS Profile tab page, right-click, and then choose Add from the
shortcut menu.
(3) Inthe dialog box that is displayed, set relevant parameters.
- Profile Name: ONT-XML
- Vendor ID: HWTC(2011)
- Terminal Type: 247
- Version: VIR002C06-Later
(1 noTe
If a proper value-added service profile of the ONT is available, select it and this operation is
not required.
2. Export the XML configuration files.
In the Add ONT VAS Profile dialog box, click Export to export the XML
configuration files, as shown in the following figure.
Figure 3-14 Exporting the XML configuration files
Add OHT ¥AS Profile x|
247
[ 247 Config Info.
Time
Serices
WA Device
LANDevice
ALG Ability
Security
Layer 3 Farwarding
[ mpor|_ewor | (k][ cancel J(_swoy |
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3. Modify the XML configuration file.
(1) Open the XML configuration file downloaded in step 1 and find the parameters
to be modified.
(2) Modify the required parameters.
A WARNING
Configuration will roll back or even factory defaults are restored if an incorrect
XML configuration file is issued. When configuration parameters need to be
modified for an XML configuration file, please contact Huawei technical
engineers for help.
(3) Save the modified XML configuration file.
4.  Import the XML configuration files.
(1) Inthe Add ONT VAS Profile dialog box, click Import to import the XML
configuration files, as shown in the following figure.
Figure 3-15 Importing the XML configuration files
Add DBT ¥AS Profile x|
247
[ 247 Config Info.
Time
Serices
WAN Device
LANDevice
ALG Ability
Security
Layer 3 Farwarding
e, )| ewer. ) [ o< [ caeel || sewy |
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—End

(2) Click OK.
Bind the value-added service profile.
(1) In the Physical Map navigation tree on the Main Topology tab page, double-

click the target OLT, or select the target OLT, right-click, and choose NE
Explorer.

(2) In the navigation tree, choose GPON > GPON Management.
(3) In the window on the right, choose GPON ONU.

(4) Onthe GPON ONU tab page, set the search criteria to find the GPON ONU
records.

(5) Select an ONT from the list, right-click, and choose Bind VAS Profile from the
shortcut menu. In the dialog box that is displayed, choose the created profile, and
click OK.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential 271
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 4 Web Page Reference

4 Web Page Reference

About This Chapter

This topic describes the usage and meanings of the parameters on the Web Page.

Before configuring and viewing the parameters on the Web page, log in to the Web page. For
details about how to log in to the Web page, see Locally Logging in to the Web Interface.

The Web page configurations of the HG8010/HG8240B/HG8245T/HG8247T and the HG8240
are similar but the HG8240's Web page does not contain the Wi-Fi node.

Because different software versions support different voice protocols, the Voice node contains
different parameters. The V200R005CO00 supports the SIP protocol and the V200R005C01
supports the H.248 protocol.

The configuration window for an administrator is different from that for a common user.

® Compared with a common user, an administrator has permissions to view and configure
all parameters on the Web page except the Modify Login Password under the System
Tools.

® A common user does not have permissions to view the following parameters:
- LAN Port Work Mode under the LAN node
- ONT Access Control Configuration under the Security node
- The Voice node
- Time Setting and TR-069 under the System Tools node

- Download Configuration File and Upload Configuration File on the Configuration
File window under the System Tools node

® A common user does not have permissions to configure the WAN Configuration
parameter under the WAN node.

4.1 Status
This topic describes how to query the information about the WAN interface, VoIP interface, and
Wi-Fi port through the Web page.

4.2 WAN
This topic describes how to configure the WAN interface through the Web page.
4.3 LAN
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This topic describes how to set the working mode of the LAN port, the LAN host, and the DHCP
server through the Web page.

4.4 WLAN
This topic describes how to perform basic and advanced configurations of the WLAN through
the Web page.

4.5 Security
This topic describes how to configure the IP address filter, MAC address filter, DoS, and ONT
access control through the Web page.

4.6 Route
This topic describes how to configure the default route and static route through the Web page.

4.7 Forward Rules
This topic describes how to configure the DMZ, port mapping, and port trigger through the Web

page.

4.8 Network Applications
This topic describes how to configure the USB, ALG, UPnP, and ARP through the Web page.

4.9 Voice
This topic describes how to configure the voice service through the Web page.

4.10 System Tools
This topic describes how to use the system tools on the Web page, including using the tools to
restart the device, restore the default configuration, and conduct the test.
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4.1 Status

This topic describes how to query the information about the WAN interface, VoIP interface, and
Wi-Fi port through the Web page.

4.1.1 WAN Information

In the navigation tree on the left, choose Status > WAN Information. In the pane on the right,
you can view the status of the WAN interface, mode of obtaining an IP address, IP address, and
subnet mask, as shown in Figure 4-1.

Figure 4-1 WAN Information

Status = WaN Infarmation

Onthis page, you can query the connection status and line status of the WAR interface.

IP Acquisition P Subnet L
WAN Name Status VLANPriority MAC Address Connect
Maode Address Mask

1_INTERMET_R_¥ID_150 Connected FPFPoE 1892 16811 52 - 18011 00:00:00:00:00:03 AlwaysOn

4.1.2 VoIP Information

In the navigation tree on the left, choose Status > VoIP Information. Then, in the pane on the
right, you can query the information such as user status and call status. The SIP configuration
page is slightly different from the H.248 configuration page, as shown in Figure 4-2 and Figure
4-3.

Figure 4-2 VoIP Information - SIP

Status = VolP Information

Qnthis page, you can guery the voice user list and status.

Sequence Register User Name{Telephone Number} User Status Call Status
1 JI7T0ga Lp ldle
2 TTITT0086 Lp Idle

To restart the WolP service, click "Restart WaolP".

Restart WolP
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Figure 4-3 VoIP Information - H.248

Status = VolP Information

On this page, you can query the voice user list and status.

Sequence Line Name Telephone Number User Status Call Status Interface Status
1 Al - Up Idle

Inservice
2 Al - Up Idle

To restart the WolP service, click "Restart WolP".

Restart vaolP

If the VoIP service needs to be restarted, click Reset VoIP in the pane on the right.

4.1.3 Wi-Fi Information

In the navigation tree on the left, choose Status > Wi-Fi Information. Then, in the pane on the
right, you can query the information such as Wi-Fi port status, Wi-Fi packet statistics, and SSID,
as shown in Figure 4-4.

Figure 4-4 Wi-Fi Information

Status = WLAN Infarmation

On this page, you can guery the WLAN status, WLAN statistics of packets and 531D Information.

WLAN Status
WLAM Enahble: Enable
WILAR Channel: ]
WLAN Statistics of Packets
SSID Index SSID Name Receive (Rx) Transmit (Tx)
Bytes Packets Error Discarded Bytes Packets FError Discarded
1 WirelessHet a a a a a a a a
SSID Infomation
SSID Index SSID Name Security Configuration Authentication Mode Encryption Mode
1 WirelessHet Uncanfigurad Open Moane

® In the pane on the right, click Enable or Disable to enable or disable the Wi-Fi function.
®  Click the link in blue to go to the corresponding configuration page.

4.1.4 Eth Port Information

In the navigation tree on the left, choose Status > Eth Port Information. In the pane on the
right, you can view the duplex mode, speed, and status of the ETH port, as shown in Figure
4-5.
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Figure 4-5 Eth Port Information

Status = Eth Port Information

On this page, you can guery the information of user ports.

Ethernet Port State
- State Receive (Rx) Transmit {Tx)
Mode Speed Link Bytes Packets Bytes Packets
1 Full 100mM Up 73834 449 100135 368
2 Half 10M Diowen 0 0 0 0
3 Half 10M Dawn 0 0 0 0
4 Half 10M Down ] 0 0 0

4.1.5 DHCP Server Information

In the navigation tree on the left, choose Status > DHCP Server Information. In the pane on
the right, you can view the basic information about the DHCP server, including the IP address
assigned to the connected PC through DHCP, MAC address, and remaining lease time, as shown
in Figure 4-6.

Figure 4-6 DHCP Server Information

Status = DHCP Infarmation

On this page, you can query the basic information aboutthe DHCR, including host name, IP address, MAC address,
remaining leased time and device type.

Host Name IP Address MAC Address Remaining Leased Time Device Type
7534400 192.168.100.50 a0el:4c:B86:15:1d 289187(s) Computer

4.1.6 Optic Information

In the navigation tree on the left, choose Status > Optic Information. In the pane on the right,
you can view the optical status, transmit optical power, receive optical power of the optical
module, as shown in Figure 4-7.

Figure 4-7 Optic Information

Status = Optical Information

Onthis page, vou can gquery the status of the optical transceiver.

Optical Status: auto
T Optical Power: 2.67dBm
Ry Optical Power: -24.94dBm
Waorking Vaoltage: 3291 my
Bias Current: 24ma
Working Temperature; 35T
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4.1.7 Battery Information

In the navigation tree on the left, choose Status > Battery Information. In the pane on the right,
you can view the connection status and available capacity of the external standby battery, as
shown in Figure 4-8.

Figure 4-8 Battery Information

Status = Battery Infarmation

Onthis page, you can look aver the information of the battery.

Battery Connection Status: disconnect

Battery Available Capacity: 0%

4.1.8 Device Information

In the navigation tree on the left, choose Status > Device Information. In the pane on the right,
you can view the product name, hardware version, and software version, as shown in Figure
4-9.

Figure 4-9 Device Information

Status = Device Information

Cin this page, you can query the basic infarrmation about the terminal.

Product Mame: HGE247

Description: Echolife HG8247 GPOM Terminal {CLASS B)
Serial Mumber: 435754433C9F 3304

Hardware Wersion: 12000010

Software Wersion: VIRO02CO7

OMT Registration Status: 05 (COperation state)

OMT ID: 1

4.1.9 Remote Management

Click the Status tab and then choose Remote Manage from the navigation tree. In the right
pane, view the remote management status and service application status, as shown in Figure
4-10.

Figure 4-10 Remote management

Status = Remote Manage

On this page, you can gquery the remate management status.

Inform Status: no infarm cannect
ACS Connect Status: nio ACS cannect
Config Status: no canfig information
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4.2 WAN

This topic describes how to configure the WAN interface through the Web page.

4.2.1 WAN Configuration

® WAN Configuration - route

1. In the navigation tree on the left, choose WAN > WAN Configuration. In the pane
on the right, click New. In the dialog box that is displayed, set Mode to Route, as
shown in Figure 4-11.

Figure 4-11 WAN Configuration - route
WAk = WAR Configuration
0n this page you can configure WAN parameters. The OMT home gateway communicates with the upper-layer network

equipment thraugh the YwaAr interface. During the communication, the parameter settings of the YWAN interface must he
consistent with those of the upper-laver network eguipment.

ey Celete
Connection Name VLANPriority IP Acquisition Mode
Enahle ¥aAM Connection:
Service List: INTERMET w
Mode: Foute R
WLAM ID: 150 1-4094)
a0z 1p: 1 -
Multicast VLAR ID: (1-4094)
IP Acquisition Mode: O DHCP O static & PPPoE
Enable NAT:
User Marme: iadtest@pppoe [F(1-B3Characters
Passward: LAl L L L M- Characters
Cial Method Auto w
L
Binding options: LANZ
Anply Cancel

2. Click Apply to apply the configuration.

Table 4-1 describes the parameters related to the WAN in route mode.

Table 4-1 Parameters related to the WAN in route mode

Parameter Description
Enable Indicates whether to enable the WAN
connection.
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Parameter Description

Service List Indicates the service type of the WAN
interface. It can be set to TR069,
INTERNET, TR069 INTERNET, VOIP,
TR069 VOIP, VOIP_INTERNET, or
TR069 _VOIP_INTERNET.

VLAN ID Indicates the VLAN ID. It ranges from 1 to
4094.

The VLAN ID must be the same as the
CVLAN ID on the OLT.

802.1p Indicates the 802.1p value. It ranges from
0to7.

IP Acquisition Mode Indicates the mode of obtaining an IP
address on the ONT. It can be set to DHCP,
static, or PPPoE.

® In DHCP mode, the IP address is
dynamically obtained.

® In static mode, the IP address is set
statically. You need to enter the IP
address, subnet mask, IP addresses of
the active and standby DNS servers,
and default gateway.

® [n PPPoE mode, you need to enter the
user name and password.

NAT Indicates whether to enable the NAT
function.

Vendor ID Set the option 60 field on the DHCP client.
The IP address can be obtained from the
DHCP server only when the option 60 field
is the same as the setting on the upper-layer
DHCEP server. When IP Acquisition
Mode is set to DHCP, this parameter is
configurable.

Binding options Used to bind the WAN interface to the
LAN port or to the wireless SSID.

NOTE
Before setting the binding options, set the work
mode of the LAN port or the wireless SSID. The
binding options can be set only after the work
mode or wireless SSID is successfully set. For
details, see 4.3.1 LAN Port Work Mode and
4.4.1 WLAN Configuration.

® WAN Configuration - bridge
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1. Inthe navigation tree on the left, choose WAN > WAN Configuration. In the pane
on the right, click New. In the dialog box that is displayed, set Mode to Bridge, as

shown in Figure 4-12.

Figure 4-12 WAN Configuration - bridge

AR = YWAN Configuration

On this page, you can configure YWARN parameters. The ONT home gateway uses the YWAMN interface to communicate with
the upper-layer network equipment, and the pararmeters most be consistent for both.

Connection Name

Enable WAN Connection:

Mode: Bridge
Serice List: INTERMET
WLAMN (D 140
8021p: 1

MultiCast VLAM 1D:

Bridge Type: IP_Bridged
o i LAN1
Binding options:
O ssi0
Apply

2. Click Apply to apply the configuration.

Mew Delete

VILAN/Priority IP Acquisition Mode

*{0-4004)

(1-4004)

Table 4-2 describes the parameters related to the WAN in bridge mode.

Table 4-2 Parameters related to the WAN in bridge mode

Parameter

Description

Enable

Indicates whether to enable the WAN
connection.

Service List

Indicates the service type of the WAN
interface. It is always set to INTERNET.

VLAN ID

Indicates the VLAN ID. It ranges from 1 to
4094.

The VLAN ID must be the same as the
CVLAN ID on the OLT.

802.1p

Indicates the 802.1p value. It ranges from
0to7.

MultiCast VLAN ID

The multicast VLAN ID ranges from 1 to
4094.

The multicast VLAN ID must be the same
as the multicast VLAN ID on the OLT.
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Parameter Description

Bridge Type It can be set to IP or PPPoE.

Binding options Used to bind the WAN interface to the
LAN port or to the wireless SSID.
NOTE

Before setting the binding options, set the work
mode ofthe LAN port or the wireless SSID. The
binding options can be set only after the work

mode or wireless SSID is successfully set. For
details, see 4.3.1 LAN Port Work Mode and

4.4.1 WLAN Configuration.

(1 noTE

® WAN in route mode: The ONT functions as a gateway. The IP address of the ONT can be obtained
through DHCP, Static, or PPPoE. The IP address of the PC connected to the ONT can be obtained from
the DHCP address pool of the ONT or can be set manually.

® WAN in bridge mode: The ONT functions as a relay and does not process data. The ONT does not
obtain the IP address allocated by the upper-layer device and it does not allow manual configuration
of a static IP address. The IP address of the device connected to the ONT can be obtained through
DHCP, PPPoE, or static.

® In the case of the DHCP mode, you need to set the DHCP relay. After configuration is complete,
the user-side IP address is obtained from the upper-layer device. For the detailed procedure, see
4.3.3 DHCP Server Configuration.

® In the case of the PPPoE mode, the user-side IP address is obtained through PPPoE authentication
of the upper-layer device.

4.3 LAN

This topic describes how to set the working mode of the LAN port, the LAN host, and the DHCP
server through the Web page.

4.3.1 LAN Port Work Mode

1. In the navigation tree on the left, choose LAN > LAN Port Work Mode. In the pane on
the right, determine whether the LAN port works in layer 3 mode, as shown in Figure
4-13.

Figure 4-13 LAN Port Work Mode

LAMN = LAN Port Work Mode

Onthis page, vou can configure the LAN ports to wark in layera mode by selecting the corresponding check hox. The
layer3 ports will be assigned warking as HG ports.

LAM1 LaMz [0 Lamz [ Lang
Apply Cancel
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If the check box corresponding to the LAN port is selected, it indicates that the LAN port works in
layer 3 mode, that is, the gateway mode; if the check box corresponding to the LAN port is deselected,
it indicates that the LAN port works in layer 2 mode, that is, the bridge mode.

By default, the check boxes corresponding to all LAN ports are deselected, that is, all LAN ports
work in layer 2 mode.

2. Click Apply to apply the configuration.

4.3.2 LAN Host Configuration

1. Inthe navigation tree on the left, choose LAN > LAN Host Configuration. In the pane on
the right, set the management IP address and subnet mask of the LAN host, as shown in
Figure 4-14.

Figure 4-14 LAN Host Configuration

LAM = LAN Host Caonfiguration

On this page, you can configure the LAN management IF address. After changing the LAM host IP address, make sure
thatthe address pool configured in the DHCF server must be in the same subnet with the new LAN P address.
Otherwize, the DHCP server may notwark normally.

IP Address: 192.168.100.1 i
Subnet Mask: 255.2559.255.0 "

Apply Cancel

L noTE

The IP address of the device connected to the LAN port must be in the same subnet as the management
IP address. In this way, you can access an ONT through the Web page and perform query and
management. You can manually set the IP address of the device connected to the LAN port to be on
the same network segment as the management IP address, or start the DHCP server to set the IP
address in the DHCP address pool to be on the same network segment as the management IP address.
For details, see 4.3.3 DHCP Server Configuration.

2. Click Apply to apply the configuration.

4.3.3 DHCP Server Configuration

1. Inthe navigation tree on the left, choose LAN > DHCP Server Configuration. In the pane
on the right, you can configure the LAN side DHCP address pool for the ONT that functions
as a gateway. After the configuration, the PC connected to the LAN port can automatically
obtain an IP address from the address pool, as shown in Figure 4-15.
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LAM = DHCP Server Configuration

Figure 4-15 DHCP Server Configuration

On this page you can configure the DHCP Server parameters for the LAN side device including HGYW, STE, Camera,
Caomputer and Phaone to obtain [P address.

Primary Address Pool

Enahle primary DHCP server:

Enable DHCFP L2ZRelay:
LAMN Host IP Address:
Subnet Masgk:

Start IP Address:

End IP Address:

Leased Time:

O
1921681001
295.255.295.0

192168.100.2

192168.100.254

3 day

Primary Address Pool Subsection

™ (IP address must be inthe same subnetwith Lan Host)

e

Device Type Start IP Address End IP Address

HGW: 192.168.100.10 192.168.100.29
STE: 192.168.100.80 192.168.100.89
Cameara: 192.168.100.90 192.168.100.99
Computer. 192.168.100.100 192.168.100.200
Phane: 192.168.100.201 192.168.100.220

Secondary Address Pool

Enable secondary Server:
IP Address: 192.168.2.1 *
Subnet Mask: 255.255.255.0 =

Start IP Address:
End IP Address:
Leaszed Time:

Optiona0:

192.168.2.2
192.168.2.254
3 day
MSFT 5.0

Apply Cancel

2. Click Apply to apply the configuration.

Table 4-3 describes the parameters related to the DHCP server.

Table 4-3 Parameters related to the DHCP server

Parameter Description

Enable primary DHCP server Indicates whether to enable the primary
DHCEP server. If the check box is selected,

you can set the primary DHCP server.
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Parameter Description

Enable DHCP L2 Relay Indicates whether to enable the DHCP L2
Relay.

The DHCP relay is a process in which cross-
subnet forwarding of DHCP broadcast
packets is implemented between the DHCP
client and the DHCP server. In this manner,
the DHCP clients in different physical
subnets can obtain IP addresses which are
dynamically allocated from the same DHCP
server.

® [f Mode of the WAN port is Route, the [P
address of the ONT is obtained from
upper-layer DHCP servers in different
subnets and the user-side IP addresses are
obtained from the DHCP address pool of
the ONT.

® [f Mode of the WAN port is Bridge, the
ONT functions as a bridge. Thus, the ONT
does not have an [P address. The user-side
IP addresses are obtained from upper-
layer DHCP servers in different subnets.

Start [P Address Indicates the start [P address in the IP address
pool on the primary DHCP server. It must be
in the same subnet as that of the IP address set
in "LAN Host Configuration". Otherwise,
the DHCP server fails to work normally.

End IP Address Indicates the end IP address in the IP address
pool on the active DHCP server. It must be in
the same subnet as that of the IP address set
in "LAN Host Configuration". Otherwise,
the DHCP server fails to work.

Leased Time Indicates the lease time of the IP address pool
on the active DHCP server. Options: minute,
hour, day, and week.

Enable secondary DHCP server Indicates whether to enable the secondary
DHCEP server. If the check box is selected,
you can set the secondary DHCP server.

IP Address Indicates the IP address of the secondary
DHCP server.

Subnet Mask Indicates the subnet mask of the secondary
DHCP server.

Start IP Address Indicates the start IP address in the IP address
pool on the secondary DHCP server.
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Parameter

Description

End IP Address

Indicates the end IP address in the IP address
pool on the secondary DHCP server.

Leased Time

Indicates the lease time of the IP address pool
on the secondary DHCP server. Options:
minute, hour, day, and week.

Option60

Indicates the option 60 field of the secondary
DHCP server. A user-side DHCP client can
obtain an IP address from the IP address pool
on the secondary DHCP server only when the
option 60 field carried by the user-side DHCP
client is the same as this setting.

4.4 WLAN

This topic describes how to perform basic and advanced configurations of the WLAN through

the Web page.

4.4.1 WLAN Configuration

1. Inthe navigation tree on the left, choose WLAN > WLAN Configuration. In the pane on
the right, select the Enable WLAN option box. In the dialog box that is displayed, set the
basic Wi-Fi parameters, including the SSID, authentication mode, and encryption mode,

as shown in Figure 4-16.
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Figure 4-16 WI-FI Basic Configuration
WILAN = WLAN Configuration
On this page, you can set the WLAN parameters, including the WLAN switch, S50 configuration, and channel selection.
Enable WLAN
Basic Configration REE Delete
SSIDIndex SSIDName  SSID State  Associated Device Number  Broadcast SSID Security Configuration
1 Wirelesshlet Enable 32 Enable Unconfigured
SSID Configuration in Detail
551D Mame: WirelessMet *
Enable S5ID:
Aszszociated Device Mumhber: 32 e
Broadcast SSI0:
yilih Enable:
Authentication Mode: Open w
Encryption Mode: Hone w
Apply Cancel
Advance Configration
Transmitting Power: 100% i
Regulatory Domain: CHIMA v
Channel: Auto i
Channel Width: 20MHz W
Maode:
DTIM Period: 1 (1-244, default 1)
Beacon Period: 100 ms (20-1000ms, default: 100)
RTS Threshold: 2346 Biyteds) (1-2346 byte, default: 2346)
Frag Threshald: 2346 Biyteds) (256-2346 byte, default 2346)
Apply Cancel
2. Click Apply to apply the configuration.
Table 4-4 describes the basic Wi-Fi parameters.
Table 4-4 Basic Wi-Fi parameters
Parameter Description
Enable WLAN Indicates whether to enable the wireless network. The following
parameters can be set only when the wireless network is enabled.
SSID Indicates the name of the wireless network. It is used to
differentiate different wireless networks. It consists of a
maximum of 32 characters, without space or Tab character.A
default SSID1, named WirelessNet is created after the creation
of an ONT. The system can configure up to four SSIDs at a time
and cannot assign IP addresses to Wi-Fi terminals by SSID.
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Parameter

Description

Associated Device
Number

Specifies the number of STAs. It ranges from 1 to 32.

Broadcast Ssid

Indicates whether to enable or hide broadcast.

® [f the option box is selected, it indicates that the SSID
broadcast function is enabled. The ONT periodically
broadcasts the SSID, that is, the name of the wireless
network. In this way, any STA can search for the wireless
network.

® [fthe option box is not selected, it indicates that the SSID
broadcast function is disabled. The SSID is hidden, and the
STA cannot search for the wireless network. The SSID can
be obtained only through a request.

WMM Enable

Indicates whether to enable the QoS of the wireless network.
After the function is enabled, the video and voice QoS can be
improved.

Authentication Mode

Indicates the authentication mode for the STA to request access
to the wireless network. The mode can be Open, Shared, WPA
Pre-Shared Key, WPA2 Pre-Shared Key, WPA Enterprise,
WPA?2 Enterprise, or Wi-Fi Protected Setup.

Itis set to open by default, that is, the STA can access the network
without authentication.

Encryption Mode

Indicates the encryption mode for the STA to request access to
the wireless network. The encryption mode and encryption
parameters vary with the authentication mode.

@ [f the authentication mode is set to Open, the encryption
mode can be set to None or WEP.

® [fthe authentication mode is set to Shared, the encryption is
WEP.

® [f the authentication mode is set to WPA Pre-Shared Key,
WPA2 Pre-Shared Key, WPA Enterprise, or WPA2
Enterprise, the encryption mode can be set to AES, TKIP,
or TKIP&AES.

® [f the authentication mode is set to Wi-Fi Protected Setup,
WPS Mode must be set to Pin or Push-button.
NOTE
® Pin indicates the pin-based encryption.
® Push-button indicates the push-button-based encryption.

When WPS Mode is set to Push-button, press the WPS button on
the ONT and press the WPS icon included with the STA within two
minutes, or run the WPS setup program in the STA to install the WPS
software.
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® The security mode and encryption configured on a Wi-Fi terminal must be the same as those of an ONT. If
the TKIP&AES, or AES encryption mode is not configured on the Wi-Fi terminal, the Wi-Fi terminal may
have an old-version driver. If so, update the driver version.

® When two SSIDs are configured, if you modify the information of an SSID, the other SSID will re-choose
a channel, causing the service to be interrupted for a few minutes.

4.5 Security

This topic describes how to configure the IP address filter, MAC address filter, DoS, and ONT
access control through the Web page.

4.5.1 IP Filter Configuration

1. Inthe navigation tree on the left, choose Security > IP Filter Configuration. In the pane
on the right, enable the IP address filter function. After selecting the filter mode, click
New. Then, in the dialog box that is displayed, configure the rule for filtering IP addresses
from the WAN interface to the LAN port, as shown in Figure 4-17.

Figure 4-17 IP Filter Configuration

Security = IP Filter Canfiguration

Onthis page, you can configure the WAN-to-LAR filtering to prohibit certain IP addresses in the WAR from accessing the

LAM.
Enable P Filter:
Filter Mode: BlackList »
I ey Delete
Protocol LAN-side IP Address LAN-side Port WAN-side IP Address WAN-side Port
Configure
Protocol: TCPIUDP »
Lak-side [P Address: 1892.168.100.0 L [192168.100.95
LAN-side Port: @ aLL

O User-defined
WAN-side IP Address: () ALL

O Userdefined
WiAN-side Port: @ aLL

O User-defined

Apply Cancel

2. Click Apply to apply the configuration.

The IP address filter function is a security mechanism configured on the residential gateway. It
enables or disables all or partial ports in an Intranet IP address segment to communicate with
all or partial ports in an Extranet IP address segment. The IP address filter configuration is used
to limit communication between an Intranet device and an Extranet device.

Table 4-5 describes the parameters related to the IP address filter.
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Table 4-5 Parameters related to the IP address filter

Parameter

Description

IP address filter function

Indicates whether to enable the IP address filter function by
clicking OPEN or CLOSE.

Filter Mode

Indicates the IP address filter rule of the blacklist or whitelist.

® Blacklist: indicates that the data meeting the rule in the filter
rule list is not allowed to pass.

® Whitelist: indicates that the data meeting the rule in the filter
rule list is allowed to pass.

The filter mode is global config mode. Thus, the blacklist and
whitelist mode cannot be used at the same time.

Protocol

Indicates the type of the protocol, which may be TCP/UDP,
TCP, UDP, ICMP, or ALL.

LAN-side IP Address

Indicates the IP address on the LAN side.

LAN-side Port

Indicates the port ID on the LAN side. This parameter can be
configured when Protocol is set to TCP/UDP, TCP or UDP.

WAN-side IP Address

Indicates the IP address on the WAN side.

WAN-side Port

Indicates the ID of the WAN side port. This parameter can be
configured when Protocol is set to TCP/UDP, TCP or UDP.

4.5.2 MAC Filter Configuration

1. Inthe navigation tree on the left, choose Security > MAC Filter Configuration. In the
pane on the right, after enabling MAC filter and selecting the filter mode, click New. On
the dialog box that is displayed, configure the MAC filter rule for the PC to access the
Internet, as shown in Figure 4-18.

Figure 4-18 MAC Filter Configuration

Security = MAC Filter Caonfiguration

Onthis page, you can configure the MAC filtering to prohibit certain PCs fram accessing the Internet.

Enable MAC filter:
Filter Made: Blacklist »
RE Delete
Source MAC Address
Source MAC Address:  |000191T7:2C:EF97 “AABECC:DD:EEFF)
Apply Cancel

2. Click Apply to apply the configuration.
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The MAC address lists of PCs in the network are saved on the ONT. Configuring MAC filter
rules enables the PCs that conform to the rules to access the Internet service or disables the PCs
that do not conform to the rules to access the Internet service. A PC may have more than one IP
addresses but a unique MAC address. Therefore, configuring MAC filter rules effectively
controls the Internet service access rights of PCs in a LAN.

Table 4-6 describes the parameters related to the MAC filter.

Table 4-6 Parameters related to the MAC address filter

Parameter

Description

MAC address filter function

Indicates whether to enable the MAC address
filter function by clicking OPEN or
CLOSE.

Filter Mode

Indicates the MAC address filter rule of the
blacklist or whitelist.

® Blacklist: indicates that the data meeting
the rule in the filter rule list is not allowed
to pass.

® Whitelist: indicates that the data meeting
the rule in the filter rule list is allowed to
pass.

The filter mode is global config mode. Thus,

the blacklist and whitelist mode cannot be
used at the same time.

Source MAC Address

Indicates the source MAC address in the
MAC address filter rule.

4.5.3 URL Filter Configuration

1. Click the Security tab and then choose URL Filter Configuration from the navigation
tree. In the pane on the right, after enabling URL filter and selecting the filter mode, click
New. On the dialog box that is displayed, configure the URL filter rule for the PC to access

the Internet, as shown in Figure 4-19.
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Figure 4-19 URL Filter Configuration

Security = LURL Filter Configuration

On this page, you can configure the parameters of URL filter. If enable smart URL filter, the data packets complying with
the following URL rule are forbidden(or allowed) to pass the device when you access any site of the weh server.
otherwise only the data packets of your accessing site are farbiddenior allowed) to pass.

Enable URL Filter:
Enable Smart URL Filter:
Filter Mode: Blacklist »
N ey Delete
URL Adiress
URL Address: W O C O e

Apply Cancel

2. Click Apply to apply the configuration.

4.5.4 DoS Configuration

1. In the navigation tree on the left, choose Security > DoS Configuration. In the pane on
the right, determine whether to enable the DoS attack-preventive configuration, as shown
in Figure 4-20.

Figure 4-20 DoS Configuration

Security = Dos Configuration

On this page, vou can configure the DoS parameters,Denial of Service(DoS) is ah attack action that decreases the
availability of systems by preventing authorized users from accessing some special services.

EnablePrevent S¥M Flooding Attack:
Enable Prevent ICMP Echo Attack:
Enahle Prevent ICMP Redirect Attack:
Enable Prevent Land Attack:

Enable Prevent Smurf Attack:

o

Enable Prevent Winnuke Aftack:

Apply Cancel

2. Click Apply to apply the configuration.

Denial of service (DoS) attack is a network-based attack that denies users from accessing the
Internet. The DoS attack initiates a large number of network connections, making the server or
the program running on the server break down or server resources exhaust or denying users to
access the Internet service. As a result, the network service fails.

Table 4-7 describes the parameters related to the DoS.
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Table 4-7 Parameters related to the DoS

Parameter

Description

Prevent SYN Flooding Attack

Indicates whether to enable the prevent SYN
flooding attack.

In the attack, several source hosts send SYN
packets to a destination host. After receiving
the SYN ACK packets from the destination
host, the source hosts do not respond. In this
case, the destination host establishes many
connection queues for the source hosts and
maintains these queues all the time because
no ACK response is received. As a result,
many resources are used and the destination
host fails to provide normal services for
normal connections.

Prevent ICMP Echo Attack

Indicates whether to enable the prevent ICMP
echo attack.

In the attack, many ICMP echo packets are
sent to a destination host within a short time.
As a result, the network is congested or the
resources of the host are exhausted.

Prevent ICMP Redirect Attack

Indicates whether to enable the prevent ICMP
redirect attack.

In the attack, many ICMP redirect packets are
sent to a destination host within a short time.
As a result, the network is congested or the
resources of the host are exhausted.

4.5.5 ONT Access Control Configuration

1.

In the navigation tree on the left, choose Security > ONT Access Control

Configuration. In the pane on the right, configure the rule of ONT access control, as shown

in Figure 4-21.
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Figure 4-21 ONT Access Control Configuration

Security = ONT Access Contral Configuration

On this page, you can enahle and disahle the access right assigned to the ONT.

LAN Service

Enahle LAN-=ide PC to access the ONT thraugh FTP: F
Enable LAN-side PC to access the ONT through HTTP:
Enable LAN-side PC to access the ONT through TELMET:
WAN Service

Enable YWwAN-side PC to access the ONT through FTP: [
Enable YwaAN-gide PC to access the ONT through HTTP: [

Enable WAMN-side PC to access the ONT through TELNET: [

Apply Cancel

2. Click Apply to apply the configuration.

4.6 Route

This topic describes how to configure the default route and static route through the Web page.

4.6.1 Default Route Configuration

1. Inthe navigation tree on the left, choose Route > Default Route Configuration. In the
pane on the right, select or deselect the Default Route option button to enable or disable
the default route of the system, as shown in Figure 4-22.

Figure 4-22 Default Route Configuration

Foute = Default Route Configuration

Onthis page, you can configure the default route.

Enahle Default Route:
WM Mame: 1_INTERMET_R_¥ID_140 v

Apply Cancel

1 noTE

If an ONT fails to find a matching routing entry after receiving a packet, the WAN interface specified
by the default route configuration sends the packet to a network device. Before the default route of
the system is enabled, the WAN interface must obtain the IP address. Therefore, the parameters of
the WAN interface must be correctly set. For details, see 4.2.1 WAN Configuration.

2. Click Apply to apply the configuration.
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4.6.2 Static Route Configuration

1. Inthe navigation tree on the left, choose Route > Static Route Configuration. In the pane
on the right, click New. In the dialog box that is displayed, set the parameters related to the
static route, as shown in Figure 4-23.

Figure 4-23 Static Route Configuration

Route = Static Route Configuration

Cnthis page, you can configure the static route, including the IP address, subnet mask, gateway P address and Wikl
interface name. When you configure the static route, ifthe specified WA interface is offline, please clear the gateway [P

address.
ey Delete
WAN Name Destination Address Gateway Subnet Mask
Destination Metwork Address: 20.20.20.20 =
Subnet Mask: 255.255.255.255 "
Gateway |P Address: 1010101
WWAR Marme: 1_IMTERMET_R_WID_150 v

Apply Cancel

2. Click Apply to apply the configuration.

Table 4-8 describes the parameters related to the static route.

Table 4-8 Parameters related to the static route

Parameter Description

Destination Network Indicates the destination IP address of the static route.
Address

Subnet Mask Indicates the subnet mask of the static route.

Gateway I[P Address Indicates the gateway IP address of the static route.
Interface Indicates the WAN interface that the route travels through.

4.6.3 Policy Route Configuration

1. Inthe navigation tree on the left, choose Route > Policy Route Configuration. In the pane
on the right, click New. In the dialog box that is displayed, set the parameters related to the
policy route, as shown in Figure 4-24.
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Figure 4-24 Policy Route Configuration

Route = Policy Route Configuration

The palicy route can be configured on this page. This route is used to send the packets of certain senices {nternet, IFTV)
tothe OLT through a specific WAR.

Mew Delete

Vendor ID WAN Name

Wendor |D: huawei *(OptionB0; far example: ®enderlD* *enderlD WenderlD* or VenderlD)
WYWAN Mame: 1_TROBI_WOIP_F_VID_

Apphy Cancel

2. Click Apply to apply the configuration.

4.7 Forward Rules

This topic describes how to configure the DMZ, port mapping, and port trigger through the Web
page.

4.7.1 DMZ Configuration

1. In the navigation tree on the left, choose Forward Rules > DMZ Configuration. In the
pane on the right, click New. In the dialog box that is displayed, set the parameters related
to the DMZ, as shown in Figure 4-25.

Figure 4-25 DMZ Configuration
Forward Rules = DMZ Configuration
On this page, you can configure the parameters of the DMZ device. The DMZ device provides services for unreliable

external accesses. is a huffer hetween a secure system and an insecure system. Ifthe WARN portis not listed in the port
rapping table, the application reguests from the WWAR connection are forwarded to the DMZ device.

ey Delete
WAN Name Enable DMZ Host Address
Enable DMZ:
WiAR Mame: 2_INTERMET_B_WID_1 »
Host Address: 182.168.100.100 =

Applhy Cancel

2. Click Apply to apply the configuration.

The demilitarized zone (DMZ) is a technology that enables the ONT to forward all received
packets through a specified internal server. The technology enables a computer in the LAN to
be completely exposed to all users on the Internet or enables the mutual communication without
restrictions between a host with a specified IP address and other users or other servers on the
Internet. In this way, many applications can run on the host with the specified IP address. The
host with the specified IP address receives all connections and files that can be identified.
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A CAUTION

If the LAN-side device does not provide website service or other network services, do not set
the device to a DMZ host because all ports of a DMZ host are opened to the Internet.

Table 4-9 describes the parameters related to the DMZ.

Table 4-9 Parameters related to the DMZ

Parameter Description

Interface Name Indicates the name of the WAN interface. If the WAN interface
is not in the port mapping table, the application requests from
the WAN connection are directly forwarded to the host in the

DMZ.
Host Address Indicates the IP address of the DMZ host.
Enable DMZ Indicates whether to enable the DMZ.

4.7.2 PortMapping Configuration

1. In the navigation tree on the left, choose Forward Rules > PortMapping
Configuration. In the pane on the right, click New. In the dialog box that is displayed, set
the parameters related to port mapping, as shown in Figure 4-26.

Figure 4-26 PortMapping Configuration
Forward Rules = Port Mapping Configuration

Onthis page, you can set up viual serers on the LAN network and allow these servers to be accessed from the Intermet
by setting part mapping parameters.

[RI= Celete
WAN Name Mapping Name Protocol External Port Internal Port Internal Host Enable
Type: ® Custom O Application
WAN Mame: 1_INTERMET_R_VI % Frotocal: TCP w
Extarnal Start Part: 123 . External End Port: 124
Internal Start Port: 200 . Internal End Port: 20
External Source Start Port: 145 External Source End Port: 146
Internal Host: 182168100100 : External Source IP Address: 50.20.36.16
Mapping Mame: FTP Server z Enahle Port Mapping:

Apply Cancel

2. Click Apply to apply the configuration.

Port mapping indicates that the Intranet server is allowed to be open to the Extranet (for example,
the Intranet provides the Extranet with a WWW server or FTP server). Port mapping is to map
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the Intranet host IP address and port ID to Extranet IP address and corresponding port ID so that
users from Extranets can access the Intranet server. With port mapping, the users cannot see the
Intranet [P address and they see the Extranet IP address.

Table 4-10 describes the parameters related to port mapping.

Table 4-10 Parameters related to port mapping

Parameter Description

Interface Indicates the name of the WAN interface where port mapping is
enabled.

Protocol Indicates the protocol type of port mapping packet, which may

be TCP, UDP, or TCP/UDP.

External Start Port

Indicates the destination start port of the external data packet.

External End Port

Indicates the destination end port of the external data packet.

Internal Start Port

Indicates the internal destination start port of the port mapping
packet.

Internal End Port

Indicates the internal destination end port of the port mapping
packet.

External Source Start Port

Indicates the source start port of the external data packet.

External Source End Port

Indicates the source end port of the external data packet.

Internal Host

Indicates the IP address of the host to which the port is mapped.

External Source IP

Indicates the source IP address of the external data packet.

Address
Mapping Name Indicates the name of the port mapping rule.
Enable PortMapping Indicates whether to enable port mapping.

4.7.3 PortTrigger Configuration

1. In the navigation tree on the left, choose Forward Rules > PortTrigger Configuration.
In the pane on the right, click New. In the dialog box that is displayed, set the parameters
related to the port trigger, as shown in Figure 4-27.
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Figure 4-27 PortTrigger Configuration

Forward Rules = Port Trigger Configuration

Cin this page, you can configure the range ofthe port that is used far the LAN-side applications to access the Internet and
enahle the port automatically.

WAN Name

Enahle Port Trigger:
WAR Marme:
Trigger Protocal:
Qpen Protocol;
Trigger Start Port:
Trigger End Port:
Cpen Start Port:
Open End Fort:

Status

I ey Delete

Trigger Port Open Port Trigger Protocol  Open Protocol

1_INTERMNET_R_¥ID_150 v

UDF
UDpF
200
201
145
146

Apply Cancel

2. Click Apply to apply the configuration.

The port trigger indicates that a specific Extranet port is automatically enabled when a

corresponding Intranet port sends a packet and the packet is mapped to the Intranet port on the
host.A specific mapping packet is sent from the ONT through the Intranet so that specific packets
ofthe Extranet can be mapped to the corresponding host. A specified port on the gateway firewall
is open to some applications for remote access. The port trigger can dynamically enable the open

port of the firewall.

Table 4-11 describes the parameters related to the port trigger.

Table 4-11 Parameters related to the port trigger

Parameter Description

Interface Indicates the name of the WAN interface where the port trigger
is enabled.

Trigger Protocol Indicates the protocol type of the port trigger packet, which may

be TCP, UDP, or TCP/UDP.

Open Protocol

Indicates the protocol type of the open data packet.

Trigger Start Port

Indicates the destination start port of the port trigger packet.

Trigger End Port

Indicates the destination end port of the port trigger packet.

Open Start Port

Indicates the destination start port of the open packet.

Open End Port Indicates the destination end port of the open packet.
Enable Indicates whether to enable the port trigger.
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4.8 Network Applications

This topic describes how to configure the USB, ALG, UPnP, and ARP through the Web page.

4.8.1 USB

1. Inthe navigation tree on the left, choose Network Applications > USB. In the pane on the
right, set the parameters related to FTP downloading to share the FTP file of the ONT, as
shown in Figure 4-28.

Figure 4-28 USB

Metwark Application = LUSE Application
FTP Client Configuration

You can download the file from FTP server to the USH mass storage device by config FTP client.

FTP LRL: fipar82.168.100.3% %
FPort Mumber: 21
Uzer Narme: 123
Passward: e
Device: Mo USE Device | w
Local Path:
Download
User Name Password Port Number Download URL Local Path State
FTP Server Configuration

ou can share data of LUSE mass storage device in LAN by config FTP Server.

Enahble FTP Server:

User Mame: root

Password: enee

Drevice: Mo LISE Device

Root Directary Path:

Apply Cancel

2. Click Download to download files from the FTP server to the USB storage device.

Table 4-12 describes the parameters related to the USB.

Table 4-12 Parameters related to the USB

Parameter Description

Download URL Indicates the path of the file downloaded through FTP.

Port Number Indicates the FTP port number. It is set to 21 by default.
Generally, the setting is not required.
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Parameter Description

User Name Indicates the user name for connecting to the FTP server. If the
FTP server supports anonymous login, the setting is not required.

Password Indicates the password for connecting to the FTP server. If the
FTP server supports anonymous login, the setting is not required.

Device Indicates the drive of the external USB device for saving the file
downloaded through FTP. When the USB storage device is
connected to the USB port, the drop-down list is available.

Local Path Indicates the path for saving the FTP-downloaded file to the
external USB device. Ifthe path is not entered, the path specified
in Download URL is used by default.

4.8.2 ALG Configuration

1. In the navigation tree on the left, choose Network Applications > ALG Configuration.
In the pane on the right, determine whether to enable the FTP or TFTP, as shown in Figure
4-29.

Figure 4-29 ALG Configuration

Metwark Application = ALG Configuration

On this page, you can enable the ALG of a semvice by selecting the corresponding check hox Then, the applications and
hardware can be uged.

Enahle FTP ALG: F
Enable TFTP ALG: F
Enable H323 ALG:
Enable SIP ALG: F]
Enable RTSP ALG:
Apply Cancel

2. Click Apply to apply the configuration.

When the NAT function is enabled, the application level gateway (ALG) function needs to be
enabled to ensure that some application software and hardware can be normally used.

4.8.3 UPnP Configuration

1. In the navigation tree on the left, choose Network Applications > UPnP Configuration.
In the pane on the right, determine whether to enable the UPnP, as shown in Figure 4-30.
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Figure 4-30 UPnP Configuration

Metwark Application = LIPAP Caonfiguration

Onthis page, you can enahle or disable the universal plug and play (JPnPY function{The UPnP function supports plug-
and-play and automatic discavery of multiple types of network equipment. If the LIPP function is enabled, a device that
supports the UPRP function can access networks, abtain an IP address, transmit performance data, detect ather devices,
and learn the performance data ofthe other devices).

Enahle UPnP:

Apply Cancel

2. Click Apply to apply the configuration.

Universal Plug and Play (UPnP) is the name of a group of protocols. The UPnP supports zero
configuration networking and automatic discovery of different network devices. If the UPnP is
enabled, the UPnP-enabled device can be dynamically connected to the network to obtain the
IP address, obtain the transfer performance, discover other devices, and learn the performance
of the other devices. The UPnP-enabled device can be automatically disconnected from the
network, without affecting the device or other devices.

When the UPnP is enabled, the LAN-side PC automatically finds the ONT, which is considered
as a peripheral device of the PC and is plug-and-play. After running application software on the
PC, port mapping entries are automatically generated on the ONT through the UPnP protocol,
thus improving the running speed.

4.8.4 ARP Configuration

1. In the navigation tree on the left, choose Network Applications > ARP Configuration.
In the pane on the right, click New. In the dialog box that is displayed, set the resolution
rule between a MAC address and an IP address, as shown in Figure 4-31.

Figure 4-31 ARP Configuration

Metwark Application = ARP Configuration

On this page, you can configure the static ARP, including the IP address and MAC address.

= Delete
IP Address MAC Address
IP Address: 192.168.100.100 *
MAC Address: 001 a7 2C.EFGT =

Apphy Cancel

2. Click Apply to apply the configuration.

Static ARP means to manually add an ARP entry on an ONT. A static ARP never ages and can
only be deleted manually. If the mapping between the IP address and MAC address of the peer
device is available, configuring a static ARP entry benefits a lot. For example, the dynamic ARP
entry learning is omitted during device communication and the static ARP entry prevents a
device from learning an incorrect ARP entry in the case of malicious attacks.
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4.8.5 Portal Configuration

1. Click the Network Application tab and then choose Portal Configuration from the
navigation tree. In the right pane, enable/disable the portal function and set the redirection
URL addresses for different types of devices, as shown in Figure 4-32.

Figure 4-32 Portal configuration
Metwark Application = Portal Configuration

O this page, you can configure the portal information. The browser will display a specified page according to your device
type when you access the internet first time.

Enahle Portal:
Default Redirection URL: WA S0 O
I e Delete
Device type Redirection URL address
Device Type: Camputer v
Redirection URL Address: WA 03 C O [*

Apply Cancel

2. Click Apply to apply the configuration.

If the type of the device that you use is not configured with a URL address or the device type
cannot be identified, the system redirects to the default URL address upon the first access to the
Internet.

4.8.6 DDNS Configuration

1. Click the Network Application tab and then choose DDNS Configuration from the
navigation tree. In the right pane, configure DDNS parameters, including Service
Provider, Host Name, Service Port, Domain Name, Username, and Password, as shown
in Figure 4-33.
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Figure 4-33 DDNS configuration

Metwork Application = DDME Configuration

On this page, yvou can configure the DDMS parameters, including the service provider the username and password,also
the darmain name you want to update.

[RI=2 Delete

WAN Name Status Service Provider Domain Name

Enahle DDMS:

VAN Mame: 1_INTERMET_R_VID_1 »

Service Provider: dyndns-static w

Host Mame: mermhbers.dyndns. org [Fi1-288)Character
Service Por: a0 Fi1-BA535)
Domain Marne: i ABCT23.c0mm (1-2a88)Characters
Llzername: user M(1-2a8 Character
Pagsward: seee M(1-289Character

Apply Cancel

2. Click Apply to apply the configuration.

Dynamic domain name service (DDNS) associates a static domain name with the dynamic IP
address of its host.

Assume that server A provides HTTP or FTP service and it is connected to the Internet using
routers. If server A obtains an IP address through DHCP, or server A is connected to the Internet
through PPPoE, PPTP, or L2TP, the IP address is an dynamic IP address. That is, its I[P address
may change each time when server A initializes its connection to the Internet.

The mapping between the domain name and IP address provided by the domain name service
(DNS) server is static, and the mapping does not update when the IP address changes. Therefore,
when the IP address of server A changes, users on the Internet cannot access server A with
domain names.

With DDNS, which associates a static domain name with the dynamic IP address of its host,
users on the Internet can access the server only with domain names.

4.8.7 IGMP Configuration

1. Click the Network Application tab and then choose IGMP Configuration from the
navigation tree. In the right pane, configure the IGMP parameters, as shown in Figure
4-34.
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Figure 4-34 IGMP configuration

Metwork Application = IGMP Configuration

Onthis page, you can setthe IGMP parametars, You can enable the IGKP far the WAN interface by choasing
HomeGateway as the IGMP work mode. You can configure the parameters such as robustness, general query interval,
general response time, special query number, special query interval and special respanse time only when [GhP swork
mode is HomeGateway and IGMP proxy are enahled.

IGMF Enahble: Enahle “

IGMP Wark Mode: Prosy ~

Rohustness: 2 (110 defaultwalue: 2

General query interval: 125 F30~5000s defaultwalue: 125s)
General query response time: (100 F{1~2585 unit: 0.1= defaultvalue: 100)
Specific guery numhber: 2 (110 defaultwalue: 2

Specific query interval: 10 F(1~A000 unit; 0.1s defaultvalue: 10)
Specific query response tirme: (10 1-=2585 unit: 0.1s default value: 10)

Apply Cancel

2. Click Apply to apply the configuration.

The IGMP function of WAN ports can be enabled only when IGMP works in the gateway mode.
Only when IGMP proxy is enabled in the gateway mode, parameters such as Robustness,
General query interval, General query response time, Specific query number, Specific
query interval, and Specific query response time.

4.8.8 QoS Configuration

1. Click the Network Application tab and then choose QoS Configuration from the
navigation tree. In the right pane, enable/disable QoS and select a QoS mode, as shown in
Figure 4-35.

Figure 4-35 QoS configuration

Metwark Application = QoS Configuration

Cn this page, yvou can setthe Qo3 parameters. You can enable ar disahle QoS service and select a mode far o3,

Enable QoS
QoS Mode: INTERMET, TROES w

Apply Cancel

2. Click Apply to apply the configuration.

4.8.9 Terminal Limit Configuration

1. Click the Network Application tab and then choose Terminal Limit Configuration from
the navigation tree. In the right pane, configure relative parameters, as shown in Figure
4-36.
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Figure 4-36 Terminal Limit Configuration

Metwork Application = Terminal Limit Configuration

Cn this page, you can setthe maximum number ofterminal; The terminal whose index exceeding the number limit will
he forbidden to access the internet.

Limit Mode: Type Limit w

Apply Cancel

e Delete
Enable Device Type Type Limit Number
Enahle Type Limit:
Device Type: Computer W
Type Limit Mumber: 4 [F(0-253)

Anply Cancel

2. Click Apply to apply the configuration.

4.9 Voice

This topic describes how to configure the voice service through the Web page.

(0 noTE
The Web page for configuring the voice service varies with the loaded voice protocols. The following
topics describe the Web pages after the H.248 protocol and the SIP protocol are loaded.
® Device software version V100R002C00 supports the SIP protocol.
® Device software version V100R002CO01 supports the H.248 protocol.

4.9.1 VoIP Interface Configuration

® Configuring VolP Interface - SIP Protocol

1. Inthe navigation tree on the left, choose Voice > VoIP Interface Configuration. In
the pane on the right, parameters of a VoIP interface can be configured, including the
IP addresses of the primary server and secondary server, and digitmap, as shown in
Figure 4-37.
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Figure 4-37 VoIP Interface Configuration - SIP protocol

Yoice = YolP Basic Configuration

Interface Basic Parameters

‘You can setthe voice interface hasic parameters.

Primary Proxy Address: |1?2.23.111.11 *{IF ar Domain)
Prirnary Proxy Port: |506E| *(1-655349)
Standby Proxy Address: | {IF or Domain)
Standby Prowy Part: [5080 {1-65535)
Hame Damain: [soft3000.huawei.com {IF or Domain)
Local Part [5080 *(1-65535)
777 o =l
Digitmagp:
E
Digitmap Match Mode: ffin <
Registration Period: |EDD {Lints){1~65534)
. . IQ_V':)'P—R—V'D—EDU Zl (Selectthe name of the VWAN that will carry the woice signaling
Signaling Port:
messages.)
_ x| (Select Media for woice signaling. The media port is sarme with
Media Part:
signaling portwhen it is empty.)
Region: [Ch - China

Apply Cancel

2. Click Apply to apply the configuration.

Table 4-13 describes the parameters used for configuring a VoIP interface based on the

SIP protocol.

Table 4-13 Parameters used for configuring a VoIP interface based on the SIP protocol

Parameter Description

Primary Server

Proxy Server Address Indicates the IP address (provided by the ISP) of the primary
SIP proxy server.

Proxy Server Port Indicates the ID (provided by the ISP) of the port used for
communication between the primary SIP proxy server and
the VoIP terminal. The ID ranges from 1 to 65535 and the
default ID is 5060.

Secondary Server

Proxy Server Address Indicates the IP address (provided by the ISP) of the
secondary SIP proxy server.

Proxy Server Port Indicates the ID (provided by the ISP) of the port used for
communication between the secondary SIP proxy server and
the VoIP terminal. The ID ranges from 1 to 65535 and the
default ID is 5060.
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Parameter

Description

General

Home Domain

Indicates the domain of the registration server of the VoIP
terminal in network communications, such as
softx3000.huawei.com.

Local Port

Indicates the ID of the local port on the ONT. The ID ranges
from 1 to 65535 and the default ID is 5060.

Digitmap

Indicates the voice digitmap.

Digitmap Match Mode

Indicates the digitmap matching mode, including Min and
Max.

® Min: If the dialed character string matches a digitmap
scheme, the system immediately reports the number to
the call proxy.

® Max: If the dialed character string matches a digitmap
scheme, the system does not immediately report the
number to the call proxy but starts the short timer. If a
user does not continue dialing digits, the system reports
the number to the call proxy after the short timer times
out; if the user continues dialing digits and the number
matches the long digitmap, the system reports the number
that matches the digitmap to the call proxy.

Registration Period

Indicates the valid registration period. When this period
expires, the SIP user needs to register again. The value range
is 1s to 65534s, and the default value is 600s.

Signaling Port

Indicates the signaling WAN port used for connecting the
VoIP terminal to the SIP server.

Media Port

Indicates the WAN port of the voice media streams. When
the name of the media port is empty, it indicates that the name
of the media port is the same as that of the signaling port.

Region

Indicates the country code.

Advance Interface Parameters

Fax Transmode

Indicates the fax mode, including pass-through and T.38.

® Pass-through: The MG encodes the fax signals
transmitted by a fax machine according to the voice codec
(G.711), and then coverts such signals into the RTP data
packets for real-time transmission over an IP network.

® T.38: The MG, through ITU-T T.38, converts the T.30-
compliant fax signals transmitted by a fax machine into
the T.38 packets for transmission over an IP bearer
network.
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Parameter

Description

Fax Switchmode

Indicates the fax switching mode, including negotiation and
self-switch. The fax switching mode is selected according to
the customer requirements.

Profile Body

Indicates the control point parameters. Such parameters are
selected according to the softswitch. Generally, the default
settings are adopted.

Software Parameters

Indicates the software parameters. Such parameters are
selected according to the softswitch. Generally, the default
settings are adopted.

Enable Echo
Cancellation

Enables or disables echo cancellation. By default, echo
cancellation is enabled.

®  VoIP Interface Configuration - H.248 Protocol

1. Inthe navigation tree on the left, choose Voice > VolP Interface Configuration. In
the pane on the right, parameters of a VoIP interface can be configured, including the
primary MGC server, secondary MGC server, and digitmap, as shown in Figure

4-38.

Figure 4-38 VoIP Interface Configuration - H.248 protocol

Yoice = YolP Basic Configuration

Interface Basic Parameters

fou can setthe voice interface hasic parameters.

Prirmary MGC Address:
Primary MGC Part:
Standby MGC Addrass:
Standby MGC Port:

MG Damain:

Local Port:

Device Marne:

MID Farmat:

Digitmap Match Mode:
RTF TID Prefix

Start Murmber of RTP TID:

Width of RTF TID Mumber:

Sighaling Port:

Wedia Port:

Region:

[172.231.2

|2844

|2844

[ 503000 huawei com

[2344

*{IF or Domain)
*1-65538)
{IF ar Domain)

(1-B65433)

*(1-65538)

[ 2_VOIF_R_VID_200 =] (gelectthe name of the VAN that will carry the voice signaling

Messages.)

| (Selectyisr name for media. The media port name is same with

sighaling port narme when itis empty)

[CM- China

Apply Cancel

2. Click Apply to apply the configuration.
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Table 4-14 describes parameters used for configuring a VolIP interface based on the H.248

protocol.

Table 4-14 Parameters used for configuring a VoIP interface based on the H.248 protocol

Parameter

Description

Primary Server

MGC Address Indicates the IP address (provided by the ISP) of the primary
MGC server.
MGC Port Indicates the ID (provided by the ISP) of the port used for

communication between the primary MGC server and the
VoIP terminal. The ID ranges from 1 to 65535 and the default
ID is 2944,

Secondary Server

MGC Address Indicates the IP address (provided by the ISP) of the
secondary MGC server.

MGC Port Indicates the ID (provided by the ISP) of the port used for
communication between the secondary MGC server and the
VoIP terminal. The ID ranges from 1 to 65535 and the default
ID is 2944.

General

MG Domain Fill the domain name when Register Format is set to
DomainName, such as user.huawei.com.

MG Port Indicates the ID of the local port on the ONT. The ID ranges

from 1 to 65535 and the default ID is 2944.

Device Name

Fill the device name when Register Format is set to
DeviceName.

MID Format

Indicates the MG registration format. It can be the MG
domain name, IP address, or device name. The MG register
format must be the same as the register format provided by
the ISP.

Digitmap Match Mode

Indicates the digitmap matching mode, including Min and
Max.

® Min: If the dialed character string matches a digitmap
scheme, the system immediately reports the number to
the softswitches.

® Max: If the dialed character string matches a digitmap
scheme, the system does not immediately report the
number to the softswitches but starts the short timer. If a
user does not continue dialing digits, the system reports
the number to the softswitches after the short timer times
out; if the user continues dialing digits and the number
matches the long digitmap, the system reports the number
that matches the digitmap to the softswitches.
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Parameter

Description

RTP TID Prefix

Indicates the prefix of the ephemeral termination. The default
prefix on Huawei softswitches is A100.

Start Number of RTP
TID

Indicates the start number of the suffix of the ephemeral
termination. The default value is 0.

Width of RTP TID
Number

Indicates the length of the suffix of the ephemeral
termination. The default value is 6.

Signaling Port

Indicates the signaling WAN port used for connecting the
VoIP terminal to the MGC server.

Media Port

Indicates the WAN port of the voice media streams. When
the name of the media port is empty, it indicates that the name
of the media port is the same as that of the signaling port.

Region

Indicates the country code.

Advanced Interface configuration

Fax Transmode

Indicates the fax mode, including pass-through and T.38.

® Pass-through: The MG encodes the fax signals
transmitted by a fax machine according to the voice codec
(G.711), and then coverts such signals into the RTP data
packets for real-time transmission over an IP network.

® T.38: The MG, through ITU-T T.38, converts the T.30-
compliant fax signals transmitted by a fax machine into
the T.38 packets for transmission over an IP bearer
network.

Fax Switchmode

Indicates the fax switching mode, including negotiation and
self-switch. The fax switching mode is selected according to
the customer requirements.

Profile Index

Indicates the control point parameters. Such parameters are
selected according to the softswitch. Generally, the default
settings are adopted.

Software Parameters

Indicates the software parameters. Such parameters are
selected according to the softswitch. Generally, the default
settings are adopted.

Start Negotiate Version

Indicates the start version of the H.248 protocol for
negotiation. It is selected according to the softswitch. The
value range is 0 to 3, and the default value is 2.

® (: Indicates that the negotiation is based on the profile
parameters.

® 1-3: Indicates the start version of the H.248 protocol for
negotiation.

Enable Echo Enables or disables echo cancellation. By default, echo
Cancellation cancellation is enabled.
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4.9.2 VoIP User Configuration

®  VoIP User Configuration - SIP protocol

1. In the navigation tree on the left, choose Voice > VoIP User Configuration. In the
pane on the right, you can configure parameters of a VoIP user, including the register
user name, authentication user name, password, and associated POTS, as shown in
Figure 4-39.

Figure 4-39 VoIP User Configuration - SIP protocol

Yaoice = YoIP Advanced Configuratian

Oin this page, you can setinterface adwvanced parameters.

Interface Advanced Parameters

Enable Echo Cancellation: 2
Fax Transmode: pass-through =

Fax Switchmode: negotiation =
1=42940967295,2=1,3=1,4=1,5=0,6=0,7=1,8=600;9=1;10=0;1 =

Frofile Body: 1=0,12=0;13=1,14=1,14=0,16=0,17=0;18=0,18=0;20=1,21=1,
22=1,23=64,24=1525=180,26=32,27=120,28=120,28=30,30 -|

Software Parameters: Default -

Anply Cancel
User Advanced Parameters
Sequence Register User Hame Auth User Hame Associated POTS
1 TTIT0254 FTTT0254@onthuawei.com 1
2 TTIT0244 FTTT0Z585@ont huawei.com 2
Codec Period{ims) Priority Enable

| 20 -] 2 (1-100) v

| |20 -l 1 ¢1-100) 3

| |20 H 3 {1-100) v

| 20 -] 4 (1-100) v
Apply Cancel

2. Click Apply to apply the configuration.

Table 4-15 describes parameters used for configuring a VoIP user based on the SIP
protocol.

Table 4-15 Parameters used for configuring a VoIP user based on the SIP protocol

Parameter Description
Register User Name Indicates the telephone number of a voice user.
Enable Indicates whether to enable a voice user.
Auth User Name Indicates the authentication user name of a voice user.
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Parameter Description
Password Indicates the authentication password of a voice user.
Associated POTS Indicates the POTS port associated with a voice user.

®  VoIP User Configuration - H.248 Protocol

1. Inthe navigation tree on the left, choose Voice > VoIP User Configuration. In the
pane on the right, you can configure the line name and associated POTS, as shown in
Figure 4-40.

Figure 4-40 VoIP User Configuration - H.248 Protocol

Yoice = YolP Advanced Configuration

You can setthe voice interface advanced parameters.

Enable Echa Cancellation: v

Fax Transmode: ’W
Fax Switchrnode: ’W
Profile Index: Default -
Software Parameters: Default -
|2—L| {("0" indicates negotiating H.248 version according to profile

Start Megatiate Version:
parameters.)

Apply Cancel

2. Click Apply to apply the configuration.

Table 4-16 describes parameters used for configuring a VoIP user based on the H.248
protocol.

Table 4-16 Parameters used for configuring a VoIP user based on the H.248 protocol.

Parameter Description

Line Name Indicates the termination ID of a voice user. It must be
consistent with the MG termination ID on the MGC.

Associated POTS Indicates the POTS port associated with a voice user.

Enable Indicates whether to enable a voice user.

4.10 System Tools

This topic describes how to use the system tools on the Web page, including using the tools to
restart the device, restore the default configuration, and conduct the test.
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4.10.1 Reboot

In the navigation tree on the left, choose System Tools > Reboot. In the pane on the right, click
Reboot to restart the device, as shown in Figure 4-41.

Figure 4-41 Reboot

System Tools = Reboot

Onthis page, you can reboot the horme gatewsay by clicking "Reboot”.

Reboot

A CAUTION

Save the configuration data before restarting the device. For details, see 4.10.2 Configuration
File.

4.10.2 Configuration File

In the navigation tree on the left, choose System Tools > Configuration File. In the pane on
the right, click the button as required, as shown in Figure 4-42.

Figure 4-42 Configuration File

Systern Tools = Configuration File

You can click "Save Configuration” to save the current configuration to the flash memary.

Save Configuration

You can click "Download Conflguration File" to hack up the current configuration.

Diownload Configuration File

Ifvou enterthe path of the configuration file and then click"Upload Canfiguration File", yvour home gateway will be updated
with the saved configuration file.

Configuration File: Browse. .. Upload Configuration File

® (lick Save Configuration to save the configuration file to the flash memory. This prevents
data loss due to the restart of the device.

® (Click Download Configuration File. In the dialog box that is displayed, click Save, specify
the path of saving the configuration file, and then back up the file to the local disk.

® Click Browse following the Configuration File text box. In the dialog box that is displayed,
select the configuration file to be uploaded. Click Upload Configuration File to upload
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the configuration file that is saved in the local disk. After the configuration file is
successfully uploaded, the device automatically restarts and then the new configuration
takes effect.

A CAUTION

Before uploading the configuration file, choose the configuration file with the correct type
and the name of the selected configuration file must not be the same as that of any file saved
in the device. Otherwise, the configuration file fails to be uploaded.

4.10.3 USB Backup Restore CFG

Click the System Tools tab and then choose USB Backup Restore CFG from the navigation
tree. In the pane on the right, the button as required, as shown in Figure 4-43.

Figure 4-43 USB Backup Restore CFG

System Tools = USE Backup Restore CFG

On this page, you can backup configuration files to the LSBE device or restore configuration files from the USBE device.

Restore enable
Enable restore from USE:

Apply Cancel

Backup configuration

Device: | MO USB DEVICE » | Backup configuration
® Sclect Enable restore from USB to configure whether the system supports fast recovery
of the backed up configured file from the USB storage device.

® Click Backup configuration to back up the configuration file to the specified USB storage
device.

A CAUTION

After the configuration file in the USB storage device is successfully uploaded, the device is
restarted and then the new configuration data takes effect.

4.10.4 Firmware Upgrade

1. Inthe navigation tree on the left, choose System Tools > Firmware Upgrade. In the pane
on the right, click Browse. In the dialog box that is displayed, select the target software
version of the device. Click Update Firmware to upgrade the software of the device, as
shown in Figure 4-44.
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Figure 4-44 Firmware Upgrade

Systermn Toals = Firrmiare Upgrade

On this page, you can upgrade the software of the terminal by selecting the image file and then clicking "Update
Firrmare".

Fitrmware File: EAONTWRZCOSGE R HEE240Y] Browse. . Update Firrmware

2. After the upgrade is successful, a message is displayed indicating that the device needs to
be reset. Click Reset. The configuration data takes effect after the device is reset.

4.10.5 Restore Default Configuration

In the navigation tree on the left, choose System Tools > Restore Default Configuration. In
the pane on the right, click Restore Default Configuration to restore the factory defaults, as
shown in Figure 4-45.

Figure 4-45 Restore Default Configuration

System Tools = Restare Default Canfiguration

Onthis page, you can restore the default configuration by clicking "Restore Default Configuration”.

Restare Default Configuration

A CAUTION

Exercise caution when you perform this operation because it restores factory defaults.

4.10.6 Ping Test

In the navigation tree on the left, choose System Tools > Ping Test. In the pane on the right,
enter the destination IP address for the ping test in the IP Address text box, and then click
Start, as shown in Figure 4-46.

Figure 4-46 Ping test

System Tools = Maintenance

Ping Test

On this page, you can check the connectivity to the LAN or the Internet by performing a Ping Test.

Target: Start
The result: PASS

Maintenance
Tao end maintenance, please click the "Maintenance End" button.

Maintenance End
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® [fthepingtestis successful, The resultis displayed as PASS, that is, the ONT can interwork
with the device with the destination IP address.

® [fthe ping test fails, The result is displayed as FAIL, that is, the ONT cannot interwork
with the device with the destination IP address.

4.10.7 Log

In the navigation tree on the left, choose System Tools > Log. In the pane on the right, click
Download log File. In the dialog box that is displayed, click Save, specify the path of saving
the log file, and save the file to the local disk, as shown in Figure 4-47.

Figure 4-47 Log
System Tools = Log

Enable and set the filter Level

Cnthis page, you can setwhether to save the log, setthe filter level and backup the log.

Save Log:

Filter Level: Errar w

Apply Cancel

Download or look over log

You can laok over the running log which you have backed up or download the log file to a local camputer. By clicking
"Dioweriload Log File", vou can download operation log files of the terminal to a local computer.

Cownload Log File

Manufacturer:Huawei Technologies Co., Lid;
FProductClassHGE24T,
SerialMumberG8YFEETTO0000001;
IP:192168.100.1;

Hwer1 2000011,

SWvier RO02C048802T,

4.10.8 ONT Authentication

1. Inthenavigation tree on the left, choose System Tools > ONT Authentication. In the pane
on the right, you can view or change the authentication mode for the registration of the
ONT on the OLT, as shown in Figure 4-48.

Figure 4-48 ONT Authentication
Systern Tools = ONT Authentication

Onthis page, you can change the parameters for authentication on the OLT. Reset the ONT after changing the

parameters,
Authentication Mode: O LOID (& Password
Fassword: 1234456 {1-10 characters; cannotinclude "% ar '=%
S 435754433C3F3304 | *The SM must be a 16-digit hexadecimal number)
Apply Cancel
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2. Click Apply to apply the configuration.
(O noTE

The user can modify the ONT SN by using the phone on condition that the ONT has never been online. Otherwise,
the ONT cannot be modified. The modification is performed as follows:

Connect the phone to the POTS port on an ONT, dial "**SN**SN#" (SN indicates ASCII codes), and then
restart the ONT.

4.10.9 Time Setting

1. Inthe navigation tree on the left, choose System Tools > Time Setting. In the pane on the
right, set the parameters related to the system time, including the SNTP server, time zone,
and daylight saving time (DST), as shown in Figure 4-49.

Figure 4-49 Time Setting

System Tools = Time Setting

On this page, you can configure the SHTP protocal, time zone, and daylight saving time to accurately setthe time. Some of
the operation logs of the terminal must have a time stamp.

Auto Synchronization Network Time Serer

Primary SNTF Server: clock.fmt.he.net w

Secondary SNTP Server; clack nyc he net L'

Titne Zohe: (GMT) Greenwich Mean Time: Duhblin, Edinburgh, Lishon, London «
Time Synchronization Cyele: 360 {s)

Apply Cancel

Enable Daylight Saving Time

DET Start Timedexd): Fianrmnm mmfsawdddinhimmissim-month w-week, d-day,h-hour, m-minute, s-second)
DST End Time(ext): 9/ar1 o mmiweedddihhimmissim-month w-week d-day, h-hour,m-minute, s-second)

Apply Cancel

2. Click Apply to apply the configuration.

Table 4-17 describes the parameters related to the system time.

Table 4-17 Parameters related to the system time

Parameter Description
Auto Synchronization Indicates whether to enable the auto synchronization network time
Network Time Server server, that is, SNTP server.

Primary SNTP Server Indicates the primary SNTP server.

Secondary SNTP Server | Indicates the secondary SNTP server.

Time Zone Indicates the time zone.
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Parameter Description
Time Synchronization Indicates whether to enable the DST.
Cycle
DST Start Time Indicates the DST start time.
DST End Time Indicates the DST end time.
() noTE

If the SNTP server is configured based on domain name format, a static route or a default route must be
configured. If the static route or default route is not configured, the ONT will fail to obtain time from the SNTP
sever. For detailed procedures, see 4.6 Route. If the SNTP server is configured based on IP address format, you
can skip the operation above.

4.10.10 TR-069

1. Inthe navigation tree on the left, choose System Tools > TR-069. In the pane on the right,
set the parameters related to the interconnection between the ONT and the TR-069 server,
as shown in Figure 4-50.

Figure 4-50 TR-069
System Tools = TR-069

ACS parameters config

Ifthe TROES auto-provisioning function is enakled, you can setthe ACS parameters ofthe terminal.

Enable Period Inform:

Feriod Inform Interval: 43200 M- 214T483647]0)

Period Infortn Tirme: war-mm-ddThivmimessiFor example: 2008-12-20T1 2:22:34)
ACS URL: M 0167.18.188:9090),

ACS User Mame: by

ACE Password: b “{Password length is from 1 to 256 characters)

Connection Request User Marne: itms

Connection Reguest Password: . “Password length is frorm 1 to 256 characters)

Apphy Cancel

1 noTE

Configuring the interconnection between the ONT and the TR-069 requires creating a WAN
interface. In addition, Service List of the WAN interface must contain the TR069. For details, see
4.2.1 WAN Configuration.

2. Click Apply to apply the configuration.
Table 4-18 describes the TR-069 parameters.
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Table 4-18 TR-069 parameters

Parameter Description

Period Inform Indicates whether to enable the notification function.

® Ifthe notification function is enabled, the ONT actively sends
a connection request to the TR-069 server.

® If the notification function is disabled, the ONT does not
actively send a connection request to the TR-069 server.

When the notification function is enabled, the Period Inform
Interval and Period Inform Time parameters can be set.

Period Inform Interval Indicates the interval for the ONT to send a connection request to
the TR-069 server.

Period Inform Time Indicates the time for the ONT to send a connection request to the
TR-069 server.

ACS URL Indicates the address of the TR-069 server to which the ONT sends
a connection request.

ACS User Name Indicates the user name for the ONT to register with the TR-069
server.

ACS Password Indicates the password for the ONT to register with the TR-069
server.

Connection Request Indicates the user name to be carried when the TR-069 server

User Name initiates a connection request to the ONT.

Connection Request Indicates the password to be carried when the TR-069 server

Password initiates a connection request to the ONT.

4.10.11 Advanced Power Management

1. Inthe navigation tree on the left, choose System Tools > Advanced Power
Management. In the pane on the right, you can start the ONT energy conservation mode
and set the power saving mode, as shown in Figure 4-51.
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Figure 4-51 Advanced Power Management

System Tools = Advanced Power Management

onthis page, vou can setthe power management mode of the ORT.

Enable power mode configuration

Enahle:

Check the box under "Enable” to continue to use the service while the system is in battery {backup) mode.

Semice Type Enable
USE:
LAN:
WLAN:
VOICE:
CATY:
Remaote Management:

Apphy Cancel

2. Click Apply to apply the configuration.

4.10.12 Modify Login Password

1. Click the System Tools tab and then choose Modify Login Password from the navigation
tree. In the right pane, change the password of the root user, as shown in Figure 4-52.

Figure 4-52 Modify Login Password

Systemn Tools = Modify Login Fasswaord

Onthis page, yvou can change the password of the root user to ensure security and make it easy to remember.

Usernarme: root
Hew Passwor e (Password length is from 1 to B4 characters)
Confirm Password: LAl L)

(Password length is fram 1 to B4 characters)

Apply Cancel

2. Click Apply to apply the configuration.
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5 Maintenance and Troubleshooting

About This Chapter

This topic describes the general troubleshooting flowchart and methods of preliminarily locating
faults, and how to locate faults on the Web page, on the U2000, and on the OLT CLI.

5.1 Frequently Used Methods for Troubleshooting
This topic describes how to locate faults on the Web page, on the U2000, and on the OLT CLI.

5.2 General Troubleshooting Flowchart and Methods
This topic describes the general troubleshooting flowchart and the methods of preliminarily
locating faults.

5.3 Tools Used for Troubleshooting
This topic describes the tools required for troubleshooting: digital multimeter and optical power
meter.

5.4 Remote Maintenance and Troubleshooting on the Web Page
This topic describes how to remotely maintain and troubleshoot the ONT on the Web page.

5.5 Maintenance and Troubleshooting on the NMS
This topic describes how to maintain and troubleshoot the ONT on the NMS.

5.6 Maintenance and Troubleshooting on the OLT CLI
This topic describes how to maintain and troubleshoot the ONT on the OLT CLI.

5.7 Troubleshooting the FTTx GPON Service
This topic describes how to troubleshoot common faults in Internet access, multicast (IPTV),
and voice (VolIP) services in the GPON access mode in FTTx scenarios.

5.8 Troubleshooting Cases of ONU Status Abnormality
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5.1 Frequently Used Methods for Troubleshooting

This topic describes how to locate faults on the Web page, on the U2000, and on the OLT CLI.

Table 5-1 shows the methods for locating faults on the Web page, on the U2000, , and on the

OLT CLL

Table 5-1 Fault location methods

Fault Location Method

Fault Location Method (Detail)

Remote Web

5.4.1 Remotely Logging in to the Web Page

U2000

5.5.1 PPPoE Dialup Emulation

5.5.2 Querying the Physical State of a POTS Port
5.5.3 Querying the Status of a VoIP User

5.5.4 Querying and Deleting VoIP Statistics

5.5.5 Caller Emulation Test

5.5.6 Callee Emulation Test

5.5.7 Automatic Emulation Test

5.5.9 VoIP Loop-Line Test

5.5.8 Local Loopback and Remote Loopback on a POTS
Port

OLT CLI

5.6.1 Querying and Deleting Performance Statistics of
an ETH Port

5.2 General Troubleshooting Flowchart and Methods

This topic describes the general troubleshooting flowchart and the methods of preliminarily

locating faults.

Context

Figure 5-1 shows the general troubleshooting flowchart.
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Figure 5-1 General troubleshooting flowchart

i Start ’
Laocate the fault preliminarily I

Check the optical fiber status

Checkthe OMNT status I
Check the device statistics I

Check the data Configuration
anthe device

L

Check the upper-layer device
status

Procedure

Step 1 Locate a fault preliminarily.

Find the fault location and determine the cause of the fault. Table 5-2 lists the possible causes
during preliminary fault locating.
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Table 5-2 Locate a fault preliminarily

Fault Type

Possible Cause

ONT registration failure °

The PON terminal goes online in an
incorrect mode.

The optical fiber connected to the ONT is of
poor quality or is loosely connected.

The optical power of the ONT is not within
the normal range.

The minimum and maximum logical
distances configured on the OLT port to
which the ONT is connected are inconsistent
with the actual distances.

The ONT auto-find function is disabled on
the OLT.

When the ONT is added, the configured SN
of the ONT is different from the actual ONT
SN.

An ONT with the same SN is already
connected to the OLT.

The ONT is a rogue ONT.

Call failure or poor voice quality o

The connection between the telephone set
and the ONT is abnormal.

The ONT port to which the telephone set is
connected is configured incorrectly.

The telephone set does not register with the
voice server.

The voice service of the telephone set is not
configured with a high priority.

The line connections are abnormal.
The telephone set is faulty.

The numbers configured on the ONT are
incomplete.

The digitmap configuration is incorrect.

The codec and authentication configured on
the ONT are incorrect.

A phone number conflict occurs during the
registration.

The voice IP address fails to be obtained.
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Fault Type

Possible Cause

Internet access failure ® The user terminal or the loop line is faulty.
® The PON port is faulty.

® The data configuration of the upper-layer
device is incorrect.

The PON board on the OLT is faulty.
The optical path is faulty.

The board or port on the ONT is faulty.
There are network attacks.

The WAN port fails to obtain the address.

The ping operation with the IP addresses of
the ONT WAN port and the ONT fails.

® The WAN MAC address of the ONT
defaults to 000000000002.

® The NAT function is disabled on the bound
WAN port.

® The LAN port on the ONT is a bridge
Ethernet port, but the PC connected to the

LAN port fails to obtain the IP address
allocated by the upper-layer network.

Step 2 Check the status of the optical fiber.

Check the following items:

Whether the optical fiber is properly connected.

Whether the optical fiber is bent excessively.

Whether the mean launched Tx optical power is normal.

[ J
® Whether the optical fiber connector is clean.
[ J
[ J

Whether the Rx optical sensitivity is normal.

Step 3 Check the ONT status.

Check the status of the LEDs on the ONT.

You can also query the ONT status on the OLT.

In the GPON mode, run the display ont info command to check the ONT information.
Specifically, mainly check Control Flag, Run State, Config State, and Match State.

® If Control Flag is active and Run State is up, it indicates that the ONT works in the normal
state, that is, the user passes the authentication and goes online.

® If Control Flag is active and Run State is down, it indicates that the user is offline.

® If Control Flag is deactive, the ONT registration is disabled. In this case, run the ONT
activate command in the GPON mode to activate the control flag.

® [f Config State is normal, it indicates that the ONT configuration recovery is successful.
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Step 4

Step 5

Step 6

® If Config State is failed, it indicates that the ONT configuration recovery fails. A possible
cause of this failure is that the ONT is bound to an incorrect ONT profile. To resolve this
problem, run relevant commands to issue a correct ONT profile, or reset the ONT.

® [f Match State is match, it indicates that the configured capacity set of the ONT is the same
as the actual ONT capabilities. If Match State is mismatch, it indicates that the configured
capacity set of the ONT is different from the actual ONT capabilities, which will cause
registration failure. In this case, add a new ONT service profile.

Check the statistics of the ONT.

® In the GIU mode, run the display port statistics command to query the traffic statistics of
the upstream port of the ONT. Specifically, check whether receive and transmit traffic exists.

® In the GPON mode, run the display statistics ont command to query the performance
statistics of the ONT PON port.

® In the GPON mode, run the display statistics ont-eth command to query the performance
statistics of the ONT ETH ports.

Check the data configuration of the ONT.

® Run the display dba-profile command to check the DBA profile bound to the ONT.

® Run the display service-port command to check whether the traffic stream configuration is
correct.

©® Run the display vlan command to check whether the upstream port of the ONT is added to
a VLAN.

Check the status of the upper-layer device. Specifically, check whether the OLT is in the normal
state.

—--End

5.3 Tools Used for Troubleshooting

This topic describes the tools required for troubleshooting: digital multimeter and optical power
meter.

5.3.1 Digital Multimeter

This topic describes the functions and usage instructions of the digital multimeter.

The digital multimeter is a simple and practical test meter frequently used in the electrotechnical
and electronic industries. It is inexpensive, convenient to carry and easy to use, and has a
complete set of functions.

Basically, the digital multimeter is used to measure the resistance, DC voltage, AC voltage,
current and capacitance, and test diodes and triodes.

To use the digital multimeter, do as follows:

1. Turn onthe power supply. (If a digital multimeter without a dedicated power switch is used,
skip this step.)

2. Select the items to be tested.
Choose a proper measurement range.

4. Perform the measurement correctly.
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5. (Optional) Press the button for keeping the current measurement value unchanged.

6. Read the measurement value.

5.3.2 Optical Power Meter

This topic describes the appearance, functions, and usage instructions of the optical power meter.

The optical power meter is a necessary test meter for testing an optical fiber communication
system. It is mainly used to measure the optical power of various wavelengths at multiple
measurement points of an optical link. Optical power indicates the energy of the light at a
measurement point of an optical link and is an important index of the optical fiber network.
When the optical power is smaller than a specified value, the optical receive end will fail to
detect optical signals. In other words, the optical receive end cannot receive the signals sent from
the transmit end. Hence, it is important to use the optical power meter correctly.

The following considers EXFO's PPM-350B optical power meter as an example to describe how
to use an optical power meter. (Other dedicated optical power meters for PON are used in a
similar way.)

The PPM-350B optical power meter can measure the optical power of various wavelengths,
including 1310 nm, 1490 nm, and 1550 nm in the GPON network. Figure 5-2 shows the
appearance of the PPM-350B optical power meter.

Figure 5-2 Appearance of the PPM-350B optical power meter

Lipstream signal Downstream signal
from the ONT m l ; ‘_ from the OLT

As shown in Figure 5-2, the PPM-350B optical power meter is different from common optical
power meters. Specifically, the PPM-350B has a downstream input optical port and an upstream
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input optical port and can display the optical power of three wavelengths: 1310 nm, 1490 nm,
and 1550 nm.

Figure 5-3 shows the common measurement points.
Figure 5-3 Measurement points of the optical power in the GPON network
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Maintenance engineers should also know related optical specifications on the ONT side, such
as the maximum output optical power of the 1310 nm wavelength, minimum input optical power
of the 1490 nm wavelength, and receiver sensitivity of the 1490 nm or 1550 nm wavelength.
Table 5-3 lists the optical specifications on the ONT side.

Table 5-3 Optical specifications of optical ports on GPON ONTs

Parameter Wavelength | Unit Min. Max.
Type (nm)

Upstream data 1310 dBm +0.5 +5
Downstream 1490 dBm -28 -8
data

Downstream 1550 dBm -8 +2
CATV

To use an optical power meter, do as follows:

1. Connect optical fibers to optical ports correctly in upstream and downstream directions.
2. Turn on the power supply.

3. Choose the measurement unit (dB or dBm).

4

Perform the measurement.

Figure 5-4 shows the measurement interface of the optical power meter.
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Figure 5-4 Measurement interface of the optical power meter
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Optical channel loss is the total insertion loss caused by optical fibers, optical splitters, optical
fiber connectors, and fiber connection points. Table 5-4 shows the estimation of optical channel
loss in the engineering design.
Table 5-4 Optical loss parameters in engineering
Item Average Loss (dB)
Connection Connector 0.3
point
Mechanical 0.2
splicing
Fusion splicing | 0.1
Optical splitter 1:64 19.7
1:32 16.5
1:16 13.5
1:8 10.5
1:4 7.2
1:2 32
Optical fiber (G. | 1310 nm (1 km) | 0.35
652)
1490 nm (1 km) | 0.25
Optical channel loss=Lxa+nl xb+n2xc+n3xd+e+f(dB)
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(1 noTE

® aindicates the average loss of an optical fiber per kilometer (unit: dB/km). L indicates the total length
of the optical fiber (unit: km). The loss of patch cords and pigtail fibers used in engineering can be
ignored because they are usually very short.

® b indicates the loss of a fusion splicing point (unit: dB) and n1 indicates the number of fusion splicing
points.

® cindicates the loss of a mechanical splicing point (unit: dB) and n2 indicates the number of mechanical
splicing points.

d indicates the loss of a connector (unit: dB) and n3 indicates the number of connectors.

e indicates the loss of an optical splitter (unit: dB). Only 1-level optical splitting is considered here. In
the case of 2-level optical splitting, the loss of two optical splitters must be considered.

® findicates the engineering margin. Generally, the value is 3 dB.

5.4 Remote Maintenance and Troubleshooting on the Web
Page

This topic describes how to remotely maintain and troubleshoot the ONT on the Web page.
5.4.1 Remotely Logging in to the Web Page

By remotely logging in to the Web page, maintenance engineers can perform maintenance and
troubleshooting without any site visit.

Prerequisite
® The OLT and the NMS communicate with each other properly.

® The NMS s able to discover an online ONT and Layer 2 service channels between the OLT
and the ONT are enabled.

Impact on the System

A CAUTION

Exercise caution when remotely logging in to the Web page because it deteriorates ONT security.

Procedure

Step 1 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

Step 2 In the navigation tree, choose GPON > GPON Management.
Step 3 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.

Step 4 Select a required record from the ONT list, right-click, and choose Configure Value-Added
Service from the shortcut menu.

Step 5 Configure static WAN parameters.
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In the navigation tree, choose WAN Device > WAN Device 1 > WAN Connection. Select
WAN Connection, right-click, and choose Add IP Connection from the shortcut menu. Select
WAN IP Interfacel and add a static WAN interface.

For details, see Figure 5-5.

Figure 5-5 Configuring static WAN parameters

Set WAN Interface Name, which identifies a WAN interface and can be specified freely.
Set WAN Enable to enable.

Set Connection Type to IP_Routed.
Set Vlan ID the same as the CVLAN ID of the traffic streams configured on the OLT.

Set Addressing Type to Static and set IP Address, Subnet Mask, and Default Gateway.
Set Service Type to INTERNET.
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Step 6 Enable the access rights on the WAN.
In the navigation tree, choose Security > ACL Services. On the right pane, set HTTP WAN

Enables to enable.

For details, see Figure 5-6.
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Figure 5-6 Enabling the access rights on the WAN
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—End

Result

Enter the configured static [P address in the address bar of the Internet Explorer. The login Web
page is displayed. Enter the user name and password (the default user name is telecomadmin
and the default password is admintelecom). The configuration page is displayed.

5.5 Maintenance and Troubleshooting on the NMS

This topic describes how to maintain and troubleshoot the ONT on the NMS.

5.5.1 PPPoE Dialup Emulation

After enabling PPPoE dialup emulation, you can emulate PPPoE dialup on the ONT and locate

faults.
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Prerequisite
® The user is a user with the operator authority or higher.
® The OLT and the NMS communicate with each other properly.
® PPPoE users are configured on the BRAS.
® The NMS is able to discover an online ONT and data of the Internet access service is
configured.
Context
Currently, the mainstream access mode of broadband users is PPPoE dialup. In this mode, all
service packets are encapsulated in PPPoE packets and PPPoE dialup authentication is
terminated on the BRAS. The ONT is usually deployed on the edge of a network and resides
between PPPoE dialup users and the BRAS, connecting PPPoE users to the network.
With the PPPoE dialup emulation function enabled on the ONT, you can emulate PPPoE dialup
for testing and report collected test results to the NMS server. After analyzing the test result on
the NMS server, you can determine where a fault occurs, which is very useful for daily
maintenance and troubleshooting.
Procedure
Step 1 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.
Step 2 In the navigation tree, choose GPON > GPON Management.
Step 3 In the window on the right, choose GPON ONU.
Step 4 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.
Step 5 Select a record from the ONT list, right-click, and then choose PPPoE Test.
Step 6 In the dialog box that is displayed, set the related PPPoE emulation parameters, as shown in the
following figure.
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Figure 5-7 PPPoE dialup emulation
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UNI Port 1D K |

Test Result:

Close

Step 7 Click Start. After the test is complete, test results are displayed on the NMS.

—End

5.5.2 Querying the Physical State of a POTS Port

This topic describes how to verify whether a POTS port is in the normal state by querying the
physical state of the POTS port on the NMS.

Prerequisite

® The user is a user with the operator authority or higher.

® The OLT and the NMS communicate with each other properly.

® The NMS is able to discover an online ONT and VolIP service parameters are configured.
Procedure

Step 1 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

Step 2 In the navigation tree, choose GPON > GPON Management.
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Step 3 In the window on the right, choose GPON ONU.
Step 4 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.
Step 5 Select a required record from the ONT list, and then click the The Ont's UNI Port Info tab in
the lower pane.
Step 6 View the icons in column Status, as shown in the following figure.
Figure 5-8 Querying the physical state of a POTS port
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For the icon meanings, right-click an icon, and choose Lengend from the shortcut menu, as
shown in the following figure.
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5.5.3 Querying the Status of a VoIP User

Prerequisite

Procedure

Step 1

Step 2
Step 3
Step 4

Figure 5-9 Querying the status legends of a POTS port
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——-End

This topic describes how to verify VoIP service status by querying registration and calling states
of the VoIP user on the NMS.

® The user is a user with the operator authority or higher.

® The OLT and the NMS communicate with each other properly.

® The NMS is able to discover an online ONT and VolIP service parameters are configured.

In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

In the navigation tree, choose GPON > GPON Management.

In the window on the right, choose GPON ONU.

On the GPON ONU tab page, set the search criteria to find the GPON ONU records.
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Step 5
Step 6

Select a required record from the ONT list, and then click the POTS User tab in the lower pane.

View the user registration states in column Status and the user calling states in column Call
Status, as shown in the following figure.

Figure 5-10 Querying the status of a VolP user

IGMP User T-COMT Current QKU UM Port Info IP Host SetvicePart Info POTS User WAG WAN Interface
Details Running Infa ONL Optics Module Info Line Prafile Service Profile GEM Part
Mo. 0, Total:2
Status ~ Call Status ~ Interface [D -~ Directory Mumber -~
Initializing Idle 1 8001234
Initializing Idle 2 98001235

@ NOTE

The registration states and calling states are listed as follows:

® Registration states include Up, Initializing, Registering, Unregistering, Error, Testing,
Quiescent, and Disabled.

® (alling states include Idle, Calling, Ringing, Connecting, and InCall.

—End

5.5.4 Querying and Deleting VoIP Statistics

VolIP statistics include RTP statistics and calling statistics. This topic describes how to query
and delete VoIP statistics.

Prerequisite
® The user is a user with the operator authority or higher.
® The OLT and the NMS communicate with each other properly.
® The NMS is able to discover an online ONT and VolIP service parameters are configured.
Context
To query accurate VolIP statistics, delete the original VoIP statistics first.
Procedure
Step 1 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.
Step 2 In the navigation tree, choose GPON > GPON Management.
Step 3 In the window on the right, choose GPON ONU.
Step 4 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.
Step 5 Select a required record from the ONT list, and then click the POTS User tab in the lower pane.
Step 6 Query VolIP statistics.
1. Select a record from the list, right-click, and then choose Performance Statistic.
2. Inthe dialog box that is displayed, view the VolIP statistics, as shown in the following
figure.
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Figure 5-11 Querying VolP statistics
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Step 7 Delete VolP statistics.
1. Select a record from the list, right-click, and then choose Clear Performance Statistic.
2. In the dialog box that is displayed, click Yes.
3. Perform step 2 to check whether VolIP statistics are deleted.

—End

5.5.5 Caller Emulation Test

The caller emulation test verifies the basic calling services and preliminarily locates a fault.

Prerequisite

® The OLT and the NMS communicate with each other properly.

® The NMS is able to discover an online ONT and VolIP service parameters are configured.
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Context

® The user connected to the POTS port that is enabled with caller emulation successfully
registers with the softswitch.

The call emulation test verifies the basic calling services during service provisioning, and works
with the POTS line test to preliminarily locate a fault.

There are three types of call emulation tests: caller emulation test, callee emulation test, and
automatic emulation test. The call emulation test is irrelevant to protocols for the upstream
transmission. That is, it is applicable to SIP and H.248.

After the POTS port is configured with parameters for the caller emulation test and is enabled
with the caller emulation test, the offhook and dialing emulation can be performed on the POTS
port. If the called number is correct and the callee is free, the phone of the caller is ringing. After
picking up the phone, the callee hears his/her own voice.

Impact on the System

Procedure

Step 1

Step 2
Step 3
Step 4
Step 5

Step 6

Step 7

After a POTS port is enabled with the caller emulation test, services carried on the POTS port
are interrupted. These services will be recovered after caller emulation is complete.

In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.
On the GPON ONU tab page, set the search criteria to find the GPON ONU records.

Select a required record from the ONT list, and then click the The Ont's UNI Port Info tab in
the lower pane.

Select a record from the list whose UNI Type is Pots, right-click, and choose Caller Emulation
Test from the shortcut menu.

In the dialog box that is displayed, set Callee Number, as shown in the following figure.
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Figure 5-12 Caller emulation test
x|
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successful. Then, the test engineer picks up the phone and speaks. Ifthe
engineer hears the waice, it indicates that the media streams are transmitted
and received successiully.
POTS 10 1
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Callee Mumber: |28001235 i
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1
(vl
Step 8 Click Start.
—-End
Result

After the caller emulation test is enabled, if the phone on the callee side (whose number is dialed
by the emulated caller) rings and the ringing is audible, the signaling connection is successful.
A test engineer answers the phone, and if the test engineer's voice can be heard on the receiver,
the media channel is available.

5.5.6 Callee Emulation Test

The callee emulation test verifies the basic calling services and preliminarily locates a fault.

Prerequisite
® The OLT and the NMS communicate with each other properly.
® The NMS is able to discover an online ONT and VolIP service parameters are configured.
® The user connected to the POTS port that is enabled with callee emulation successfully
registers with the softswitch.
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Context

Impact on the

Procedure

Step 1

Step 2
Step 3
Step 4
Step 5

Step 6

Step 7

The call emulation test verifies the basic calling services during service provisioning, and works
with the POTS line test to locate a fault.

There are three types of call emulation tests: caller emulation test, callee emulation test, and
automatic emulation test. The call emulation test is irrelevant to protocols for the upstream
transmission. That is, it is applicable to SIP and H.248.

After callee emulation is configured on the POTS port, the caller calls the callee and then is put
through to the callee automatically.

System

®  After callee emulation is enabled on a POTS port, the callee cannot hear the dial tone after
ofthook but hears mute. After the POTS port is enabled with callee emulation, services
carried on the POTS port are interrupted. These services will be recovered after callee
emulation is complete.

® After a POTS port is enabled with callee emulation, if the user of this port is not called by
a caller, the user will exit callee emulation in three minutes. Within these three minutes,
the VoIP service and other services are interrupted.

In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.
On the GPON ONU tab page, set the search criteria to find the GPON ONU records.

Select a required record from the ONT list, and then click the The Ont's UNI Port Info tab in
the lower pane.

Select a record from the list whose UNI Type is Pots, right-click, and choose Callee Emulation
Test from the shortcut menu.

In the dialog box that is displayed, click Start, as shown in the following figure.
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Figure 5-13 Callee emulation test
x|
MHote: After starting the emulation test, ask the test engineer at the remote end to
dial the telephone numkber of the emulation user connected to the port to check =
whether the medial streams are transmitted and received successiully.
POTS D 1
Callee Mumber, 28001234
Test Result:
=
[v]
—-End
Result

After the callee is called, the phone of the callee is not ringing but emulates the automatic
offhook. If the callee hears his/her own voice, callee emulation is successful.

5.5.7 Automatic Emulation Test

The automatic emulation test verifies the basic calling services and preliminarily locates a fault.

Prerequisite
® The OLT and the NMS communicate with each other properly.
® The NMS is able to discover an online ONT and VolIP service parameters are configured.
®  The user connected to the POTS port that is enabled with automatic emulation successfully

registers with the softswitch.

Context
The call emulation test verifies the basic calling services during service provisioning, and works
with the POTS line test to preliminarily locate a fault.
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There are three types of call emulation tests: caller emulation test, callee emulation test, and
automatic emulation test. The call emulation test is irrelevant to protocols for the upstream
transmission. That is, it is applicable to SIP and H.248.

Before enabling an automatic emulation test, you need to enable a callee emulation test and then
analyze the test according to the returned results. The test is performed automatically.

Impact on the System

°
°
°
Precautions
°
°
Procedure

After callee emulation is enabled on the POTS port, the callee cannot hear the dial tone
after offhook but hears mute. After the POTS port is enabled with callee emulation, services
carried on the POTS port are interrupted. These services will be recovered after callee
emulation is complete.

After a POTS port is enabled with callee emulation, if the user of this port is not called by
a caller, the user will exit callee emulation in three minutes. Within these three minutes,
the VoIP service and other services are interrupted.

After a POTS port is enabled with the automatic emulation test, services carried on the
POTS port are interrupted. These services will be recovered after automatic emulation is
complete.

Before enabling an automatic emulation test, enable a callee emulation test. This is because
when an automatic emulation test is enabled, the dialing operation will be automatically
performed. If the callee is not in the callee emulation state, the test will fail.

In the automatic emulation test, the preset called number must be the number of the callee.

Step 1 Enable a callee emulation test for the callee. For details, see Callee Emulation Test.

Step 2 Enable an automatic emulation test for the caller.

1.

wok v

In the Physical Map navigation tree on the Main Topology tab page, double-click the
target OLT, or select the target OLT, right-click, and choose NE Explorer.

In the navigation tree, choose GPON > GPON Management.
In the window on the right, choose GPON ONU.
On the GPON ONU tab page, set the search criteria to find the GPON ONU records.

Select a required record from the ONT list, and then click the The Ont's UNI Port Info
tab in the lower pane.

Select a record from the list whose UNI Type is Pots, right-click, and choose Auto Caller
Emulation Test from the shortcut menu.

In the dialog box that is displayed, set Callee Number to the number of the callee, as shown
in the following figure.
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Figure 5-14 Automatic emulation test
|
Mote: Start the called party emulation test far the port mapping the called party.
Then, start the automatic emulation test for the calling party and setthe called =
numhber to the telephone number used in the called party emulation test. The
whale test does not reguire any test engineers on the called party side.
POTS ID: 1
Caller Mumber: 88001234
Callee Mumber: 88001234 *
Test Result:
[ close |
8.  Click Start.
-—End
Result

After an automatic emulation test is enabled, the caller automatically dials the number of the
callee to call the callee and the callee picks up the phone automatically. After the test is complete,
test results are displayed on the NMS.

5.5.8 Local Loopback and Remote Loopback on a POTS Port

The local loopback and remote loopback on a POTS port are used for determining the section
of the line where VolIP service failures occur.

Prerequisite
® The user is a user with the operator authority or higher.
® The OLT and the NMS communicate with each other properly.

® The NMS is able to discover an online ONT and VolIP service parameters are configured.

Impact on the System

After loopback is set on a POTS port, normal communication is interrupted and an echo is heard
by the caller.
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Precautions
® The loopback can be set only after a call is set up.
®  After onhook, the communication ends and loopback is cancelled automatically.
® Direct switching between local loopback and remote loopback cannot be performed. To
switch between local loopback and remote loopback, cancel the current loopback first.
Procedure
Step1 Make calls between VoIP users on an ONT.
Step 2 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.
Step 3 In the navigation tree, choose GPON > GPON Management.
Step 4 In the window on the right, choose GPON ONU.
Step 5 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.
Step 6 Select a required record from the ONT list, and then click the The Ont's UNI Port Info tab in
the lower pane.
Step 7 Select a record from the list whose UNI Type is Pots, right-click, and choose Config Port
Loopback from the shortcut menu, as shown in the following figure.
Figure 5-15 Local loopback and remote loopback on a POTS port
5I
Loopback Status
) Mo Loophack @) Local Loophack ) Remaote Loophack
[ Ok ][ Cancel ][ Apply
Step 8 In the dialog box that is displayed, select a loopback type and click OK to start a test. The
loopback types include No Loopback, Local Loopback, and Remote Loopback.
-—--End
Result
®  After local loopback is set, the local voice is audible. If the local voice is not audible, the
POTS port of the ONT is faulty.
® After remote loopback is set, the peer end can hear his/her echo. If the echo is not audible,
the link from the peer end to the local ONT is faulty.
The communication recovers after loopback is cancelled or the phone is placed on the hook.
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5.5.9 VoIP Loop-Line Test

A VoIP loop-line test is used for locating a fault that occurs on wires A and B. It includes the
voltage test, resistance test, and current test.

Prerequisite

® The user is a user with the operator authority or higher.

® The OLT and the NMS communicate with each other properly.

® The NMS is able to discover an online ONT and VolIP service parameters are configured.
Precautions

If a loop-line test is required in communication, No Test must be set to Force.
Procedure

Step 1 In the Physical Map navigation tree on the Main Topology tab page, double-click the target
OLT, or select the target OLT, right-click, and choose NE Explorer.

Step 2 In the navigation tree, choose GPON > GPON Management.
Step 3 In the window on the right, choose GPON ONU.
Step 4 On the GPON ONU tab page, set the search criteria to find the GPON ONU records.

Step 5 Select a required record from the ONT list, and then click the The Ont's UNI Port Info tab in
the lower pane.

Step 6 Select a record from the list whose UNI Type is Pots, right-click, and choose Outer Line
Test from the shortcut menu.

Step 7 In the dialog box that is displayed, set Busy Processing to No Test or Force, as shown in the
following figure.
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Figure 5-16 VoIP loop-line test

ﬂ
corem: [

Busy Processing

i® Mo Test i Farce

Test Result:

Cloze

Step 8 Click Start. After the test is complete, test results will be displayed on the NMS.

—End

5.6 Maintenance and Troubleshooting on the OLT CLI

This topic describes how to maintain and troubleshoot the ONT on the OLT CLI.

5.6.1 Querying and Deleting Performance Statistics of an ETH Port

This topic describes how to query or delete the performance statistics of an ETH port by sending
OMCI messages to the ONT from the OLT.

Context
Before querying accurate performance statistics, delete the performance statistics of the Ethernet
port first.
Procedure
®  Query the performance statistics of an ETH port.
In GPON mode, run the display statistics ont-eth command to query the performance
statistics of an ETH port.
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® Delete the performance statistics of an ETH port.

In GPON mode, run the clear statistics ont-eth command to delete the performance
statistics of an ETH port.

—--End

Example

To query the performance statistics of ETH port 1 on ONT 1 that is connected to GPON port

0/2/0, do as follows:
huawei (config-if-gpon-0/2) #display statistics ont-eth 0 1 ont-port 1

Received
Received
Received
Received

Received
Received
Received
Received
Received
Received
Received
Received
Received
Received
Received

frames

unicast frames
multicast frames
broadcast frames

64-byte frames
65~127-byte frames
128~255-byte frames
256~511-byte frames
512~1023-byte frames
1024~1518-byte frames
undersize frames
oversize frames
fragments

jabbers

FCS error frames

Discard frames

Received alignment error frames

MAC sub-layer received error frames
PPPOE filtered frames

Buffer overflows on receive
Received PAUSE frames

Received right bytes

Received bad bytes

Sent frames

Sent unicast frames
Sent multicast frames
Sent broadcast frames

Sent delay frames

Sent MTU exceeded discard frames
Carrier sense error frames

SQE test error messages

Sent single collision frames
Sent multiple collision frames
Sent excessive collision frames
Late collision frames

MAC sub-layer sent error frames
Buffer overflows on transmit
Sent PAUSE frames

Sent right bytes

Sent bad bytes

Up traffic
Down traffic

(kbps)

(kbps)

98 100%
0 0%
0 0%

98 100%
0 0%

87 89%
6 6%
5 5%
0 0%
0 0%
0 0%
0 0%
0
0
0
0
0
0
0
0
0

11119
0
0 100%
0 %
0 0%
0 0%

0
0
0
0
0
0
0
0
0
0
0
0
0
0
0

To delete the performance statistics of ETH port 1 on ONT 1 that is connected to GPON port

0/2/0, do as follows:
huawei (config-if-gpon-0/2) #clear statistics ont-eth 0 1 ont-port 1
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5.7 Troubleshooting the FITx GPON Service

This topic describes how to troubleshoot common faults in Internet access, multicast (IPTV),
and voice (VoIP) services in the GPON access mode in FTTx scenarios.

5.7.1 ONU Abnormal State

This topic describes how to troubleshoot common faults in ONU abnormal state, including fail
to register an ONU, fail to auto discover an ONU and ONU frequently get offline. ONU includes
ONT and MDU.

ONU Registration Failure

The ONU registration failure is a fault in which the values of Run state, Config state, and
Match state of an ONU are abnormal as queried by running the display ont info command on
the OLT.

The ONU running status refers to the current running status of the ONU. It indicates whether
the ONU is online and whether the ONU can carry service. The ONU status is classified
into three types: ONU Run state, ONU Config state, and ONU Match state.

- If the ONU running status is offline, the OLT cannot issue any command to the ONU.

- If the ONU running status is online. In this case, whether the service can be forwarded
is determined by the ONU configuration status.

The ONU configuration status indicates whether the configuration restoration is enabled

and whether the configuration restoration is complete. The ONU configuration status has
the following states: initial, normal, configuring (config), and configuration failure (failed).
When an ONU goes online, the ONU is in the configuration restoration stage.

- The first status is initial. Soon the initial is complete and the ONU enters the config
state.

- Inthe config state, the ONU capability and configuration data are restored. The duration
of the config state is determined by the amount of the data configured on the ONU.

- Ifthe configuration restoration is successful, the ONU transitions from the config state
to the normal state.

- Ifthe configuration restoration fails, the ONU transits from the config state to the failed
state and the service cannot be carried forward.

The ONU matching status indicates whether the actual ONU capability is the same as the
service profile bound to the ONU. The status includes: initial, mismatch, and match. To
some extent, the matching status is determined by the ONU running status and configuration
status.

- The matching status of the ONU can be queried only when the ONU running status is
online and the configuration status is normal. The matching status is match when the
hardware capability is the same as the ONU service profile bound with the ONU.
Otherwise, the status is mismatch.

- In other configuration states, the matching status is initial.

- The ONU matching status does not affect the normal forwarding of the service flow,
and only indicates whether the actual ONU capability is the same as the service profile
bound to the ONU.
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?.1. Failure to Go Online of an ONT

An ONU connected to a GPON port of an OLT fails to go online normally, but the queried Run
state of the ONU is displayed as offline by running the display ont info command on the OLT.

Location Method
1] noTE

Going online refers to a process that after being powered on, an ONU registers with an OLT and sets up a
management channel with the OLT. An ONU can be managed by the OLT and be configured with services
only after going online.

When an ONU fails to go online, locate the fault based on the following fault symptoms and
possible causes.

Fault Symptom Possible Cause
Scope
OLT A single ONU or some ® The SN or password configured on the OLT is
ONUs connected to an different from the actual SN or password of the
OLT fail to go online. ONU; hence, the ONU fails to pass
authentication and go online.
® The actual distance between the ONU and OLT
exceeds the ranging compensation distance
configured on the OLT.
® The OLT deactivates the ONU.
All the ONUs connected to | ® The laser on the PON port is disabled.
a PON pgrt ofan OLT fail | ¢ Tpe pON port is faulty.
to go online.
All the ONUs connected to | ® The board or the slot is faulty.
aboard of an OLT fail to go
online.
ODN A single ONU or some ® The branch fiber is bent excessively.
NOTE ONUs gonnected toan ® The branch fiber connector is not clean.
ODN OLT fail to go online. '
failures ® Different types of branch fiber connectors are
are interconnected.
11 . . .
EZE:;Z b}; ® The multi-mode optical fiber is used as the
large branch fiber.
reflection ® The ODN is not properly planned. For
and . .
. example, the split ratio, network coverage and
attenuatio . . 1
1 caused attenuation difference are not planned within
by the proper ranges.
;?ggl’er ® The optical attenuation of the optical path is
compone excessively small.
nts, ® A branch fiber break occurs.
design, or . . .
constructi ® The optical splitter is faulty or the connectors
on. on the optical splitter are not clean.
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Fault
Scope

Symptom

Possible Cause

All the ONUs connected to
a PON port of an OLT fail
to go online.

The backbone fiber is bent excessively.
The backbone fiber connector is not clean.

Different types of backbone fiber connectors
are interconnected.

The multi-mode optical fiber is used as the
backbone fiber.

A backbone fiber break occurs.

The optical splitter is faulty or the connectors
on the optical splitter are not clean.

ONU

A single ONU or some
ONUs connected to an
OLT fail to go online.

The ONU is not powered on.

The information (including SN and password)
for ONU authentication conflicts; hence, the
later power-on ONU fails to go online.

A rogue ONU (such as a continuous-mode
ONU) exists on the network and affects other
ONUs.

The ONU hardware is faulty.
The optical module of the ONU is faulty.

The Patch cord of the ONU is broken or bent
excessively.

A CAUTION

To facilitate fault report, save the results of the following steps.

The parameters of the optical module in this topic comply with Class B+. Note that such
parameters are slightly different from the parameters in Class C.

Procedure

Step1 When the queried Run state of the ONU is displayed as offline, check whether the OLT
generates the following alarms. If such alarms are generated, clear them and check whether the
fault is rectified. If the fault persists, proceed to Step 2.

The following alarms may be generated:

® (x2e305015 The authentication information of the ONTSs conflicts

0x2e314021 There are illegal incursionary rogue ONTs under the port
0x2e314022 The ONT is rogue ONT
0x2e11a00b The dying-gasp of GPON ONTi (DGi) is generated

0x2e11a001 The feed fiber is broken or OLT can not receive any expected optical signals
(LOS)
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® (x2e112007 The distribute fiber is broken or OLT can not receive expected optical
signals from GPON ONT(LOSI)

® (x2ella00a The loss of acknowledgement PLOAM message with ONTi (LOAI) occurs

Step 2 Check for the possible causes on the OLT and troubleshoot the faults accordingly. If the ONU

still fails to go online after that, proceed to Step 3.

Possible Cause

Judgment Criterion

Troubleshooting Method

The SN configured on
the OLT is different from
the actual SN of the
ONU:; hence, the ONU
fails to pass
authentication and to go
online.

Run the display ont info
command to query the ONU
information. It is found that the
SN in the result is different
from the actual ONU SN.

Run the ont add command to
re-add an ONU and specify the
correct ONU SN and password.
NOTE

The ONU with a different SN is

regarded as a new one and is
founded by the OLT.

The actual distance

Run the display port info

Run the port range command

between the ONU and command to query the to adjust the minimum logical
OLT exceeds the ranging | minimum logical reach (Min | reach and maximum logical
compensation distance distance) and maximum reach so that the actual distance
configured on the OLT. | logical reach (Max distance) | between the ONU and OLT is
configured for the GPON port. | within the ranging
It is found that the actual compensation distance.
distance between the ONU and | NOTE
OLT excequ th? ranging ® By default, the ranging
compensation distance. compensation distance of a
For example, the actual length GPON port is from 0 km to 20
of the optical fiber between the km.
ONU and OLT is about 25 km, ® According to Class B+, the
which exceeds the ranging maximum logical reach of a
compensation distance of 0-20 GPON port must not exceed
60 km, and the difference
km. between the minimum logical
reach and maximum logical
reach must not exceed 20 km.
The OLT deactivates the | Run the display ont info Run the ont activate command
ONU. command to query the ONU to activate an ONU.
information. It is found that NOTE
Control flag is displayed as When an ONU is activated, its
deactive. optical module only receives
optical signals but does not
transmit optical signals.
The laser on the PON Run the display port info Run the port laser-switch
port is disabled. command to query the command to enable the laser on

information about the PON
port. It is found that Laser
switch is in the Off state.

the PON port.

NOTE
By default, the laser on a GPON
port is enabled.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The PON port is faulty.

If either of the following two
situations occurs, the PON pot
is faulty.

® Run the display port state
command to query the
status of the PON port. It is
found that abnormal items
exist in the query result. For
example, the laser status
(Laser state) is abnormal
and the transmit optical
power (TX power) exceeds
the normal range (1.5-5.0
dBm).

® Migrate the service to
another port. It is found that
the ONU goes online
normally.

Replace the optical module of
the PON port or replace the
board.

The board or the slot is
faulty.

All the ONUs connected to the
board fail to go online.

Change the board to another
slot. If the fault persist, replace
the board.

Step 3 Check for the possible causes on the ODN and troubleshoot the faults accordingly. If the ONU
still fails to go online after that, proceed to Step 4.

Possible Cause

Judgment Criterion

Troubleshooting Method

The optical fiber
connector is not clean.

NOTE
An unclean optical fiber
connector will cause
excessive attenuation and
abnormal reflection.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that the
reflection and return loss
are abnormal.

2. Check the optical fiber
connector on site by using
the optical fiber endface
detector. It is found that the
optical fiber connector is
not clean.

Clean the optical fiber
connector. For details about
how to clean the connector, see
Cleaning the Connector of an
Optical Fiber.

The optical fiber is bent
excessively.

NOTE
Optical signals attenuate
seriously on an optical
fiber with an excessively
small bending radius.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

2. Check the optical fiber on
site. It is found that the
optical fiber is bent
excessively.

Route and bundle the optical
fiber in a proper manner.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected.

NOTE
If the optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected, the
attenuation and reflection
will be excessively large.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

2. Check the optical fiber
connectors on site. It is
found that the optical fiber
is not firmly connected or
PC connector (blue) and
APC connector (green) are
interconnected.

® If the optical fiber is not

firmly connected, reconnect
the optical fiber firmly.

If different types of optical
fiber connectors are
interconnected, replace the
incompatible connector
with a compatible one or
replace relevant devices,
such as the optical splitter.

NOTE

In the scenario of the CATV
service, it is recommended that
you use APC connectors (green)
only.

The multi-mode optical
fiber is used as the
backbone or branch
optical fiber.

NOTE
If the multi-mode optical
fiber is used as the
backbone or branch optical
fiber, the optical signal
attenuates quickly and the
return loss increases.

1. Check the backbone fiber
and branch fiber by using
the OTDR. It is found that
optical signals attenuate
seriously.

2. Check the optical path on
site. It is found that the
multi-mode optical fiber is
used. The multi-mode
optical fiber can be
recognized by its physical
features such as its color.

Replace the multi-mode optical
fiber with the single-mode
optical fiber.

The optical attenuation
of the optical path is
excessively small.

NOTE

® Ifthe optical
attenuation of the
optical path is
excessively small, the
optical power received
by the ONU will
exceed the overload
optical power of the
ONU.

® Such asituation occurs
usually in labs, where
the OLT and ONU
may be directly
connected to each
other through a short
optical fiber.

If either of the following two
situations occurs, the optical
attenuation of the optical path
is excessively small.

® Measure the receive optical
power of the ONU by using
the optical power meter. It
is found that the actual
receive optical power of the
ONU is greater than -8
dBm.

® Check the optical path
between the OLT and ONU.
It is found that the optical
attenuation of the optical
path is excessively small.
The normal attenuation
range is 10-25 dB.

Add an optical attenuator on the
optical path between the OLT
and ONU.
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Possible Cause Judgment Criterion Troubleshooting Method
The ODN is not properly | The ODN does not meet the Optimize the ODN to meet
planned. requirements of the ODN link | Huawei's ODN planning
NOTE plan or GPON Class B+. requirements and protocol
® The split ratio of the ® Three-level splitting exists requirements.

ODN link is not in the ODN.

determined by th

meni?el;n:f OliTse ® The network coverage of

connected but by the the ODN exceeds 20 km by

split ratio of optical far.

splitters. When an
optical splitter is
connected to the ODN,
attenuation occurs and
the split ratio of the
optical splitter needs to
be calculated.

® Protocols specify that
the receive optical
power of the OLT
should not exceed 15
dB. In addition, the
difference between the
maximum optical
power and the
minimum optical
power should not
exceed 15 dB.

® The split ratio exceeds the
maximum split ratio that the
board allows. Assuming
that the maximum split ratio
of a board is 1:64. If the
first-level split ratio is 1:8
and the second-level split
ratio is 1:16, the actual split
ratio is 1:128, which
exceeds the maximum split
ratio of the board.

® The optical attenuation
difference of two optical
paths exceeds 15 dB.

The optical splitter is
faulty or the connectors
on the optical splitter are
not clean.

Measure the input and output
optical power of the optical
splitter by using the optical
power meter. It is found that the
actual attenuation exceeds the
theoretical attenuation.
NOTE
The faults in the optical splitter
cannot be located by the OTDR

because the OTDR cannot
penetrate the optical splitter.

Replace the faulty optical
splitter or clean the connectors
on the optical splitter.

A backbone fiber break
occurs.

1. Check the backbone fiber
by using the OTDR. It is
found that a backbone fiber
break occurs.

2. Check the optical fiber on
site. It is found that the
optical fiber is broken or not
connected.

Reconnect the branch optical
fiber.
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Possible Cause

Judgment Criterion

Troubleshooting Method

A branch fiber break
occurs.

1. Check the branch fiber by
using the OTDR. It is found
that a branch fiber break
occurs.

2. Check the optical fiber on
site. It is found that the
optical fiber is broken or not
connected.

Reconnect the branch optical
fiber.

Step 4 Check for the possible causes on the ONU and troubleshoot the faults accordingly. If the ONU
still fails to go online after that, proceed to Step 5.

Possible Cause

Judgment Criterion

Troubleshooting Method

The ONU is not powered
on.

If either of the following two
situations occurs, the ONU is
not powered on.

® The 0x2el11a00b The
dying-gasp of GPON ONTi
(DGi) is generated alarm is
generated on the OLT, but
the corresponding recovery
alarm is not generated.

Check the power supply of
the ONU. It is found that the
power supply of the ONU
fails or is turned off.

Restore the power supply of the
ONU.

A rogue ONU (such as a
continuous-mode ONU)

exists on the network and
affects other ONUs.

NOTE
If a rogue ONU exists, the
ONU that fails to go online
may be a normal one and
the ONU that can go online
may be a rogue one.

If either of the following two
situations occurs, a rogue ONU
exists.

® The 0x2e314021 There are
illegal incursionary rogue
ONTs under the port alarm
is generated on the OLT.

The 0x2e314022 The ONT
is rogue ONT alarm is
generated on the OLT.

Connect the optical fiber of
the OLT port to the optical
power meter for
measurement. It is found
that the optical power is
greater than -45 dB. This
indicates that a continuous-
mode ONU or irregular-
mode ONU exists.

Replace the rogue ONU with a
normal one.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The information (SN) for
ONU authentication
conflicts; hence, the
power-on ONU fails to
go online.

The 0x2e¢305015 The
authentication information of
the ONTs conflicts alarm is
generated on the OLT.

Replace the ONU with
conflicted SN.

The ONU hardware is
faulty.

If either of the following two
situations occurs, the ONU
hardware is faulty.

® The LEDs of the ONU are
off when the ONU is
powered on.

® After the ONU is replaced
with another ONU, the new
ONU is auto discovered by
the OLT.

Replace the faulty ONU or the
optical module of the ONU.

The optical module of the
ONU is abnormal. For
example, the transmit
optical power of the
optical module is
excessively small or its
receiver sensitivity is
low.

Replace the faulty ONU with a
normal one. It is found that the

new ONU is auto discovered by
the OLT.

An alternative is to locate the
fault as follows:

® Set the optical module of
the ONU to the continuous
mode, and measure the
transmit optical power by
using the optical power
meter. It is found that the
actual transmit optical
power is beyond the normal
range (1.5 dBmto 5.0
dBm).

® Measure the receive optical
power of the ONU by using
the optical power meter. It
is found that the actual
receive optical power is
within the normal range
(-27 dBm to -8 dBm).

Replace the faulty ONU or the
optical module of the ONU.

The Patch cord of the
ONU is broken or bent
excessively.

Check the Patch cord of the
ONU. It is found that the Patch
cord is broken or bent
excessively.

Replace the Patch cord of the
ONU.

Step 5 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.
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Step 6 The fault is rectified.

——-End

?.2. Failure to Recover ONU Configurations

An ONU connected to a GPON port of an OLT can go online successfully, but the queried
Config state of the ONU is displayed as failed by running the display ont info command on

the OLT.

Location Method
1 noTE

Configuration recovery refers to a process in which, after an ONU goes online, the OLT issues
configurations to the ONU and then the ONU adjusts its operating parameters based on the issued

configurations.
Fault Judgment Criterion Possible Cause
Scope
OLT ONUs of the same type fail | ® The configurations issued by the OLT
to recover their mismatch the actual ONU capabilities.
configurations.
ODN A single ONU fails to The optical attenuation is over large or small and
NOTE recover its configurations. | the ONU can normally go online but fails to
ODN recover its configurations. The possible causes are
failures as follows:
querally ® The branch fiber is bent excessively.
caused by ® The branch fiber connector is not clean.
large
reﬁgection ® Different types of branch fiber connectors are
and interconnected.
attenuatio ® The multi-mode optical fiber is used as the
n caused
by branch fiber.
improper ® The ODN is not properly planned. For
optical example, the split ratio, network coverage and
Icli);lpone attenuation difference are not planned within
des,ign, or the proper ranges.
constructi ® The optical splitter is faulty or the connectors
on. on the optical splitter are not clean.
Multiple ONUs connected | The optical attenuation is over large or small and
to the same PON port of an | the ONU can normally go online but fails to
OLT fail to recover their recover its configurations. The possible causes are
configurations. as follows:
® The backbone fiber is bent excessively.
® The backbone fiber connector is not clean.
® Different types of backbone fiber connectors
are interconnected.
® The multi-mode optical fiber is used as the
backbone fiber.
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Fault Judgment Criterion Possible Cause
Scope
ONU A single ONU fails to ® The ONU functions improperly or is faulty.

recover its configurations. | @ The ONU has been configured at local and the
configurations conflict with configurations
issued by the OLT.

A CAUTION

To facilitate fault report, save the results of the following steps.

Procedure

Step 1

If the fault persists, proceed to Step 2.
® (x2e21a102 The GPON ONT configuration recovery fails

Step 2 Check for the possible causes on the OLT and troubleshoot the faults accordingly. If the ONU

fails to recover its configurations, go to Step 3.

When Config state of the ONU is displayed as failed, check whether the OLT generates the
following alarm. If such an alarm is generated, clear it and check whether the fault is rectified.

Possible Cause

Judgment Criterion

Troubleshooting Method

The configurations
issued by the OLT
mismatch the actual
ONU capabilities.

Check configurations issued to
the ONU by the OLT. It is
found that some configurations
are not supported by the ONU.
For example, the number of
GEM ports exceeds the number
supported by the ONU.

Modify OLT configurations
based on actual ONU
capabilities.

Step 3 Check for the possible causes on the ODN and troubleshoot the faults accordingly. If the ONU

still fails to recover its configurations after that, go to Step 4.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The optical fiber
connector is not clean.

NOTE

An unclean optical fiber
connector will cause
excessive attenuation and
abnormal reflection.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that the
reflection and return loss
are abnormal.

2. Check the optical fiber
connector on site by using
the optical fiber endface
detector. It is found that the
optical fiber connector is
not clean.

Clean the optical fiber
connector. For details about
how to clean the connector, see
Cleaning the Connector of an
Optical Fiber.

The optical fiber is bent
excessively.

NOTE

Optical signals attenuate
seriously on an optical
fiber with an excessively
small bending radius.

1. The return loss points of the
backbone fiber and branch
fiber are abnormal tested by
using the OTDR.

2. The optical fiber is bent
excessively onsite.

Route and bundle the optical
fiber in a proper manner.

The optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected.

NOTE

If the optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected, the
attenuation and reflection
will be excessively large.

1. The return loss points of the
backbone fiber and branch
fiber are abnormal tested by
using the OTDR.

2. Check the optical fiber
connectors on site. It is
found that the optical fiber
is not firmly connected or
PC connector (blue) and
APC connector (green) are
interconnected.

® If the optical fiber is not
firmly connected, reconnect
the optical fiber firmly.

® [f different types of optical
fiber connectors are
interconnected, replace the
incompatible connector
with a compatible one or
replace relevant devices,
such as the optical splitter.
NOTE
In the scenario of the CATV
service, it is recommended that

you use APC connectors (green)
only.

The multi-mode optical
fiber is used.

NOTE

If the multi-mode optical
fiber is used as the
backbone or branch optical
fiber, the optical signal
attenuates quickly and the
return loss increases.

1. Optical signals of the
backbone fiber and branch
fiber attenuate seriously by
using the OTDR.

2. The multi-mode optical
fiber is used onsite. The
multi-mode optical fiber
can be recognized by its
physical features such as its
color.

Replace the multi-mode optical
fiber with the single-mode
optical fiber.
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Possible Cause Judgment Criterion Troubleshooting Method
The ODN is not properly | The ODN does not meet the Optimize the ODN to meet
planned. requirements of the ODN link | Huawei's ODN planning
NOTE plan or GPON. requirements and protocol
® The split ratio of the ® Three-level splitting exists requirements.

ODN link is not in the ODN.

determined by th

meni?el;n:f OI%U: ® The network coverage of

connected but by the the ODN exceeds 20 km by

split ratio of optical far.

splitters. When an
optical splitter is
connected to the ODN,
attenuation occurs and
the split ratio of the
optical splitter needs to
be calculated.

® Protocols specify that
the receive optical
power of the OLT
should not exceed 15
dB. In addition, the
difference between the
maximum optical
power and the
minimum optical
power should not
exceed 15 dB.

® The split ratio exceeds the
specification. For example,
a board supports a
maximum of 1:64 split
ratio. If the first-level split
ratio is 1:8, the second-level
is 1:16, the actual split ratio
is 1:128. This exceeds the
specification (1:64).

® The optical attenuation
difference of two optical
lines exceeds 15 dB.

The optical splitter is
faulty or the connectors
on the optical splitter are
not clean.

Measure the input and output
optical power of the optical
splitter by using the optical
power meter. It is found that the
actual attenuation exceeds the
theoretical attenuation.
NOTE
The faults in the optical splitter
cannot be located by the OTDR

because the OTDR cannot
penetrate the optical splitter.

Replace the faulty optical
splitter or clean the connectors
on the optical splitter.

Step 4 Check for the possible causes on the ONU and troubleshoot the faults accordingly. If the ONU

still fails to recover its configurations after that, go to Step 5.

Possible Cause

Judgment Criterion

Troubleshooting Method

The ONU has been
configured at local and
the configurations
conflict with
configurations issued by
the OLT.

The management-related ONU
configurations such as IP

address and management mode
are configured on the web page.

Delete the web page
configurations and issue
configurations to the ONU by
the OLT.
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Possible Cause Judgment Criterion Troubleshooting Method

The ONU functions Run the ont reset command to | Replace the faulty ONU with a
improperly or is faulty. | reset the ONU. It is found that | functional one.

the ONU fails to recover its
configurations.

Step 5 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 6 The fault is rectified.
----End

?.3. ONU Profile Mismatch

An ONU connected to a GPON port of an OLT can go online successfully, but the queried
Match state of the ONU is displayed as mismatch by running the display ont info command
on the OLT.

Location Method
(1 noTE

Match state indicates the consistency between the actual ONU capabilities and the capability set (including
the port type and port quantity) configured in the ONU profiles. If an inconsistency exists, Match state is
displayed as mismatch.

In practice, ONUs in the offline state are bulk pre-configured on the OLT to facilitate service provisioning.
An ONU service profile and an ONU line profile are specified during such configurations. The ONU
profiles together can be regarded as a virtual ONU. Subsequent services are configured based on this virtual
ONU. Inconsistency between the capability set configured in the ONU profiles and the actual ONU
capabilities involves the following two situations:

®  The configured capability set outmatches the actual ONU capabilities. If the ONU is bound to such
ONU profiles, ONU configurations will fail to be recovered when the ONU goes online.

®  The configured capability set undermatches the actual ONU capabilities. In this case, the ONU
capabilities that are not covered by the ONU profiles will fail to be configured or applied.

When the queried Match state of the ONU is displayed as mismatch, locate the fault according
to the following procedure:

1. Check whether the capability set configured in the ONU service profile and line profile
matches the actual ONU capabilities.

A CAUTION

To facilitate fault report, save the results of the following steps.

Procedure

Step1 Run the display ont capability command to query the actual ONU capabilities. According to
the data plan, modify the current ONU profiles, or bind matching ONU profiles to the ONU.

® If this problem occurs on all the ONUs of the same type, the configurations of the ONU
profiles may be incorrect.
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- Ifthe OLT works in the distributed mode, the profiles that are bound to the ONU cannot
be modified or deleted. In this case, bind matching ONU profiles to the ONU.

- Ifthe OLT works in the profile mode:

1.  Run the display ont-srvprofile command to query the information about the ONU
service profile and run the display ont-lineprofile command to query the
information about the ONU line profile.

2. Modify the ONU profiles by referring to Configuring a GPON ONT Profile in the
Commissioning and Configuration Guide.

® If this problem occurs on only one ONU, it is suggested to bind matching ONU profiles to
the ONU.

- If the OLT works in the distributed mode:

1. Run the display ont-profile command to query the current ONU profiles that are
configured on the OLT.

2. Ifthe OLT does not have matching ONU profiles, run the ont-profile add command
to add matching ONU profiles.

3. Run the ont modify command to bind the ONU profiles to the ONU.
- Ifthe OLT works in the profile mode:

1.  Run the display ont-srvprofile command to query the information about the ONU
service profile and run the display ont-lineprofile command to query the
information about the ONU line profile.

2. Ifthe OLT does not have matching ONU profiles, add matching ONU profiles by
referring to Configuring a GPON ONT Profile in the Commissioning and
Configuration Guide.

3. In the GPON mode of the OLT, run the ont modify command to bind the ONU
profiles to the ONU.

Step 2 Check whether Match state of the ONU is displayed as match.
® [f Match state of the ONU is displayed as match, go to Step 4.
® [f Match state of the ONU is displayed as mismatch, proceed to Step 3.

Step 3 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 4 The fault is rectified.

—End

Failure to Auto Discover an ONU

The ONU auto discovery failure is a fault in which an OLT fails to auto discover an ONU after
the ONU is powered on.

Location Method
1 noTE

The ONU auto discovery is a feature in which a pre-configured ONU automatically registers with an OLT
after the ONU is powered on; if the OLT does not pre-configure the ONU, the ONU enters the auto
discovery state and waits to be configured by the OLT.

When an OLT fails to auto discover an ONU, locate the fault based on the following fault
symptoms and possible causes.
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fail to be auto discovered
by the OLT.

Fault Symptom Possible Cause
Scope
OLT A single ONU or some The actual distance between the ONU and OLT
ONUs connected to an exceeds the ranging compensation distance
OLT fail to be auto configured on the OLT.
discovered by the OLT.
All the ONUs connected | ® The ONU auto discovery function is disabled
to a PON port on an OLT on the PON port.
fail to be auto discovered | @ Tpe jager on the PON port is disabled.
by the OLT. .
® The PON port is faulty.
All the ONUs connected | The board or the slot is faulty.
to a board on an OLT fail
to be auto discovered by
the OLT.
ODN A single ONU or some The branch fiber is bent excessively.
ONUs connected to an The branch fiber connector is not clean.
OLT fail to be auto )
discovered by the OLT. leferent types of branch fiber connectors are
interconnected.
The multi-mode optical fiber is used as the
branch fiber.
The ODN is not properly planned. For
example, the split ratio, network coverage and
attenuation difference are not planned within
the proper ranges.
The optical attenuation of the optical path is
excessively small.
A branch fiber break occurs.
The optical splitter is faulty or the connectors
on the optical splitter are not clean.
All the ONUs connected The backbone fiber is bent excessively.
to a PON port on an OLT The backbone fiber connector is not clean.

Different types of backbone fiber connectors
are interconnected.

The multi-mode optical fiber is used as the
backbone fiber.

A backbone fiber break occurs.

The optical splitter is faulty or the connectors
on the optical splitter are not clean.
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Fault Symptom Possible Cause

Scope

ONU A single ONU or some ® The ONU is not powered on.
ONUs c.onnected toan ® A rogue ONU (such as a continuous-mode
OLT fail to be auto ONU) exists on the network and affects other
discovered by the OLT. ONUs.

excessively.

The ONU hardware is faulty.
The optical module of the ONU is faulty.
The Patch cord of the ONU is broken or bent

A CAUTION

To facilitate fault report, save the results of the following steps.

The parameters of the optical module in this topic comply with Class B+. Note that such
parameters are slightly different from the parameters in Class C.

Procedure

Step 1

Check for the possible causes on the OLT and troubleshoot the faults accordingly. If the ONU

still fails to be auto discovered by the OLT after that, proceed to Step 2.

Possible Cause

Judgment Criterion

Troubleshooting Method

The ONU auto discovery
function is disabled on
the PON port.

Run the display port info
command to query the
information about the PON
port. It is found that Autofind
is in the Disable state.

Run the port ont-auto-find
command to enable the auto
discovery function of the PON
port.
NOTE

By default, the ONU auto

discovery function is disabled on
a PON port.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The actual distance

Run the display port info

Run the port range command

between the ONU and command to query the to adjust the minimum logical
OLT exceeds the ranging | minimum logical reach (Min | reach and maximum logical
compensation distance distance) and maximum reach so that the actual distance
configured on the OLT. | logical reach (Max distance) | between the ONU and OLT is
configured for the PON port. It | within the ranging
is found that the actual distance | compensation distance.
between the ONU and OLT NOTE
exceeds thf': rangmg ® By default, the ranging
compensation distance. compensation distance of a
For example, the actual length GPON port is from 0 km to 20
of the optical fiber between the km.
ONU and OLT is about 25 km, ® According to Class B+, the
which exceeds the ranging maximum logical reach of a
compensation distance of 0-20 GPON port must not exceed
60 km, and the difference
km. between the minimum logical
reach and maximum logical
reach must not exceed 20 km.
The laser on the PON Run the display port info Run the port laser-switch

port is disabled.

command to query the
information about the PON
port. It is found that Laser
switch is in the Off state.

command to enable the laser on
the PON port.
NOTE

By default, the laser on a GPON
port is enabled.

The PON port is faulty.

If either of the following two
situations occurs, the PON port
is faulty.

® Run the display port state
command to query the
status of the PON port. It is
found that abnormal items
exist in the query result. For
example, the laser status
(Laser state) is abnormal
and the transmit optical
power (TX power) exceeds
the normal range (1.5-5.0
dBm).

® Migrate the service to
another port. It is found that
the ONU is auto discovered
by the OLT.

Replace the optical module of
the PON port or replace the
board.

The board or the slot is
faulty.

All the ONUs connected to the
board fail to be auto discovered
by the OLT.

Change the board to another
slot. If the fault persist, replace
the board.
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Step 2 Check for the possible causes on the ODN and troubleshoot the faults accordingly. If the ONU
still fails to be auto discovered by the OLT after that, proceed to Step 3.

An unclean optical fiber
connector will cause
excessive attenuation and
abnormal reflection.

Possible Cause Judgment Criterion Troubleshooting Method
The optical fiber 1. Test the backbone fiber and | Clean the optical fiber
connector is not clean. branch fiber by using the connector. For details about
NOTE OTDR. It is found that the | how to clean the connector, see

reflection and return loss
are abnormal.

Check the optical fiber
connector on site by using
the optical fiber endface
detector. It is found that the
optical fiber connector is
not clean.

Cleaning the Connector of an
Optical Fiber.

The optical fiber is bent
excessively.

NOTE
Optical signals attenuate
seriously on an optical
fiber with an excessively
small bending radius.

Test the backbone fiber and
branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

Check the optical fiber on
site. It is found that the
optical fiber is bent
excessively.

Route and bundle the optical
fiber in a proper manner.

The optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected.

NOTE
If the optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected, the
attenuation and reflection
will be excessively large.

. Test the backbone fiber and

branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

Check the optical fiber
connectors on site. It is
found that the optical fiber
is not firmly connected or
PC connector (blue) and
APC connector (green) are
interconnected.

® If the optical fiber is not
firmly connected, reconnect
the optical fiber firmly.

® If different types of optical
fiber connectors are
interconnected, replace the
incompatible connector
with a compatible one or
replace relevant devices,
such as the optical splitter.
NOTE
In the scenario of the CATV
service, it is recommended that

you use APC connectors (green)
only.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The multi-mode optical
fiber is used as the
backbone or branch
optical fiber.

NOTE
If the multi-mode optical
fiber is used as the
backbone or branch optical
fiber, the optical signal
attenuates quickly and the
return loss increases.

1. Check the backbone fiber
and branch fiber by using
the OTDR. It is found that
optical signals attenuate
seriously.

2. Check the optical path on
site. It is found that the
multi-mode optical fiber is
used. The multi-mode
optical fiber can be
recognized by its physical
features such as its color.

Replace the multi-mode optical
fiber with the single-mode
optical fiber.

The optical attenuation
of the optical path is
excessively small.

NOTE

® [f the optical
attenuation of the
optical path is
excessively small, the
optical power received
by the ONU will
exceed the overload
optical power of the
ONU.

Such a situation occurs
usually in labs, where
the OLT and ONU
may be directly
connected to each
other through a short
optical fiber.

If either of the following two
situations occurs, the optical
attenuation of the optical path
is excessively small.

® Measure the receive optical
power of the ONU by using
the optical power meter. It
is found that the actual
receive optical power of the
ONU is greater than -8
dBm.

Check the optical path
between the OLT and ONU.
It is found that the optical
attenuation of the optical
path is excessively small.
The normal attenuation
range is 10-25 dB.

Add an optical attenuator on the
optical path between the OLT
and ONU.
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Possible Cause Judgment Criterion Troubleshooting Method
The ODN is not properly | The ODN does not meet the Optimize the ODN to meet
planned. requirements of the ODN link | Huawei's ODN planning
NOTE plan or GPON Class B+. requirements and protocol
® The split ratio of the ® Three-level splitting exists requirements.

ODN link is not in the ODN.

determined by th

meni?el;n:f OliTse ® The network coverage of

connected but by the the ODN exceeds 20 km by

split ratio of optical far.

splitters. When an
optical splitter is
connected to the ODN,
attenuation occurs and
the split ratio of the
optical splitter needs to
be calculated.

® Protocols specify that
the receive optical
power of the OLT
should not exceed 15
dB. In addition, the
difference between the
maximum optical
power and the
minimum optical
power should not
exceed 15 dB.

® The split ratio exceeds the
maximum split ratio that the
board allows. Assuming
that the maximum split ratio
of a board is 1:64. If the
first-level split ratio is 1:8
and the second-level split
ratio is 1:16, the actual split
ratio is 1:128, which
exceeds the maximum split
ratio of the board.

® The optical attenuation
difference of two optical
paths exceeds 15 dB.

The optical splitter is
faulty or the connectors
on the optical splitter are
not clean.

Measure the input and output
optical power of the optical
splitter by using the optical
power meter. It is found that the
actual attenuation exceeds the
theoretical attenuation.
NOTE
The faults in the optical splitter
cannot be located by the OTDR

because the OTDR cannot
penetrate the optical splitter.

Replace the faulty optical
splitter or clean the connectors
on the optical splitter.

A backbone fiber break
occurs.

1. Check the backbone fiber
by using the OTDR. It is
found that a backbone fiber
break occurs.

2. Check the optical fiber on
site. It is found that the
optical fiber is broken or not
connected.

Reconnect the backbone
optical fiber.
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Possible Cause

Judgment Criterion

Troubleshooting Method

A branch fiber break
occurs.

1. Check the branch fiber by
using the OTDR. It is found
that a branch fiber break
occurs.

2. Check the optical fiber on
site. It is found that the
optical fiber is broken or not
connected.

Reconnect the branch optical
fiber.

Step 3 Check for the possible causes on the ONU and troubleshoot the faults accordingly. If the ONU
still fails to be auto discovered by the OLT after that, proceed to Step 4.

Possible Cause

Judgment Criterion

Troubleshooting Method

The ONU is not powered | Check the power supply of the | Restore the power supply of the
on. ONU. It is found that the power | ONU.

supply of the ONU fails or is

turned off.
The ONU hardware is If either of the following two | Replace the faulty ONU or the
faulty. situations occurs, the ONU optical module of the ONU.

hardware is faulty.

® The LEDs of the ONU are
off when the ONU is
powered on.

® After the ONU is replaced
with another ONU, the new
ONU is auto discovered by
the OLT.
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Possible Cause Judgment Criterion Troubleshooting Method

The optical module of the | Replace the faulty ONU with a | Replace the faulty ONU or the
ONU is abnormal. For normal one. It is found that the | optical module of the ONU.
example, the transmit new ONU is auto discovered by
optical power of the the OLT.

optical module is
excessively small or its
receiver sensitivity is
low.

An alternative is to locate the
fault as follows:

® Set the optical module of
the ONU to the continuous
mode, and measure the
transmit optical power by
using the optical power
meter. It is found that the
actual transmit optical
power is beyond the normal
range (-1.5 dBm to +5
dBm).

® Measure the receive optical
power of the ONU by using
the optical power meter. It
is found that the actual
receive optical power is
within the normal range
(-27 dBm to -8 dBm).

The Patch cord of the Check the Patch cord of the Replace the Patch cord of the
ONU is broken or bent ONU. It is found that the Patch | ONU.

excessively. cord is broken or bent
excessively.

Step 4 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 5 The fault is rectified.

—End

ONU Frequently Goes Online and Offline

ONUs connected to a GPON port frequently go online and offline and thus the OLT reports a
large number of ONU LOS alarms and relevant recovery alarms.

Location Method
[ noTE

An ONU frequently goes online and offline because the OLT receives weak ONU signals. As a result,
packets exchanged between the OLT and the ONU are lost.

When an ONU frequently goes online and offline, locate the fault based on the following fault
symptoms and possible causes.
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Fault
Scope

Symptom

Possible Cause

OLT

All the ONUs connected to
a PON port on an OLT
frequently go online and
offline.

The PON port is faulty.

All the ONUs connected to
a board frequently go
online and offline.

The board or the slot is faulty.

ODN
NOTE

ODN

are

large

and

by

nts,

on.

failures

generally
caused by

reflection

attenuatio
n caused

improper
optical
compone

A single ONU or some
ONUs connected to an
OLT frequently go online
and offline.

® The branch fiber is bent excessively.
® The branch fiber connector is not clean.

® Different types of branch fiber connectors are
interconnected.

® The multi-mode optical fiber is used as the
branch fiber.

® The ODN is not properly planned. For
example, the split ratio, network coverage and
attenuation difference are not planned within
the proper ranges.

® The optical splitter is faulty or the connectors
on the optical splitter are not clean.

design, or
constructi

All the ONUs connected to
a PON port on an OLT
frequently go online and
offline.

® The backbone fiber is bent excessively.
® The backbone fiber connector is not clean.

® Different types of backbone fiber connectors
are interconnected.

® The multi-mode optical fiber is used as the
backbone fiber.

® The optical splitter is faulty or the connectors
on the optical splitter are not clean.

ONU

A single ONU or some
ONUs connected to an
OLT frequently go online
and offline.

® A rogue ONU (such as a continuous-mode
ONU) exists on the network and affects other
ONUs.

® The ONU is restarted repeatedly.

A CAUTION

To facilitate fault report, save the results of the following steps.

The parameters of the optical module in this topic comply with Class B+. Note that such
parameters are slightly different from the parameters in Class C.
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Procedure

Step1 When the "ONU frequently goes online and offline" alarm is generated, check whether the OLT
generates the following alarms. If such alarms are generated, clear them and check whether the
fault is rectified. If the fault persists, proceed to Step 2.

The following alarms may be generated:

® (x2el11a001 The feed fiber is broken or OLT can not receive any expected optical signals

(LOS)

signals from GPON ONT(LOSIi)

0x2e112007 The distribute fiber is broken or OLT can not receive expected optical

0x2e314021 There are illegal incursionary rogue ONTs under the port
0x2e314022 The ONT is rogue ONT
0x2e112002 The loss of GEM channel delineation (LCDGi) occurs
0x2e112003 The signal degrade of ONTi (SDi) occurs
0x2e112004 The signal fail of ONTi (SFi) occurs

0x2e112006 The loss of frame of ONTi (LOFi) occurs

Step 2 Check for the possible causes on the OLT and troubleshoot the faults accordingly. If the ONU
still fails to function properly after that, proceed to Step 3.

Possible Cause

Judgment Criterion

Troubleshooting Method

The PON port is faulty.

If either of the following two
situations occurs, the PON port
is faulty.

® Run the display port state
command to query the
status of the PON port. It is
found that abnormal items
exist in the query result. For
example, the laser status
(Laser state) is abnormal
and the transmit optical
power (TX power) exceeds
the normal range (1.5-5.0
dBm).

® Migrate the service to
another port. It is found that
the ONU functions

properly.

Replace the optical module of
the PON port or replace the
board.

The board or the slot is
faulty.

All the ONUs connected to a
board frequently go online and
offline.

Change the board to another
slot. If the fault persist, replace
the board.

Step 3 Check for the possible causes on the ODN and troubleshoot the faults accordingly. If the ONU
still fails to function properly after that, proceed to Step 4.

Issue 01 (2011-10-18)

Huawei Proprietary and Confidential

Copyright © Huawei Technologies Co., Ltd.

373



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON

Terminal
Service Manual

5 Maintenance and Troubleshooting

Possible Cause

Judgment Criterion

Troubleshooting Method

The optical fiber
connector is not clean.

NOTE
An unclean optical fiber
connector will cause
excessive attenuation and
abnormal reflection.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that the
reflection and return loss
are abnormal.

2. Check the optical fiber
connector on site by using
the optical fiber endface
detector. It is found that the
optical fiber connector is
not clean.

Clean the optical fiber
connector. For details about
how to clean the connector, see
Cleaning the Connector of an
Optical Fiber.

The optical fiber is bent
excessively.

NOTE
Optical signals attenuate
seriously on an optical
fiber with an excessively
small bending radius.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

2. Check the optical fiber on
site. It is found that the
optical fiber is bent
excessively.

Route and bundle the optical
fiber in a proper manner.

The optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected.

NOTE
If the optical fiber is not
firmly connected or
different types of optical
fiber connectors are
interconnected, the
attenuation and reflection
will be excessively large.

1. Test the backbone fiber and
branch fiber by using the
OTDR. It is found that
abnormal return loss points
exist on the optical fiber.

2. Check the optical fiber
connectors on site. It is
found that the optical fiber
is not firmly connected or
PC connector (blue) and
APC connector (green) are
interconnected.

® If the optical fiber is not
firmly connected, reconnect
the optical fiber firmly.

® If different types of optical
fiber connectors are
interconnected, replace the
incompatible connector
with a compatible one or
replace relevant devices,
such as the optical splitter.
NOTE
In the scenario of the CATV
service, it is recommended that

you use APC connectors (green)
only.

The multi-mode optical
fiber is used as the
backbone or branch
optical fiber.

NOTE
If the multi-mode optical
fiber is used as the
backbone or branch optical
fiber, the optical signal
attenuates quickly and the
return loss increases.

1. Check the backbone fiber
and branch fiber by using
the OTDR. It is found that
optical signals attenuate
seriously.

2. Check the optical path on
site. It is found that the
multi-mode optical fiber is
used. The multi-mode
optical fiber can be
recognized by its physical
features such as its color.

Replace the multi-mode optical
fiber with the single-mode
optical fiber.
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Possible Cause

Judgment Criterion

Troubleshooting Method

The optical splitter is
faulty or the connectors
on the optical splitter are
not clean.

Measure the input and output
optical power of the optical
splitter by using the optical
power meter. It is found that the
actual attenuation exceeds the
theoretical attenuation.
NOTE
The faults in the optical splitter
cannot be located by the OTDR

because the OTDR cannot
penetrate the optical splitter.

Replace the faulty optical
splitter or clean the connectors
on the optical splitter.

The ODN is not properly
planned.

NOTE

® The split ratio of the
ODN link is not
determined by the
number of ONTs
connected but by the
split ratio of optical
splitters. When an
optical splitter is
connected to the ODN,
attenuation occurs and
the split ratio of the
optical splitter needs to
be calculated.

® Protocols specify that
the receive optical
power of the OLT
should not exceed 15
dB. In addition, the
difference between the
maximum optical
power and the
minimum optical
power should not
exceed 15 dB.

The ODN does not meet the
requirements of the ODN link
plan or GPON Class B+.

® Three-level splitting exists
in the ODN.

® The network coverage of
the ODN exceeds 20 km by
far.

® The split ratio exceeds the
maximum split ratio that the
board allows. Assuming
that the maximum split ratio
of a board is 1:64. If the
first-level split ratio is 1:8
and the second-level split
ratio is 1:16, the actual split
ratio is 1:128, which
exceeds the maximum split
ratio of the board.

® The optical attenuation
difference of two optical
paths exceeds 15 dB.

Optimize the ODN to meet
Huawei's ODN planning
requirements and protocol
requirements.

Step 4 Check for the possible causes on the ONU and troubleshoot the faults accordingly. If the ONU
still fails to function properly after that, proceed to Step 5.
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Step 5

Step 6

Possible Cause

Judgment Criterion

Troubleshooting Method

A rogue ONU (such as a
continuous-mode ONU)

exists on the network and
affects other ONUs.

NOTE
If a rogue ONU exists, the
ONU that fails to go online
may be a normal one and
the ONU that can go online
may be a rogue one.

If either of the following two
situations occurs, a rogue ONU
exists.

® The 0x2e314021 There are
illegal incursionary rogue
ONTs under the port alarm
is generated on the OLT.

® The 0x2e314022 The ONT
is rogue ONT alarm is
generated on the OLT.

® Connect the optical fiber of
the OLT port to the optical
power meter for
measurement. It is found
that the optical power is
greater than -45 dB. This
indicates that a continuous-
mode ONU or irregular-

Replace the rogue ONU with a
normal one.

mode ONU exists.
The ONU is restarted Check whether the ONU is Replace the ONU or ensure that
repeatedly. faulty or whether the power the power supply of the ONU is

voltage is unstable.

normal.

Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

The fault is rectified.

—End

5.7.2 Troubleshooting the FTTH Service (OLT + HG Series ONT)

This chapter describes how to troubleshoot common faults in Internet access, multicast (IPTV),
and voice (VoIP) services in the GPON access mode in FTTH scenarios. Home gateway (HG)
series ONT includes the HG810a.

Troubleshooting the Internet Access Service

Prerequisite

This topic describes how to troubleshoot common faults in the Internet access service, including
the following faults: PPPoE dialup failure, DHCP dialup failure, failure to access the Internet
after successful dialup, Internet access service interruption, and low Internet access rate.

The ONU and the OLT must communicate with each other normally. If a fault occurs in
communication between the ONU and the OLT, all the services of the ONU are interrupted.
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(1 noTE

The following lists common faults in communication between the ONU and the OLT.
® ONU Registration Failure

® Failure to Auto Discover an ONU

® ONU Frequently Goes Online and Offline

?2.1. Troubleshooting the Failure to Access the Internet

This section describes how to troubleshoot failures when users access the Internet on fiber to
the home (FTTH), for example, users fail to open Web pages.

Fault Location

Use the following guidelines to locate the fault.

Fault Location Location Analysis Possible Causes
User terminal A user fails to obtain the IP | For the details about how to troubleshoot
address (excludes users this fault, see the following sections:

with a static IP addreSS). ® PPPoE Dialup Failure

® Failure to Obtain an IP Address in
the DHCP Mode

The user obtains the IP ® Theuser's PC is infected with viruses.
address successful.ly ® Internet Explorer (IE) on the user's
(excludes users with a PC is faulty.

static IP address). The user

can access the Internet ® The network interface card (NIC) in

the user's PC is faulty, or the PC is

after replacing the PC. .
slow to respond after running for a
long period.
Web site Certain Web sites fail to | The Web site sever is faulty.
open.
No Web site can be The domain name server (DNS) fails to
opened. resolve the IP address.
DNS A Web site can be opened | ® The DNS is faulty and fails to resolve
by entering its IP address. the domain name.

® The communication between the
user's PC and the DNS is abnormal.

A CAUTION

To facilitate fault report, save the results of the following steps.
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Procedure

Step1 Check the user terminal.

1.

Check whether the user's PC can obtain an IP address.
(1 noTE

To view the IP address of the PC, do as follows:

a. Choose Start > Run from the Windows main menu. In the Run dialog box displayed, enter cmd and
press Enter.

b. Inthe CLI window displayed, run the ipconfig command to view the IP address obtained by the PC.
® [fthe PC can obtain an IP address, go to Step 1.3.
® If the PC cannot obtain an IP address, do as follows:

- For PPPoE users, see PPPoE Dialup Failure. Then, go to Step 1.2.

- For DHCP users, see Failure to Obtain an IP Address in the DHCP Mode. Then,
go to Step 1.2.

Check whether the user can access the Internet.
® [fthe user can access the Internet successfully, go to Step 5.
® [f the user cannot access the Internet, go to Step 1.3.

Replace the user's PC with a test PC that can access the Internet in the same mode as the
user's PC. Then, check whether the user can access the Internet.

® Ifthe user can access the Internet, the fault is on the user's PC. Check whether the user's
PC is infected with viruses, the NIC or IE of the user's PC is faulty, or the PC is slow
to respond after running for a long period. Then, go to Step 5.

® [f the user cannot access the Internet, go to Step 2.

Step 2 Check whether the user can access the Internet by going to various Web sites through the Web
server.

If the user can access certain Web sites, the fault is on the Web site itself. Go to Step 5.

If the user cannot access any Web sites, go to Step 3.

Step 3 Check the DNS.

1.

Enter the IP address of an existing Web site in the address bar of IE (format: http://
192.168.0.2) and check whether the Web site opens.

® [f the Web site opens, the fault is on the DNS and the DNS cannot resolve the domain
name. Go to Step 3.2.

® [fthe Web site does not open, go to Step 4.
Check whether the PC can ping the IP address of the DNS.
(L noTE

To view the DNS IP address of the PC, do as follows:

a. Choose Start > Run from the Windows main menu. In the Run dialog box displayed, enter emd and
press Enter.

b. Inthe command line interface (CLI) window displayed, run the ipconfig/all command to view the
DNS IP addresses obtained by the PC, namely, the values of the DNS Servers parameter.

® [fthe PC can ping the IP address of the DNS, the link between the PC and the DNS is
normal and the DNS is faulty. Go to Step 3.3.

® [fthe PC cannot ping the IP address of the DNS, go to Step 4.
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3. Rectify the fault on the DNS. Then, check whether the user can access the Internet.
® [f the user can access the Internet successfully, go to Step 5.

® [f the user cannot access the Internet, go to Step 4.

Step 4 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 5 The fault is rectified.

—-End

?2.2. Internet Access Service Interruption

This topic describes how to troubleshoot the fault when the Internet access service is interrupted.

Location Method

When the Internet access service is interrupted, locate the fault according to the following
procedure:

1. Check major alarms.
2. Check the ONU.
3. Check whether there is packet loss due to data link faults.

A CAUTION

To facilitate fault report, save the results of the following steps.

Procedure

Step1 Run the display alarm history command to check whether line-related alarms (such as
0x0a31a0dd The Ethernet port link status changes from up to down) are generated. If such
alarms are generated, clear them by referring to alarm processing guide.

® [fthe fault persists even after alarms are cleared, proceed to Step 2.
® [fthe fault is rectified after alarms are cleared, go to Step 7.

Step 2 Check whether the ONU encounters faults such as ONU registration failure, failure to auto
discover an ONU, and ONU frequent oftline.

® [fthe ONU encounters any of the preceding faults, solve it by referring to relevant
troubleshooting guide. Then, proceed to Step 3.

® [fthe ONU works in the normal state, go to Step 4.

Step 3 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 7.
® [fthe service does not recover to normal, proceed to Step 4.
Step 4 Check whether there is packet loss due to data link faults. Log in to the upper-layer gateway

connected to the OLT. Then, ping the management IP addresses of the OLT to check whether
there is packet loss.
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If there is packet loss, proceed to Step 5
If there is no packet loss, go to Step 6

Step 5 Perform the following operations.

1.

4.
[ ]
([ ]

Run the display link-aggregation command to query the link aggregation configuration
on the upstream port of the OLT. Ensure that there is relevant configuration on the upper-
layer gateway connected to the OLT.

Check whether there is packet loss on the upstream port of the OLT. Run the display port
statistics command to query the statistics of the upstream port. It is recommended that you
query the statistics for 10 times at an interval of 20s. If "Number of discarded frames"
increases, it indicates that packet loss occurs on the upstream port due to large traffic. In
this case, share traffic with other ports.

Check whether excessive users are in a same VLAN. Run the display vlan vianid command
to query the number of users in the VLAN for the specified service. If excessive users are
in the VLAN, users may go offline at traffic peaks due to a broadcast storm. In this case,
configure at least 200 users in a service VLAN as recommended.

Check whether the service recovers to normal.
If the service recovers to normal, go to Step 7.

If the service does not recover to normal, proceed to Step 6.

Step 6 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 7 The fault is rectified.

—End

?.3. Low Internet Access Rate

This topic describes how to troubleshoot the fault when the actual Internet access rate of a user
is far lower than the applied bandwidth.

Location Method

When the Internet access rate is low, locate the fault according to the following procedure:

1
2.
3.
4

Check the user's PC.

Check the rate limitation configuration.

Check whether user bandwidth is occupied by unknown traffic.
Check whether there is packet loss due to data link faults.

A CAUTION

To facilitate fault report, save the results of the following steps.

Procedure

Step 1 Replace the user's PC with another one to perform a test again.
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® [fthe Internet access rate is normal, it indicates that the user's PC is faulty. In this case,
check whether the PC is infected with viruses, whether the PC NIC is faulty, and whether
resources are in shortage because of long-term running. Then, proceed to Step 2.

® [fthe Internet access rate is low, go to Step 3.

Step 2 Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 9.

® [fthe service does no recover to normal, proceed to Step 3.

Step 3 Check the rate limitation configuration.

1. Onthe OLT, run the display service-port command to query service port configurations
to confirm Rx and Tx indexes of the traffic profile bound with the service port, and run the
display traffic table ip command to query the corresponding traffic profile to check
whether CIR (kbit/s) meets user requirement.

® [fCIR is smaller than the applied bandwidth, perform different operations according to
the fault scope.

- If only a single user encounters the fault, the traffic profile bound to the user may
be incorrect. In this case, it is recommended that you run the service-port 100
inbound traffic-table index 10 outbound traffic-table index 20 command to bind
a correct traffic profile to the user according to the data plan. Assume that the index
of the user traffic stream is 100, the index of the traffic profile that is bound to the
upstream rate is 10, and the index of the traffic profile that is bound to the
downstream rate is 20. Then, proceed to Step 3.2.

- Ifalot of users encounter the fault, the configurations of the traffic profile may be
incorrect. In this case, it is recommended that you run the traffic table ip modify
command to modify the traffic profile that is bound to the user. After that, rates of
users bound to the traffic profile are changed. Then, proceed to Step 3.2.

® [f CIR meets user requirement, go to Step 3.3.
2. Check whether the service recovers to normal.

® [f the service recovers to normal, go to Step 9.

® If the service does no recover to normal, proceed to Step 3.3.
3. Check the rate configured for the user on the BRAS.

® [fthe access rate authorized by the BRAS is smaller than the applied rate, configure the
authorized rate again. Then, proceed to Step 4.

® [fthe access rate authorized by the BRAS meets the requirement, go to Step 5.

Step 4 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 9.

® [fthe service does no recover to normal, proceed to Step 5.

Step 5 Check whether user bandwidth is occupied by unknown traffic. Run the display port traffic
command to query the data traffic of the upstream port.

"The received traffic of this port" indicates the traffic received by the port. "The transmitted
traffic of this port" indicates the traffic transmitted by the port. When a user fails to access the
Internet, the upstream and downstream traffic is very small.

® [fthere is a large amount of traffic when the user does not access the Internet, it indicates
that unknown traffic exists on the port. In this case, capture and analyze packets, and then
contract Huawei engineers for processing. Then, go to Step 8.
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Step 6

Step 7

Step 8

Step 9

® [fthe traffic is close to 0 when no user accesses the Internet, proceed to Step 6.

Check whether there is packet loss due to data link faults. Log in to the upper-layer gateway
connected to the OLT. Then, ping the management IP addresses of the OLT to check whether
there is packet loss.

® [fthere is packet loss, proceed to Step 7.
®  [fthere is no packet loss, go to Step 8.

Perform the following operations.

1. Run the display link-aggregation command to query the link aggregation configuration
on the upstream port of the OLT. Ensure that there is the relevant configuration on the
upper-layer gateway connected to the OLT.

2. Check whether there is packet loss on the upstream port of the OLT. Run the display port
statistics command to query the statistics of the upstream port. It is recommended that you
query the statistics for 10 times at an interval of 20s. If "Number of discarded frames"
increases, it indicates that packet loss occurs on the upstream port due to the large traffic.
In this case, share traffic with other ports or increase the rate of the port.

3. Check whether excessive users are in a same VLAN. Run the display vlan vianid command
to query the number of users in the specified service VLAN. If excessive users are in the
VLAN, Internet access rate may be low at traffic peaks due to a broadcast storm. In this
case, configure at most 200 users in a service VLAN as recommended.

4.  Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 9.

® [f the service does no recover to normal, proceed to Step 8.

Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

The fault is rectified.

——-End

?.4. PPPoE Dialup Failure

This topic describes how to troubleshoot the fault when a user encounters errors (such as error
678) during PPPoE dialup to access the Internet and consequently the IP address cannot be
obtained.

Location Method

When the PPPoE dialup failure occurs, locate the fault according to the following procedure:

Check major alarms.

Check the upper-layer device.

Check the user's PC.

Check the ONU.

Check the line between the ONU and the PC.
Check the data configuration.

Check the PITP configuration.

e A o

Check whether the number of MAC addresses learned reaches the upper limit.
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9.  Check whether the number of PPPoE sessions reaches the upper limit in the case that the
MAC address allocation mode is single-mac.
A CAUTION
To facilitate fault report, save the results of the following steps.
Procedure
Step1 Run the display alarm history command to check whether alarms (such as alarms indicating
ONU power-off, loss of optical signals, and Ethernet port down) are generated. If such alarms
are generated, clear them by referring to alarm processing guide.
® [fthe fault persists even after alarms are cleared, proceed to Step 2.
®  [fthe fault is rectified after alarms are cleared, go to Step 19.
Step 2 Check the upper-layer device and perform PPPoE dialup simulation on the OLT.
® [fthe simulation result is "timeout", "parameter negotiation failure", "user authentication
failure", "offline requested by the peer side", or "other errors", it indicates that the upper-
layer device connected to the OLT is faulty. Then, mainly check whether the VLAN
configuration of the upper-layer device is correct, whether the OLT can ping the BRAS,
whether the user name/account is configured correctly on the BRAS, and whether the BRAS
limits the number of users accessing the Internet. Ensure that all the preceding information
is correct. Then, proceed to Step 3.
®  [fthe simulation result is "success", go to Step 4.
Step 3 Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 19.
® [fthe service does not recover to normal, proceed to Step 4.
Step 4 Replace the user's PC with another one to perform PPPoE dialup again.
® [fPPPoE dialup is successful, it indicates that the user's PC is faulty. Mainly check whether
the PPPoE software is installed correctly and whether the PC NIC is faulty or disabled.
Ensure that there are no abnormalities. Then, proceed to Step 5.
® [f PPPoE dialup still fails, go to Step 6.
Step 5 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 19.
® [f'the service does not recover to normal, proceed to Step 6.
Step 6 Check whether the ONU encounters faults such as ONU registration failure, failure to auto
discover an ONU, and ONU frequent offline.
® [fthe ONU encounters any of the preceding faults, solve it by referring to relevant
troubleshooting guide. Then, proceed to Step 7.
® [fthe ONU works in the normal state, go to Step 8.
Step 7 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 19.
® [f the service does not recover to normal, proceed to Step 8.
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Step 8

Step 9

Step 10

Step 11

Step 12

Check the line between the ONU and the PC. Connect the PC to the ONU direct.

® [fthe network cable is broken or not connected firmly, replace or reconnect the network
cable. Then, go to Step 9.

® [f PPPoE dialup still fails when the PC connect to the ONU direct. Then, go to Step 10.

Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 19.

® [fthe service does not recover to normal, proceed to Step 10.

Check the data configuration. Specifically, check whether the data configurations of the OLT
and the ONU are correct. If services are in the normal state before the fault occurs, it is
recommended that you run the display log command to check the system logs and then check
whether the fault is caused by modifications of data configuration.

(1 noTE

Incorrect data configuration is a common cause of a fault. The following is likely to configure incorrectly:

® Service stream: You can run the display service-port command to check whether the service stream
configuration is correct. Specifically, mainly check whether the user VLAN, GEM port, ONU ID, port ID,
and upstream port comply with actual conditions.

® VLAN tag switching: You can analyze the VLAN tag switching process according to the service port
configuration on the OLT and the ONU. Specifically, mainly check whether the VLAN tag switching on
the ONU and the OLT and the native VLAN configuration on the upstream port of the OLT are correct.
® [fthere are data configuration errors, correct them by referring to configuration guide
documents. Then proceed to Step 11.

®  [fthe data configuration is correct, go to Step 12.

Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 19.

® [fthe service does not recover to normal, proceed to Step 12.

Check the PITP configuration. That is, run the display pitp config command to check the status
of the global PITP function, run the display pitp port command to check the status of the PITP
port, and then run the display pitp service-port command to check the status of the PITP
function of the service port to check whether the PITP function is enabled.

(1 noTE

® PITP is supported at three levels, namely, system level, port level, and service port level. By default,
the system-level PITP is disabled, while the port-level PITP and the service-port-level PITP are enabled.
The PITP function takes effect only when the three levels of PITP are enabled concurrently.

® After the PITP function is enabled, the device information is carried in a PPPoE packet and the PPPoE
packet is then authenticated on the BRAS. The authentication is successful only when the device
information (added by OLT or by a user-side device) is the same as that configured on the BRAS.

® IfPITP is in the enable state, check whether the device information carried in a PPPoE
packet is added by the OLT or by a user-side device during the authentication on the BRAS.

- If the device information is added by a user-side device, run the pitp permit-
forwarding service-port command to configure the OLT to allow the PPPoE packet
with the device information (vendor tag) added by the user-side device to pass a user
port. Then, proceed to Step 13.

- Ifthe device information is added by the OLT (this is the default mode), there is no need
to proceed. Then, go to Step 14.

® [fPITP is in the disable state, go to Step 14.
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Step 13 Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 19.
® [fthe service does not recover to normal, proceed to Step 14.

Step 14 Check whether the number of MAC addresses learned reaches the upper limit. Run the display
mac-address port command and the display mac-address max-mac-count command to

respectively query the actual number of MAC addresses learned by a user port and the maximum
number of MAC addresses learned dynamically by the user port.

®  [fthe actual number of MAC addresses learned by the user port reaches the upper limit
(that is, the maximum number of MAC addresses learned dynamically by the user port),
run the mac-address max-mac-count command to increase the upper limit. Then, proceed
to Step 15.

®  [f the actual number of MAC addresses learned by the user port is lower than the upper
limit, go to Step 16.
Step 15 Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 19.
® [fthe service does not recover to normal, proceed to Step 16.
Step 16 Check whether the number of PPPoE sessions reaches the upper limit in the case that the MAC

address allocation mode is single-mac. Run the display pppoe mac-mode command to query
the MAC address allocation mode for the PPPoE user.

® [fthe MAC address allocation mode is single-mac, run the pppoe max-session-count
command to configure the maximum number of PPPoE sessions of a user port to 8 (the
largest value). Then, proceed to Step 17.

1 noTE

® [f the number of online PPPoE sessions is greater than the preset upper limit, the system does
not allow to set up a new PPPoE session.

® When the MAC address allocation mode is single-mac, a user port allows a maximum of eight
PPPoE sessions. Thus, make a proper plan before network deployment to prevent that the number
of online PPPoE sessions exceeds eight.

® [fthe MAC address allocation mode is multi-mac (the default mode), go to Step 18.

Step 17 Check whether the service recovers to normal.
® [f the service recovers to normal, go to Step 19.

® [fthe service does not recover to normal, proceed to Step 18.

Step 18 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 19 The fault is rectified.
----End

?.5. Failure to Obtain an IP Address in the DHCP Mode

This topic describes how to troubleshoot the fault when a user fails to obtain an IP address in
the DHCP mode during accessing the Internet.

Location Method

When the IP address cannot be obtained in the DHCP mode, locate the fault according to the
following procedure:
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1. Check major alarms.
2. Check the upper-layer device.
3. Check the user's PC.
4.  Check the ONU.
5. Check the line between the ONU and the PC.
6. Check the data configuration.
7. Check the DHCP option82 configuration.
A CAUTION
To facilitate fault report, save the results of the following steps.
Procedure

Step1 Run the display alarm history command to check whether alarms (such as alarms indicating
ONU power-off, loss of optical signals, and Ethernet port down) are generated. If such alarms
are generated, clear them by referring to alarm processing guide.

® [fthe fault persists even after alarms are cleared, proceed to Step 2.
®  [fthe fault is rectified after alarms are cleared, go to Step 15.

Step 2 Check the upper-layer device, and check whether all the users of the upper-layer device fail to
obtain the IP address.

® [fall the users fail to obtain the IP address, it indicates that the upper-layer device is faulty.
In this case, check whether the DHCP server works normally. Then, proceed to Step 3.

® [fonly certain users cannot obtain the IP address, go to Step 4.

Step 3 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 15.

® [fthe service does no recover to normal, proceed to Step 4.

Step 4 Replace the user's PC with another one to perform a test again.

® [fan IP address can be obtained, it indicates that the PC is faulty. Then, mainly check
whether the network position of the PC is correct and whether the PC NIC is faulty or
disabled. Ensure that there are no abnormalities. Then, proceed to Step 5.

®  [fthe [P address cannot be obtained, go to Step 6.

Step 5 Check whether the service recovers to normal.
® [f the service recovers to normal, go to Step 15.
® [fthe service does no recover to normal, proceed to Step 6.

Step 6 Check whether the ONU encounters faults such as ONU registration failure, failure to auto
discover an ONU, and ONU frequent oftline.

® [fthe ONU encounters any of the preceding faults, rectify it by referring to relevant
troubleshooting guide. Then, proceed to Step 7.

® [fthe ONU works in the normal state, go to Step 8.
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Step 7

Step 8

Step 9

Step 10

Check whether the service recovers to normal.
® [fthe service recovers to normal, go to Step 15.

® [fthe service does no recover to normal, proceed to Step 8.

Check the line between the ONU and the PC. Connect the PC to the ONU direct.

® [fthe network cable is broken or not connected firmly, replace or reconnect the network
cable. Then, go to Step 9.

® [f PPPoE dialup still fails when the PC connect to the ONU direct. Then, go to Step 10.

Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 15.

® [fthe service does no recover to normal, proceed to Step 10.

Check the data configuration. Specifically, see configuration guide documents to check whether
the data configurations of the OLT and the ONU are correct. If services are in the normal state
before the fault occurs, it is recommended that you run the display log command to check the

system logs and then check whether the fault is caused by modifications of data configuration.

1 NoTE

Incorrect data configuration is a common cause of a fault. It is likely to configure the following incorrectly:

® Service port: You can run the display service-port command to check whether the service port configuration
is correct. Specifically, mainly check whether the user VLAN, GEM port, ONU ID, port ID, and upstream
port comply with actual conditions.

® VLAN tag switching: You can analyze the VLAN tag switching process of data packets according to the
service port configuration on the OLT and the ONU. Specifically, mainly check whether the VLAN tag
switching on the ONU and the OLT, and the native VLAN configuration on the upstream port of the OLT
are correct.

® DHCP configuration: By default, DHCP works in the Layer 2 mode and there is no need to configure it. If

DHCEP is required to work in the Layer 3 mode, configure it by referring to the configuration guide
documents.

® [fthere are data configuration errors, correct them by referring to configuration guide
documents. Then proceed to Step 11.

®  [fthe data configuration is correct, go to Step 12.

Step 11 Check whether the service recovers to normal.
® [f the service recovers to normal, go to Step 15.
® [fthe service does no recover to normal, proceed to Step 12.

Step 12 When the OLT works in the Layer 2 mode, check the DHCP option82 configuration. That is,
run the display dhcp option82 config command to check whether the status of the global DHCP
option82 function and then run the display dhcp option82 service-port command to check
whether the status of the DHCP option82 function of the service port to check whether the DHCP
option82 function takes effect.

(0 noTE

® The DHCP option82 function works globally or works only for service ports. By default, this function
works only for service ports. Only when this function works globally and works for service ports, can
this function take effect.

® After the DHCP option82 function is enabled, the device information is carried in a DHCP packet and
the DHCP packet is then authenticated on the BRAS. The authentication is successful only when the
device information (added by OLT or by a user-side device) is the same as that configured on the
BRAS.
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® [fthe DHCP option82 function is enabled, check whether the device information carried
in a PPPoE packet is added by the OLT or by a user-side device during the authentication
on the BRAS.

- Ifthe device information is added by a user-side device, run the dhep-Option82 forbid-
forwarding service-portindexenable command to allow the DHCP packet with the
device information added by the user-side device to pass user ports. Then, proceed to
Step 13.

- Ifthe device information is added by the OLT (this is the default mode), there is no need
to proceed. Then, go to Step 14.
o= TIP

Run the display dhep 12 statistics command to query statistics of the Layer 2 DHCP packet. In
statistics, "Number of received packets with untrusted option82" indicates that the OLT receives the
DHCP packet with the information added by the terminal.

® [fthe DHCP option82 function is not enabled, go to Step 14.

Step 13 Check whether the service recovers to normal.
®  [fthe service recovers to normal, go to Step 15.

® [fthe service does no recover to normal, proceed to Step 14.

Step 14 Record the results of the preceding steps in the form for reporting a fault, fill in the form
completely, and then submit the form to Huawei for technical support.

Step 15 The fault is rectified.

—End

5.8 Troubleshooting Cases of ONU Status Abnormality
5.8.1 Failure to Go Online of an ONT

The ONU going online failure is a fault in which an ONU fails to go online normally, but the
queried Run state of the ONU is displayed as offline by running the display ont info command
on the OLT.

TC-C6211 ONU Failure to Go Online Because of Too Large Fiber Length Difference

This topic describes how to troubleshoot the fault of ONU failure to go online.

Fault Type

Abnormal ONU connection

Keyword
Fiber length difference

ONU failure to go online

Fault Description

Network topology: Optical split level: two levels; level-one split ratio: 1:2; level-two split ratio:
1:16; backbone fiber: 2.2 km long; branch fibers: 500 m to 24 km long
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During deployment in an office, the receive optical power of all ONUs under two-level optical
splitters is normal but the ONUs fail to go online.

Alarm Information

None

Possible Cause
°

Procedure

The ONU receive optical power is larger than the overload optical power.
The ONU receive optical power is smaller than the sensitivity.
There is abnormal attenuation on ODN lines.

The difference between the ODN Max. receive optical power and Min. optical power
exceeds the threshold.

Step 1 Analyze the network. It is found that the distance between the farthest ONU and the OLT is over
20 km and the distance between the farthest and nearest ONUSs is also over 20 km, as shown in
Figure 5-17.

Figure 5-17 Too large length difference between branch fibers

oLT

length difference
between branch fibers

Crer 20 km

Step 2 Plan the ODN again and connect the ONUs whose fibers are longer than 20 km to another PON
port. Then, ONUs normally go online.

Step 3 Such a fault does not recur in the next week.

——-End

Suggestion and Conclusion

Make sure that the difference between the largest ONU and the nearest ONU under a PON port
is smaller than 20 km.
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TC-C6212 ONU Registration Failure Because of Incorrect Fiber Connection

This topic describes how to troubleshoot the fault of ONU registration failure.

Fault Type

Abnormal ONU connection

Keyword
Fiber connection

ONU failure to register with the OLT

Fault Description

Network topology: Optical split level: one level; split ratio: 1:16; backbone fiber: 3.2 km long;
branch fiber: 600 m long

During deployment in an office, an ONU fails to register with the OLT. The ONU receive optical
power is 1.27 dBm and its transmit optical power is -15.9 dBm. The fault persists after system
restart or soft system reset.

Alarm Information

None

Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.
®  There is abnormal attenuation on ODN lines.
[ J

The fiber is incorrectly connected.

Procedure

Step 1 Test the ONU receive optical power. The ONU receive optical power is -15.9 dBm, which is
within the normal range.

Step 2 Perform a remote query. It is found that the ONU should be connected to another PON port.
Then, it is determined that the optical fiber is incorrectly connected.

Step 3 Confirm the connection on site. It is found that the optical fiber is incorrectly connected, as
shown in Figure 5-18.

Figure 5-18 Fiber connection
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Step 4 After the fault is rectified, services recover.
Step 5 Such a fault does not recur in the next week.

—--End

Suggestion and Conclusion

Identify different ports using labels in engineering and manage the ports differently to prevent
incorrect connection.

TC-C6213 ONU Failure to Go Online Because of Not Clean Fiber Connector

This topic describes how to troubleshoot the fault of ONU failure to go online.

Fault Type

Abnormal ONU connection

Keyword
Fiber connector

ONU failure to go online

Fault Description

Network topology: Optical split level: one level; split ratio: 1:16; backbone fiber: 7 km long;
branch fiber: 1.2 km long

During deployment in an office, one ONU under the OLT fails to go online but other ONUs are
normal.

Alarm Information

None

Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step 1 Test the ONU receive optical power. It is found that the power is -21 dBm. The ONU receive
optical power should be -14 dBm based on the network topology. Therefore, the ODN branch
fibers may cause the failure.

Step 2 Locate the fault by segment. It is found that the endface of a segment of fiber is not clean. Clean
the endface and test the ONU receive optical power again. -15 dBm attenuation is obtained.
Then, the ONU goes online successfully.
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Step 3 Such a fault does not recur in the next week.

—End

Suggestion and Conclusion

Before connecting a fiber, clean the fiber endface to prevent unnecessary attenuation caused by
dust.

TC-C6216 ONU Failure to Go Online Because of a Too Large Receive Optical Power
Difference Between ONUs

This topic describes how to troubleshoot the fault of ONU failure to go online.

Fault Type

Abnormal ONU connection

Keyword
Optical power difference

ONU failure to go online

Fault Description

Network topology: Optical split level: two levels; level-on split ratio: 1:2; a 1:16 optical splitter
connected to one channel and an ONT connected to the other channel

During deployment in an office, only one ONU goes online normally and all other ONUs fail
to go online. The receive optical power of the failed ONUs is small but is still larger than the
sensitivity.

Alarm Information

None

Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step1 Test the ONU receive optical power. It is found that the receive optical power of the successful
online ONU is -7 dBm but that of other ONUs is -23 dBm.

Step 2 Calculate the range of the optical power of the entire ODN. The difference between the ONU
Max. receive optical power and the Min. receive optical power is (-7 dBm) - (-23 dBm) = 16
dBm, which is larger than 15 dBm. It is concluded that the large ONT optical power difference
causes the ONU with a low optical to fail to go online, as shown in Figure 5-19.
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Figure 5-19 Too large optical power difference
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Step 3 Add a 10 dBm attenuator before ONU 0. Other ONUs successfully go online.
Step 4 Such a fault does not recur in the next week.

—--End

Suggestion and Conclusion

The difference between the ONU Max. receive optical power and the Min. receive optical power
should be smaller than 15 dBm, as specified in the protocol. That is, the attenuation difference
between any two ONUSs connected to a PON port must not be larger than 15 dBm.

5.8.2 ONU Profile Mismatch

The ONU profile mismatch failure is a fault in which an ONU connected to a PON port of an
OLT can go online successfully, but the queried Match state of the ONU is displayed as
mismatch by running the display ont info command on the OLT.

TC-C6000 The Match State Is mismatch Because of the Inconsistency Between the
Number of GEM Ports in the Capability Set Profile and the Number of GEM Ports
Supported by an ONU

This topic describes how to troubleshoot the fault when the Match State of an ONU is
mismatch because the number of GEM ports in the ONU capability set profile delivered by the
OLT is inconsistent with the number of GEM ports supported by the ONU.

Fault Type
GPON service
Keyword
Capability set profile
mismatch
GEM port
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Fault Description

Version: MA5600T V80OR007CO01 and earlier versions only, and not for V80OR008 and later
versions.

After an ONU is added to the OLT in a new office, an engineer runs the display ont info
command on the OLT to query the ONU. The Match State of the ONU is always mismatch.

Alarm Information

None

Cause Analysis

After the ONU is added, if the ONU can go online normally, and the Run State and Match
State of the ONU are up and mismatch respectively, the possible cause is that the actual
capability of the ONU is inconsistent with the capability set profile bound to the ONU, or the
ONU is faulty.

Procedure

Step1 Check the ports of the ONU on site. It is found that capability set profile configured on the OLT
is consistent with the actual capability of the ONU. Run the display ont capability command
to check the ports of the ONU and the parameters such as T-CONTSs on the OLT. It is found that
the ports of the ONU and the parameters are consistent with the actual configurations.

Step 2 Consult ONU technical manuals. It is found that the ONU supports up to 128 GEM ports. Only
32 GEM ports, however, can be configured in the capability set profile by the OLT. Therefore,
the parameter about the number of GEM ports is set differently. As a result, the Match State of
the ONU is mismatch.

—End

Suggestion and Conclusion

Though this parameter does not affect services, the configurations cannot be delivered to the
ONU after the ONU is reset. You can run the ont resume resource command to configure the
recovery policy of the ONU. If the actual capability of the ONU is different from the capability
set profile bound to the ONU, the OLT excludes the management commands that are beyond
the actual hardware capability, and delivers only the management commands within the ONU
hardware capability according to the hardware capability parameters reported by the ONU.

5.8.3 Failure to Automatically Discover an ONU

The ONU auto discovery failure is a fault in which an OLT fails to automatically discover an
ONU after the ONU is powered on.

TC-C6004 Certain ONUs Fail to Be Auto Discovered on the OLT Because of Very
Short Maximum Registration Distance

This topic describes how to troubleshoot the fault when certain ONUs fail to be auto discovered
on the OLT because the maximum registration distance configured on the OLT is very short.
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Fault Type

Keyword

ONU auto discovery failure

Registration failure

Fault Description

Certain ONUs connected to a PON port of an OLT in an office can be auto discovered on the
OLT successfully, but certain ONUs fail to be auto discovered on the OLT.

Alarm Information

None

Cause Analysis

Procedure

Step 1

Step 2

Step 3

Step 4

Step 5

® The hardware of the ONUs is faulty.
®  The ports of the PON board do not work normally.

® The data configuration of the system is incorrect, and the maximum distance for registering
the ONUs is short.

The fault occurs on multiple ONUs, and the fault persists after the ONUs are replaced. This
indicates that the hardware of the ONUs is normal.

Certain ONUs connected to the PON port can register with the OLT normally, and the ONUs
work stably. This indicates that the PON board is normal.

After check, it is found that the ONUs that fail to register with the OLT are far from the OLT,
and the physical distance ranges from 3 km to 5 km. The ONUs that are 1 km away from the
OLT do not encounter the fault.

Run the display port info command to view the maximum registration distance of the PON
port. It is found that the maximum registration distance is 2 km.

Run the port portid range max-distance command to change the maximum registration distance
of the PON port to 20 km. As a result, the fault is rectified.

——-End

Suggestion and Conclusion

The maximum registration distance of the system is 20 km by default. Do not change the
registration distance at discretion. By default, the minimum and maximum registration distances
of the ONU are 0 km and 20 km respectively, and the configuration granularity is 1 km.
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TC-C6015 An ONU Fails to Be Auto Discovered on an OLT Because the Actual
Distance Between the ONU and OLT Is Longer Than the Preset Maximum Distance

This topic describes how to troubleshoot the fault when an ONU fails to register with an OLT
because the actual distance between the ONU and OLT is longer than the preset maximum
distance.

Fault Type

ONU auto discovery failure

Keyword

Registration failure

Fault Description

An ONU is connected to an OLT directly through an optical fiber. The ONU fails to be auto
discovered on the OLT.

Alarm Information

None

Cause Analysis
® The optical path attenuation is very large.
® The data configurations of the ONU or OLT may be incorrect.

Procedure

Step1 Use an optical power meter to measure the optical power of the PON ports of the OLT and the
remote ONU. The optical attenuation is about -12 dB, which is within the normal range. This
indicates that the optical path is normal.

Step 2 Connect an ONU at the local end to the OLT. It is found that the ONU can be auto discovered
on the OLT, which indicates that the PON ports on both sides of the ONU and OLT are normal.

Step 3 The ONU at the local end can be auto discovered on the OLT whereas the ONU at the remote
end fails to be auto discovered on the OLT. Therefore, it is suspected that the distance between
the ONU and OLT is very long. The maximum distance supported by the OLT is 20 km by
default. Run the port portid range max-distance command to change the maximum distance
supported by the OLT to 30 km. As a result, the fault is rectified.

—End

Suggestion and Conclusion

It is not recommended that the distance between an OLT and ONU exceed 20 km. Otherwise,
if the distance is very long, the ONU that can be auto discovered on the OLT fails to be auto
discovered on the OLT due to deteriorated surroundings.
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TC-C6308 The ONU Cannot Be Automatically Found Because the Optical
Attenuation Is Excessively High

This topic describes how to troubleshoot the fault when the ONU cannot be auto discovered
because the optical attenuation is excessively high.

Fault Type

GPON service

Keyword

Optical Attenuation

Fault Description
All LEDs of the ONU are normal. Enable the auto discovery function and it is found that the
OLT cannot auto discover the ONU.

Alarm Information

None

Cause Analysis
® The ONU is faulty.
® The configuration on the OLT is improper.
®  The optical path is faulty.

Procedure

Step1 All LEDs of the ONU are normal. Therefore, the problem is not caused by the faulty optical
path.

Step 2 Use an optical power meter to check segment by segment the optical power of each connection
point. It is found that optical attenuation for a segment of optical fiber between the ODF in the
telecommunications room and the optical splitter reaches —13 dB. As a result, the optical
attenuation after the optical splitter reaches —30 dB, which is lower than the minimum activation
optical attenuation (—27 dB) of the ONU. Therefore, the ONU cannot be auto discovered. After
the optical fiber is replaced, the fault is rectified.

—End

Suggestion and Conclusion

The optical attenuation of the optical path between the ONU and the OLT should be within the
range of 15-25 dB.

TC-C6210 ONU Auto Discovery Failure Because of Too Long Fibers

This topic describes how to troubleshoot the fault of ONU auto discovery failure.
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Fault Type

Abnormal ONU connection

Keyword

Too long fiber

Failure to report the SN

Failure to discover the ONU

Fault Description

Network topology: Optical split level: two levels; level-one split ratio: 1:2; level-two split ratio:
1:16; backbone fiber: 1 km long; branch fibers: 15 km to 24 km long

During deployment in an office, the receive optical power of some ONUSs is normal but the
ONUs fail to report their SNs or go online. Remove the ONUs and install them in the
telecommunications room. It is found that they work normally.

Alarm Information

None

Possible Cause
°

Procedure

The ONU receive optical power is larger than the overload optical power.
The ONU receive optical power is smaller than the sensitivity.
There is abnormal attenuation on ODN lines.

ODN lines are too long and exceed the online distance preset in the system.

Step 1 Analyze the network conditions. It is found that the distance of the nearest ONU is longer than
10 km and the distance of the farthest ONU is shorter than 30 km but longer than 20 km, which
is the Max. online distance (20 km) preset in the system. The network diagram is shown in
Figure 5-20.

Figure 5-20 Network Diagram
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Step 2 The ONU goes online after the ONU Max. online distance and Min. online distance are changed
to 30 km and 10 km respectively by running the port range command on the OLT.

Step 3 Such a fault does not recur in the next week.

—End

Suggestion and Conclusion

The default ONU Max. online distance is 20 km. If the distance between the ONU and the OLT
exceeds 20 km, change the ONU Max. online distance.

5.8.4 ONU Frequently Goes Online and Offline

The ONU frequently going online and offline failure is a fault in which an ONU connected to a
PON port of an OLT frequently goes online and offline and therefore the OLT reports a large
number of ONU LOS and ONU signal recovery alarms.

TC-C6007 An ONU Goes Online and Offline Repeatedly Because of Unstable
Voltage
This topic describes how to troubleshoot the fault when an ONU goes online and offline

repeatedly and alarms that the ONU goes online and offline repeatedly are generated on the OLT
because of unstable voltage.

Fault Type

Service failure

Keyword
Going online and offline repeatedly

Repeated reset

Fault Description

An ONU connected to an OLT in an office goes online and offline repeatedly and irregularly.

Alarm Information

Alarms that the ONU goes online and offline repeatedly are generated on the OLT.

Cause Analysis
® The optical fiber attenuation is very large.
® The hardware of the ONU is faulty.
® The boards on the OLT are faulty.
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Procedure

Step 1

Step 2

Step 3

Step 4

Step 5

Other ONUs connected to the PON port are normal, which indicates that the PON board of the
OLT is normal.

Use an optical power meter to test the optical fiber attenuation on the ONU side. It is found that
the optical fiber attenuation is -20 dB, which is normal. This indicates that the line is normal.

Replace the ONU with another ONU. The fault, however, persists, which indicates that the
hardware of the ONU is normal.

The ONU on which the fault occurs is located in a remote mountain area. Therefore, it is
suspected that the fault is caused by the surroundings. Log in to the ONU in the telnet mode,
and then run the display alarm list all command to carefully view the alarms. It is found that
the ONU resets in peak hours from 7:00 a.m. to 8:00 p.m. in four consecutive days. Therefore,
it can be preliminarily determined that the fault is caused by the voltage.

Use a multimeter to test the voltage on site. It is found that the ONU resets repeatedly due to
unstable voltage. Replace the ONU with another ONU with the DC module. As a result, the fault
is rectified.

—End

Suggestion and Conclusion

The ONUs of Huawei support AC power supply and DC power supply. If an ONU uses the AC
power supply, the ONU resets repeatedly when the voltage is unstable. If the voltage is abnormal
and the normal voltage cannot be guaranteed, it is recommended that you use an ONU with the
DC module.

TC-C6311 An ONT Frequently Goes Online and Offline Because of Unmatched
Optical Fiber Connectors

Fault Type

Keyword

This topic describes how to troubleshoot the fault when the deployed ONT frequently goes online
and offline because the optical fiber connectors do not match.

GPON service

Fiber patch cord

Optical fiber connector

Fault Description

When an ONT is installed in the deployment, the optical path attenuation is -23 dBm, which is
within the normal attenuation range. After the optical fibers are connected, the LED of the PON
port blinks. In addition, the ONT fails to register with the OLT normally, and the ONT goes
online and offline frequently.
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Alarm Information

The up and down alarms about the ONT (OT928) are generated on the OLT.

Cause Analysis
® The optical path attenuation is very large.

® The optical fiber connectors are not clean or not connected properly.

Procedure

Step 1 Use an optical power meter to measure the optical path attenuation. It is found that the optical
path attenuation is -23 dBm, which is within the normal range of the optical path attenuation.

Step 2 It is suspected that the poor quality of optical signals is caused by the dirty optical fiber
connectors of the ONT (OT928). Clean the optical fiber connectors, and remove and then insert
the optical fiber connectors again. The fault, however, persists.

Step 3 Replace the ONT with another ONT (OT928) to conduct a test. The fault, however, persists,
which indicates that the hardware of the ONT (OT928) is normal.

Step 4 Check the fiber patch cord of the ONT (OT928). It is found that the connector of the fiber patch
cord does not match the optical fiber connector of the ONT. Though the connector of the fiber
patch cord is square, the color is different. After verification, the optical fiber connectors used
in the ONT (OT928) are green, square, and SC/APC.

(1 noTE
The BOM is 14130252, and the name is Patch Cord, SC/APC-FC/PC, Singlemode-G.652, 3mm, 3m.

Step 5 Replace the fiber patch cord with a correct fiber patch cord (SC/APC-FC/PC). As a result, the
LED of the PON port is stable, and the ONT can register with the OLT normally.

—--End

Suggestion and Conclusion

Currently, the type of the fiber patch cord used in the ONT (0OT928) is seldom used in China,
but is mostly used abroad. Therefore, note that you should use the correct fiber patch cord.

The greatest difference between green and blue fiber patch cords is as follows: The
interconnection section between the fiber patch cord with green connectors and the OT928 is
oblique. The interconnection section between the fiber patch cord with blue connectors and the
ONT is plane, which can result in 3-6 dBm optical attenuation.

TC-C6207 ONU Frequent Going Online and Offline Because of Mismatching Fiber
Connector

This topic describes how to troubleshoot the fault of ONU frequent going online and offline.

Fault Type
Abnormal ONU connection
Keyword
Fiber connector
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ONU frequent going offline

ONU frequent going online and offline

Fault Description

Network topology: Optical split level: one level; split ratio: 1:32; connector: SC/APC connector

In an office, an ONU frequently goes online and offline.

Alarm Information

LOSi alarm and LOFi alarm

Possible Cause

Procedure

Step 1

Step 2

Step 3

® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Test the receive optical power on ONU optical ports. It is found that the receive optical power
is -27 dBm. This indicates that there is abnormal attenuation on ODN lines.

Perform a test on the optical splitter. It is found that the connector of the optical splitter is an
SC/APC connector but that of the ONU fiber is an SC/PC connector. When an APC-endface
fiber is connected to a PC-endface fiber, at least 3 dB attenuation will be generated, as shown
in Figure 5-21.

Figure 5-21 Interconnection of PC and APC connectors

Mismatched fiber

P_'——""' connector

Remove the SC/PC fiber (blue) and splice it to an SC/APC fiber (green). Test the ONU receive
optical power again. It is found that the receive optical power becomes -23.5 dBm, which is

within the normal range. This indicates that the mismatching fiber connector causes abnormal
attenuation on ODN lines and consequently causes the ONU to go online and offline frequently.
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Step 4 Such a fault does not recur in the next week.

—--End

Suggestion and Conclusion

It is recommended that you connect an SC/PC connector to an SC/PC connector (or an SC/APC
connector to an SC/APC connector). The biggest difference between an SC/PC connector and
an SC/APC connector lies in that the endface of an SC/PC connector is a plane but the endface
of'an SC/APC connector is a slop. If an SC/PC connector is connected to an SC/APC connector,
at least 3 dB attenuation will be generated.

TC-C6208 ONU Frequent Going Online and Offline Because of a Too Small Fiber
Bend Radius

This topic describes how to troubleshoot the fault of ONU frequent going online and offline.

Fault Type

Abnormal ONU connection

Keyword
Bend radius
ONU frequent going offline

ONU frequent going online and offline

Fault Description

Network topology: Optical split level: one level; split ratio: 1:32; backbone fiber: 8.6 km long;
branch fiber: 1.5 km long

In an office, an ONU frequently goes online and offline.

Alarm Information

LOSi alarm and LOFi alarm

Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step 1 Test the receive optical power on ONU optical ports. It is found that the receive optical power
is only -28 dBm. This indicates that there is abnormal attenuation on ODN lines.

Step 2 Check field conditions. It is found that fibers are placed disorderly, the fiber bend radius is too
small and the fiber is almost broken, as shown in Figure 5-22.
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Step 3

Step 4

Figure 5-22 Too small fiber bend radius

Band radius
shartar than
£

Replace the fiber and test the ONU receive optical power again. -18 dBm optical power is
obtained and services recover. This indicates that the too small fiber bend radius causes abnormal
attenuation on ODN lines and consequently causes the ONU to go online and offline frequently.

Such a fault does not recur in the next week.

—End

Suggestion and Conclusion

Make sure that the fiber bend diameter is larger than 8 cm when bending a fiber.

TC-C6214 ONU Frequent Going Online and Offline Because of a Too Large Split

Ratio

Fault Type

Keyword

This topic describes how to troubleshoot the fault of ONU frequent going online and offline.

Abnormal ONU connection

Split ratio
ONU frequent going offline

ONU frequent going online and oftline

Fault Description

Network topology: Originally, the system uses one-level optical split and the split ratio is 1:8.
Later, the customer connects a 1:16 optical splitter to the 1:8 optical splitter. The three ONUs
are connected to the 1:16 optical splitter.

During deployment in an office, three ONUs frequently go online and offline.

Alarm Information

None
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Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step1 Testthe ONU receive optical power. It is found that the receive optical power of the three ONUs

is approaching the sensitivity.

Step 2 Analyze the total split ratio of the three ONUSs. It is found that the total split ratio is 1: (16 x 8)
= 1:128, which is too large and therefore causing too large attenuation, as shown in Figure

5-23.

Figure 5-23 Too large split ratio

aLT
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Step 3 Change the 1:16 optical splitter to a 1:4 one. Then, the fault is rectified.
Step 4 Such a fault does not recur in the next week.

—--End

Suggestion and Conclusion

Bit errors will occur on an ONU if the ONU receive optical power is approaching the sensitivity
and even the ONU may go offline. Reserve a 3 dBm attenuation margin in ODN planning.
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(1 noTE

The specifications of the optical path attenuation are as follows (the following are theoretical values and
the actual values vary with the environment):

® The optical attenuation on the ONU GPON port should be within the range of 15 dBm to 25 dBm.

® The attenuation on an optical fiber is about 0.3 dB per kilometer.

® The attenuation for an optical splitter is as follows:

1:2 optical splitter: 3 dBm
1:4 optical splitter: 6 dBm
1:8 optical splitter: 9 dBm
1:16 optical splitter: 12 dBm
1:32 optical splitter: 15 dBm
1:64 optical splitter: 18 dBm

TC-C6217 ONU Frequent Going Online and Offline Caused by a Rogue ONU

This topic describes how to troubleshoot the fault of ONU frequent going online and offline.

Fault Type

Abnormal ONU connection

Keyword

Rogue ONU

ONU frequent going online and offline

ONU frequent going offline

Fault Description

All ONUs connected to a port in an office frequently go online and offline after a flood.

Alarm Information

Rogue ONU alarm

Possible Cause

® The ONU receive optical power is larger than the overload optical power.

® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step1 After communicating with the customer, we learn that there was once a flood in this office and
some ONUs are flooded.

Step 2 Analyze the condition. Only certain ONUs are flooded. This should not cause all ONUs to go
offline repeatedly. It is concluded that the optical modules of certain ONUs transmit signals
abnormally because of flood and the ONUs become rogue ONUs.
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Step 3 Check optical lines one by one near the optical splitter. It is found that one ONU works in the
continuous mode, as shown in Figure 5-24.

Figure 5-24 Rogue ONU

Optical
oLT splitter 4 OMU x

f”f Rogue OMNU

Step 4 Replace the ONU. System services recover.
Step 5 Such a fault does not recur in the next week.

—End

Suggestion and Conclusion

In normal conditions, ONU signal transmit timeslots are controlled by the OLT. A rogue ONU
is an ONU that goes out of control of the OLT and works in the continuous mode or irregular
mode. If a rogue ONU is detected, replace it in time.

5.8.5 Other ONU Faults

This topic describes how to troubleshoot other common ONU faults.
TC-C6008 Alarms About the Loss of GEM Cells Are Generated on an OLT Because
of Very Large Receive Optical Power of an ONT

This topic describes how to troubleshoot the fault when alarms about the loss of GEM cells are
generated on an OLT because the receive optical power of an ONT is very large.

Fault Type

ODN

Keyword

Optical power

Fault Description

An ONT in an office works normally and can register with an OLT normally. Alarms such as
the loss of GEM cells, however, are generated on the OLT.
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Alarm Information

® [oss of GEM cells
® Recovery of GEM channels
®  Deterioration of ONU signals

Cause Analysis

Procedure

Step 1

Step 2

The ONT is connected to the OLT through optical fibers directly. As a result, the receive optical
power of the ONT is very large, which is beyond the normal range of optical modules. Therefore,
the cycle from the loss of optical signals, to the recovery of optical signals, and then to the
deterioration of optical signals repeats.

Check the optical fiber connection and it is found that the ONT is directly connected to the OLT
through an optical fiber. Therefore, the optical power for the transmission between the OLT and
the ONT may be excessively high.

Add an optical splitter between the ONT and the OLT. After the ONT is registered, the alarm
disappears.

——-End

Suggestion and Conclusion

An ONT cannot be connected to an OLT directly. Optical attenuators or optical splitters must
be added between them to ensure that the optical path attenuation ranges from 15 dB to 25 dB.

1 NoTE

The specifications of the optical path attenuation are as follows:

® The optical attenuation on the GPON port on the ONT should range from 15 dB to 25 dB.

® The optical attenuation of an optical fiber is about 0.3 dB per kilometer.

® After optical signals travel through an optical splitter, the attenuation of the optical signals is as follows:
® 3dB if the splitter is a 1:2 optical splitter.

6 dB if the splitter is a 1:4 optical splitter.

12 dB if the splitter is a 1:16 optical splitter.

15 dB if the splitter is a 1:32 optical splitter.

18 dB if the splitter is a 1:64 optical splitter.

TC-C6052 Login to the ONU Through the Maintenance Network Port for
Deployment Upgrade Fails Due to the Mismatch of the ARP Mapping

Fault Type

This topic describes how to troubleshoot the fault when login to the ONU through the
maintenance network port for deployment upgrade fails due to the mismatch of the ARP
mapping.

Host service
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Keyword

ARP mapping

Maintenance network port

Fault Description

The ONU (MAS5620E) is connected to a PC with the IP address 10.11.104.1/24. Login to the
ONU from the PC through default maintenance network port 0/1/1 fails, and the IP address
10.11.104.2/24 of the ONU cannot be pinged through from the PC. Through the serial port,
however, login to the ONU is successful.

Alarm Information

None

Cause Analysis

Procedure

Step 1

Step 2

Step 3

Step 4

Step 5

®  The board of the ONU is faulty.
® The maintenance network port of the ONU is incorrectly configured.

® The network configuration of the PC is incorrect.

Log in to the ONU through the serial port. It is found that the boards of the ONU are in the
normal state.

Query the configuration of the maintenance network port of the ONU. It is found that the
configuration is correct.

Query the status of the maintenance network port. It is found that the maintenance network port
is in the normal state.

Query the ARP table on the PC. It is found that the MAC address corresponding to 10.11.104.2
is 00-18-82-77-1¢-c0, which is different from the MAC address 0018-8277-1d02 of the ONU.
This is the cause of the fault. The MAC address corresponding to 10.11.104.2 is the MAC address
of the previous ONU rather than the current ONU.

C:\Documents and Settings\Administrator>arp -a

Interface: 10.11.104.1 --- 0x2
Internet Address Physical Address Type
10.11.104.2 00-18-82-77-1c-c0 dynamic

Run the arp -d command to delete the previous ARP mapping. Login to the current ONU is
successful, and the fault is rectified.

—End

Suggestion and Summary

Generally, a mapping in the ARP table is automatically invalid five or ten minutes after the
mapping is not used. Before the previous mapping is invalid, login to the current ONU from the
PC fails.
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TC-C6054 Data Cannot Be Saved on the MxU Because the H.248 Interface Is Not
Registered

This topic describes how to troubleshoot the fault when data cannot be saved on the MxU because
the H.248 interface is not registered.
Fault Type

VoIP service

Keyword
H.248 interface

Data saving

Fault Description

During the data saving on a new deployed ONU (MAS5620E), it is found that the system prompts
a saving failure when the saving process reaches 90%.

Alarm Information

None

Cause Analysis

® The CPU usage is high when the system executes certain tasks, which results in the saving
failure.

® The H.248 interface is abnormal.

Procedure

Step1 Query the CPU usage before running the command for saving data. It is found that the CPU
usage is normal. Therefore, the fault is not caused by the high CPU usage.

Step 2 Through multiple tests, it is found that when data saving fails, the H.248 interface is in the down
state; when data saving is successful, the H.248 interface is in the up state.

Step 3 Query the configuration of the H.248 interface. It is found that the transmission mode of the H.
248 interface is alf/udp. After the transmission mode is modified to udp, data can be saved
regardless of whether the H.248 interface is in the up or down state.

(1 noTE

When the transmission mode of the H.248 interface is configured as alf/udp, the status of H.248 interface is
detected because alf/udp has the transaction reliability function. With this function, when the H.248 interface
is not registered, the system regards the H.248 interface as abnormal, and therefore does not allow the data
saving.

——-End

Suggestion and Summary

During the deployment, when the MxU is configured, it is recommended that the MG interface
be configured with the udp transmission mode. After the MxU runs in the normal state, the alf/
udp transmission mode can be selected.

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 410
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 5 Maintenance and Troubleshooting

TC-C6120 Many Users Under the Same PON Port Have Dialing Error 678 Because
Optical Power Is Too Strong

This topic describes how to troubleshoot the fault when many users under the same PON port
have dialing error 678.
Fault Type

ONU

Keyword
Too strong optical power

Dialing error 678

Fault Description
Network topology: PC -> ONU (MA5616) -> OLT (MA5600T) -> BRAS

Fault description: Four ONUs (MA5616s) are connected to a PON port. Since deployment, all
users under some ONUs or under all ONUs connected to the PON port have been reporting
dialing error 678. The ONUs with dialing error 678 cannot be logged in remotely. In addition,
the ONUs cannot be pinged from the OLT.

Alarm Information

None

Cause Analysis
® The ONU is faulty.
® The optical splitter is faulty.
® The PON port on the OLT is faulty.
®  The optical path is faulty.

Procedure

Step 1 Because all ONUs under the PON port have this fault intermittently. Therefore, it can be
determined that the fault is not caused by a single ONU.

Step 2 Replace the optical splitter with a new one. It is found that the fault persists. Therefore, it can
be determined that the fault is not caused by the optical splitter.

Step 3 Connect the ONU to the PON port on another board of the OLT. It is found that the fault persists.
Therefore, it can be determined that the fault is not caused by the PON port of the OLT.

Step 4 Check the optical path. The distance from an ONU to the OLT is about 1700 m. The measured
Rx optical power on the primary PON port of the optical splitter is about 2 dB; the measured Rx
optical power on each ONU port is about -6.3 dB. As indicated in documentation, the Rx optical
power of the PON port on the ONU should be from -8 dB to -24 dB. However, the Rx optical
power of any of these ONUs exceeds -8 dB. Therefore, the optical power may be too strong.
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Step 5 Add a5 dB optical attenuator on the primary PON port of the OLT. Then, the measured Rx
optical power of the ONU becomes about -12 dB. Observation for about a week shows that none
user under the PON port reports dialing error 678 again. That is, this fault is rectified.

—--End

Suggestion and Summary

If the optical power is very strong, the ONU cannot receive optical signals normally.

TC-C6307 A Large Number of Alarms Are Generated on the OLT Because the
Optical Power for the Transmission Between the OLT and the ONT Is Excessively
High

This topic describes how to troubleshoot the fault when a large number of alarms are generated
on the OLT because the optical power for the transmission between the OLT and the ONT is
excessively high.

Fault Type

GPON service

Keyword

Optical Power Is Excessively High

Fault Description

The ONT (HG850) can be registered but the alarms reported continuously on the OLT side.

Alarm Information

The alarms of GEM cell loss, GEM channel recovery, and ONU signal attenuation are reported
continuously on the OLT side.

Cause Analysis
® The ONT is faulty.
®  The optical path is faulty.

Procedure

Step 1 Check the optical fiber connection and it is found that the ONT is directly connected to the OLT
through an optical fiber. Therefore, the optical power for the transmission between the OLT and
the ONT may be excessively high.

Step 2 Add an optical splitter between the ONT and the OLT. After the ONT is registered, the alarm
disappears.

—End
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Suggestion and Conclusion

An ONT cannot be connected to an OLT directly. Optical attenuators or optical splitters must
be added between them to ensure that the optical path attenuation ranges from 15 dB to 25 dB.

(1 noTE

The specifications of the optical path attenuation (the following are theoretical values and the actual values vary
with the environment) are as follows:

® The optical attenuation on the GPON port on the ONT should range from 15 dB to 25 dB.

® The optical attenuation of an optical fiber is about 0.3 dB per kilometer.

® After optical signals travel through an optical splitter, the attenuation of the optical signals is as follows:
® 3dB if the splitter is a 1:2 optical splitter.

6 dB if the splitter is a 1:4 optical splitter.

12 dB if the splitter is a 1:16 optical splitter.

15 dB if the splitter is a 1:32 optical splitter.

18 dB if the splitter is a 1:64 optical splitter.
TC-C6205 BER Threshold-crossing Alarm of the Physical Coding Sublayer Because
of Loose Fiber Connectors

This topic describes how to troubleshoot the fault when an alarm is displayed indicating that the
BER of the physical coding sublayer exceeds the threshold.

Fault Type

Abnormal ONU connection

Keyword
Physical coding

Bit error ratio

Fault Description

Network topology: Optical split level: one level; split ratio: 1:16; connector: SC/PC connector;
backbone fiber: 1 km long; branch fiber: 600 m long

One ONU of an office kept reporting a large number of the BER threshold-crossing alarm of
the physical coding sublayer in a long term.

(1 noTE

This troubleshooting case applies to only V80OR105C03, V800R202C01, V8OOR007C00, and
V800R007CO1.

Alarm Information

BER threshold-crossing alarm of the physical coding sublayer

Possible Cause

® The ONU receive optical power is larger than the overload optical power.
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® The ONU receive optical power is smaller than the sensitivity.
® There is abnormal attenuation on ODN lines.

Procedure

Step 1 Test results show that the downstream optical power and upstream optical power on the egress
of the optical splitter are -11.7 dBm and -0.3 dBm respectively, and the transmit optical power
and receive optical power of the ONU are 2.7 dBm and -14.7 dBm respectively. Branch fibers
are only 600 m long and have only one connector, but the optical attenuation is 3 dB. This
indicates that there is abnormal attenuation on optical lines, as shown in Figure 5-25.

Figure 5-25 Abnormal attenuation on optical lines
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Step 2 Remove the inner-side optical fibers of the ONU ODF and insert them back. It is found that fiber
connectors are loose.

Step 3 Test the optical power. It is found that the ONU receive optical power changes to -12.5 dBm,
which is a normal value. Test results show that the loose connectors of the inner-side optical
fibers of the ONU ODF cause abnormal attenuation on optical line. As a result, the BER of the
physical coding sublayer exceeds the threshold.

Step 4 The alarm never occurred in the office in the next week.

—End

Suggestion and Conclusion

Insert an SC/PC fiber connector until hearing a click indicating that the connection is complete.

TC-C6206 BER Threshold-crossing of ONU Upstream Frames Because of Too
Tightly Fastened Fiber Connectors

This topic describes how to troubleshoot the fault when an alarm is displayed indicating that the
BER of upstream frames exceeds the threshold.

Fault Type
Abnormal ONU connection
Keyword
Upstream frames
BER threshold-crossing
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Fault Description

Network topology: Optical split level: one level; split ratio: 1:32; connector: FC/PC connector;
backbone fiber: 8 km long; branch fiber: 600 m long

In an office, an ONU repeatedly reports the BER threshold-crossing alarm of ONU upstream
frames for more than 200 times everyday.

(O noTE
This troubleshooting case applies to only V80OR105C03, V800R202C01, V80OOR007C00, and

V800R007CO1.
Alarm Information

BER threshold-crossing of ONU upstream frames

Possible Cause
® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step 1 Test the downstream optical fiber of the optical splitter. It is found that the optical power is -15.7
dBm, which is within the normal range, indicating that the backbone fiber is normal.

Step 2 Test the transmit optical power and receive optical power on ONU optical ports. It is found that
the transmit optical power and receive optical power are 2.5 dBm and -24 dBm respectively.
Branch fibers are only 600 m long and have only one connector, but the optical attenuation is
8.3 dB. This indicates that there is abnormal attenuation on ONU lines.

Step 3 Locate the fault by segment along ONU fibers. It is found that one FC/PC connector is used
between the ONU fibers and the DP point and it is over fastened and difficult to loosen.

Step 4 Loosen the connector and fasten it again. Then, the tested receive optical power becomes -19.3
dBm, which is within the normal range. This indicates that too tightly fastened connectors cause
the abnormal attenuation on ODN lines and consequently cause the BER threshold-crossing
alarm of ONU upstream frames.

Step 5 Such a fault does not occur in the next week.

—End

Suggestion and Conclusion

FC/PC connectors are generally difficult to fasten properly. Therefore, SC/PC connectors are
recommended.

TC-C6209 Too Many Bit Errors on an ONU Because of Poor Fiber Splicing

This topic describes how to troubleshoot the fault of too many bit errors on an ONU.

Fault Type

Abnormal ONU connection
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Keyword

Fiber splicing

Bit error

Fault Description

Network topology: Optical split level: one level; split ratio: 1:32; backbone fiber: 6.4 km long;
branch fiber: 1 km long

In an office, too many bit errors are detected on an ONU.

(1 noTE

Run the display statistics ont-line-quality command to query quality statistics of ONU lines. If this
command is executed for multiple times, the ONU bit error statistics increase, indicating that the ONU has
bit errors.

Alarm Information

None

Possible Cause

® The ONU receive optical power is larger than the overload optical power.
® The ONU receive optical power is smaller than the sensitivity.

® There is abnormal attenuation on ODN lines.

Procedure

Step1 Testthe ONU receive optical power. It is found that the poweris -27.3 dBm. Test the downstream
optical power of the optical splitter. It is found that the power is -17 dBm, indicating that there
is abnormal attenuation on ODN lines.

Step 2 Check the optical fiber between the optical splitter and the ONU (the optical fiber is only 1 km
long). No optical connector is found, indicating that the attenuation on the optical fiber may be
caused by fiber splicing.

Step 3 Perform a test using a red pointer. It is found that severe transient interruption of optical signals
occurs on the splicing points. Open the splice box. Visible beads are found on the splicing points,
as shown in Figure 5-26.

Figure 5-26 Poor fiber splicing
1 Paaorfiber
1 splicing
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Step 4 The system runs normally in the next week after re-splicing, and the ONU normally goes online.

—--End

Suggestion and Conclusion

Check splicing quality after a fiber is spliced. Make sure that the splicing loss is smaller than
0.1 dB.

Issue 01 (2011-10-18) Huawei Proprietary and Confidential 417
Copyright © Huawei Technologies Co., Ltd.



EchoLife HG8010/HG8240B/HG8245T/HG8247T GPON
Terminal
Service Manual 6 Technical Specifications

Technical Specifications

About This Chapter

This topic describes the technical specifications of the ONT, include its physical specifications
and the standards and protocols which the ONT complies with.

6.1 Physical Specifications
This topic describes the physical specifications of the ONT, including its dimensions, weight,
voltage range, and environment parameters.

6.2 Protocols and Standards
This topic provides the protocols and standards which the ports of the ONT comply with.
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6.1 Physical Specifications

This topic describes the physical specifications of the ONT, including its dimensions, weight,
voltage range, and environment parameters.

Table 6-1 lists the physical specifications of the HG8010/HG8240B/HG8245T/HG8247T.

Table 6-1 Physical specifications

Item HGS8010 HG8240B HG8245T HG8247T

Dimensions 143 mmx 115 195 mm x 155 195mmx 174 | 268 mm x 213

(length x width x | mm x 30 mm mm X 34 mm mm X 34 mm mm X 34 mm

depth)

Weight About 250 g About 500 g About 550 g About 800 g

(including the

power adapter)

Overall system 11-14 VDC, 1 11-14 VDC, 1 11-14 V DC, 2 11-14 V DC, 2

power supply A A A A

Power adapter 100-240 V AC, | 100-240 V AC, | 100-240 V AC, | 100-240 V AC,

input range 50-60 Hz 50-60 Hz 50-60 Hz 50-60 Hz

Maximum 6W 12W 18W 21W

power

consumption

Temperature 0°C to +40°C 0°C to +40°C 0°C to +40°C 0°C to +40°C

range

Humidity range | 5%-95% (non- | 5%-95% (non- | 5%-95% (non- | 5%-95% (non-
condensing) condensing) condensing) condensing)

6.2 Protocols and Standards

°
°
°
°
°
°
°
(AN

NOTE

GPON: ITU-T G.984
VolP: H.248, SIP, G.711A/u, G.729a/b, and T.38
Multicast: IGMPv2, IGMPv3, and IGMP snooping
Routing: NAT, NAPT, and ALG

Ethernet: IEEE 802.3ab
USB: USB 1.1/USB 2.0
Wi-Fi: IEEE 802.11n

This topic provides the protocols and standards which the ports of the ONT comply with.

The USB protocol and Wi-Fi protocol are applicable to the HG8245 and HG8247 only.
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Acronyms and Abbreviations

ALG
BRAS
CATV
DBA
DHCP
DMZ
DNS
DoS
FTP
FTTH
GPON
HTTP
IGMP
ISP
LAN
MAC
NAPT
NAT
NMS
OLT
OMCI
PON
PPPoE

Application Level Gateway
Broadband Remote Access Server
Community Antenna Television
Dynamic Bandwidth Assignment
Dynamic Host Configuration Protocol
Demilitarized Zone

Domain Name Server

Denial of Service

File Transfer Protocol

Fiber To The Home

Gigabit-capable Passive Optical Network
Hyper Text Transport Protocol
Internet Group Management Protocol
Internet Service Provider

Local Area Network

Media Access Control

Network Address and Port Translation
Network Address Translation
Network Management System

Optical Line Terminal

Optical Network Termination Management and Control Interface
Passive Optical Network

Point to Point Protocol over Ethernet
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PSTN
SIP
SOHO
SSID
STB
TCP
TKIP
UDP
UPnP
URL
VLAN
VoIP
WLAN
WEP
WPA
WPS

Public Switched Telephone Network
Session Initiation Protocol
Small Office and Home Office
Service Set Identifier

Set Top Box

Transmission Control Protocol
Temporal Key Integrity Protocol
User Datagram Protocol
Universal Plug and Play
Uniform Resource Locator
Virtual Local Area Network
Voice over IP

Wireless Local Area Network
Wired Equivalent Privacy

Wi-Fi Protected Access

Wi-Fi Protected Setup
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