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Device Installation
The DSL connects two separate physical interfaces, an ADSL (WAN) and an Ethernet (LAN) interface. Place the Router in a location where it can
be connected to the various devices as well as to a power source. The Router should not be located where it will be exposed to moisture or
excessive heat. Make sure the cables and power cord are placed safely out of the way so they do not create a tripping hazard. As with any electrical
appliance, observe common sense safety procedures.

The Router can be placed on a shelf or desktop, ideally you should be able to see the LED indicators on the front if you need to view them for
troubleshooting.

Power on Router

The Router must be used with the power adapter included with the device.

1. Insert the DC Power Adapter cord into the power receptacle located on the rear panel of the Router and plug the adapter into a suitable nearby
power source.

2. Depress the Power button into the on position. You should see the Power LED indicator light up and remain lit. The Status LED should light solid
green and begin to blink after a few seconds.

3. If the Ethernet port is connected to a working device, check the LAN LED indicators to make sure the connection is valid. The Router will attempt
to establish the ADSL connection, if the ADSL line is connected and the Router is properly configured this should light up after several seconds.
If this is the first time installing the device, some settings may need to be changed before the Router can establish a connection.
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Factory Reset Button

The Router may be reset to the original factory default settings by using a ballpoint or paperclip to gently push down the reset button in the following
sequence:

1. Press and hold the reset button while the device is powered off.

2. Turn on the power.

3. Wait for 10 seconds and then release the reset button.

Remember that this will wipe out any settings stored in flash memory including user account information and LAN IP settings. The device settings
will be restored to the factory default IP address 192.168.1.1 and the subnet mask is 255.255.255.0, the default management Username is “admin’
and the default Password is “admin.”

Network Connections
Connect ADSL Line
Use the ADSL cable included with the Router to connect it to a telephone wall socket or receptacle. Plug one end of the cable into the ADSL port
(RJ-11 receptacle) on the rear panel of the Router and insert the other end into the RJ-11 wall socket. If you are using a low pass filter device, follow
the instructions included with the device or given to you by your service provider. The ADSL connection represents the WAN interface, the
connection to the Internet. It is the physical link to the service provider’s network backbone and ultimately to the Internet.

Connect Router to Ethernet

The Router may be connected to a single computer or Ethernet device through the 10BASE-TX Ethernet port on the rear panel. Any connection to
an Ethernet concentrating device such as a switch or hub must operate at a speed of 10/200 Mbps only. When connecting the Router to any
Ethernet device that is capable of operating at speeds higher than 10Mbps, be sure that the device has auto-negotiation (NWay) enabled for the
connecting port. Use standard twisted-pair cable with RJ-45 connectors. The RJ-45 port on the Router is a crossed port (MDI-X). Follow standard
Ethernet guidelines when deciding what type of cable to use to make this connection. When connecting the Router directly to a PC or server use a
normal straight-through cable. You should use a crossed cable when connecting the Router to a normal (MDI-X) port on a switch or hub. Use a
normal straight-through cable when connecting it to an uplink (MDI-II) port on a hub or switch. The rules governing Ethernet cable lengths apply to
the LAN to Router connection. Be sure that the cable connecting the LAN to the Router does not exceed 100 meters.

Hub or Switch to Router Connection
Connect the Router to an uplink port (MDI-11) on an Ethernet hub or switch with a straight-through cable. If you wish to reserve the uplink port on the
switch or hub for another device, connect to any on the other MDI-X ports (1x, 2x, etc.) with a crossed cable.

Computer to Router Connection
You can connect the Router directly to a 10/100BASE-TX Ethernet adapter card (NIC) installed on a PC using the Ethernet cable provided.
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Appendix A — Troubleshooting

Configuration

This section will show you how to configure your new D-Link Router using the web-based configuration utility.

Web-based Configuration Utility

Connect to the Router
The default IP address for ADSL MODEM is: 192.168.1.1; The Subnet Mask is : 255.255.255.0. Users can configure ADSL MODEM through an

Internet browser. ADSL MODEM can be used as gateway and DNS server; users need to set the computer’s TCP/IP protocol as follow:
1. Setthe computer IP address at same segment of ADSL MODEM, such as set the IP address of the network card to one of the “192.168.1.2”
~ “192.168.1.254".

2. Set the computer’s gateway the same IP address as the ADSL Modem’s.
3. Set computer’s DNS server the same as ADSL Modem'’s IP address or that of an effective DNS server.

To access the configuration utility, open a web-browser such as Internet
Explorer and enter the IP address of the router (192.168.1.1).

EEH 192.168.1.1

Type “admin” for the User Name and “admin” in the Password field. If
you get a Page Cannot be Displayed error, please refer to the
Troubleshooting section for assistance.

ADSL 4*%FE 11n Router
RPED: @ anin !
L () FhokAk
CHEEEAT ®)
| mE || B |
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Appendix A — Troubleshooting

Device Info

To access the Device Info window, click either the Device Info or Summary button in the Device Info directory. The following page opens:
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Appendix A — Troubleshooting

Summary

To access the Router’s first Summary window, click the Summary button in the Device Info directory.

This window displays the current status of your DSL connection, including Device Info

the software version, LAN IP address, and DNS server address. ‘
'BoardID: | STWS04W
%Symmetric CPU Threads: 72
%Software Yersion: ?GE_l.EID
'Bootloader (CFE) Yersion: ?V‘1.0.38—112.3?

|DSL PHY and Driver Yersion: | AZpv6F037h.d24b
'wireless Driver Yersion: 5.100.138.11.cpe4.12L02.6
'Uptime: |0D OH 4M 325 |

This information reflects the current status of your WaN connection.

|BO Traffic Type: |ATM
iBO Line Rate - Upstream (Kbps}: | 13241

|BO Line Rate - Downstream (Kbps): | 79783

?Bl Traffic Type: iInactive
f‘rBl Line Rate - Upstream {Kbps}: ;VD
Bl Lihe Rate - Downstream (Kbps) 0

{LAN IPv4 Address: l 192.168.1.1
j-befault Gateway:

frlsrimary DNS Server: (D.EI.O.D
éVSecondvérv DNS Server: |0.0.00
{LAN IPv6 ULA Address: i

Default IPv6 Gateway:
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WAN

To access the WAN Info window, click the WAN button in the Device Info directory.

This window displays the current status of your WAN connection. WAN Info

Intwrface Description  Type  ViarMuxid | 1PvS g MLD NAT  Frowall  Status w4 Address | 1Pvh Addross

USB Access Methods

We can access the USB devices and handle some files with the following steps. We access the USB devices through the samba as the
following pictures.

- ERAER. ¥k, rPNEE Internet ¥WFERNE
T=T B tindows BHEHFRE.

e HOOR 152 1651 1 v |

Lme || B |(oxe. ||

Picture 1

As the picture 1 show, we enter the route of the ONT.
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¥ DSL Gateway (192. 168.1.1)
CEHE &FEE EFW
CHEHE [ GHINL /AR L0 B0R

IR ()

EE&X

FER 0D 3

IAE®

Qe - @ ¥ Pex ok [

it @ | @ \\192.168.1.1

v B#a

FIR S

2 ML

Q ZEMMILE

% BEREDIENLF
%

2 HRERABANES
B rehiiy

o SETEETEN
SRR UPnP &
s 2ze

HENE

,‘t‘ Horkgroup
4 FAIEER
B8 R
O =Y
Lo FTEPHIAER

HWHER

DSL Gateway
(192.168.1.1)

HiE

STEHEITEAERST. .

Picture 2

We can find the file which name is storage. Enter the file, we find the usbl 1 (As show as the Picture 3). This file is our USB

device.
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% storage 7f DSL Gateway (192.168.1.1) E =13
CEME ®EE FFW $We IAED FHo aF
CEETE g NTNL eSO EAOR

Qe © - 3 O pxsx [@-
: ik @) |g 44192, 168. 1. 1\storage "1 #3

o oo Kb 2E {#E22 E15A
MY RS 2 =3 Bidi s

) R
o w#%t‘Z’l\J‘{f#é@ﬁ’Fﬁﬁl
e

HHER

storage

Picture 3
After accessed the usbl 1, we can do some operating what you want to do.
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Appendix A — Troubleshooting

Route

To access the Device Info — Route window, click the Route button in the Device Info directory.

This read-only window displays routing info. Device Info -- Route

Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate
D - dynamic ({redirect), M - modified {redirect).

Destination | Gateway | Subnet Mask |Flag | Metric | Service |Interface

192.168.1.0 |0.0.00 |255.255.255.0 |U |0 ‘ 'bro

ARP

To access the Device Info — ARP window, click the ARP button in the Device Info directory.

This read-only window displays Address Resolution Protocol info. Bivice Tnfa S ARD

IP address |Flags HW Address Device

192.168.1.2 |Complete |00:27:19:8f.7c:d6 | br0

DHCP

To access the Device Info — DHCP Leases window, click the DHCP button in the Device Info directory.

This read-only window displays DHCP lease info. Device Info -- DHCP Leases
Hosthame 'MAC Address IP Address |Expires In
| FREESKYC-A444C0 |00:27:19:8f:7c:d6 | 192.168.1.2 |23 hours, 53 minutes, 58 seconds
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Advanced Setup

This chapter include the more advanced features used for network management and security as well as administrative tools to manage the Router,
view status and other information used to examine performance and for troubleshooting.

Layer2 Interface

To access the DSL ATM Interface Configuration window, click the ATM Interface button in the Layer2 Interface directory.

This window is used to configure the ATM interface. You can add and
delete ATM interface on this window.

If you are setting up the ATM interface for the first time, click the Add artoon VI (WA | L gy e Baprincs) | Seeferiea) | ype PO Mude W T
button.
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ATM Interface

The ATM PVC Configuration window allows you to set up ATM PVC
configuration. Enter Virtual Path Identifier,and Virtual Channel Identifier.
The VPI and VCI values should be provided by your ISP. This window
also allows you to select DSL Link Type, PPPOA - IpoA and EoA (Eo0A is
for PPPOE, IPOE, and Bridge)

Use the drop-down menu to select the desired Encapsulation Mode..

Click the Apply / Save button to Save.

ATM PYC Configuration

This screen allows you to configure a ATM PYC.
YPL: |0 | [0-255]
VCL: |35 [32-65535]

Select DSL Latency
PathO {(Fast)
Or

athl (Interleaved)

Select DSL Link Type (Eo is for PPPOE, IPoE, and Bridge.)

® Eoa

O PPPoA

O IPoa

Encapsulation Mode: ['LLCK SNAP-BRIDGING ~

Service Category: }'U'BR Without PCR |

Select Scheduler for Queues of Equal Precedence as the Default Queue

® \Wweighted Round Robin
O weighted Fair Queuing

Default Queue Weight: il 7 [1-63]

Default Queue Precedence: [Va | [1-8] {lower value, higher priority)

YC WRR Weight: i Jies

¥C Precedence: ] | [1-8] (lower value, higher priority)

Mote: YC scheduling will be SP among unequal precedence YC's and WRR among equal precedence YC's.

For single queue YC, the default queue precedence and weight will be used for arbitration,
For multi-queue YC, its VYC precedence and weight will be used for arbitration.

[E-.ack] [ Apply/Save

V33 User Manual
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WAN Service

To access the Wide Area Network (WAN) Service Setup window, click the WAN Service button in the Advanced Setup directory.

This window is used to configure the WAN interface. You can add and e Airea etk (WAR Siervice satup

delete WAN interface on this window. itk s e R b ot o il e

|f you are Sett|ng up the WAN Interface for the flrst tlme’ Clle the Add Intarface | Dasc riplhm‘ I\‘nm Vl.mnvl.i’)lp VianMuxid | Igmp NAT Firewall | 1PvG Mid

button_ (AR PR 095 | PPt N/A N/A Disalaled | Enablad | Enabled | Disatiled | Disatlscd
[add] [ Remava

The WAN Service Interface Configuration Configuration window allows WAN Service Interface Configuration

select a layer 2 interface for this service. Click the Next button to continue.

interface for this service

N

Select a layer

Note: For ATk interface, the descriptor string is (portdd_vpi_vci)

For PTM interface, the descriptor string is (portld_high__low)
where portid=0 -->= DSL Latency PATHO

low =0 --> Low PTM Priority not set
low =1 --= Low PTM Priority set

high =0 --= High PTMM Priority not set
high =1 --= High PTHI Priority set

atm0s (0_0_35) <~ |

Remove

[l

(]
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Appendix A — Troubleshooting

This window allows you to select the appropriate connection type. The
choices include PPP over ATM (PPPoA), PPP over Ethernet (PPPOE), IP
over Ethernet (IpoE), IP over ATM (IPoA), and Bridging.

WAN Service Configuration — PPPoE

Click the PPP over Ethernet (PPPoE) radio button on this window. This
window also allows you to use the drop-down menu to enable IPv6
service. Click the Next button to continue.

WAN Service Configuration

Select WaAN service type:
® PPP over Ethernet (PPPOE)
O 1P over Ethernet

© Bridging
Enter Service Description: |pppoe_0_0_35

For tagged service, enter valid 802.1P Priority and 802.1Q VLAN ID,
For untagged service, set -1 to bath 802, 1P Priority and 802,10 VLAN ID,

Enter 802.1P Priority [0-71: 7-1

Enter 802.1Q YLAN ID [0-4094]: &

MNetwork Protocal Selection: (IPY6 Only not suppaor)
| IPV4 Only v/

V33 User Manual
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Appendix A — Troubleshooting

WAN Service Configuration — PPPoE

This window allows you to set the username and the password for your
PPP connection. This information is obtained from your ISP. Additional
settings on this window will also depend on your ISP. And You can input
2"ip on this page. Click the Next button to continue.

PPP Usernome vut Passwaorn

n

I

V33 User Manual
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Appendix A — Troubleshooting

WAN Service Configuration — IPOE WAN Service Configuration
Click the IP over Ethernet radio button on this window. Click the Next
button to continue. Select WaN service type:

Q PPP over Ethernet (PPPoE)
| ® 1P over Ethernet
O Bridging

Enter Service Description: |ipoe_D_D_35

For tagged service, enter valid 802.1F Priority and 802.1Q YLAN ID,
For untagged service, set -1 to both 802.1P Priority and 802.1Q YLAN 1D,

Eriter 802.1F Priority [0-7]: 1|

Enter 802,10 YLAN ID [0-4094]: [ |

Network Protocal Selection: {IPY6 Only not suppar)
| IP¥4 Only v

L]
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WAN Service Configuration — IPOE
This window allows you to configure the WAN IP settings. This information
is obtained from your ISP. Click the Next button to continue.

MAC Clone: [0D:00:00:00:00:00 | |

WAN IP Settings

® Obtain an IP address automatically

Option 60 Yendor ID: ‘

Enter information provided to you by your ISP to configure the YWaN IP settings.
Notice: If "Obtain an IP address automatically” is chosen, DHCP will be enabled for PYC in IPoE mode.
If "Use the following Static IP address" is chosen, enter the WanN IP address, subnet mask and interface gateway,

ﬁ,\

Option 61 TAID:

j (8 hexadecimal digits)

Option 61 DUID; }

Option 66; ®Disable
Option 121! ®Disable
Option 125: ®Disable

O Use the following Static IP address:

J (hexadecimal digit)
(OEnable
OEnable
QEnable

WAN IP Address:

i
Wian Subnet Mask: l[
WaAN gateway IP Address: ‘

Clone the PC MAC Address ]

{00:00:00:00:00:00 means use dynamic mac address)

V33 User Manual
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Appendix A — Troubleshooting

WAN Service Configuration — BRIDGING
Click the Bridge radio button on this window. Click the Next button to

continue.

WAN Service Configuration

Select WaN service type:
O PPP aver Ethernet (PPPOE)
QO 1P over Ethernet

For tagged service, enter valid 802,1P Priority and 802.1Q YLAN ID,

Enter 802.1P Priority [0-7]:

Enter 802.1Q YLAN ID [0-4094]:

For untagged service, set -1 to both 802.1P Priority and 802.1Q YLAN 1D,

V33 User Manual
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WAN Service Configuration — BRIDGING

This summary window allows you to confirm the bridging settings you
have just made. Click the Apply /Save button to save your new bridging
settings and restart the Router.

WAN Service Configuration — PPPoA
This window allows you to enter service description. Click the Next button
to continue.

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

Connection Type: ‘E,ridge

NAT: Disabled
'Full Cone NAT: | Disabled
Firewall: Disabled

IGMP Multicast: ;Nn:lt Applicable
Quality Of Service: Disabled

Click "apply/Save" to have this interface to be effective, Click "Back” to make any modifications,

[Back ] [ anply/Save

WAN Service Configuration

Enter Service Description: %pppoa_D_B_jS

| IP¥4 Only v

Network Protocal Selection: (IPY6 Only not suppor)
|

V33 User Manual
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WAN Service Configuration — PPPOA
This window allows you to set the username and the password for your reo t
PPP connection. This information is obtained from your ISP. Additional

settings on this window will also depend on your ISP. And You can input

2"ip on this page. Click the Next button to continue. i

WAN Service Configuration —-PPPoA
Default gateway interface list can have multiple WAN interfaces served as
system default gateways but only one will be used according to the priority
with the first being the higest and the last one the lowest priority if the I
WAN interface is connected. Priority order can be changed by removing Gty btorfacs
all and adding them back in again. Click the Next button to continue. lropat

Avalablo Rowted WAN

ot

V33 User Manual
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WAN Service Configuration — IPOA
This window allows you to enter service description. Click the Next button
to continue.

WAN Service Configuration — IPOA
This window allows you to configure the WAN IP settings. This information
is obtained from your ISP. Click the Next button to continue.

WAN Service Configuration — IPOA

This window allows you to enable or disable Network Address Translation
and a firewall for your Router. In addition, you can enable or disable IGMP
multicasting. Click the Next button to continue.

WARN Service Configuration

Enter Service Description: |ipoa_0_0_35

WAN IP Settings

Enter infarmation provided to you by your ISP to configure the WanN IP settings.

WanN IP sddress: ‘D.D.U.D
WAN Subnet Mask: lo.0.00

Network Address Tramsiotion Settangs

[~

Autematic |

TGV Vit st

R R
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LAN

You can configure the LAN IP address to suit your preference. Many users will find it convenient to use the default settings together with DHCP
service to manage the IP settings for their private network. The IP address of the Router is the base address used for DHCP. In order to use the
Router for DHCP on your LAN, the IP address pool used for DHCP must be compatible with the IP address of the Router. The IP addresses
available in the DHCP IP address pool will change automatically if you change the IP address of the Router.

To access the Local Area Network (LAN) Setup window, click the LAN button in the Advanced Setup directory.

V33 User Manual
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This window allows you to set up a LAN interface. When you  Local Area Network (LAN) Setup
are finished, click the Apply / Save button.

Configure the DSL Router IP Address and Subnet Mask for LAN interface. Grouphame |Default v

IP Address: 192.168.1.1 1

Subnet Mask: 255.255.255.0 1

Enable IGMP Snooping

Standard Mode
Blocking Mode

Enable LAN side firewall

Disable DHCP Server
Enable DHCP Server
Start IP Address: | 192.168.1.2 |

@O0 0O @O

End IP Address: |192.168.1.254 ‘

Static IP Lease List: {4 maximum 32 enfries can be configured)
|MAC Address ]IP Address iRemove

i Add éntries ][7 Remove Entries ]

spply /Save
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Appendix A — Troubleshooting

To access the IPv6 LAN Auto Configuration window, click
the IPv6 AutoConfig button in the LAN directory.

This window allows you to set up IPv6 LAN Auto
Configuration. When you are finished, click the Save /Apply
button.

IPvh LAN Auto Configuratho

tatic LAN vt

IPwh LAN Applcations

y Address Confion

atioe
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Port Trigg

Some applications such as games, video conferencing, remote access
applications and others require that specific ports in the Router's firewall
be opened for access by the applications. You can configure the port
settings from this screen by selecting an existing application or creating
your own (Custom application).

Click the Add button to configure port triggering.

You can configure the port settings on this window by clicking the Select
an application radio button and then using the drop-down list to choose
an existing application, or by clicking the Custom application radio
button and entering your own Application Rule in the field provided.

Click Save/Apply when you are finished with the port setting
configuration. The new Application Rule will appear in the Port Triggering
table.

ering

HEHE T HEHE

M N N N NN NN

V33 User Manual

27



Appendix A — Troubleshooting

DMZ Host

Since some applications are not compatible with NAT, the Router supports
use of a DMZ IP address for a single host on the LAN. This IP address is

not protected by NAT and will therefore be visible to agents on the Internet
with the right type of software. Keep in mind that any client PC in the DMZ
will be exposed to various types of security risks. If you use the DMZ, take
measures (such as client-based virus protection) to protect the remaining

client PCs on your LAN from possible contamination through the DMZ.

To designate a DMZ IP address, type in the IP Address of the server or
device on your LAN, and click the Save/Apply button.
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Security

To access the Security window, click the Security button in the Advanced Setup directory. The Security button appears after configuring WAN

interface in PPPoA, PPPoOE, IPoE or IPOA.

IP Filtering

The IP Filtering button appears when configuring WAN interface in PPPoA, PPPoE, IPoE or IPOA.

IP Filtering - Outgoing "
This window allows you to create a filter rule of Outgoing.
Click change default policy to change the mode of policy.

Now default policy is BLOCK, it means all outgoing IP traffic from LAN is
blocked, but some IP traffic can be accepted by setting up filters.

If you are setting up the outgoing IP filtering, click the Add button.

Jutgong 1P Fltecing Setuy

Now default policy is ACCEPT, it means all outgoing IP traffic from LAN is
allowed, but some IP traffic can be Blocked by setting up filters.

If you are setting up the outgoing IP filtering, click the Add button.

Ngoing P Filterng Sehy

Filter Namo

1P Versaon Py

= DLDCKED

ALCERTED

tocol  SrciP) Prefixlangth €

At DSUP/ Prefidbeogth  DstPort Remow
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Appendix A — Troubleshooting

Enter the information in the section. Explanations of parameters are
described below. Click the Apply / Save button to add the entry in the
Active Outbound IP Filtering table.

IP Filtering — Incoming e

This window allows you to create a filter rule of Incoming.
Click change default policy to change the mode of policy.

Now default policy is ACCEPT, it means all incoming IP traffic from WAN

is accepted, but some IP traffic can be blocked by setting up filters.

If you are setting up the incoming IP filtering, click the Add button.

wming B Fltering Setuy

Now default policy is BLOCK, it means all incoming IP traffic from WAN is
blocked, but some IP traffic can be accepted by setting up filters.

If you are setting up the incoming IP filtering, click the Add button.

Intiwtaces

P Varson Pro U

rutod angth

Srchort  Dstip

Prot

© ACCEPTED

be BLOCKED

1 SrePort DstIP) Protid ength DstPort Remaove

Woongth OstPort Romave
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Enter the information in the section. Explanations of parameters are
described below. Click the Apply / Save button to add the entry in the
Active Inbound IP Filtering table.
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Parental Control

Use this window to deny access to specified MAC address.
If you are setting up the MAC address blocking, click the Add button.

MAC address is a specially formatted text string (Xx:XX:XX:XX:xX:xX) that
uniguely identification of a device. This section will allow users to block
devices with certain MAC addresses on the LAN.

To configure for MAC address blocking, enter the username into the
Username field, click Browser’s MAC Address to have MAC address of
the LAN device, or click Other MAC Address and enter a MAC address
manually. Tick the checkboxes for the desired individual days of the week
and enter desired Start Blocking Time and End Blocking Time.

Click the Save/Apply button to save the configuration

Access Time Restriction -- A maximum 16 entries can be configured.

Username | MAC |Mon | Tue |‘Wed Thu [Fri Sat Sun Start |Stop Remove

Remove
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URL Filter

This window allows you to set up URL Filter on the Router. URL Filter -- Please select the list type first then configure the list entries. Maximum 100 entries can be configured.

Exclude -- Deny computers to access the following web sites in the list.

Choose URL List Type Exclude or Include first and click Add

button. Include -- allow computers 1o access only the following sites in the list,
URL List Type: O Exclude O Include
Address ‘Port ‘Remoue |
Enter the URL address and port number then click Apply / parental Control - URL Filter Add

Save to add the entry to the URL filter.
Enter the URL address and port number then click "apply/Save" to add the entry to the URL filter.

1 {Default 80 will be applied if leave blank.)

Apply /Save

URL Address: ‘
i

Port Number:
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Quality of Service

QoS or Quality of Service allows your Router to help prioritize the data packet flow in your Router and network. This is very important for time

sensitive applications such as VoIP where it may help prevent dropped calls. Large amounts of non-critical data can be scaled so as not to affect
these prioritized sensitive real-time programs.

To access the QoS — Queue Management Configuration window, click the Quality of Service button in the Advanced Setup directory.

o]
Q
(V)]

— Queue Management Configuration

This window allows you to set up QoS on the Router.
When you are finished, click on the Save/Apply e
button. e o N A W A A S S LR D RS U

Note: If Enable Oos checkbox is not selected, all QoS will be disabled for all interfaces.

Note: The default DSCP mark is used to mark all egress packets that do not match any classification rules.

Select Defauit DSCP Mark | o Change (1) v
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Queue Config

Click the Add button to add a QoS Queue Configuration table entry.

This window allows you to configure a QoS queue entry and assign it a
specific network interface.

Click the Apply / Save button to save and activate the filter.

it Koy | ivtertats O30 Proc/ AR WONE | DS Latency | OTM Prioeity  Shaping It ity 8)  Buest Soe(bryles)  Endide s

QoS Queue Configuration

This screen allows you to configure a QoS queue and add it to a selected layer2 interface.
Name: \

Enable: i:Enable v

Interface: [ ]

spply/Save
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QoS Classification

Choose Add or Remove to configure network traffic classes. o

Use this window to create a traffic class rule to classify the upstream Adkd Network Traffic Class Rudo

traffic, assign a queue that defines the precedence and the interface, and
optionally overwrite the IP header DSCP byte. A rule consists of a class
name and at least one condition. Please remember that all of the specified
conditions on this window must be met for the rule to take effect.

Click the Apply / Save button to save and activate this rule.

Last
Virable w

LAR(all)
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Routing

To access the Routing windows, click the Routing button in the Advanced Setup directory.

Default Gateway

Default gateway interface list can have multiple WAN interfaces served as e - natouit sater
system default gateways but only one will be used according to the priority
with the first being the highest and the last one the lowest priority if the
WAN interface is connected. Priority order can be changed by removing I e ——
all and adding them back in again. Click the Apply / Save button when Gty It T
you are finished. it

MO CONIGIRUD  INTERFXCH «

Static Route

CI'Ck the Add button on the ROUU ng - Stat| ¢ Route W|nd0W to access the Routing -- Static Route (A maximum 32 entries can be configured)
following window displayed on the next page.

Remove

1P Yersion | DstIP/ PrefixLength Gateway  Interface  metric | Remove
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Enter the static routing information for an entry to the routing table.
Click the Apply / Save button when you are finished.

Policy Routing

Click the Add button on the Policy Routing Settup window to access the
following window displayed on the next page.

Policy Routing Setting -- A maximum 8 entries can be configured.

Policy Name |Source IP | LAN Port | WAN | Default GW | Remove
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Enter the Policy Routing information.Click the Apply / Save button when  Policy Routing Settup
. Enter the policy name, policies, and WaN interface then click "Apply/Save" to add the entry to the policy routing table.
you are finished. Mote: If selected "IPOE" as WaN interface, default gateway must be configured.

Policy Mame:|

Physical LAN Port: ¥

Source IP:|

Use Interface| 36 dongle/pppT v

Default Gateway IP:

up Ja] |'y' ,.f Save

RIP

To activate RIP for the device, select the Enabled radio button for Global e s« conurasion

RIP Mode. To configure an individual interface, select the desired RIP NOTE: RIS CANVOT B COMARED) an the WAN interiace which s /99 or has NAT snsblod
version and operation, followed by placing a check in the 'Enabled'
checkbox for the interface. Click the Save/Apply button to save the
configuration, and to start or stop RIP based on the Global RIP mode
selected.

Iterf oo Mersion Dper sbosE nsbied
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DNS

To access the DNS windows, click the DNS button in the Advanced Setup directory. The DNS button appears when configuring WAN interface in

PPPOA, PPPOE, MER or IPoA.

DNS Server

Select DNS Server Interface from available WAN interfaces OR enter O Server

static DNS server IP addresses for the system. In ATM mode, if only a
single PVC with IPoA or static IPoE protocol is configured, Static DNS
server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as
system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and
adding them back in again. Click the Apply / Save button when you are
finished.

anfigaration
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Dynamic DNS

The Router supports Dynamic DNS (Dynamic Domain Name Service).
The Dynamic DNS service allows a dynamic public IP address to be
associated with a static host name in any of the many domains, allowing
access to a specified host from various locations on the Internet. This is
enabled to allow remote access to a host by clicking a hyperlinked URL in
the form hostname.dyndns.org, Many ISPs assign public IP addresses
using DHCP, this can make it difficult to locate a specific host on the LAN
using standard DNS. If for example you are running a public web server or
VPN server on your LAN, this ensures that the host can be located from
the Internet if the public IP address changes. DDNS requires that an
account be setup with one of the supported DDNS providers.

Click Add to see the Add DDNS Settings section.

Enter the required DDNS information, click the Apply / Save button to
save the information.

DDNS requires that an account be setup with one of the supported
[ DDNS servers prior to engaging it on the Router. This function will not
Note work without an accepted account with a DDNS server.

y
ol

Vostname Username Geevice Intesface  Remove

Add Dynamic DNS

This page allows you to add a Dynamic DMS address from DynDNS.org or TZO.

D-DNS provider : DymDNS. org «
Hosthame Hosthame
Interface |36 Elonélre/rppp?' 'v‘

DynDNS Settings
Username

Password

Apply/Save
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UPNP

To access the UPnP Configuration window, click the UPnP button in the Advanced Setup directory.

This window allows you to Config UPnP Proxy. Click the Apply / Save

.. UPnP Configuration
button when you are finished.

MNOTE: UPnP is activated only when there is a live WAN service with NAT enabled.

Enable UPhP

spply/Save

DNS Proxy

To access the DNS Proxy Configuration window, click the DNS Proxy button in the Advanced Setup directory.

This window allows you to Config DNS Proxy. Click the Apply / Save

.. DNS Proxy Configuration
button when you are finished.

Enable DNS Proxy

Host name of the Broadband Router ! |Broadcam

Domain name of the L&N network:  |Home

apply/Save
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Interface Group

Interface Group supports multiple ports to PVC and bridging groups. Each group will perform as an independent network.
To support this feature, you must create mapping groups With appropriate s s — A mossn 16 st con e ot
LAN and WAN interfaces using the Add button. The Remove button will

remove the grouping and add the ungrouped interfaces to the Default
group. Only the default group has IP interface.

Click Add to do advanced settings.

(1) (e
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To create a new mapping group, enter Group Name, add interfaces to
Grouped Interfaces.

Click Apply / Save to save the changes.

........
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IPSec

To access the IPSec Tunnel Mode Connections window, click the IPSec button in the Advanced Setup directory.
This window allows you to configure IPSec. PSec Tunnel Mode Connections

Click Add New Connection to edit IPSec tunnel mode connections from
this page

Connection Neeme  Romalte Gateway

Locasl

Al

iy

I

PRSES

Roemoto Addresses

Remove
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This window allows you to advanced settings.

IPSec Settings

IPSec Connection Name

Tunnel Mode

Remote IPSec Gateway sddress (IPv4 address in dotted decimal)

Tunnel access from local IP addresses
IP Address for VPN

IP Subnetmask

Tunnel access from remote IP addresses
IP Address for VPN

IP Subnetmask

Key Exchange Method
Authentication Method
Pre-Shared Key

Perfect Forward Secrecy

&dvanced IKE Settings

‘new connection

ESP

\0.0.0.0

‘ Subnet v |

[oo.00 \

|255,255.255.0 \

l Subnet v |

[booo |

|255.255.255.0 |

|t (IKE) v |

i Pre-Shared Key v ’

lkey ‘

Disable v|

[ Show Advanced Settings

‘ Apply/Save
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Multicast

To access the IGMP Configuration window, click the Multicast button in the Advanced Setup directory.

Enter IGMP protocol configuration fields if you want modify default
values shown below.

IGMP Configuration

Entar IGMP protmcol conflguration fields If you

Liesfault Versian
ety Intarval

QuRry Responsa Intarval

Last Mamber Queary Intarval!

Robustrnoss Value:

Bascirmuem Multic:

st Groups

I W

Masdimurm Multicast Data Sources (for IGMPy3 | (

MaximUm Multicast Group Mermbers

Fast Leave Enable

LAN to LAN (ntra LAN) Multic
(IPTV)

Mabarahip Join Tmmecizate

MLD Configuration

Entar MLD protocol (IPve Multicast) configuration fleld

Diefault Versian

Quiary Interval

Quary Responsa Intarval
Last Mambear Quary Interval
Robustness Value

Meandrmurm Multicast Groups !

Maximum Multicast Data Sou

=t Enable

reas (for midva)

Maximum Multicast Group Mambar

Fast Laava Enable

LAN o LAN (Intra LAN) Multicast Enabla

10

101

(10

[¥]

[~]

int modify default valus

int Mo

1ify daefault v

e

e

W

b

low,
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This page allows you to configure security features of the
wireless LAN interface.

You may setup configuration manually or through WiFi
Protcted Setup(WPS)

You can select to configure WEP encryption, Shared, 802.1x,
WPA, and WPA2 authentication.

Security

Wirehess Security

Maral Setup AP

Dazabled »

BroadP0

Open

lazabled »

~
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MAC Filter

This page can help you to allow or deny certain MAC addresses to pass Wireless — MAC Filter
through or block out.
Click Add to see the following page.

Salect SSI0! | BromAPO v

MAC Restrict Mode: @& Disabled © aAllow © Deny  Notw: I 'wllow! s choosed and mac filter s ampty, WRS will be disabled
MAC Address | Remove

[ackt] [Remove |

I\E/Ir:grfli\l/:,:rc Address and click Apply / Save to add the MAC address to s NS

snter the MAC address and click "apply/Save" to add the MAC address to the wireless MAC address filters,

AAC Address;
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Advan

This page allows you to configure advanced wireless LAN interface.
Configuring these settings may increase the performance of your router
but if you are not familiar with networking devices and protocols, this
section should be left at its default settings.

Click Apply / Save to save the settings.

ced

s -

Embled «

Erabled w
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Station Info

This page shows the authenticated wireless stations and their status.
Click Refresh to update the information.

Wireless — Authenticated Stations

This page shows authenticated wireless stations and their status.

MAC | Associated | Authorized | SSID | Interface
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Your modem is capable of testing your DSL connection with access to Diagnostics.

This window is used to test connectivity of the Router.

Diagnostics

S5 Helo

Holp

el
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Management

The Management directory features an array of options designed to help you get the most out of your Router.

Settings

To access the Settings - Backup window, click the Settings button in the Management directory.

This window allows you to backup your DSL Router
configurations.

Click the Backup Settings button to save your Router
configurations to a file on your computer.

This window allows Update DSL router settings. You may
update your router settings using your saved files.

Click the Update Settings button to update your Router
configurations with a file on your computer.

This window allows Restore DSL router settings to the
factory defaults.

Click the Restore DSL Settings button to restore DSL
router settings to the factory defaults.

Settings - Backup

Backup Broadband Router configurations. You may save your router configurations to a file on your PC.

[ Backup Settings

Tools -- Update Settings

Update Broadband Router settings. You may update your router settings using your saved files,

Settings File Narme: | ]

[ Update Settings

Tools -- Restore Default Settings

Restore Broadband Router seftings to the factory defaults.

[ Restore Default Settings ]
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Internet Time

To access the Time settings window, click the Internet Time button in the Management directory.
This window allows you to set the Router’s time configuration.

. . Time settings
When you are finished, click the Save/Apply button.

[0 automatically synchronize with Internet time servers

apply/Save

'y
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Access Control

To access the Access Control windows, click the Access Control button in the Management directory.

Passwords

This window allows you to change the password on the Router. When Actess Contral — Passwords
you are finished, click the Save/Apply button.
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Reboot

To access this window, click the Reboot button in the Management directory.

To save your settings and reboot the system, click the Reboot button.

Click the button below to reboot the router.

V33 User Manual

56



Appendix A — Troubleshooting

Troubleshooting

This chapter provides solutions to problems that might occur during the installation and operation of the DSL-STV504. Read the following
descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system, the
screenshots on your computer will look similar to the following examples.)

1. How do I configure my DSL-STV504 Router without the CD-ROM?

Connect your PC to the Router using an Ethernet cable.

Open a web browser and enter the address http://192.168.1.1

The default username is ‘admin’ and the default password is ‘admin’.

If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2),
which will set the password back to ‘admin’.

Note: Please refer to the next section “Networking Basics” to check your PC’s IP configuration if you can’t see the login windows.
2. How do I reset my Router to the factory default settings?

e Ensure the Router is powered on.
e Press and hold the reset button on the back of the device for approximately 10 seconds.
e This process should take around 30~60 seconds.

3. What can | do if my Router is not working correctly?

There are a few quick steps you can take to try and resolve any issues:
e Follow the directions in Question 2 to reset the Router.
e Check that all the cables are firmly connected at both ends.
¢ Check the LEDs on the front of the Router. The Power indicator should be on, the Status indicator should flash, and the DSL and LAN
indicators should be on as well.
e Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password, are the same as the settings
that have been provided by your ISP.
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4. Why can’t | get an Internet connection?

For ADSL ISP users, please contact your ISP to make sure the service has been enabled/connected by your ISP and that your ISP username and

password are correct.
5. What can | do if my router can’t be detected by running installation CD?

Ensure the Router is powered on.

Ensure only one network interface card on your PC is activated.
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Note: There might be a potential security issue if you disable the setting of Firewall on your PC.
the whole installation procedure and can surf on Internet without any problem.

Check that all the cables are firmly connected at both ends and all LEDs work correctly.

Click on Start > Control Panel > Security Center to disable the setting of Firewall.
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Please remember to turn it back on once you have finished
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FCC Information

FCC Caution

Any changes or modifications not expressly approved by the party responsible for compliance could void the user's
authority to operate this equipment.
+ This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device
may not cause harmful interference, and (2) this device must accept any interference received, including interference that
may cause undesired operation.

For product available in the USA market, only channel 1~11 can be operated. Selection of other channels is not
possible.
- This device and its antenna(s) must not be co-located or operation in conjunction with any other antenna or transmitter..

This device must not be co-located or operating in conjunction with any other antenna or transmitter

NOTE: THE MANUFACTURER IS NOT RESPONSIBLE FOR ANY RADIO OR TV INTERFERENCE CAUSED BY
UNAUTHORIZED MODIFICATIONS TO THIS EQUIPMENT. SUCH MODIFICATIONS COULD VOID THE USER’S
AUTHORITY TO OPERATE THE EQUIPMENT.

Federal Communications Commission (FCC) Requirements, Part 15
This equipment has been tested and found to comply with the limits for a class B digital device, pursuant to part 15 of the
FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential
installation.
This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

---Reorient or relocate the receiving antenna.

---Increase the separation between the equipment and receiver.

---Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

---Consult the dealer or an experienced radio/TV technician for help.

Regulatory information / Disclaimers

Installation and use of this Wireless LAN device must be in strict accordance with the instructions included in the user
documentation provided with the product. Any changes or modifications (including the antennas) made to this device that
are not expressly approved by the manufacturer may void the user’s authority to operate the equipment. The
manufacturer is not responsible for any radio or television interference caused by unauthorized modification of this device,
or the substitution of the connecting cables and equipment other than manufacturer specified. It is the responsibility of the
user to correct any interference caused by such unauthorized modification, substitution or attachment. Manufacturer and
its authorized resellers or distributors will assume no liability for any damage or violation of government

CAUTION: To maintain compliance with FCC’s RF exposure guidelines, this equipment should be installed and
operated with minimum distance 20cm between the radiator and your body. Use on the supplied antenna.
Unauthorized antenna, modification, or attachments could damage the transmitter and may violate FCC
regulations.

MPE Statement (Safety Information)
Your device contains a low power transmitter. When device is transmitted it sends out Radio Frequency (RF) signal.

FCC Information to User
This product does not contain any user serviceable components and is to be used with approved antennas only.
Any product changes or modifications will invalidate all applicable regulatory certifications and approvals.

Safety Information
In order to maintain compliance with the FCC RF exposure guidelines, this equipment should be installed and operated

with minimum distance 20cm between the radiator and your body. Use only with supplied antenna. Unauthorized antenna,
modification, or attachments could damage the transmitter and may violate FCC regulations.

Please use the factory recommended
power supply.



